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|. PREFACE AND SCOPE OF EVALUATION

1. On 24 February 2011, His Eminence Cardinal Bert&aeretary of State, wrote to the Secretary
General of the Council of Europe, requesting that kHoly See (including Vatican City State)
become subject to the evaluation and follow up @daces of MONEYVAL. MONEYVAL is the
Council of Europe’s primary monitoring arm in antdney laundering and countering the
financing of terrorism (AML/CFT). The Committee Ministers accepted this application on 6
April 2011. The Holy See (including Vatican City aB) became fully engaged with
MONEYVAL thereafter and arrangements were made dMONEYVAL onsite visit in
November 2011.

2. The evaluation of the anti-money laundering and lwatng the financing of terrorism regime of
the Holy See (including Vatican City State) wasdshen the Forty Recommendations 2003 and
the Nine Special Recommendations on Terrorist Emgn2001 of the Financial Action Task
Force (FATFj and was prepared using the AML/CFT Methodology40Due to the specific
scope of evaluations carried out by the Committigis, evaluation is complemented by coverage
of some issues linked to the Directive 2005/60/E@e European Parliament and of the Council
of 26 October 2005 on the prevention of the usieffinancial system for the purpose of money
laundering and terrorist financing (hereinafter tHehird EU Directive”) and Directive
2006/70/EC (the “implementing Directive”). Thisiisaccordance with MONEYVAL's terms of
reference and Procedural rules.

3. The evaluation was based on the laws, regulatiodsother materials supplied by the Holy See
(including Vatican City State), and information aipied by the evaluation team during the
MONEYVAL on-site visits to the Holy See (includingatican City State) from 20 to 26
November 2011 and 14 to 16 March 2012. This evanareport takes into account
developments in the two months subsequent to tiedin-site visit (i.e. up to 25 January 2012) as
is permitted in FATF and MONEYVAL practice. Undédret procedures of MONEYVAL, no
account can be taken in the text of the report,fandating purposes, of developments after the
25" January 2012. None-the-less, the HS/VCS has aeetdito move forward to improve and
modernise its laws and practices since th® 2fuary 2012. Important developments since the
25" January 2012 are referred to by updating footnitesiccordance with MONEYVAL
procedure.

4. During the MONEYVAL on-site visits, the evaluatideam was greeted by His Holiness Pope
Benedict XVI and met with officials and represeivies of all relevant Holy See (including
Vatican City State) government agencies and treaelorganisations. A list of the persons and
bodies met is set out in Annex | to the mutual eabn report.

5. This is an evaluation of a unique jurisdiction. Thaluation team had first to establish what areas
in the context of the HS/VCS had relevance in AMEICterms. Thereafter the 2004 AML/CFT
Methodology has been applied in exactly the sameasaany other jurisdiction. This report is an
evaluation of measures in place to counter monedaring and terrorist financing. It is not an
investigation into past or present allegations ohay laundering and terrorist financing. It is not
concerned directly with the situation before theplementation of AML/CFT legislation. The
assessment is also not an audit of any particulandgial institution, as this is outside the scope
an evaluation. However, the evaluators have assastnsively effective implementation of the
global standards (in particular by the Institute Works of Religion - IOR). MONEYVAL’s

! This report is not based on the revised FATF Renentlations, which were issued in February 2012.
2 As updated in February 2009.



assessment in this area was based on intervielwsi@R management and employees and other
documents requested by the evaluation team.

The evaluation was conducted by an assessment tghith consisted of MONEYVAL and
FATF experts in criminal law, law enforcement amjulatory issues: Professor William C.
Gilmore (Professor of International Criminal Law thie University of Edinburgh and Legal
Scientific Expert to MONEYVAL) who participated as legal evaluator; Mr. Philipp Roeser
(Executive Officer, Legal and International Affaifsinancial Market Authority, Liechtenstein)
and Mr. Andrew Strijker, (Financial Scientific Expeao MONEYVAL) who participated as
financial examiners; Mr. Boudewijn Verhelst, (Depirector of CTIF-CFI, Belgium and Law
Enforcement Scientific Expert to MONEYVAL) and Mfladimir Nechaev (Assistant to the First
Vice-Chairman of the Government of the Russian Fatd®s and Chairman of MONEYVAL)
who participated as law enforcement evaluators; Jgihn Ringguth, (Executive Secretary to
MONEYVAL) and Mr John Baker (MONEYVAL Secretariat)The team reviewed the
institutional framework, the relevant AML/CFT Lawsgegulations, guidelines and other
requirements, and the regulatory and other sysierpkace to deter money laundering (ML) and
the financing of terrorism (FT) through financiaistitutions and Designated Non-Financial
Businesses and Professions (DNFBP), as well asieiagthe capacity, the implementation and
the effectiveness of all these systems.

This report therefore provides a summary of the AFET measures in place in the Holy See
(including Vatican City State) as at the date @ tinst MONEYVAL on-site visit or, as noted
above, immediately thereafter. It describes andlyaea these measures, and provides
recommendations on how certain aspects of the mgstmuld be strengthened (see Table 2).
It also sets out the Holy See’s (including Vaticzity State) levels of compliance with the FATF
40 + 9 Recommendations (see Table 1). Compliane®on+compliance with the EC Directives
has not been considered in the ratings in Table 1.

For ease of comprehension a detailed list of acrsngnd glossary of terms used in this report is
provided in Section VI below.



II. EXECUTIVE SUMMARY

Background and scope of the evaluation

On 24 February 2011, His Eminence Cardinal Bert@exretary of State, wrote to the
Secretary General of the Council of Europe, redgogshat the Holy See (including Vatican
City State) (HS/VCS) become subject to the evabmatand follow up procedures of
MONEYVAL. MONEYVAL is the Council of Europe’s prim@ monitoring arm in anti-
money laundering and countering the financing obtesm (AML/CFT). The Committee of
Ministers accepted this application on 6 April 20The Holy See (including Vatican City
State) became fully engaged with MONEYVAL thereafted arrangements were made for a
MONEYVAL on-site visit in November 2011.

MONEYVAL is a peer evaluation mechanism. It asses$e compliance with and the
effectiveness of the implementation of the leganfework, plus the financial and law
enforcement measures in place to combat money daimgd and terrorist financing. Its
assessments are made against the global standaftie ¢-inancial Action Task Force
(FATF), and also in respect of some aspects ofdire 2005/60/EC (the™BEU Directive).
MONEYVAL is a leading Associate Member of the FATF.

This report describes and analyses the AML/CFT omeasthat were in place in the HS/VCS
at the time of the first MONEYVAL on-site visit (286 November 2011) and takes into
account developments in the subsequent two moatB@8 January 2012 (as is permitted in
FATF and MONEYVAL practice). A second MONEYVAL onts visit was made between
14-16 March 2012 to clarify certain matters. The INEYVAL report offers
recommendations on how to strengthen aspects aygtem. It was prepared on the basis of
the FATF 40 Recommendations (2003) and the 9 SpReizommendations of the FATF on
Terrorist Financing (2001), as updated. It is noasddl on the revised FATF
Recommendations, which were issued in February.2012

Under the procedures of MONEYVAL, no account cantdden in the text of the report, and
for rating purposes, of developments after th& 2Huary 2012. None-the-less, the HS/VCS
has continued to move forward to improve and maderits laws and practices since th& 25
January 2012. Important developments since tHE Rfhuary 2012 are referred to by
updating footnotes in the body of the mutual euvaua report in accordance with
MONEYVAL procedure.

This report is an evaluation of measures in placeounter money laundering and terrorist
financing. It is not an investigation into pastpresent allegations of money laundering and
terrorist financing. It is not concerned directlitmthe situation before the implementation of
AML/CFT legislation. The assessment is also notaamlit of any particular financial
institution, as this is outside the scope of anlwatamn. However, the evaluators have
assessed intensively effective implementation ef global standards (in particular by the
Institute for Works of Religion - IOR). MONEYVAL'sissessment in this area was based on
interviews with IOR management and employees, thayais of comprehensive internal
procedures and other documents requested by theatea team.

The specific context of the evaluation

The Vatican City State is geographically and derappgically the smallest country in the
world and consequently there is very little donesly generated crime. However, St Peter’s
Basilica and the Vatican Museums receive more tt&million pilgrims and tourists each
year and this inevitably results in a certain lesfgbetty crime.

No independent businesses are established withir81VCS, as a public monopoly regime
exists in the economic, financial and professiaeaitors. Thus, unlike other states evaluated
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by MONEYVAL, there is no market economy. Given thise authorities consider that the
threat of money laundering and terrorist financiagvery low. However, no formal risk
assessment has been done as yet. The evaluatsiderdihat such a risk assessment should
be undertaken to properly judge the adequacy &f #ipproach, and a process has been
initiated to commence one. This is important aseveuators have identified factors present
in the system which could potentially increase AML/CFT risk situation including: high
volumes of cash transactions and wire transfetsqagh, the evaluators fully appreciate that
cash transactions are an important contributoh&ftinding of the global mission of the
church); global spread of financial activities (imting with countries that insufficiently
apply the FATF Recommendations); and the limitedilability of information on the non-
profit organisations operating in the HS/VCS.

8. There are only two entities, the Institute for W€ Religion (IOR) and the Administration
of the Patrimony of the Holy See (APSA), which h&een treated as financial institutions
for the purposes of this evaluation. The IOR islénger of the two financial institutions with
33,404 accounts being operated as at 30 NovembEt. Zoth financial institutions are
ultimately controlled by the HS/VCS.

9. There are only a few (foreign domiciled) designated-financial businesses and professions
(DNFBP), notably external accountants, providingvant services within the HS/VCS.

3. Key findings

10. The HS/VCS authorities have come a long way inrg gbort period of time and many of
the building blocks of an AML/CFT regime are nowrfally in place. But further important
issues still need addressing in order to demomsttett a fully effective regime has been
instituted in practice.

11. In order to bring the legal system of the HS/VC® iline with international standards on
AML/CFT matters the Act of the Vatican City State.NCXXVII, concerning the prevention
and countering of the laundering of proceeds rigguftom criminal activities and financing
of terrorism, was enacted on 30th December 2010cantk into force on 1 April 2011. By
an Apostolic letter of 30 December 2010, in thenfayf a Motu Propriof” His Holiness
Pope Benedict XVI also extended this law to theyHgte itself and created tAatorita di
Informazione FinanzarigFinancial Intelligence Authority (FIA)) as thenéincial intelligence
unit (FIU) for the HS/VCS and AML/CFT supervisorhi$ original AML/CFT Law was
rapidly revised after the first MONEYVAL visit, lgely to take into account the evaluators’
emerging findings. The first law was wholly suppihand replaced by Decree No. CLIX of
25 January 2012 making amendments and additionaf ahich came into force also on 25
January 2012. The Decree has since been confiffiitredrevised AML/CFT Law introduced
a significant number of necessary and welcome a@wmnbut due to the timing of its
introduction it was not possible for the evaluatds assess the effectiveness of
implementation. The amended AML/CFT Law also cleattablishes the Secretariat of
State as responsible for the definition of the ggef on AML/CFT, and for adhesion to
international treaties and agreements.

12.Money laundering has been fully criminalised in @dance with the FATF standards
although effectiveness of application has yet todeenonstrated as there have been no
investigations, prosecutions or convictions for ewraundering. Likewise, financing of
terrorism has been criminalised, although the $igeciiminalisation of financing in respect
of certain terrorist acts in relevant UN counterdgdsm conventions is absent. The
authorities have the necessary powers to freeiz ard confiscate criminal funds and assets
although effectiveness of implementation has alsh ® be demonstrated. Detailed
legislative provisions have been introduced to divé force and effect to the freezing of
funds associated with terrorism and financing oforgsm in accordance with relevant UN

% A document issued by the Pope on his own initiatirected to the Roman Catholic Church.
8



13.

14.

15.

16.

17.

Security Council Resolutions (UNSCRs). Howeverpoadanuary 2012, they had not been
brought into practical effeét

The VCS has an established Gendarmerie whose rgbpities now include the
investigation of financial crime and money laundgroffences, though there does not appear
to have been enough training provided to them imarfcial investigation. Both the
Gendarmerie and the FIA appear to have adequaikdad material resources.

The preventive measures established by the orighIL/CFT Law provided a
comprehensive framework, including Customer DuégBiice (CDD) and record keeping
requirements. These represented a major step forfeathe HS/VCS. The legal provisions
were augmented by Regulations and Instructiongisby the FIA. However, some elements
of the original preventive regime did not clearlgehthe FATF standards. The amendments
and additions made by the revised AML/CFT Law hfilled a considerable number of gaps
identified in the original AML/CFT Law. The gapsathremain relate mainly to the
requirements for appropriate monitoring and scyutiof business relationships and
transactions and the implementation of the rislebagpproach established by the Law.

The IOR launched a process in November 2010 (imck of the enactment of AML/CFT
legislation) to review its client database. The lBRommitted to complete this process with
up to date CDD information by the end of 2012, giothis was still at an early stage at the
time of the on-site visits. Though there is an IRfRaw that sets out the categories of persons
that may hold accounts in IOR, it is recommendexd #erious consideration be given to a
statutory provision describing the categories ghleand natural persons who are eligible to
maintain accounts in the IOR.

The AML/CFT Law introduced a suspicious transactieporting regime and the FIA have
issued guidance on indicators of anomalous traisectBut attempted transactions are not
clearly covered by the requirements and there efiiencies in the reporting provisions
regarding terrorist financing. In the period undeview 2 STRs had been filed under the
AML/CFT regime by a financial institution. This aggrs to be low as the SAR regime has
been in effect since 1 April 2011. Even if allowascare made for the small size of the
financial sector in the HS/VCS and for the needthd reporting entities to accustom
themselves to the new regime and acquire experieffeetiveness of the reporting system is
questionable.

The FIA is the main supervisor for AML/CFT purposBi®netheless, there appeared to be a
lack of clarity about the role, responsibility, botity, powers and independence of the FIA
as supervisor. The legislative basis for supermisaod inspection needs strengthening to
ensure that it includes the review of policies,gadures, books and records and, above all,
sample testing. The supervisory authorities shdalde the clear legal right of entry into
premises under supervision and the right to densaeéss to books of account and other
information. The FIA does not appear to have adegpawers to carry out its supervisory
duties and has no ability to issue sanctions ipeesof one of the two identified financial
institutions (APSA) as APSA is regarded as a “publithority”. Following its formation, the
FIA concentrated on preparing and issuing guidaatée time of the MONEYVAL on-site
visits the FIA had not conducted an on-site indpactnotwithstanding the fact that the

* On 3 April 2012 the HS/VCS list of designated peiswas promulgated by the Secretariat of Statetwhi
covered,inter alia, the 1267 list of designated persons. On the sdamethe FIA issued an Ordinance giving
effect to this list and transmitted it to all okdidjpersons.

® Customer Due Diligence is a cornerstone of a préwe AML/CFT regime. It requires that all custormere
clearly identified and that their identity is véed against reliable documentation. This includes t
identification and verification of the natural peng¢s) who ultimately owns or controls a customed/anthe
person on whose behalf a transaction is being agaduand those persons who exercise ultimate aféect
control over a legal person or legal arrangemearnth(s trusts).

9



18.

19.

20.

21.

22.

23.

24.

primary financial institution, the IOR, had reqezbsthat the FIA do so. No specific training
had been provided to the FIA for its supervisogksa

The FIA is not involved in the process of licensofgsenior staff in the financial institutions
and there is no provision for the financial ingttins to be prudentially supervised. It is
strongly recommended that IOR is also supervised Iprudential supervisor in the near
future. Even if this is not formally required it &5 large risks to the stability of the small
financial sector of HS/VCS if IOR is not indepentigisupervised.

The AML/CFT Law covers lawyers and accountants \ah® operating within the VCS for

STR reporting purposes. There are a number of nofit-prganisations (NPO) based within
the HS/VCS, all of which are linked to the missiohthe Church. However, there is no
supervisory regime in place in the NPO sector amdystemic outreach on AML/CFT issues
has taken place as yet to the NPO sector.

Overall there are adequate arrangements in plafazildate both national and international
cooperation. In January 2012 the HS/VCS becamerty pa the Vienna, Palermo and
Terrorist Financing Conventions of the United Nasowhich the evaluators warmly
welcome as this will facilitate judicial mutual Egassistance. While information provided to
the evaluators showed a broadly satisfactory tremtord in judicial international co-

operation, one country indicated that it had entened some difficulties in mutual legal
assistance relationships with the HS/VCS.

The FIA is limited in its ability to exchange infoation with other FIUs by the requirement
to have a Memorandum of Understanding (MOU) in @ladgth its counterparts. As no
MOUSs had been signed at the time of the MONEYVALsite visits, the effectiveness of the
FIU in international co-operation was not demonestfa The FIA does not have the explicit
authority to share supervisory information.

Legal Systems and Related Institutional Measuge

With regard to criminal law, the HS/VCS relies ugtbe Italian Penal Code of 1889 and the
Italian Code of Criminal Procedure of 1913. It hewever, noted that the AML/CFT Law
has introduced various updating amendments to teealPCode to bring HS/VCS
criminalised offences into line with the FATF “dgsated categories of offencés”

Prior to the enactment of the original AML/CFT Lawmoney laundering had not been
specifically criminalised in the legal system o tHS/VCS. Before the AML/CFT Law came
into force there was reliance on Art. 421 of ttadidin Criminal Code of 1889. Subsequent to
the MONEYVAL on-site visit of November 2011 and the light of MONEYVAL's
emerging findings, the authorities of the HS/VCS8isiked the original AML/CFT Law in
order to deal with identified gaps and also as tdegcribed it - to place the AML/CFT
system on a more secure, long term and sustainkdgislative footing. Extensive
amendments and additions to the law brought abpuhis process came into force on 25
January 2012. Under this revised AML/CFT Law, theygical and material elements of
money laundering required by the international déads are covered.

The offence of money laundering in the HS/VCS asptio natural persons who knowingly
engage in proscribed activities. The evaluatorsewmstd that under applicable general
principles and rules of the legal system the inb@atl element of the offence can be inferred
from objective factual circumstances. A provisian“administrative responsibility of legal

persons” was introduced into the amended legislatibich came into force on 25 January

® The authorities have subsequently reported tlest Ifave entered into one MoU with an FIU. In additihey
have approached 11 other FIUs receiving formalragsem two.

" The offences which are required to be criminalisedrder that they can form an underlying basisrfoney
laundering charges and prosecutions.

10



25.

26.

27.

28.

29.

30.

2012. The application of administrative respongipbif legal persons is based upon the prior
securing of a criminal conviction of a natural mersvith relevant ties to the legal person in
question for either money laundering or the finagcbf terrorism. The evaluators have
concerns regarding the effectiveness of the cotpdiability provision.

Specific offences to cover the financing of tesori have also been included in the
legislation. However, the ability to prosecute fimancing of terrorism in respect of certain
terrorist acts in some relevant UN counter-terrarisonventions is still missing. The

financing of individual terrorists or terrorist @igisations for legitimate purposes, which is
also required under FATF standards, is not covered.

The AML/CFT Law provides for the mandatory confisoa of both proceeds and
instrumentalities, including from third parties.olisional measures, including the freezing
and/or seizing of property, to prevent any dealtrgnsfer or disposal of property subject to
confiscation are applied through reliance on thwvigions of the Italian Criminal Code. The
evaluators are satisfied that law enforcement agerand the FIA have adequate powers to
identify and trace property that is or may becomgject to confiscation or is suspected of
being the proceeds of crime. The system of cortfmtand of provisional measures contains
wording designed to protect the interestbafa fidethird parties, as the standards require.

The AML/CFT Law has introduced provisions to alléov the freezing of funds of persons
identified under the UNSCRs. However, a systenttier application of these provisions in
practice had still to be developed at the timehef MONEYVAL visits.

The Financial Intelligence Unit for the HS/VCS tie FIA. It has been operational since 1
April 2011. TheMotu Proprio establishing the FIA identifies the FIA as a pabfistitution

of the HS. lts jurisdiction in respect of AML/CFTules extends to all Dicasteries

(Departments) of the Roman Curia and all the oggdiins and bodies depending on the
Holy See that perform financial activities listedthe AML/CFT Law.

The FIA is an autonomous administrative authorityexercises the key FIU functions of
receiving and analysing suspicious activity rep®8a8Rs), and of disseminating the results
of its analysis to law enforcement. In supporttsfanalytical activity the FIA has a broad
power to collect additional data. The AML/CFT Lawes the FIA access, on a timely basis,
to the necessary financial, administrative, inggdtve information and also additional
information from the parties that made the disalestiowever, as a result of a regrettable
shift between the texts of the original and thases AML/CFT Law, the legal basis for the
FIA enabling it to collect additional informatiomofn all entities that are subject to the
reporting obligation has become uncertain. The AURET Law guarantees the FIA’s
operational independence and autonomy and reqtiesthe FIA shall have adequate
resources.

Whilst the FIA is required to maintain the “highasicrecy”, exchange of information in the
context of international co-operation or with théigial authorities is allowed. However, the
FIA does not have the authority to autonomously chale MOUs with its foreign
counterparts which potentially limits its effectivess in international cooperation. The FIA is
seriously considering joining the Egmont Groamd has already taken steps to initiate the
membership procedure which would enable it to ceraie directly with other FIUs in the
Egmont Group in accordance with Egmont principles.

8 See footnote 4 above.

° The Egmont Group provides a forum for FIUs aroumel world to improve cooperation in the fight agains
money laundering and financing of terrorism. Egm@mup members meet regularly to find ways to coates
especially in the areas of information exchangening and the sharing of expertise.
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31. The judicial power in the HS/VCS is exercised bg t@ourts, i.e. the Single Judge, the
Tribunal, the Court of Appeal and the Court of @diss1. The law enforcement authorities in
the HS/VCS are comprised of: the Public ProsecsitOffice (the Promoter of Justice), who
IS nominated by the Pope; the Gendarmerie Corpsse&iprimary functions, as the only
police force in the VCS, are the maintenance oflipubrder and the investigation of
offences. Due to the small size of the law enfom®mcommunity, there are no law
enforcement authorities specialised in investigatemd prosecution of ML or TF. The
judiciary and law enforcement authorities have get been confronted with money
laundering or terrorism financing matters, so ih@s possible to assess their effectiveness on
these issues.

32. The standards require that countries should hawesunes in place to detect the physical
cross-border transportation of currency or beaegotiable instruments. With the adoption
of the AML/CFT Law the HS/VCS authorities estabéigha declaration system for cash and
bearer negotiable instruments with legal requirdméor all natural persons. However, the
declaration requirement does not cover shipmerduofency through containerised cargo.
The Gendarmerie Corps have the authority to makeilies and inspections to ensure
compliance with the requirements as well as taagsturrency where there is a suspicion of
ML/FT. Although the authorities have the power pply a penalty this is limited and there
are doubts as to the ability of the Gendarmerigrattice to restrain currency where there is
a suspicion of ML/FT on a timely basis, given takdeclarations had been made at financial
institutions. The Gendarmerie can co-operate wighGustoms authorities of other countries,
although there appear to be restrictions on thétyabif the FIA to exchange information
with counterparts on cross-border transportation.

5. Preventive Measures — Financial Institutions

33. The preventive measures established by the AML/C&® prior to the amendments made
by Decree No. CLIX of 25 January 2012 provided mprehensive framework, including
CDD and record keeping requirements and were vieage@d major step forward for the
HS/VCS. The legal provisions had been augmenteBdygulations and Instructions issued
by the FIA. However, some elements of the prevemntagime did not clearly meet the FATF
standards. The amendments and additions promulggtéaecree No. CLIX of 25 January
2012 have filled a considerable number of gapstified in the previous Law. The gaps that
remain relate mainly to the requirements for thenmaoing and scrutiny of business
relationships and transactions and the implememtatf the risk based approach established
by the Law.

34. The original AML/CFT Law as amended by Decree NbD>XCof 25 January 2012 applies to
all activities and operations carried out by finahinstitutions as defined in the Glossary to
the FATF Methodology. In practice, there are omy tentities, notably the IOR and APSA,
which have been treated as financial institutianglie purposes of this evaluation. The IOR
is the most relevant to this assessment.

35. The revised AML/CFT Law introduced a comprehengB2D regime and includes a risk-
based approach to CDD. Enhanced ¢biB required by law for relationships established
with politically exposed persons (PEPS), correspanhdurrent accounts and non-face to face
relationships. Some deficiencies have been idedtifiith respect to these requirements. For
example, the requirement to put in place approprigk management systems to determine
whether a customer is a PEP does not extend tditi@hewners of accounts. With respect
to non-face to face relationships the Law proviftesundue exemptions from the full CDD
requirements. The only additional requirement fananced due diligence, that appears to be

% Enhanced CDD measures are required to be applieertain high risk categories of customers (fareple,
non-resident customers). These procedures reqealérsy additional information concerning the backmd to
the customers and their beneficial owners.
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36.

37.

38.

39.

40.

41.

42.

43.

designed based on a local risk assessment, isuseh @n FIA Instruction and relates to
repeated deposits of cash or valuables.

The instances for simplified CObas provided for in the AML/CFT Law are not theuls
of a specific assessment of the risks and vulnirebifaced by the HS/VCS. The failure to
have undertaken any formal risk assessment imghigsthere is no basis for determining
whether other potential risks are addressed apipitefy. As noted earlier, the evaluators
have identified additional factors that could irase the risk situation. The evaluators’
assessment on these specific risks largely matgitles preliminary threat assessment of the
FIA. This preliminary assessment needs completimhfarmalising.

In applying the risk-based approach to simplifiee dliligence the AML/CFT Law creates
blanket exemptions from the CDD requirements. Ashsthese are not “reduced or
simplified” CDD measures as the standards allowf bxemptions from any CDD
requirements except in those situations when MIF®Brare suspected, or when there are
reasons to believe that the previous verificat®mnreliable or insufficient to provide the
necessary information. These exemptions need rewjew

The CDD framework also lacks an express requirentemnerify that the transactions are
consistent with the institution’s knowledge of tlseurce of funds. There is also no
requirement to give special attention or to exantireebackground of business relationships
and transactions with persons from or in counttied do not or insufficiently apply the
FATF Recommendations. Nor are there requirement&xamine the background and
purpose of complex, unusual large transactionsnasual patterns of transactions, that have
no apparent or visible economic or lawful purp@sethe standards also require.

The IOR officials demonstrated clear commitment drigh awareness as regards the
accurate implementation of the obligations under AML/CFT Law. The evaluators were

pleased to note that the internal procedures ésital by the IOR went, to some extent,
beyond the requirements set out by the Law priorthe amendments and additions
introduced in January 2012. Their procedures pactintained requirements that were
missing or unclear in the original AML/CFT Law.

On the other hand, based on these internal proeedtite evaluators have also identified
some deficiencies impacting on the effective impatation of certain CDD measures. For
example, the risk categorisation applied by the kiRs not take into account geographic
risk, product/service risk, type and frequency ainsactions, the activity carried out,
business volumes, or behaviour of the client.

As a result of the incomplete risk categorisation the IOR, enhanced due diligence

measures appear to be applied to a very limitedbeunof customer categories and the
additional measures applied in higher risk situaieeem limited. The IT systems to identify
unusual and riskier transactions were still ingthecess of being developed at the time of the
MONEYVAL on-site visits. Additionally, some weakre=s were detected in the

identification procedures (e.g. with regard to pess purporting to act on behalf of a

customer).

The APSA representatives demonstrated a good uaddisg of their obligations under the
AML/CFT Law and the requirements appear to be imgleted in practice. However, the
formalisation of CDD procedures in APSA appearsb® at an early stage. Internal
procedures in APSA were only adopted after thé MONEYVAL on-site visit.

A major concern arises from the fact that therert@ser been a sample testing of the CDD
files maintained by the IOR or a supervisory agsess by the FIA including the scrutiny of

1 Simplified CDD measures can be applied to ceriaiegories of low risk customers (for example,
government institutions or enterprises). This afidmstitutions to apply reduced measures to idgatiid verify
the identity of the customers and their benefioiahers.
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transactions and the origin of funds in transasticarried out by the IOR. While the
evaluators took note of the efforts and commitmieytthe IOR to review its customer
database in the light of the new regulatory framdwihis process was still at an early stage
at the time of the MONEYVAL on-site visits. Thougfere is an IOR bylaw that sets out the
categories of persons that may hold accounts in lB&evaluators recommend that serious
consideration be given to a statutory provisiotirsgtout the categories of legal and natural
persons that may hold accounts in the IOR.

44. The AML/CFT Law has introduced a requirement tospree the documents and records in
accordance with the standards. With regard to tkénesfers, the FIA has issued Regulations
that also appear to be generally in line with thendards. However, there is no explicit
requirement in the Regulation that ensures thatroatine transactions are not batcted
where this would increase the risk of money lauimderThe Regulation itself contains
weaknesses regarding the verification of identitg doo0 broad an interpretation of the
concept of ‘domestic transfers’. Furthermore, nqurements for beneficiary financial
institutions to adopt effective risk-based procedurfor identifying and handling wire
transfers that are not accompanied by completénatigy information have been put in place.

45. The AML/CFT Law has introduced a suspicious tratisacreporting regime which is
basically sound and the FIA have issued guidancadinators of anomalous transactions.
However, attempted transactions are not clearle@m by the requirements. The reporting
requirements refer to “transactions” rather thamtfs” and there is no reporting obligation
covering funds suspected to be linked or relatedrtdo be used for terrorism, terrorist acts
or by terrorist organisations. Furthermore, thdadilefcies in the terrorist financing offence
formally limit the terrorist financing reporting bgation. The level of STRs at the time of
the on-site visits raises questions in the mindhefevaluators regarding the effectiveness of
the reporting regime in practice. It is noted thatreports were submitted to the prosecutor.
The protection for persons reporting a suspicicasstaction and the “tipping off” prohibition
are largely in line with the standards.

46. The FIA has issued guidance on required internadrots in financial institutions. There are,
however, concerns that the scope of the FIA’s righssue guidance is restricted. Neither the
law nor guidance provide for timely access by thMLACFT compliance officer to customer
identification data and other CDD information, Santion records, and other relevant
information. While neither of the financial instikbns operates any foreign branches or
subsidiaries, relevant provisions have been estaddi in the AML/CFT Law to cover this,
which are largely in line with the standards.

47. The FIA is the main supervisor for AML/CFT purpos&be AML/CFT Law states that the
FIA has the power to perform inspections and todsgpadministrative pecuniary sanctions.
The Law does, however, limit supervision to moriitgrand verification of certain activities,
which focus mainly on internal control measures s@léction of employees. Furthermore, it
is unclear to what extent the power to carry ogpéttions includes the review of policies,
procedures, books and records, and can be extdndsample testing. It is also unclear
whether the FIA’s powers include the right of entripo the premises of the institution under
supervision, the right to demand books of accoant$ other information and the right to
make and take copies of documents, with a penaltyhe institution if its officers fail to
comply. Following its formation, the FIA concentdton preparing and issuing Regulations
and Instructions. As a consequence of this virguadl supervisory activity took place during
the period under review and, at the time of the NE¥NAL on-site visits, the FIA had not
conducted an on-site inspection. It is recommentatthe definition in the AML/CFT Law
of supervision and inspection be amended to maksgedr that those functions are not
restricted only to certain AML/CFT activities but@mpass all aspects of AML/CFT, and in

12 Batch processing groups similar transactions twgeto facilitate efficient data processing. Thansards
require that non-routine transactions should begssed individually.

14



48.

49.

50.

51.

52.

53.

particular the review of policies, procedures, l®akd records and sample testing. The
supervisory authorities should have the legal rigiéntry into premises under supervision
and the right to demand access to books of ac@nhbther information.

It is strongly recommended that IOR is also supediby a prudential supervisor in the near
future as currently there is no adequate, indeparsigervision of the IOR. Even if this is
not formally required, it poses large risks to 8tability of the small financial sector of
HS/VCS if IOR is not independently supervised. lididon it would require IOR to
implement additional regulatory and supervisory saees which are relevant for AML.

No sanctions for breaches of AML/CFT legislatior applicable to APSA as it is regarded
as a public authority. This should be reconsider@therwise, legal persons can be
sanctioned. There are sanctions available alsespect of all natural persons, but directors
and senior management are not specifically addidssthe legislation. Further clarity here
would help. There is no power to withdraw, restrict suspend a financial institution's
licence. At the time of the MONEYVAL on-site visjtao sanctions had been applied. With
regard to market entry, directors and senior mamagé of IOR and APSA are not
specifically evaluated on the basis of “fit and gD criteria by the FIA and the financial
institutions are “licensed” via the Chirograpand the Pastor Bonti$ut not by the FIA.

The AML/CFT Law states that financial secrecy sdaubt obstruct requests for information
by competent authorities and also provides for daimauthorities to actively co-operate and
exchange information for AML/CFT purposes. The Lawther states that official secrecy
shall not inhibit the international exchange ofommation. HS/VCS authorities have
demonstrated that information covered by finanaiatl official secrecy is exchanged in
practice. However, the Law lacks express exempffiimm the secrecy provisions for certain
types of information exchange.

Preventive Measures — Designated Non-FinancialiBinesses and Professions (DNFBP)

Given the public monopoly regime, no one is erditte establish businesses or to set up
industrial or commercial enterprises without obitagnauthorisation from the Governor. No
such authorisation has ever been issued. Only thd¥eBP services provided by HS/VCS
entities, as well as cross-border services provinjefibreign domiciled persons (e.g. lawyers,
auditors, etc.), are permitted to be conductediwitie HS/VCS.

The revised AML/CFT Law covers all categories of EBY covered by the FATF standards
except for casinos (including internet casinos) &stablishment of which is expressly
prohibited by the Law. DNFBP have to comply withe teame obligations as financial
institutions, includingnter alia CDD and record keeping requirements. Despite lihisd
scope of application, there appear to be only a (fiereign domiciled) DNFBP (notably
external accountants) providing services within th®/VCS that are relevant under the
FATF standards. However, those DNFBP have notmgldmented the obligations of the
AML/CFT Law.

Non-Profit organisations

There are a number of non-profit organisations dagthin the HS/VCS. They are all linked
to the support of the mission of the Church. Thkistar is a significant controller of financial
resources within the HS/VCS. No review has beeredalen of this sector to establish the
adequacy of the legal and regulatory frameworkthedootential vulnerabilities to financing
of terrorist activities. At the time of MONEYVAL'sisits there was no monitoring regime in

13 A papal document establishing the IOR.

4 An Apostolic Constitution promulgated by Pope J&aul Il which sets out the process of runningcietral
government of the Roman Catholic Church. Both |I@B APSA are established under Pastor Bonus.

15



place. No written guidance had been prepared amsystemic outreach has taken place to
this sector.

8. National and International Cooperation

54. Both the Holy See and the Vatican City State emgrnational legal personality. The HS
maintains bilateral diplomatic relations with memef the international community. It is a
member of certain international organisations ald bbserver status in many others,
including the UN and the Council of Europe. It lzageaty making capacity in international
law and has become a party to a number of multdhteonventions including several
negotiated under the auspices of the UN. The et@kiavarmly welcomed the decision of
the HS/VCS to become a party to the Vienna, PalambTerrorist Financing Conventions
of the UN in January 2012.

55. In the HS/VCS issues of international legal co-afien are regulated by the relevant
provisions of the Italian Code of Criminal Proceslof 1913 as it stood in 1929 (CCP). The
CCP stipulates that international conventions arattiges regarding letters rogatory and
related matters are to be observed. However, atirie of the first MONEYVAL on-site
visit, no bilateral mutual legal assistance agregmbad been concluded. However, since the
HS/VCS is now a party to the Vienna, Palermo andorest Financing Conventions of the
UN, their extensive provisions relating to mutuggdl assistance now apply as between the
HS/VCS and all other state parties.

56. At present the HS/VCS relies on the Letters Rogapoocess provided for in the CCP. This
is drafted in relatively broad and flexible termedadouble criminality is not required. This
scheme of co-operation is generally adequate mtiogl to the provision of assistance for
money laundering, terrorist financing and prediaaffence investigations and prosecutions.
With regard to extradition, two separate regimesrage. With regard to Italy, under the
terms of the Lateran Treaty, the HS/VCS enjoyséahanced co-operation”. With regard to
other states the terms of the CCP apply. This mézatswhen a request for extradition is
made through diplomatic channels the courts pldgasive role in determining whether the
relevant requirements have been satisfied. The di@@rmination is made by the executive
branch of government.

57. While information provided to the evaluators shoveetiroadly satisfactory track record in
international co-operation in judicial mutual legakistance, one country indicated that it had
encountered some difficulties in the context ofnitstual legal assistance relationship with
the HS/VCS.

58. The legal systems of the HS/VCS do not containwargue restrictions to law enforcement
co-operation in fiscal matters. The legal systemtled HS-VCS does not contain any
particular restrictions or conditions on internatib co-operation on the basis of the
protection of financial secrecy and professionalil@ge of possible designated non-financial
subjects. Competent authorities have powers to @t inquiries on both the internal and
international levels. In particular, the Gendarmgin close co-operation with the Judicial
Authority, carries out inquiries and investigatiossd cooperates with authorities of other
states within the framework of INTERPOL. It can west, through the competent channels,
the co-operation of the equivalent Italian agendigsnvever, as noted, the FIA is limited in
its ability to exchange information by the requimrhto have an MOU in place with its
counterparts and no MOUs had been signed at thee dinthe visit¥. The evaluators were
provided with conflicting opinions regarding theley of the FIA to share information prior
to the entry into force of the original AML/CFT Laen 1 April 2011. It was subsequently
demonstrated to the evaluators that in practicedtd not appear to restrict the ability of the

!5 The authorities have subsequently reported tleat hve entered into one MoU with an FIU. In additihey
have approached 11 other FIUs receiving formalragsem two.

16



10.

59.

60.

61.

62.

63.

FIA to receive or disseminate information relattogransactions prior to 1 April 2011. The
FIA does not have the explicit authority to sharpesvisory information

Resources and Statistics

Both the FIA and the Gendarmerie appear to havejusde budgets to carry out their
functions and the AML/CFT Law requires that FIA BHeave adequate resources. At the
time of the MONEYVAL visits, neither the FIA nor é¢hGendarmerie had yet developed
adequate experience of the application of the AMATQaw. The evaluators noted that the
Gendarmerie lacked training and experience in Brannvestigation and thus there is a
reserve on their future effectiveness in this afde FIA staff had not received any specific
training for its supervisory tasks, and this netedse remedied.

The authorities were able to provide statisticstlom level of crime in the HS/VCS and
related criminal proceedings. The recent introaductf the AML/CFT Law meant that there
were as yet relatively few statistics maintainetthaugh a system for recording and
analysing STRs was in place. Statistics were aigaigled on international co-operation.

Conclusion

Most states in MONEYVAL have had AML/CFT systemspiace for 10-15 years and been
through 3 evaluation rounds. The HS/VCS have teeefome a long way in a very short
period of time and many of the building blocks af @VL/CFT regime are now formally in
place. However, further important issues still naddressing in order to demonstrate that a
fully effective regime has been instituted, padfticly in respect of supervision of the
financial institutions to ensure that the CDD meastare being effectively implemented and
also in respect of the exchange of informationHeyFIA.

The HS/VCS authorities have co-operated closell wie evaluators and reacted quickly to
remedy a number of the deficiencies highlightedrduthe first on-site visit.

The development of the HS/VCS AML/CFT regime isamgoing process. MONEYVAL
will continue to monitor progress closely throughdomprehensive follow-up procedures.
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[ll. MUTUAL EVALUATION REPORT

GENERAL

General Information on the Holy See (Incorporatingthe Vatican City State)

The Vatican City State and the Holy See

1.

Although the Holy See (HS) is not a state in itsitlhas sovereignty over the Vatican City State
(VCS) which is the smallest sovereign state inwiogld, in terms of both size and population. It
is a landlocked sovereign city-state whose teyritmmsists of a walled enclave within the city of
Rome, Italy. It has an area of approximately 44tdres (110 acres) on the Vatican hill close to
the western bank of the River Tiber. At the timetled MONEYVAL on-site visits, it had a
resident population of 595 of which 247 were residgtizens. The HS/VCS jurisdiction also
covers some extraterritorial areas, including wasibuildings owned by the HS/VCS, both within
and outside Rome. However, the VCS receives onageet8 million pilgrims and tourists per
year.

Citizenship of the VCS is determined neither byodldgjius sanguiniy nor by birth {us sol).
Instead, it is determined on the basisiug officii, meaning that citizenship can be obtained
generally only through appointment to work in acfie capacity in the service of the Holy See.
Due to its dependence on employment within the ¢t&enship is lost upon the termination of
such employment. Law no. CXXXI of 2011 on citizeipshiesidency and access, further extends
citizenship to the citizen’s direct family membavko live with and are authorised to reside in
Vatican City State. At the time of the first MONEYA. on-site visit, the VCS had 595 citizens,
out of which 348 citizens live outside the ternjtaf the State.

The term the Holy See (or Apostolic See) refstacto sensuto the Roman Pontiff as a legal
person distinct from that of other legal personmldished according to the Canon law (See
Canons 113 and 361, 1983 Code of Canon Law (CCL)).

While the term Holy See or Apostolic See refersh® Roman Pontiff (the Pope), it also, unless
the contrary is clear from the nature of thingsfrom the context, refers to the Roman Curia,
which is the complex of Dicasteries and institusiomhich help the Pope in the exercise of his
Supreme Pastoral Office. It thus strengthens thty wf the faith and the communion of the
people of God and promotes the religious missiorihef Catholic Church in the world (See
Canons 360-361 CCL; and Art. 1 of the Apostolic §antion of June 28, 1988: “Pastor
Bonus”). The Holy See is the preeminent episcopal sf the Catholic Church, forming the
central government of the Church. As such, diplicadly, the Holy See acts and speaks for the
whole Catholic Church. It is also recognised byeotbubjects of international law as a sovereign
entity, headed by the Pope, with which diplomagiations can be maintained.

Although it is often referred to as "the Vaticatie Holy See is not the same entity as the Vatican
City State, which came into existence only in 19PBe Holy See, the episcopal see of Rome,
dates back to the beginning of Christian times. Assiadors are officially accredited not to the
Vatican City State but to "the Holy See", and pagiresentatives to states and international
organisations are recognised as representing the &ee, not the Vatican City State. The
expression "the Holy See" (without further speaeifion) is normally used in international

16 As of March 20, 2012, 109 Nuncios (VCS citizengravliving outside the VCS.
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relations to refer to the See of Rome viewed asc#rdral government of the Roman Catholic
Church.

It is important to note that the civil activity ofie local Churches (Dioceses), outside of the
immediate jurisdiction of the Vatican City State,subject to the legal system of the countries
where they are located, and that, according taCi@e, it is for the Bishop: “to exercise careful
vigilance over the administration of all the goadsich belong to public legal persons subject to
him” (See Can. 1276,1) although the HS exercisesesdegree of surveillance over the use of
goods of canonical legal persons. Moreover, asifieldrby the Pontifical Council for the
Interpretation of Legislative Texts, the Dicastafythe Roman Curia competent for authentic
interpretation of laws and regulations (See Ar#,1Bastor Bonus), the HS: “is not the owner of
the goods. is not required to respond for the aqueseces of acts of economic management posed
by the immediate administrator of the assets”.

Scope of Mutual Evaluation Report

7.

In the context of this report the evaluators hamgtéd themselves to those activities and entities
that legally fall within the direct jurisdiction dhe Vatican City State and the Holy See. As stated
in the previous paragraph, the local Churches (@ies), outside the immediate jurisdiction of the
Vatican City State, would be expected to be suliethe law and regulations relating to money
laundering and the financing of terrorism of thagdiction in which they are based and do not,
therefore, fall to be considered in this assessment

History

8.

10.

11.

12.

13.

As the imperial Roman capital and the burial plateéhe apostles Peter and Paul, Rome was
established as the seat of the Christian faithhénltst century AD. During the intervening years
the Catholic Church attained control over varicesitories on the Italian peninsula and around
Avignon, France. These territories were known asRhbpal States and were under the sovereign
rule of the Pope.

Territories around Avignon were permanently suregad to France under the Treaty of

Tolentino in 1797. In 1861, the unification of tharious city states on the Italian peninsula gave
rise to a political conflict between Italy and thapacy. The dispute is generally known as “the
Roman Question”, and concerned the legal and galitatus of the Pope and the Catholic
Church. The first Italian Parliament declared Rahe capital city on 27 March 1861. In 1870,

however, Napoleon Ill was forced to withdraw thergan due to the commencement of the
Franco-Prussian war. This gave the ltalian Army dpeortunity to occupy Rome in the same
year. Following the capture of Rome, the Popesidensd themselves “prisoners in the Vatican”,
as they refused to leave the Vatican compound.

The Roman Question was resolved in 1929 with thaisg of the Lateran Treaty (see Annex
VII) between the Italian Government and the Holg Se

The Lateran Treaty

The Lateran Treaty recognised the internationadll@grsonality of the Holy See (Art. 2) and
provided for the creation of the Vatican City Stéfet. 3) as a means of ensuring the absolute
sovereignty of the Holy See. It was signed on 14rk&ry 1929 and ratified on 7 June 1929.

Besides the reestablishment of a territorial sagatg, through the foundation of the VCS (Arts.
3-4), the Lateran Treaty provides for a seriesunfier immunities. Such guarantees take on a
particular relevance with respect to the definitadrthe legal status of the HS in Italy. They can
have a functional, personal and real nature.

The guarantees that are relevant to the persomeofRoman Pontiff are the same that are

established for sovereigns and Heads of State twmad special protection against the criminal

jurisdiction of third States is granted. In thigaed, the Lateran Treaty establishes that “Italy,

considering the person of the Supreme Pontiff sharel inviolable, declares that any attempt on

him and the provocation to commit it are punishabjethe same penalties established for any
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attempt on the person of the King [now the Pregiddérthe Republic] and the provocation to
commit it”. (Art. 8).

14. Among the guarantees having a functional natuie,nbted:

(a) the pontifical dignitaries and officers are exerdpfi®m any personal duty (for example:
military service, juror’s office, etc.; See Art.,181);

(b) the clerics participating for any reasons of offideatsoever, outside the VCS and, hence
also in ltaly, in the issuing of deeds by the H& exempted from any impediment,
inquiry and control (See Art. 10, 83);

(c) cardinals and bishops, also if they are foreigmonats, enjoy the freedom of entry and
transit in the Italian territory, as well as fulengonal liberty, in particular during the
vacancy of the Apostolic See and on the occasiddoofclaves and Councils (See Arts.
12, 83; 21, §882; and 4).

15. There are also guarantees, having a functionakeaitutended to assure the free exercise of the
HS’s sovereignty and jurisdiction. For example,caiding to the Lateran Treaty: “the central
bodies” of the HS are exempted from any interfegema the part of the Italian State (Art. 11)
This provision essentially reproduces the rulerérinational law on the exemption of foreign
States from local civil, administrative and crimipaisdiction.

16. Some immunities have a real nature. Consideringnémeow boundaries of the VCS, some
Dicasteries of the HS are located in the territofyitaly. According to the Lateran Treaty, the
areas and property in which the Dicasteries areeplehave the same immunities enjoyed by
diplomatic embassies (See Arts. 13-15).

17. According to Art. 7 of the Italian Constitution 8948, the review and modification of the Lateran
Treaty do not require proceedings of constitutioraiew.

Political structure

18. As noted above, when considering the political cttee of the HS/VCS, it is recalled that the
Holy See and the Vatican City State are, in fagt separate legal entities although the VCS is
functionally dependent on the HS. The followinggiam reflects the structural arrangements in
both of these entities.

" For example, according to the ltali@ourt of Cassatiorfcase No. 3932/1987), the IOR, in the
exercise of its institutional activity, is a “CealtBody”.

20



[ ROMAN PONTIFF ]
HOLY SEE

/ CONGREGATIONS \
ROMAN M
CURIA OTHER
ORGANISMS
PONTIFICAL
COUNCILS
VATICAN |/ SECRETARIAT |
CITY STATE OF STATE CONNECTED
' i INSTITUTIONS OFFICES
PRESIDENT AND
MEMBERS OF APOSTOLIC
PONTIFICAL 1 TRIBUNALS
COMMISSION K /

CARDINALS
GOVERNORATE COMMISSION*

TRIBUNALS IOR
| SUPERVISORY

] COUNCIL
1

\ / PRELATE ; I
i

GENERAL
DIRECTION

*For further details of the role of the Cardinalsm@mission see under section 1.3 below.

Vatican City State

19.

20.

21.

22.

The HS/VCS is an elective monarchy, the structfisghich is governed by the Fundamental Law
of the Vatican City State of 2000 (the “Fundamehtah”) (See Annex X). The status of the VCS
was affirmed to the evaluators during the first MOIVAL on-site visit by the Cardinal
Secretary of State, Cardinal Bertone, who statatittte VCS was “established as a guarantee of
the visual independence and spiritual liberty @& Holy See so that it may carry out its religious
and moral missiort®,

The Fundamental Law contains various provisionsctvtdefine the nature and character of the
HS/VCS. According to Art. 1 the Pope (Supreme Bfntias “full legislative, executive and
judicial powers.” In practice, however, the Popeially delegates these absolute powers to
various entities within the HS/VCS. During a periafch vacant See (i.e. in the absence of a Pope)
the powers are vested in the College of Cardiffdis. College may issue legislative provisions if
urgently required, but the effect of these prowsios limited to the duration of the vacancy
unless they are subsequently approved by the Pope.

The Pontifical Commission of the Vatican City Staiercises the legislative powers of the Pope
except for those cases which the Supreme Ponti#hds to reserve to himself or to other entities.
It is composed of a Cardinal President and othedi@als, all named by the Supreme Pontiff for
a five-year term. (Fundamental Law, Art. 3.1). TRwesident of the Pontifical Commission is

also, ex officio, the President of the Governordt¥atican City State.

The executive power of the Pope within the teryitof the VCS is exercised by the President of
the Governorate of the VCS, who represents the Wd&gal (but not international) affairs. The
President has the authority to issue temporargligtijie provisions which remain in force for 90
days only, unless confirmed by the Pontifical Cossiun (Fundamental Law, Art. 7). The
President can also issue orders for the implementat Acts and Regulations within the territory

'8 Address of His Eminence Cardinal Tarcisio BertoBecretary of State, to the evaluation team on 22
November 2011.
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23.

24.

25.

of the VCS. The functions of the Governorate arstrithuted among various departments,
including:

e State Accounting Administration,

» General Services Administration,

» Security and Civil Protection Services Departmamtl(ding the Gendarmerie),
» Department of Health and Hygiene,

* Museums Administration,

» Department of Technical Services,

» Department of Telecommunications,

» Department of Economic Services,

» Department of Pontifical Villas, and

» Vatican Observatory.

Matters of greater importance are dealt with togethith the Secretariat of State (Fundamental
Law, Art. 6). The Fundamental Law sets out thetiatghip between the VCS and the Roman

Curia. Before they can become law, bills must danstied to the Pope for consideration via the

Secretariat of State (Art. 4. 83 of the Fundameraa). The VCS’ budget and final balance must

also be submitted to the Pope via the SecretafiStade once they have been approved by the
Commission Art. 12).

An advisory body of the state is made up of thegB@nCouncillor and State Councillors. These
entities perform advisory functions in relationggislation and administration of the VCS.

On the basis of the information obtained by thelwataon team on the MONEYVAL on-site
visits, it is apparent that the Governorate exercthe functions which are absolutely necessary to
ensure the proper functioning of the VCS.

The Holy See

26.

27.

According to the HS/VCS authorities, the HS refiershe Pope as an independent moral person
distinct from the other entities established undanon law. In a broader sense, the HS refers to
the Roman Curia, which is the administrative botlyhe Roman Catholic Church. It comprises
various departments (“Dicasteries”) and institusiowhich assist the Pope in the exercise of his
office. According to the authorities, the Dicastsrare:

» the Secretariat of State;

» Congregations;

e Tribunals;

* Pontifical Councils; and

* Administrative Services:
0 The Apostolic Camera;
0 The Administration of the Patrimony of the Apostdiee (APSA); and
0 The Prefecture for the Economic Affairs of the HElge.

The Dicasteries rank equally among themselves. hlesless, the Secretariat of State has been
assigned a broad coordinating and directing rolee Tompetences of the Dicasteries are
stipulated in the Apostolic Constitution (PastornBs) (see Annex VIII), the constitutional
document of the Roman Curia.
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International relations

28. The HS is a longstanding member of the internaticoenmunity having full legal personality

29.

30.

under international law. It has the capacity toatode treatiesi(s tractand) and to conduct its
own policy abroadigs legationi$. This capacity is exercised by the Secretariabtafte in the
name of the Pope, both on behalf of the HS (cftdPd®nus, Arts. 41, 45-46) and on behalf of
the VCS (Fundamental Law, Art. 2). The HS has distadd diplomatic relations with 179 States
and most international and regional organisatidmsmaintain these relations, the HS appoints
diplomatic representatives, who usually have timé @& Apostolic Nuncios, and other diplomatic
personnel.

The HS is entitled to sign bilateral and multilatetreaties with States, other regional or
international organisations, as well as a rangeotbfer international subjects. Within the
framework of an international organisation, the ¢48 be either Member or Observer. In general,
as an Observer state, the HS is entitled to ppatieiin the activities of the organisation but &ack
the right to vote.

The HS enjoys the usual immunities recognised stornary international law. As noted, the
Lateran Treaty also provides the HS with variouscfional, personal and real immunities in its
relations with Italy. The Pope enjoys the sameqmtidn of the Italian criminal law as does the
Italian Head of State (Art. 8). Cardinals and bfshenjoy the freedom of entry and transit in Italy
regardless of their nationality, and pontifical ioéf's are exempt from military service, jury
service and any other obligation of a personalneatart. 10). The central bodies of the HS are
exempt from any interference on the part of thkalastate (Art. 11). Furthermore, Art. 20 of the
Lateran Treaty provides that goods arriving fromoald and destined for Vatican City or destined
for institutions or offices of the Holy See outsiteeboundaries, will always be admitted from any
point of the Italian frontier and in any seaporitafy for transit through Italian territory, witill
exemption from customs fees and duty.

Courts and Tribunals

31.

Both the Holy See and Vatican City State operadgstéem of tribunals in order to consider both
civil and criminal matters. For further details seetion 1.5 below.

Police force

32.

In the HS/VCS, two distinct entities perform poliaed security functions. The Pontifical Swiss
Guard is a department of the HS and is respongiblensuring the security of the Pope. It has
jurisdiction over the Apostolic Palace and all teetry points to the VCS. The Corps of
Gendarmerie of the Vatican City State is respoaditsl performing all the ordinary functions of a
police force in the VCS. It is responsibieter alia, for public security, criminal investigations,

border control. For further details see sectionbElow.

Economy

33.

34.

As far as the economic and financial system is eored, Act No. V on the Economic,
Commercial and Professional Order of 1¥28ee Annex XXX), established a public “monopoly
regime” in the economic, financial and professia®dtors in force in the State. As such, there is
no private property or private business within theéS. Apart from two public legal entities,
APSA and the Institute for Works of Religion (IOR)ere are no other financial institutions as
defined by the FATF methodology.

While little economic activity takes place in th€¥, the state generates some revenue by issuing
postal stamps and charging museum entrance faee 8ie signing of the Monetary Agreement
between the European Union and the Vatican CityeSia 17 December 2009, the VCS utilises
the Euro as its official currency and is entitleddsue a set number of coins each year.

¥ A.AS. Suppl. 1 (1929), No. 1, June 8, 1929, [p28.
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35. The Prefecture for the Economic Affairs:

36.

37.

» studies the reports on the patrimonial and econatatus of the Holy See as well as the
statements of income and expenditure of the prewear inspecting, if necessary, the books
and documents;

» compiles the Holy See’s consolidated financialestant of the previous year’s expenditures;
and

» prepares the estimates for the following year'ssexjitures (Pastor Bonus, Art. 178).

The balance assets of the VCS are partly transféoréhe HS, while the liabilities mostly refer to
services rendered by the VCS to the HS.

As stated by the authorities in their replies te MEQ, the consolidated accounts of the HS, for
the year to 31 December 2010, showed revenues amia45,195,561 and expenditures which
amount to €235,347,437, with a surplus of €9,848,1Phe IOR contributed approximately
€55,000,000. Peter's Pence, which comprises thé&rilbations to the Pope’s charitable works
from churches, foundations, individual believersaadl as the Institutes of Consecrated Life and
Societies of Apostolic Life, amounted to US$67,404, in the year 2010. Expenditures mostly
account for ordinary and extraordinary expenditusgsthe Dicasteries and Institutions of the
Roman Curia. On 31 December 2010, the HS employethkof 2,806 personnel.

In relation to the VCS, the budget of the Govertorprovides for the management of the
territory, institutions and facilities, as well gie performance of activities supporting the HSe Th
authorities advised the evaluation team that, erfittal balance sheet of 2010, revenues amount
to €255,890,112 and expenditures to €234,847,01th wi surplus of €21,043,000. On 31
December 2010, the Governorate employed a tota)8)6 personnel. The Governorate operates
independently from the Roman Curia, as its admiisin is able autonomously to cater for its
economic needs.

Hierarchy of laws

38.

39.

40.

According to Act No. on Sources of Law of 2008 (#emex Xll), the Canonical legal system is

the supreme source of law and the first point térence for statutory interpretation. It considts o

the Code of Canon Law, the uncodified Canon lavg #re special Canon law. The Code of
Canon Law is the codified representation of chuhdology in legal language. After the Canon
law, the main sources (as defined by Art. 1, padd the Act above) are the Fundamental Law
(which only the Supreme Pontiff can amend), as aglany Acts promulgated by the Pope, the
Pontifical Commission, or by any other entity autbed by the Pope. Furthermore, Art. 3

provides for various additional sources such asGheinal Code and the Code of Criminal

Procedure.

As provided by Art. 3.1 of the Act on Sources ofw, dtalian law is applied where there are
regulatory gaps or where it is impossible to apgilg domestic law. By explicit decision
expressed from time to time by a competent VCS aih ltalian law is also applied
(“received”) when no provision is made by domekin. Art. 4 reserves certain matters to Canon
law, including marriage, citizenship and adoption.

With regard to criminal law, the VCS relies upore titalian Penal Code of 22 November 1888
and the Italian Code of Criminal Procedure of 2brEary 1913. It is, however, noted that the
revised AML/CFT Law (Act of the Vatican City Staipn. CXXVII, concerning the prevention
and countering of the laundering of proceeds riegufrom criminal activities and financing of
terrorism, 38 December 2010 revised and replaced by Decree NdX Gromulgating
amendments and additions to Law No. CXXVIl, On tReevention and countering of the
laundering of the proceeds of criminal activitieglahe financing of terrorism, of 30 December
2010 of 25 January 2012) has introduced variousitupglamendments to the Penal Code to bring
HS/VCS criminalised offences into line with the FATesignated categories of offences (i.e.
those minimum categories of offences which havebé¢o criminalised within the national
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41.

42.

43.

1.2

44,

45,
46.

47

legislation and which can be predicate or undeglyoffences for the offence of money
laundering).

With regard to civil law, the VCS relies upon thalian Civil Code of 16 March 1942, as it had
been amended by the Italian legislature up todrstdry 2009 (Act on the Sources of law, Art. 4).

The Act on Sources of Law also recognises the rptesided for by the Canon Law as the
primary source of law and the main interpretatidgtedon within the HS/VCS framework (Art.
1). Hence, according to the abovementioned Laws(A3tand 4), the ltalian Civil Code (dated
March 16, 1942) is applicable only in cases whé&eprovisions are not inconsistent with the
Code of Canon law, the Lateran Treaty and followikgreements, taking into account the
exemptions under Art. 4 of Law no. LXXI on Sourcdéd.aw (e.g., Vatican citizenship, marriage,
adoption, prescription related to ecclesiasticalodgp employment relationships, pious
dispositions and pious foundations).

Acts and regulations of the VCS are published & $tupplement to thActa Apostolicae Sedis
(Acts of the Apostolic See). They enter into foorethe seventh day following publication unless
otherwise expressly stated.

General Situation of Money Laundering and Financingof Terrorism

According to the statistics provided in a Reporttted Promoter of Justice of the Vatican City
Staté® for the Opening of the Judicial Year 2010, prodegsl in which VCS citizens or
inhabitants are involved, are rare. On the crimgidé, they do not even account for one percent.
In the Vatican (and in particular inside Saint PetBasilica and the Vatican Museums) each year
there are more than 18 million pilgrims and togristvho account for some of the crime
committed. Moreover, the Vatican, though being adayve inside the City of Rome, has direct
relationships all over the world; for this reasoroqedures started in the VCS are usually
characterised by “international” elements (e.gtipardomiciled abroad, contracts executed or to
be executed abroad). Hence, there is a frequergssi® for international forms of judicial
assistance.

Among the 1,126 civil proceedings pending in 201€hie VCS, most concerned contracts.

Of the criminal proceedings pursued (see tablevijelover eighty per cenvolved property
offences, of which the majority concerned theft §ifoequently robbery in the Vatican Museums
and the Saint Peter's Basilica), but proceedings dmbezzlement and fraud were also
commenced. Criminal proceedings for offences topdson — particularly assault and battery —
have also been brought, including one case in 20@&sault on the Pope. In 2007, one case of
possession and trafficking of narcotics was prasetuThirty percent of criminal proceedings
involved imposition of fines. Overall, in excess mhety percent of reported crime concerned
tourists and visitors rather than VCS residentd 8//CS staff.

. The following chart provides details of all crimirmocedures in Vatican City State for the period

2007 to 2011.

% The appointee of the Pope who exercises proséalfionctions.
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Judicial Year
From 1 October to 30 September 2007 2008 2009 2010 2011
Gendarmerie
Complaints submitted to the Single 27 17 11 13 10
Judge
Complaints submitted to the
Prompoter of Justice 115 n o7 48 64
Single Judge
Complalnts.recelved from the 7 17 11 13 10
Gendarmerie
Complaints received from the
Promoter of Justice for reasons of - 1 2 3 4
competence
Complaints transferred to the
Promoter of Justice for reasons of 9 10 7 4 4
competence
Sentences 2 - 3 4 4
Cases archived 16 7 4 5 7
Promoter of Justice
ggrr?é)ﬁxgsﬂ;ecelved from the 115 7 57 48 64
Complaints received from the Sing| 9 10 7 4 4
Judge for reasons of competence
Complaints transferred to the Singl

- 1 2 3 4
Judge for reasons of competence
Request made to the Investigative 86 69 50 33 47
Judge
Summary instructions 13 13 16 16 11
Cases referred to trial 3 1 - 2 2
Investigation Judge
i?sqtilie:ts from the Promoter of 36 69 50 33 47
Cases archived 86 69 52 33 a7
Sentences 2 - - - -
Criminal Tribunal
Trial Proceedings held 7 4 3 4 1
Sentences Issued 4 1 2 2 -

48. At the time of the MONEYVAL on-site visits there dhdbeen no prosecutions under the
AML/CFT Law although it should be noted that thesvl had only been in effect since 1 April
2011. Given the economic situation of the VCS, withindependent businesses operating within
the VCS, the authorities consider that the thréanoney laundering and terrorist financing is
very low; although no formal risk assessment has hmdertaken.
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49. In order to bring the legal system of the HS/VC®itine with international standards on

AML/CFT matters the Act of the Vatican City State.NCXXVII, concerning the prevention and
countering of the laundering of proceeds resultir@gn criminal activities and financing of
terrorism, was enacted on 30th December 2010. TdtemwAs introduced by Blotu Proprio of
His Holiness Pope Benedict XVI and in the introduetthe Act was extended to the Holy See
itself. The Act inter alia established the Autorita di Informazione FinareatFinancial
Intelligence Authority (FIA)) as the FIU for the ABCS. The original law was brought into force
on 1 April 2011. Since that date the FIA has beeated and is now operational. Following the
first MONEYVAL on-site visit and the team’'s emergirfindings, the HS/VCS authorities
responded very swiftly to address numerous issUdwe original AML/CFT Law was
subsequently revised, wholly supplanted and redldégeDecree No. CLIX of 25 January 2012
promulgating amendments and additions to Law noXZIK On the Prevention and countering
of the laundering of the proceeds of criminal atég and the financing of terrorism, of 30
December 2010 of 25 January 2012. A significankpge of subordinate measures (in the form
of Regulations and Instructions from the FIA) wabsequently prepared and brought into force
on 15 December 2011. These measures were inteadadher develop the law and fill gaps on
the preventive side. They include indicators of raalies for the identification of suspicious
transactions and internal control procedures. TlEgulations and Instructions have not been
replaced since Decree No. CLIX of 25 January 202 HS/VCS authorities advised that under
Decree No. CLIX of 25 January 2012, they remaifoitce in so far as they are compatible with
the revised AML/CFT Law. The evaluators consideattihe Regulations and Instructions
constitute “other enforceable means”. The reasonghis are set out under the review of SR.VII
in Section 3.5 below. The new law applies alsoht® Holy See as th®lotu Proprio of His
Holiness Pope Benedict XVI applied the law “andfitire modifications” to the Holy See. The
internal procedures drawn up by the IOR and APSArat considered to be “other enforceable
means” but are taken into account when assessmgftiective implementation of the FATF
standards.

Transparency, good governance and measures againgbtion

50.

51.

52.

53.

Art. 1 of Apostolic Constitution Pastor Bonus statbat the Roman Curia is the complex of
dicasteries and institutes which help the Romartifdan the exercise of his Supreme Pastoral
Office for the good and service of the whole Chuestd of the particular Churches. It thus
strengthens the unity of the faith and the commurab the people of God and promotes the
mission proper to the Church in the world. Thusdkerall function of the VCS is to support the
Pope in his universal mission. As such high stadwlare expected of all persons involved, in
particular, theGeneral Regulation of the Roman Cuof1999 requires a high standard, both moral
and professional regarding hiring staff and maimtee. In particular, Art. 14 provides that
executives shall be chosen ‘among those distingdistor virtue, prudence, knowledge, due
experience’.

As noted under section 1.2 above, criminal procegdin which VCS citizens or inhabitants are
involved are rare.

With regard to corruption, although there have beecent unsubstantiated allegations of
corruption in the media, there is no empirical evice of corruption taking place within the VCS.

With respect to the prevention of corruption, Atg1-174 of the Criminal Code punish both the
public officers as well as persons who induce pubfficers to receive funds. Art. 174 of the
Criminal Code provides that those who either faicomply with, or omit performance of their
public duties in exchange for undue favours areighable. Moreover, Art. 174 provides
expressly for the confiscation of the funds useéhtiuce corrupt acts. In addition, the General
Regulation of the Roman Curia, as well as the Gdrieegulation of the State of Vatican City,
each provide administrative sanctions, includingnieation of employment, for any conduct
recognisable under the Penal Code as corruptiorthéfinore, the APSA, which reviews and
authorises both employment of persons and authiomnsato enter into procurement contracts for
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54.

55.

13

56.

57.

58.

the Roman Curia, has, since 2010, adopted speeifjalations and procedures with respect to
public procurement and contracts with a view: teuga greater transparency; to uncover corrupt
activities; and to prevent the involvement of cnali activity in the procurement of public
services and works. According to the new proceduresrder to participate in the procurement
of public service and works, candidates must pmvielevant judicial information. Moreover,
companies must provide information regarding thiture, activities, organisation, organs of
administration, direction and control. Finally, tli&ode of Canon law, contains provisions
requiring proper conduct and honesty in office.

A system of criminal investigation and prosecutttas been well established and is described
below. More recently, the HS/VCS authorities haaketh a number of steps to embrace the
international standards for the detection and priéee of money laundering and the financing of
terrorism through the passing of an AML/CFT Law dhd formation of a FIU. As the original
AML/CFT Law only came into force on 1 April 2011\as not possible for the evaluators to
form a view on the long-term assimilation of an AMIET culture with the HS/VCS. It was,
however, noted that the two “financial institutidoridfOR and APSA) visited by the evaluators
appeared to be fully aware of their AML/CFT respbiiies and to have embraced an
AML/CFT culture. Furthermore the two financial istions have taken the initiative to review
their systems and controls and introduce a numbérgreventive measures including the
identification and verification of identity of aiccount holders.

With regard to transparency, the investigative pgved the FIA and Gendarmerie are set out in
sections 2.5 and 2.6 below and both the FIA andd&enerie appear to have access to relevant
documents, books and records. As set out in se&ibrbelow the VCS has created what is
virtually a public monopoly regime and, as sucleyéhare no independent legal persons registered
in the VCS. There are a number of NPOs establightdn the VCS and details of these are set
out in section 5.3 below. The VCS maintains thregasate registers for canonical legal persons,
Vatican civil legal persons and volunteer orgamisest.

Overview of the Financial Sector and Designated NeRinancial Businesses and
Professions (DNFBP)

The evaluation team was informed by the FIA, tlitgrat became operational on 1 April 2011, it
evaluated the activities of the entities locate/ @S or connected to the HS in order to assess,
whether they have to be considered subjects oAME/CFT Law. As a starting point for their
evaluation, FIA relied on the reference in Metu Proprio of His Holiness Pope Benedict XVI,
which establishes that the AML/CFT Law applies lloDacasteries of the Roman Curia and for
each and every dependent institution or entity fictv they carry out activities falling under the
scope of the AML/CFT Law.

The FIA informed the evaluation team that theireassnent as to whether an entity was to be
considered as an obliged subject under the AML/C&W has been carried out on the basis of the
following criteria:

» the performance of activities listed in Art. 2 $tters a) to r) of the AML/ACT Act (prior to
the amendments promulgated by Decree No. CLIX ofl@duary 2012) on a professional
basis; and

» the exercise of these activities in respect ofitparties, such as clients or counterparts.

Based on this assessment the FIA came to the colthat at the time of the MONEYVAL on-
site visits only two entities have to be considemsdbliged subjects under the AML/CFT Law,
namely the IOR and APSA. The FIA engages in ongasgessment as to the applicability of Art.
2 of the AML/CFT Law to other entities within theSA/CS.
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59. Given the large number of entities operating witH®/VS the evaluation team had to rely to a
large extent on the above-mentioned assessmernedaut by FIA when identifying entities
relevant for the MONEYVAL evaluation. In additiorhé evaluators have analysed the
information provided by the authorities on somehaf entities evaluated by the FIA and met with
the IOR, APSA, the Pontifical Council “Cor Unum” @rthe Equestrian order of the Holy
Sepulchre. In accordance with FIA’s assessmeng\vhkiators also identified the IOR and APSA
to be relevant to this evaluation. In addition,@gttants have been identified as DNFBP relevant
to this assessment. All other entities would appedall under the FATF definition of non-profit
organisations.

Financial Sector
I. Institute for Works of Religion - IOR
History of the IOR

60. The Institute for Works of Religion Igtituto per le Opere di Religiohg(IOR)) was constituted
by Chirograph of 27 June 1942 by Pope Pius Xlhm VYatican City. The newly-established IOR
absorbed the former Administration of the WorksRafligion (“Amministrazione delle Opere di
Religiong, (AOR)), which had originated in the Commissiam Pious Causes Commissione ad
pias causday established by Pope Leo Xlll on 11 February 1887

61. The AOR was initially a type of central administoat for the Pope's remaining assets after the
loss of the Papal States.

62. On 27 July 1942, Pope Pius XII renamed the AORad®R and by a further Chirograph of 24
January 1944 he turned the Institute into an indeéeet financial institution. He also established
new rules to regulate the Institute, requesting tha Institute's own Cardinals' Commission
propose changes to the By-laws of March 17, 19dddhpeared necessary in order to execute the
1944 Chirograph.

63. The Chirograph of Pope John Paul Il on 1 March 199€e Annex XXV) gave a new
configuration to the IOR “in order to render theustures and the activities of the Institute more
adequate to the needs of the times, in particldgrrelying upon the collaboration and the
responsibility of competent lay Catholics”. The reaamd the purpose were retained.

Purpose of the Institute

64. The purpose of the Institute is determined in Arbf the Chirograph of March 1990 (see also
Art. 2 (first sentence) of the IOR By-Laws (See ArRXXVI):

The purpose of the Institute is to provide for ¢istody and the administration of moveable
and immovable property transferred or entrustedh® Institute by natural or legal persons
and destined (“destinati”) for religious works oharity.

65. In addition, Art. 2 (second sentence) of the IORLByvs sets out:

The Institute therefore accepts assets whose d#istin at least partial or future, is indicated
by the preceding paragraph. The Institute can atagposits of assets from entities or
persons of the Holy See and of the State of Vafign

66. Based on these provisions, the IOR commits to bslatelationships only with a restricted group
of customers. The eligible types of clients are s@tvout in the IOR “Prevention and Countering
of the Laundering and Proceeds from Criminal Ateg and the Financing of Terrorism Policy”
(Annex XXVII; hereinafter referred to as “IOR Inted AML/CFT Policy”) which was
introduced on 25 February 2011 and subsequentlyoae@ on 6 October 2011. In accordance

% The termnon-profit organisationor NPO refers to a legal entity or organisation that pritgaengages in
raising or disbursing funds for purposes such asiteble, religious, cultural, educational, somalfraternal
purposes, or for the carrying out of other typetgobd works”.
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67.

68.

with the IOR Internal AML/CFT Policy the IOR caneate only with the strictly defined types
of customers which are set out in Attachment h&oAML/CFT Policy; further details are set out
under Customer Structure below.

While it is evident that deposits of assets frortities of the Holy See and of the Vatican City
State are destined for religious works or charibd gherefore meet the above-mentioned
requirement, this appears less clear in the caddolyf See employees who can hold a payroll
account with the IOR or deposits held by foreigrbassadors to the Holy See.

IOR representatives pointed out that the activeyfgrmed by Holy See employees is linked to

the institutional role and functions carried outtbg HS/VCS entities and their employees, whose
work serve either directly or derivatively the umisal mission of the Holy See, a mission

supported by the work of both the Roman Curia #&ed\tatican City State and its offices. This

view is also taken with respect to the ambassammedited to the Holy See.

Legal Status

69.

70.

71.

72.

The IOR is characterised in the legal commentargra’atypical” institution because it combines

a peculiar set of qualities and activities that wmiat fit easily into any one category. Its

fundamental features are as follows: it is a fotiodaestablished as a canonically recognised
separate juridical person created by the soverwigserve the purposes set out for it by the
sovereign. The IOR is situated exclusively on ineseign territory of the VCS.

HS/VCS representatives stress that the IOR is diginstitution whose nature is public and
activity is iure imperii (by virtue of its sovereignty), but which also dokts activities
comparable with that of a financial institution, ialn areiure gestionis(commercial or private
acts) in character. An analysis of the activitiethe IOR is set out under paragraphi&gow. In
the view of the evaluators, the IOR conducts asusiness one or more of the activities or
operations for or on behalf of a customer as listeder the definition of “financial institution” in
the glossary to the FATF“3ound Methodology.

Due to its legal nature both ltalf@rand US court§ have recognised its sovereign immunity from
civil suit or criminal prosecution. However, IORpresentatives stress that the IOR is not to be
considered absolutely immune. Based on the thebmedirictive immunity, exemptions may
apply in cases of tort, expropriation or primadlymmercial activity.

The IOR is not answerable to the Prefecture of Brooa Affairs of the Holy See. Instead it
functions independently.

Internal organisation of the IOR

73.

The organs of the Institute are:
a. The Cardinals' Commission;
b. The Prelate;

c. The Oversight Council;

2 |talian Supreme Court of Cassation, Section V,uly 1987, n.3932 (acknowledging location of IOR on
Vatican City State territory; its formation undaetlaws of the Holy See and the Vatican City Staiet its
immunity from the jurisdiction of Italian courts)

% Alperin v. Istituto per le Opere di Religiorferroneously suedub nom."Vatican Bank"), No. C-99-04941
MMC, 2007 WL 4570674, at *3-6 (N.D. Cal. Dec. 2D0Z) (holding, upon factual inquiry, that theituto per
le Opere di Religion¢lOR) qualifies as a foreign sovereign entity detitto restrictive immunity pursuant to
the United States Foreign Sovereign Immunities (Adte 28 section 1602-1611) becausder alia, it is (1) a
separate legal entity; (2) formed under the lawthefsovereign; (3) created to serve pursue a @pbilipose;

(4)

and not a "commercial enterprisetlecision affirmed by United States Court of Appdatsthe Ninth

Circuit, 365 Fed. Appx. 74 (9th Cir. Feb. 10, 2010) (piéfsitrequest for panel rehearing and rehearindgpamc
denied Feb. 10, 2010).
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74.

75.

76.

7.

d. The Directorate;
e. The Auditors.

At the time of the MONEYVAL on-site visits, and atcordance with the Chirograph of 1 March

1990, the IOR operated a three-tier board strucflihe highest board level is formed by the
Cardinals’ Commission, which consists of five higimking Cardinals, who receive a five year

appointment by the Pope (one of the members o€thrdinals’ Commission is also the President
of the FIA (for further details see under secti@¥ and 3.10 below)). The Commission is by
custom chaired by the Cardinal Secretary of Stte. Cardinals’ Commission convenes at least
bi-annually and oversees the compliance of the @R its statutory norms according to the

manner provided for in the By-laws. The CardinaCemmission appoints and removes the
members the Oversight Council, which is anotheestipory board composed of five (lay) non-

executive directors, which is responsible for tadrinistration and management of the Institute”
as well as the “oversight and supervision of itsficial, economic and operational activities”.

The President and the Vice-President can be amumbiaind removed by the Cardinal’'s

Commission based upon proposals made by the OleGauncil. The legal representation of the
Institute is the responsibility of the Presidenthe Oversight Council.

Finally, the Directorate is responsible for all ogenal activities of the Institute and is

accountable to the Oversight Council. It is composé the Director General and the Vice-
Director. Both are appointed by the Oversight Cdumdth the approval of the Cardinals'

Commission for an indeterminate or determinateogedf time. The HS/VCS authorities point
out that, in line with the structure of juridicahtéies constituted by the sovereign and for
sovereign purposes, the three tier structure seivgmovide sound business direction by lay
experts at the level of the Oversight Counsel, a as Governmental policy direction at the
Cardinals Commission level.

The Chirograph also foresees the position of aaRreivho shall be appointed by the Cardinals'
Commission and shall oversee the activities ofitiséitute. He shall also act as Secretary for the
Cardinals' Commission meetings and attend the ngetf the Oversight Council. The historical
reason for this position seems to be based on qobtdhe position provides for a priest of
"regular rank" who is the interlocutor between thg Oversight Council and the Cardinals’
Commission. According to the Authorities, the nadgsfor such interlocutors has diminished
over the years as interaction between Cardinals lapdpersons has become less formal.
According to HS/VSC representatives this posit®mat always filled. This position was vacant
at the time of the first MONEYVAL on-site visit. Oh December 2011 the Commission of
Cardinals approved a nominee to serve in the sigtytosition of Prelate of the IOR. The
nominee has not yet commenced his service.

The Oversight Council appoints, for a duration tmtexceed three years, three auditors with
specific administrative and accounting competembe. Auditors' positions can be renewed. The
auditors are directly accountable to the Overs@incil for their activitie¥.

Financial activities

78.

The following paragraphs will describe the finahcativities carried out by the IOR. The IOR
accepts deposits and other repayable funds froougemers. The IOR representatives point out
that the term “customer” must be understood asatufal or legal) person who, in accordance
with the rules of the governing Chirograph and @& By-laws is entitled to participate in the
IOR fund. Those persons are listed in the attachmietime “IOR Internal AML/CFT Policy” (see
Annex XXVII).

24 1n addition to the statutory auditors, the IORuislited by external auditors who are hired by ®R and are
from one of the major four audit firms. The samenpany is also hired by the IOR, not in its accaumti
capacity, but in its compliance capacity. In thepacity, the audit firm oversaw and made recomm@nuato
all of the structures related to AML proceduresjolithave been followed by the IOR.
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79.

80.

81.

82.

83.

84.

85.

86.
87.

88.

Participation in the IOR fund is hereinafter reéetto as “holding an account” because this is the
term that is most commonly used. However, the térohding a position in the fund” appears to
describe more accurately the customer relationshgm the term “account” does. The IOR
representatives stress that the (natural or lggalon, who holds a position has no contractual
relationship with the IOR in the nature of a bamid a title to specific funds is not created.
However, from a functional point of view, the wadyst relationship can be used by the customer
is very similar to commonly known account services.

The IOR provides payment means such as debit @adissheques for funds deposited with the
IOR. Cash can be withdrawn at 13 automated tellachimes (ATM) maintained by the IOR
within the Vatican City State. The ATM service ialy accessible to clients of the IOR. The
ATM service is a private network within the VCS, ialn is not linked to any Italian or
international ATM service (Pagobancomat, MAESTRORRUS etc.). It facilitates the
withdrawal of low amounts of cash (daily limit 05%0) in order to avoid queues at the cashiers
and is particularly used by the Vatican employeesdsh their salaries. In addition, the IOR
manages 120 Points of Sale, which refer to crealitl rocessing terminals which operate on
territory controlled by the HS/VCS (e.g. in order pirocess cashless payments at the Vatican
museums).

The IOR also enables customer payments via wiresfeas, which is one of the most important
services provided by the IOR.

Furthermore the IOR invests, administers or man&geds on behalf of its customers and on its
own accourff. The IOR invests mainly in fixed interest secestihaving low risk and short
duration. Few investments are made in equitiesh emsl cash equivalents, precious metals or
foreign currencies.

As a result of the above described business desvihe revenues of the IOR result from
commissions and service fétand earnings from its own proprietary trading\atiés.

The IOR can only invest and transfer assets throfggkign banks. At the time of the
MONEYVAL on-site visits the IOR used the servicdsnoore than 40 correspondent banking
relationships in Europe, the US, Australia and ddpaperate those investments and transfers.

The IOR provides services through only one estailent, which is located in a government

building within the State of Vatican City. Accordirto the IOR representatives, loans do not
constitute a source of true revenue or financiéiviiz. As a service to Vatican employees and

gualified ecclesiastical institutions, “modest ¢tes extended against salaries received and paid
out by the IOR. A percentage of the assets comanitie the Institute provides guarantees to
canonical legal entities to assist them with trémsal cash flow/credit needs (i.e. temporary

bridging loans).

The IOR in general does not provide financial legsind commitments.

The IOR does not engage in the underwriting andepient of life insurance and other
investment related insurance.

The following table sets out the activities or @iems undertaken by the IOR (and APSA)
which, if conducted as a business for or on bebfl& customer, would qualify institutions
undertaking them to be considered as “financidiituteons” within the definition of that term
provided in the FATF Methodology. The relevant sujsor is indicated in the table, and whether
the institutions concerned have applicable AML/CGEGQuirements.

% The IOR representatives point out that the fumgsheld in custody and administration together wither
funds of the Institute, consistent with the statyfourposes of the Institute itself.

% The IOR representatives stress that the terms ffiiesion” and “fee” do not reflect the true legatura of
the relationship between the IOR and fund partitipaThe amounts retained by the IOR reflect a fgudta
which is used for the purpose set forth in the thng documents (Chirograph and by-laws).
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Type of financial activity Legal Subjectto | AML/CFT
entity AML/CFT Supervisor/
requirements | Regulator
Acceptance of deposits and other repayable furois ffOR/APSA | Yes FIA
the public (including private banking)
Lending (including consumer credit; mortgage crgdit
factoring, with or without recourse; and finance| of
commercial transactions (including forfeiting))
Financial leasing (other than financial leasjing
arrangements in relation to consumer products)
The transfer of money or value (including financ¢iBDR/APSA | Yes FIA
activity in both the formal or informal sector (g.g
alternative remittance activity), but not includiagy
natural or legal person that provides financial
institutions solely with message or other support
systems for transmitting funds)
Issuing and managing means of payment (e.g. qrEdR/APSA | Yes FIA
and debit cards, cheques, traveller's cheques, ynone
orders and bankers’ drafts, electronic money)
Financial guarantees and commitments
Trading in: IOR/APSA | Yes FIA
(@) money market instruments (cheques, bills, ¢Ds,
derivatives etc.);
(b) foreign exchange;
(c) exchange, interest rate and index instruments;
(d) transferable securities;
(e) commodity futures trading.
Participation in securities issues and the prowisib| IOR/APSA | Yes FIA
financial services related to such issues
Individual and collective portfolio management IOR/APSA | Yes FIA
Safekeeping and administration of cash or liQUWdR/APSA |Yes FIA

securities on behalf of other persons
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Otherwise investing, administering or managing BINOR/APSA | Yes FIA
or money on behalf of other persons

Underwriting and placement of life insurance arfaeot
investment related insurance (including insurance
undertakings and to insurance intermediaries (agent
and brokers))

Money and currency changing IOR/APSA | Yes FIA

89.

90.

91.

92.

IOR representatives stated that several yearsteghiDR determined to dispose of any remaining
stakes in other financial institutions. IOR repreaéives confirmed that the IOR presently has no
holdings greater than one percent in any finanastitution either held solely by the IOR or
when aggregated with other HS/VCS bodies.

Pursuant to Art. 8 a) of the IOR By-Laws the CaatBhCommission “deliberates, having become
acquainted with the year’'s budget and with the ptxag of the Institute’s minimum liquidity
standards for the distribution of funds”. In thesfitrimester of each year the Directorate has to
compile the balance sheet (Profits, Losses andrgtatts of Assets and Liabilities, according to
generally accepted accounting principles) relatovéhe activities of the preceding year (Art. 23
IOR By-Laws). The balance sheet of the IOR is ndiligly available (and has not been made
available to the evaluators). HS/VCS authoritiesesst however that the IOR balance sheet has
been certified by an independent external auditanternational repute since 1990. During the
first onsite visit, HS/VCS authorities made avdiato the evaluators the auditor's management
letters for the years 2009-2010.

In 2010 the IOR made available €55 million to tp@stolic and charitable works of the Pope.

The fund is simply available to the Holy See, asded by the Holy Father, or by his delegates
to exercise its universal mission. As a generag,rtihe IOR informs the Holy Father about

amounts available, after which the Holy Father rohgose to use all, part, or none of these
amounts. At the same time, HS/VCS representatitresssthat it is important to understand that
amounts made available are not “owned” by the PBpey are available for the use of the Pope
to pursue the universal mission of the church. Thisonsidered by the HS/VCS representatives
as part of the exercise of governmental authority.

It should be noted that the global regulatory stéaddof the Basel Committee on Banking
Supervision regarding bank capital adequacy andkehdrquidity risk are applied as “best
practices”. It was stressed however, that the I©ORot legally required to do so.

Customer structure

93.

Pursuant to the IOR Internal AML/CFT Policy the I@Bmmits in accordance with Art. 2 and 3
of the IOR By-Laws to establish relationships onith the following types of clients:

34



Legal Person* Natural Person*

- Canonical Foundations; — Cardinals;
- Beatification Causes; — Bishops;
- Vatican Congregations; — Nuncio, Permanent Observer;
— Secular and Religious Congregations — Employee/Secretary/Board member or
(female); officer of the Nunciature;
— Secular and Religious Congregations — Religious and Secular Clergy;
(male); - Nuns.
— Apostolic Delegations and
Clergy Nunciatures;
- Monasteries, Convents, Abbeys;
— Bishops' Conferences, Dioceses and
Representative Departments;
- Parishes, Churches and Pertinent
Departments;
— Seminaries, Colleges, Various Entities;
— HS Departments.
Clergy — Church staff and Secretary of State;
and - Pontifical Household.
Laymen
- HS Employees;
— HS Retired Employees and
Assimilated;
- L.O.R. Employees;
Laymen - 1.O.R. Retired Employees;

— Other Vatican Employees;
— Diplomatic corps accredited to the HS;
— Embassy to the Holy See;

— Exrelations with Holy See.

*A description of each of the customer types isosgtin Annex XXXIV.

94. According to the IOR representatives, the aboveimeed policy allows the IOR to operate
accounts for Holy See, Vatican or IOR employeesy aad long as salaries or pensions are
received.

95. The types of transactions which may be carriedfoupersons who do not have a pre-existing
business relationship with the IOR are listed beldhwose persons must however belong to the
above-mentioned categories of customers permisgilfeuant to the IOR Internal AML/CFT
Policy. The permissible occasional transactions are

1) cheque cashing;

2) currency exchange;

3) wire transfers;

4) cheque shipping/delivery.

96. The breakdown and distribution of accounts operdtgdhe IOR by industry code as at 30
November 2011, is set out as follows:

DESCRIPTION NO.OF CLIENTS
Canonical Foundation 50
Beatification Causes 322
Vatican Congregations 23
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Secular and Religious Congregations (Female) 1,935
Secular and Religious Congregations (Male) 989
Apostolic Delegations and Nunciatures 143
Monasteries, Convents and Abbeys 128
Bishops' Conferences, Dioceses and Repres. Depts 1,617
Parishes, Churches and Pertinent Departments 465
Seminaries, Colleges, Various Entities 837
Holy See Departments 134
Cardinals 236
Bishops 1,604
Secular Clergy and Religious Men 15,420
Nuns 1,529
Holy See Employees 4,594
Holy See Retired Employees 642
IOR Employees 144
IOR Retired Employees 66
Pontifical Family 37
Former Vatican Employees and Diplomatic Staff &f HS 1,065
Legal Persons Without Canonical Recognition 995
Diplomatic Corps Accredited To The Holy See 392
Embassy To The Holy See 37
5667,764
97. Geographically, the accounts are broken down émasl
DESCRIPTION NO.OF CLIENTS

Europe 29,271
Asia 665
Middle America 246
South America 1,184
North America 345
Other 51
Oceania 47
Africa 1,595
1386,05

98. The IOR has no central banks functions. In accareavith the Monetary Agreement with the EU
See Annex XXXII) the Vatican City State may use B@o as its official currency and grants
legal tender status to Euro banknotes and coinsedan this Agreement the Vatican City State
may issue Euro coins. The annual ceiling for cesuance is determined by a Joint Committee
composed of representatives of the Vatican CityteStéhe Italian Republic, the European
Commission and the European Central Bank (ECB)cromlance with the provisions of the
Agreement.

99. However, this agreement does not impose any oldigain the ECB and national Central Banks
to include Vatican City State's financial instrurtgenn the list(s) of securities eligible for
monetary policy operations of the European Syste@eatral Banks.
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100. Pursuant to Art. 9 of the Monetary Agreement timarficial institutions located in the Vatican
City State may have access to interbank settlearmhpayment and securities settlement systems
within the Euro area under appropriate terms amtliions determined by the Bank of Italy, in
agreement with the European Central Bank. Thesgstand conditions have not been determined
yet.

Il. Administration of the Patrimony of the Apostolic See (APSA)
History of APSA

101. His Holiness Pope Paul VI, in accordance with tip@gtolic ConstitutiorRegimini Ecclesiae
Universaeof August 18, 1967 established theAfministrazione del Patrimonio della Sede
Apostolicd, that consists of two sections: The Ordinary #ec(“Sezione Ordinarig and the
Extraordinary Section Sezione Straordinarig

The Ordinary Section

102. The Ordinary Section continues the work of the Austration of the Property of the Holy
See (Amministrazione dei Beni della Santa S@d&he Administration of the Property of the
Holy See has its origins in a Commission of Carditiaat His Holiness Pope Leo XllI set up by
aMotu Propriodated December 111880 and May 2% 1883, to supervise, as an advisory body,
the Administration of the Peter’'s Pence and therRany still belonging to the Holy See after
occupation of the ancient Pontifical State by taédn Army in 1870.

103. By anotherMotu Proprioof April 30", 1891 the Commission was given direct responsbili
for the management of the Patrimony of the Holy See the Commission’s powers were also
extended to all the other related branches andoacicraffairs.

104. His Holiness Pope Pio XI by Motu Proprio of December 16 1926, decided to merge the
Prefecture of the Apostolic Palaces and the Eadésal Ministry Unit Administrative Offices
into the general Administration of the Propertytied Holy See.

The Extraordinary Section

105. The “Administrazione Speciale della Santa Sedas established by His Holiness Pope Pio
Xl, by aMotu Proprioof June 7th, 1929, to manage the funds givenddHibly See by the Italian
Government, deriving from the financial conventittached to the Lateran Treaty of February
11" 1929 (see Annex VII). In compensation for the pemies confiscated by the lItalian
Government, the Holy See received the amount of lilien and 750 million Liras, which
represents the historical patrimony of the Admiaisbn.

Legal status

106. The APSA is a Dicastery of the Holy See. It repntes®ne of the three Offices of the Roman
Curia. The APSA is subject to the supervision & BErefecture for the Economic Affairs of the
Holy See.

Internal organisation of the APSA

107. The Internal organisation of APSA is determined Axg. 173 to 175 of the Apostolic
Constitution “Pastor Bonus” and the APSA Regulate@e Annex XXVIII). The latest version of
the APSA Regulation which contains details of ttedfrganisation was approved on November
23% 2010 by His Holiness Pope Benedict XVI. The naWes aim to improve the office
organisation and management and the service tGuhia Romana.

108. Pursuant to Art. 173 of the Apostolic Constituti®tastor Bonus” APSA is presided over by a
Cardinal assisted by a Board of Cardinals. The ssotions, the Ordinary Section and the
Extraordinary Section, are under the control ofRhelate Secretary assisted by two Deputies, one
for each section. (Art. 2 8§ 2 APSA Regulation).

109. The APSA relies on the consultancy of internatiariafgy and lay experts. The consultants,
who usually work for free, express their views esaues of financial, real estate, legal, tax and
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business issues. The consultants are appointedsbiidliness the Pope on the proposal of the
President Cardinal for a period of five years.

Financial Activities

110. Based on Art. 174 of the Constitution Pastor Boanrs Art. 8 81 of the APSA Regulation the
Ordinary Section administers the real estate etetniu® its care. It is also responsible for thaleg
and administrative requirements concerning empleyddahe Holy See; it supervises institutions
under its fiscal responsibilit§ it ensures the purchasing of goods and serviegsined to carry
out the ordinary business and specific aims ofdibasteries; and it maintains records of income
and expenditures, prepares the accounts of theymweoeived and paid out for the past year, and
draws up the estimates for the year to come.

111. Based on Art. 175 of the Constitution Pastor Bosmc Art. 8 82 of the APSA Regulation, the
Extraordinary Section administers the moveable gaedulting from the financial Convention
annexed to the Lateran Treaty of February, 1929 and those acquired later and manages those
entrusted to it by other institutions of the HolgeS$ including the Roman Curia, Vatican Radio,
the Apostolic Library and some foundations contdiuunder Vatican Law.

112. The movable goods administered by the Section sbicash, financial instruments and
other values. The Extraordinary Section may exoeptly carry out financial transactions on
behalf of individuals, with the approval of the Sldent Cardinal, but never for the staff of the
APSA.

113. According to the APSA representatives APSA holdsoants and deposits (exclusively
managed by the Extraordinary Section) with manyt@éBanks in the world, such as: Bank for
International Settlements, Bank of Italy, Federas&ve Bank, Bank of England, Deutsche
Bundesbank and others.

114. The Extraordinary Section is responsible for exegupayment orders on behalf of various
institutions of the Holy See. It manages the em¢idipatrimony, having relationships with banks
around the world, investing either in financial kets (deposits, equities, bonds), or in real estate
in France, England and Switzerland. The propeitighose countries are managed by APSA’s
wholly owned real estate companies. The memberhefAPSA management are also board
members of the real estate companies.

115. The Extraordinary Section of APSA also managessttiaries payments for around 2,400 HS
employees. On behalf of the Pension Fund, APSA gem#he payment of pensions for 1,600
former HS and VCS employees. The Italian bank megua tax identification codécpdice
fiscale”) to carry out such operations. APSA (including hodrdinary and Extraordinary
Sections) is the only institution within the Holg&which has an Italian tax identification code.
The code is used either by the Ordinary Sectionrdaf estate purposes (owning properties in
Italy), or by the Extraordinary Section for finaakcpurposes (owning bank accounts in Italian
banks).

Customer structure

116. As outlined above the APSA is a dicastery of thdyHgee. All services carried out by the
Ordinary Section and the main services carriecbguhe Extraordinary Section are provided for
the Holy See and its institutions.

117. In addition, the Extraordinary Section is alloweth-accordance with the Constitution Pastor
Bonus and the APSA Regulation — to provide somaniinal services to natural persons (clerical
and lay) that are not organs or bodies of the H&SWth the approval of the President Cardinal.
It was noted that these services were limited tp@3ons (15 clergy and 8 laymen accounts) at

%" This supervisory function is shared with the Peafee for the Economic Affairs.
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the time of the MONEYVAL on-site visits The assets deposited in those accounts amount
together to approximately €10 million.

Extraordinary Section

Natural/ Legal Cleric/Laymen No. of Assets
accounts (€)
Legal persons Clergy (e.g. Holy See Institutions, 79 670.0 million
Religious Orders)
Natural persons Clergy ( e.g. Cardinals, Bishops) 15 7.2 m?ll?on
Laymen 8 2.8 million
Total 102 680.0 million

118. The accounts held for 15 individual clerical pesda.g. Cardinals, Bishops) typically serve
the purpose of depositing charitable contributioragle on their behalf, or in favour of the Roman
Curia or their own diocese of origin. The 8 lay gmrs holding accounts with the APSA have
typically donated moveable or immovable goods t® iHoly See and in return receive a life
annuity which is accredited to their account with3A.

119. The APSA representatives stated that in 2001 thardof Cardinals took the decision to
gradually limit the provision of financial servicasindividual persons (both clerical and lay) that
are not organs or bodies of the HS/VCS. Finally,2@nJanuary 2006, the Board of Cardinals
decided to start the process of closing all remaiiccounts with those persons as far as possible
(copies of the minutes recording these decisionsevghown to the evaluation team). The
representatives of APSA also stressed that sind 2@ deposits have been accepted for the
remaining 23 accounts of natural persons. APSA ordyaged the assets deposited within those
accounts and only the yields of the assets manageslreinvested.

120. The APSA representatives advised that there arerafits earned by providing financial
services to the remaining persons that are notnsrga bodies of the HS/VCS. Only APSA’s
expenses for administering those accounts are etidogthe account holders. (There are also no
profits earned with respect to services providedofgans or bodies of the HS/VCS, as costs are
directly absorbed by the APSA itself.)

Main differences between IOR and APSA

121. APSA, in contrast with the IOR, is a dicastery whis headed by a Cardinal President who
has a particular ecclesiastical relationship tostinereign. In fact, this dicastery has speciakgut
of a canonical nature to the Roman Curia. Thus|enthie IOR may perform certain analogous
activities, it is a separate legal person not heédea Cardinal President.

122. APSA is a department of the Roman Curia. As suclhs part of the core administrative
structure of the Curia and, according to Pastorudpmust serve the Curia according to the
provisions of Pastor Bonus. This is referred toanonical administrative law as a “competence.”
The IOR does not have a “competence” in the aditnaiige sense within the Roman Curia
because it is not part of the core administrativacsure of dicasteries. As a dicastery, APSA
serves the Roman Curia (and the departments @& (See Pastor Bonus)). With the exception
of the above-mentioned residual accounts whichedriem a period prior to 2000 its account
structure and functions are exclusively governmienta

123. The IOR, by contrast, is a separate legal persaohnddministers a different patrimony of
different origin and which has a “mission”. In Canbaw, a foundation (unlike a dicastery) is

% APSA representatives informed the evaluators filliwing the first MONEYVAL on-site visit the hokers

of the 8 lay accounts have been contacted. Threthase accounts have already been closed, twoefurth
accounts are in the process of being closed andstbets of the three remaining accounts will becproperty

of APSA upon the death of their respective benafies. APSA also informed that the remaining 15gyle
accounts are difficult to close, given that theg melated to long-standing account holders of ARSA it would
be delicate to explain to them that they have tmitgate this relationship with APSA.
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assigned a “mission” in its founding documentsjsasonsistent with the creation of any legal
person. That mission, stated in the Chirograph anthws of the IOR — is to receive and take
custody of patrimony, obtain fruits from that patony, and facilitate its use and distribution on
behalf of the Universal Church. In this regardheatthan being a dicastery, legally equal with
other dicasteries, but assigned a different commgetethe IOR is a creature of the Sovereign
which interacts primarily with the Secretary of t8tander a Cardinal’'s Commission, which is
presided over by the Cardinal Secretary of Stat®llly, the custody of the patrimony held serves
the Universal Mission of the Church by serving Natwres, Dioceses and religious orders in the
promotion of religious works and charity.

124. The following table provides an overview of assetder management and organisation of the
IOR. Figures for APSA are also provided for easeawhparison.

As of November 2011 IOR APSA
(Extraordinary
Section)
Assets under management €6.3 billion €680.7 mitfion
Number of customers 20,772 102
Natural persons 75% 23 (20%)
- Clergy accounts 68% 15 (65%)
- Laymen accounts 32% 8 (35%)
Legal persons 25% 79 (80%)
Number of employees 104 13
Internal audit Yes Yes
External audit Yes No
Financial statements audited by No Yes
Prefecture for the Economic
Affairs of the HS
Number of dormant accounts 4,494 None
Categorisation as financial institution
125. In consideration of the foregoing description ot tfinancial activities and customer

structure of the IOR and the APSA the evaluati@mteoncluded that both entities conduct as a
business one or more of the activities or operation or on behalf of a customer as listed under
the definition of “financial institution” in the gksary to the FATF 3rd round Methodology. It
should also be recalled that the FIA, the compedepervisory authority, has also identified both
the IOR and APSA as entities conducting profesdiprativities as listed in Art. 2 a) of the
revised AML/CFT Law which have been taken from thlessary definition of “financial
institutions”. An “activity conducted professiondllis defined in Art. 1 81 of the revised

# Data includes both the funds managed on behaifgzins or bodies of the HS/VCS and on behalf afcsetl
natural and legal persons.
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AML/CFT Law as an organised economic activity, cocted regularly, for the production or
exchange of goods and services, for and on behalftdrd party.

126. HS/VCS representatives agreed that the IOR and ARBAL be treated as a “financial
institutions” for the purposes of this evaluatias,this is the closest analogous category under the
FATF Recommendations. However, HS/VCS represemimtivould like to reiterate that the IOR
is a public institution whose nature is public aactivity is iure imperii (by virtue of its
sovereignty), but which also conducts activitiesnparable with that of a financial institution,
which areiure gestionigcommercial or private acts) in character. Concgrthe APSA, it has to
be reiterated that this entity, being part of theecgovernmental structure of dicasteries, mainly
performs an institutional activity with the excegtiof the 23 above-mentioned residual accounts
held on behalf of natural persons.

Designated Non-Financial Businesses and ProfessiqimNFBP)

127. As an introductory remark, it should be noted thatsuant to Art. 7. of Act No. V on the
economic, commercial and professional order of 1929 one is entitled to open shops,
businesses or workshops, even for the exerciseingples trades, nor set up industrial or
commercial enterprises of any kind, nor open offictudios, agencies or fixed places of delivery
for the exercise of any profession, without obtanauthorisation from the Governor (see also
sections 5.1 and 5.1 of this report). Accordinglly,services and activities that would fall under
the category of DNFBP activities within AML/CFT duations are, in the context of the
evaluation of the HS/VCS, subject to the above-inaetl authorisation regime.

Casinos (including internet casinos)

128. The establishment of casinos is expressly prolbitdnis prohibition comprises land based
and internet casinos.

Real estate agents, dealers in precious metalsones, trust and company service providers

129. HS/VCS authorities state that no real estate agggsate within HS/VCS (as no real estate
transactions take place in the territory of the Y.OSs far as the HS is involved in real estate
operations located on foreign territory and togktent that real estate agents are involved in such
transactions, foreign law would be applicable adicay to the principle of territoriality.

130. Furthermore, there are neither dealers in precioesals nor dealers in precious stones
providing services in HS/VCS. Nor are there anysttrand company service providers active
within HS/VCS.

131. Nevertheless, all of the abovementioned DNFBP categ are listed in the AML/CFT Law as
subjects obliged to fulfil the requirements set wuthe AML/CFT Law (to the same extent as
financial institutions). DNFBP were primarily inded in the AML/CFT Law because the
legislator wanted to replicate European and FAHRda&rds. It was also intended as a safeguard
to cover any possible future activities or actegtiof which the authorities are possibly not yet
aware.

Lawyers, notaries and other independent legal @sifenals and accountants

132. There are a few foreign domiciled lawyers operativithin the HS/VCS (also within its
tribunals) and there is one public notary. There also several foreign domiciled external
accountants operating for different entities withihre HS/VCS. While HS/VCS authorities
acknowledge that such professionals are activeiwttie HS/VCS, they stress that they do not
prepare for or carry out transactions for theiemliconcerning the activities mentioned under
Recommendation 12 (d):

* buying and selling of real estate;
* managing of client money, securities or other asset

. management of bank, savings or securities accounts;
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» organisation of contributions for the creation, r@b@n or management of companies;
»  creation, operation or management of legal persoasrangements, and buying and
» selling of business entities.

133. It appears that no relevant services are provigelwyers and the public notary. However,
the evaluation team takes the view that there a&eoumtants preparing and carrying out
transactions for clients in relation to the manggwf client moneys, securities or other assets as
well as in relation to the management of bank, regssior securities accounts. This refers in
particular to the examination of the financial staénts of the IOR. Therefore the evaluation team
concludes that relevant services under Rec. 1aréprovided in practice.

1.4 Overview of Commercial Laws and Mechanisms Governig Legal Persons and
Arrangements

134. Art. 4 of Act No. LXXI of 2008 on Sources of the wasee Annex Xll) applies the ltalian
Civil Code of 16 March 1942, as adapted until th&ryeinto force of the Act (1 October 2008)
and adopts it as the Civil Code of the VCS. Arthdn sets out a number of reservations which
adapt the Civil Code to the special situation ef *CS.

135. At present the Vatican commercial law is governgdbok V of the Italian Civil Code, and
in particular by: a) Arts. 2082 ff., concerning emtrises; b) and Arts. 2247 ff., concerning
companies.

136. With regard to independent legal persons, Law NoorVthe economic, commercial and
professional order of 7 June 1929 (see Annex XX{)ears to create what is in effect a public
monopoly regime within the territorial jurisdicticaf the VCS. In particular, Art. 4 states “The
purchase of goods or commodities of any kind angirgrmeant for resale, and their sale are
reserved to the State monopoly, according to piavésto be established by regulations.”

137. Furthermore Art. 2 states that “The Governor's atifation shall be necessary for the
alienation of real property located within the ity of Vatican City by deedster vivoswith or
without payment, for the establishment of rightdoofy lease, surface, use, interiestemlimited
in time, easement, mortgage or any other reald@stens well as for the lease and sublease, even
partial, of the same property and for any duratiémt. 2 also provides that “The deeds foreseen
in this paragraph shall be void and null if thegklgaid authorisation.”.

138. In these circumstances it has been concluded &hdhe time of the MONEYVAL on-site
visits, it was not possible to establish an indeleen legal person within VCS and the evaluators
did not observe any indications to the contraryisThconsidered further in section 5.1 below.

15 Overview of Strategy to Prevent Money Laundering ad Terrorist Financing

a. AML/CFT Strategies and Priorities

139. In the preamble to the Original AML/CFT Law the NE&JS set out their understanding of the
threat posed by money laundering and the finanointerrorists and state that “laundering of
proceeds resulting from illicit activities and, dikise, exploiting the financial system to transfer
assets deriving from criminal activities or also mag of licit origin to finance terrorism,
undermine the very foundations of civil societilsls representing a threat for the integrity,
regular functioning, reputation and stability afdncial systems.”
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140. The preamble also states that “any State and jatied, by reasons of the cross-border
peculiarities of the phenomena of money laundeaind financing of terrorism, must offer their
contributions by introducing into their respectidemestic legislations rules and measures
consistent with the principles and standards agrgesh on the international and Community
levels to fight against money laundering and finagof terrorism”.

141. Furthermore, the HS/VCS commitment to supporting finoper use of the economy and
financial markets was set out in Pope Benedict X\Ahcyclical LetteCaritas in veritate which
stated “Efforts are needed - and it is essentiglatpthis - not only to create “ethical” sectors or
segments of the economy or the world of finance,tbuensure that the whole economy - the
whole of finance - is ethical, not merely by virtoé an external label, but by its respect for
requirements intrinsic to its very nature”.

142. The HS/VCS authorities have therefore taken a nurobesteps to introduce measures to
counter the threat to the financial systems of HEE\being utilised for the purposes of money
laundering and the financing of terrorism, notably:

a. On December 17, 2009, the VCS signed the Monetanwéntion with the European
Union (2010/C 28/05), undertaking: «to adopt anprapriate measures, by direct
reception or equivalent actions, to implement #gal instruments and rules of the
EU ... in matters of: ... prevention of money laundgrirfArt. 8, § b)).

b. On December 30, 2010, the Pontifical Commissiontifier VCS adopted Act No.
CXXVII concerning the prevention and counteringtioé laundering of proceeds of
criminal activities and financing of terrorism.

c. On the same day, Pope Benedict XVI promulgatediastolic Letter in the form of
a Motu Proprioon the prevention and countering of illegal atitdg in the financial
sector. TheMotu Proprio established the Financial Intelligence AuthofBlA) as
the financial intelligence unit (FIU) for the VCS.

d. In his Motu Propria Pope Benedict XVI extended the application of Adb.
CXXVII/2010 to the dicasteries of the Roman Curiadafor each and every
dependent institution or entity in which they caoyt their activities (i.e. within the
legal framework of the HS), after expressing hisaewn that: “in our time, inside an
ever more globalised society, peace is always titmea by different causes, among
which an improper use of markets and economy, aedtérrible and destructive
cause of violence perpetrated by terrorism, thusiog death, pain, hatred and social
instability”.

e. On 24 January 2012, the Holy See mandated a dedisitake all necessary steps to
apply for membership of the Egmont Group (of finahmtelligence units).

f. On January 25, 2012, the President of the Govemahthe Vatican City State
signed a Decree which modified and integrates Law GXXVI1/2010 in order to
introduce further provisions to remedy deficiendieshe application of international
standards.

g. Also on January 25, 2012, the Holy See, acting alsbehalf of the VCS, deposited
before the Secretary-General of the United Nattbesinstrument of ratification of
the 1988 UN Convention against the lllicit Traffic inakotic Drugs and
Psychotropic Substancesas well as the accession instruments to 1999
International Convention for the Suppression of Engancing of Terrorismand to
the 2000 UN Convention against Transnational Organi€eine™.

%0 Subsequent to the second MONEYVAL on-site visig HS/VCS authorities informed the evaluators #mat

in-depth analysis of the substantive provisionsttef VCS Criminal Code had been initiated, in orter

introduce modifications to the Criminal Code toljustate in the municipal law treaty terms, inchgliinter
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143. As stated above, Act No. CXXVII concerning the metion and countering of the laundering
of proceeds of criminal activities and financingtefrorism was enacted on 30 December 2010
(the original AML/CFT Law) and came into force orApril 2011. This law was introduced in
order to implement an AML/CFT regime within the NE/S and also to implement the Monetary
Convention between the Vatican City State and EemopJUnion. The evaluators considered the
effectiveness of the implementation of this actiryrthe first MONEYVAL on-site visit in
November 2012. Following the first MONEYVAL on-sitesit the President of the Governorate
using his powers under Art. 7 of the Fundamental Laf VCS (see Annex X) to issue
dispositions having the force of law in cases ajemt necessity, enacted Decree No. CLIX —
Decree of the President of the Governorate of thecen City State promulgating amendments
and additions to Law n. CXXVII, On the Preventiondacountering of the laundering of the
proceeds of criminal activities and the financirigesrorism, of 30 December 2010 (the revised
AML/CFT Law) which came into immediate effect on 2&nuary 2012. This Decree substantially
amended and supplanted the original law. The Dewsseguided by the need to better allocate
AML/CFT responsibilities amongst the competent atities in order to make the HS/VCS, as a
whole, more effective in preventing and counteriddy and FT. The Decree clarifies the
responsibilities of competent authorities and aomdi and clarifies the FIA’s fundamental powers
both as a supervisor and as the FIU of the HS/VIB8.aim of the Decree was also to implement
the international standards, and adapt the intemeltstandards to the context of the HS/VCS, in
order to make the AML/CFT system effective. The i@edntroduced new provisions in the fields
of crimes and sanctions, international cooperatostomer due diligence, registration and record
keeping, reporting of suspicious transactions.hi@ field of measures to counter financing of
terrorism and the activities that threaten intéomatl peace and security, the Decree clarified the
mechanisms according to which the HS/VCS adoptsnaedtic list of designated persons, also to
implement the relevant Resolutions of the UN Ség@ouncil. This Decree loses its force if it is
not confirmed by the Pontifical Commission withid @ays™.

144. Following the formation of the FIA, regulations aimdtructions were prepared and issued to
relevant bodies within the VCS. These regulationd @nstructions seek to provide detailed
guidance and direction on the various AML/CFT measithat need to be in place to facilitate the
development of a comprehensive AML/CFT regime witHiS/VCS. The evaluators consider that
the Regulations and Instructions constitute “o#rd@orceable means”. The reasons for this are set
out under SR.VIl in Section 3.5 below.

145. The HS/VCS authorities have stated that their mmadiand long-term strategy in the
prevention and countering of money laundering @mahicing of terrorism, may be summarised as
follows:

a. tocontinuetheir efforts in the ethical foundation of econorand financial activities;

b. to continuetheir efforts towards the conformity with the imtational and European-
regional standards;

c. to improvethe effectiveness of the implementation of therimal laws, regulations
and other imperative measures;

d. toincreaseinstitutional co-operation between the interndhatities;

e. toimprove and increase the international co-opmrat

146. This strategy will be continued under five “pilla fundamental principles:

alia, articles 8 and 9 of the United Nations Conventamgainst Transnational Organised Crime (Palermo
Convention). The Holy See furthermore notes thatoeding to the terms of its internal law, to thdemt
possible, treaty terms are directly incorporatdd the legal system. Finally, HS/VCS authorities actively
considering ratification of the 2003 United Natidbsnvention against Corruption (the Merida Conwaniti

%1 The Pontifical Commission for the Vatican City taonfirmed the Decree No. CLIX of 25th Januar{20
without modification on 24th April 2012.
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h. Human dignity and common goatifte fundamental principle is that finance cannot
be contrary to human dignity and must contributeht® realisation of the common
good;

i. Subsidiarity: prevention and countering mechanisms tend to méake different
decision-making and operational levels of subjétt®lved and responsible in the
prevention and countering of money laundering amahicing of terrorism;

j- Proportionality: prevention and countering mechanisms interven®owalg an
accurate assessment of the suspect property arsh¢taons and risks;

k. Effectiveness:prevention and countering mechanisms must be adeqo the
realisation of the objectives set;

I.  Co-operation:activities of preventing and countering the lauidg of proceeds of
criminal activities and financing of terrorism ararried out by ensuring maximum
communication and co-operation between the interimérnational and regional
authorities competent in this matter.

b. The institutional framework for combating monégiuundering and terrorist financing

147. The following are the main bodies and authoritieglved in combating money laundering or
financing of terrorism:

Governorate

148. The legislative power within VCS is exerted by tRentifical Commission for the VCS,
whose members are appointed by the Pope for figesy@rt. 3, 81 of the Fundamental Law (see
Annex X).

149. The executive power is exerted by the PresidetiiefGovernorate of the VCS, an office held
by the same Cardinal heading the Pontifical Commissassisted by a Secretary General and a
Vice-Secretary General (Art. 5).

150. In the Governorate different functions are esthielis (see 1.1 above), which are normally
distributed among various departments (commerclagal, technical, artistic, general
maintenance, etc.). Relations with foreign stasethé competence assigned to the Secretariat of
State.

151. The President of the Governorate is in charge ®flélyal representation of the State, but not
its international representation (Art. 8); he casue orders for the implementation of acts and
regulations (Art. 7, 81); he can avail himself aivienforcing bodies for security reasons, and of
the State’s police as well (Art. 14), representgdhe Corps of Gendarmes of VCS; in case of
emergency, he can issue provisions having the fafrtaawv, though, as noted above in the context
of the AML/CFT Law, they must be confirmed by thenfifical Commission within ninety days,
otherwise they become ineffective (Art. 7, 82).

152. As far as the executive power is concerned, therdaams of supervision and control by the
Secretariat of State. To this end, the Fundamdraal establishes that “in matters of greater
importance it is necessary to proceed in agreemghtthe Secretariat of State” (Art. 6), and in
any case it is established that the VCS’ budgetfarad balance, once they are approved by the
Pontifical Commission, “are submitted to the SupeeRontiff through the Secretariat of State”
(Art. 12).

153. The Governorate is composed of operational bodies:

a. Departments. There are nine (State Accountancygefakiservices, Security Services and
Civil Protection, Health and Hygiene, Museums, Tetamunications, Economic Services,
Pontifical Villas); the activities they carry outeaof an institutional nature, related to
buildings and facilities, culture and scientificsearch, trade and marketing, public utility,
also in favour of other Vatican organisations, retpersons or third parties.
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b. Directors. They head Departments, taking on theveglt responsibilities and co-ordinating
their functions and activities; they are directtgcauntable to the President.

c. Council of Directors. This is an advisory and aiaxil body to the President. It is more than a
traditional Board. The directors are the departaemeads of the Governorate and form the
Council which generally meets on a bimonthly basisdiscuss common governance or
management issues.

d. Office Managers and Service Managers. They arettliraccountable to the directors.

e. Central Offices. There are seven of them (Legalc@ffPersonnel Office, Registry Office,
Philately and Numismatics, Information Systems,teStArchives, Pilgrim and Tourist
Office); they are in charge of carrying out particuactivities related to the exercise of the
executive power and depend directly on the Presiden

f. Scientific Body. It is made up by th&pecola Vaticara(Vatican Observatory) having an
autonomy status and operating in the sector obm@sinic research.

154. Recently, the President’s Office, has created nesves that directly depend on the Secretary
General: the Goods and Services Purchase Officéghandternal Control Office.

155. As far as the institutional tasks of departments @ffices are concerned, reference is made to
Act No. CCCLXXXIV of 2002 on The Government of tMatican City State (see Annex XI).
According to the AML/CFT Law, in matters of comlyagithe laundering of proceeds of criminal
activities and financing of terrorism, as far as thovernorate is concerned, the Department of
State Accountancy plays a supervisory role overfi@ncial flows of the State and of more
general protection of the principles establishethensame Act.

The Department of VCS Accounting

156. The Department of VCS Accounting is a section ef@overnorate of the VCS. According to
the Act on the Government of the VCS No. CCCLXXX®¥ 2002, the Department of State
Accounting takes care of the general and analytcalounting of State Bodies, carrying out
audits, preparation of reports relating to all emuit and financial operations and management of
the State Treasury (Art. 11). The Department cawigt audits and verification of the correct use
of accounting processes and their economic integratvith the administrative procedures,
operating under a centralised form.

157. The State Accountancy Office is headed by a Direatal is made up of the Administrative
Office and the Management planning and control ¢effilt has a staff of 27 people. The
Accountancy Office is responsible for the keepirfgtlte general and detailed accountancy
records of all the bodies of the Governorate, @nlthsis of the accountancy principles indicated
by the Prefecture for the Economic Affairs of th& kkee below) and generally acknowledged
international accountancy principles. It carries axttivities of accountancy control and draws up
the Governorate’s budget and final balance sheeatahages the positions of all the suppliers of
the Governorate, by dealing with the input and kegpf the operational system of sensible data
communicated by the companies supplying goods andcss to the State. The keeping and
maintenance of the panel of suppliers is part efrésponsibility and competence of the Goods
and Services Purchase Office depending directiynuipe Secretary General.

158. The State Accountancy Office furnishes expert amsion fiscal, financial and economic
topics, and, to assure the full integration of audstrative-accounting processes with the
operational ones, co-ordinates and supervises tgoimg standardisation of managerial
procedures of the Governorate’s Departments ande3ff

The Prefecture for the Economic Affairs of the H8lge

159. The Prefecture for the Economic Affairs of the HSai dicastery of the HS. According to
Pastor Bonus, the Prefecture has the function aisirey and governing the goods of the
administrations that are dependent on the HS, arlo€h the HS has charge (Art. 176). The
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Prefecture is presided over by a Cardinal assisyeal board of Cardinals, with the collaboration
of the Secretary and the General Accountant (AiT).1

160. The Prefecture studies the reports on the patriah@md economic status of the HS, as well as
the statements of income and expenditures for teeiqus year and the budget estimates for the
following year of the administrations, by inspegtibooks and documents, if required. The
Prefecture compiles the HS’s consolidated finargtialement of the previous year’'s expenditures
as well as the consolidated estimates of the ret'y expenditures, and submits these at specific
times to higher authority for approval (Art. 178).

161. Furthermore, the Prefecture supervises the finhnawertakings of the administrations
(including APSA) and expresses its opinion conaggrprojects of major importance. Finally, it
inquires into damages inflicted in whatever manmerthe patrimony of the HS, and, if needed,
lodges penal or civil actions to the competenumids (Art. 179).

Secretariat of State - the Section for Relatiortk Wiates

162. As previously stated, as far as international regm&ation is concerned in accordance with
Art. 2 of the Fundamental Law, “the representatbthe State in the relations with foreign States
and other subjects of international law, for thglatinatic relations and the stipulation of treaties,
is reserved to the Supreme Pontiff who exertsr@ugh the Secretariat of State”.

163. Within the Secretariat of State, the Section fofaRens with States or Second Section is
responsible for the diplomatic relations of the wWigh States, including the signing of treaties and
similar agreements and the representation of the iMSnternational organisations and
conferences. The Second Section of the Secretwfri&tate is headed by an Archbishop, the
Secretary for Relations with States, assisted Byedate, the Under-Secretary for Relations with
States (Pastor Bonus Arts. 45-47).

164. The Secretariat of State concludes internatione¢eagents, and also has regard to matters
concerning the prevention and countering of laundeof unlawful money and financing of
terrorism, and deals with the relevant compliandth vand ratification of such agreements.
Furthermore, it co-operates with the competenteStatinternational authorities through its own
diplomatic channels.

Tribunals

Tribunals of the Vatican City State

165. The court system of the VCS is a department ofGo@ernorate. According to Law No.
CXIX — Law that approves the Judiciary system ef 8tate of Vatican City (see Annex XVI), the
following tribunals exercise judicial powers in theame of the Supreme Pontiff:

 Single JudgeGiudice Unico;

 Tribunal (Tribunalg;

» Court of Appeal Corte d’Appell9;

» Court of CassatiorJorte di Cassazione

166. The Single Judge handles simple cases such as shamils and traffic violations. The
Tribunal is composed of three judges appointedheyRope and is the court of first instance in
criminal and civil cases which do not fall undee farisdiction of the Single Judge. The Court of
Appeal serves as a disciplinary body for VCS lawydears appeals from the VCS Disciplinary
Commission, and handles employment issues fronOfffiee of Work of the Apostolic See. It
comprises a President and the three other judgesavéhappointed by the Pope and serve a term
of five years. The Court of Cassation is the higlwesirt of the VCS. It hears appeals from the
Court of Appeal as well as penal matters againstli@als and bishops which the Pope does not
handle personally.

167. Criminal jurisdiction over the offences describedthe AML/CFT Law is vested in the
tribunals of the VCS by Act No. CXXVII of 2010. H@wer, criminal cases may be transferred to
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be prosecuted by the Italian authorities, as thauthorised by Art. 22 of the Lateran Treaty. The

number of cases considered in the period 2009-3a04 et out below.

Year Cases where violators of public safety Cases where Art. 22 of the Lateran
norms were detained by Vatican police | Treaty between the Holy See and Italy
and handed over to the Italian authorities was applied
2009 1 1
2010 7 0
2011 5 4
168. The functions of the prosecutor, in both civil aodminal cases, are performed by the

Promoter of Justicgogomotore di giustizip(see below).

Tribunals of the Roman Curia (Holy See)

169. The Holy See has a distinct court system which sdeath religious affairs, violations of
Canon Law and cases related to the functions oHtilg See. Details of the tribunals are set out
in Arts. 117-130 of Pastor Bonus (see Annex VIleTe are 3 tribunals:

* Apostolic Penitentiary is responsible for the inrchurch forum and granting and use of
indulgences (Arts. 117-120);

* Supreme Tribunal of the Apostolic Signatura funusicas the supreme tribunal and also
ensures that justice in the Church is correctlyiatttered (Arts. 121-125); and

< Tribunal of the Roman Rota is a court of highetdnse at the Apostolic See, usually at the
appellate stage, with the aim of safeguarding sighithin the Church; it fosters unity of
jurisprudence, and, by virtue of its own decisiopsyvides assistance to lower tribunals
(Arts. 126-130).

170. The tribunals of the Roman Curia have no jurisdittbver ordinary civil and criminal cases.
However, the Supreme Tribunal of the Apostolic Signa exerts disciplinary powers over judges
of the VCS. The President of the Court of Cassati@lso the Prefect of the Apostolic Signatura,
and most judges of the Court of Appeal also sesvjedges of the Roman Rota.

The Promoter of Justice

171. The Promoter of Justice of the VCS exerts a prdse€sufunctions, both on the civil and
criminal side, before the Tribunal and the Singldge of the VCS (Law no. CXIX Art. 5). The
Promoter of Justice is appointed by the Pope (LawGXIX Art 7). Judges are selected among
persons with high standards of morality and prafess skills. The Prosecutor exercises his
functions with autonomy and independence and sutgdbe law.

172. According to the rules established by the interleglal system, the Promoter of Justice
performs his criminal law responsibilities by praing and instigating inquiries and possibly
criminal prosecutions on the basis of circumstamdsicts related to goods or natural and legal
persons, about which he is informed.

173. As far as the activities of prevention and countgrdof ML and FT are concerned, the
AML/CFT Law provides that the FIA carries out theahcial examination of the reports received
by analysing and thoroughly investigating suspisidtansactions and communicates to the
Promoter of Justice at the Tribunal the facts thatthe basis of their features, entity, nature and
other known circumstances, possibly indicate offsnof money laundering, self-laundering or
financing of terrorism (Art. 33). Should the FIAspend transactions, for a maximum of five
working days, it must give immediate notice to fi@moter of Justice at the Tribunal. The
Promoter of Justice, should inform the FIA abowt tbports of suspicious transactions on which
no further investigation has been carried out (3.
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174. The criminal jurisdiction for the offences providiat in the AML/CFT Law is assigned to the
Tribunals of the VCS.

Gendarmerie Corps of VCS

175. The Gendarmerie Corps of VCS is part of the Depamtnof Security Services and Civil
Protection of the Governorate.

176. The Department is in charge of the security andipwvder in close co-operation with the
Pontifical Swiss Guard and the competent Vatican bodies. In accordandk thie Lateran
Treaty, it can ask, through the institutional chelapfor the co-operation of the equivalent erditie
of the Italian State and other States. Relatiomsd®n the Gendarmerie and the Italian Police are
conducted through the General Inspectorate of @dicurity for the Vatican City (an Italian
state institution), which is the liaison body beémnehe two countries.

177. The Gendarmerie’s primary goal is the protectiod security of the Pope when he is within
the VCS, when he is on pastoral visits in Italy amndhis Apostolic journeys in other States. The
tasks assigned to it are the same institutiondistas other national police forces, i.e. judicial
police, frontier police, fiscal police, etc., withe aim of assuring the security of places and
persons, keeping public order and preventing aptessing offences. However, because of the
peculiar character of the VCS, such as its terataize and limited number of citizens, the
Gendarmerie is a police forsei generisThe Gendarmerie Corps is the only security agamcly
police force of the VCS and it also acts as a noaitiol, and in this context, it deals with the
prevention of road accidents and related interoesti

178. The Gendarmerie is covered by Act No. CCCLXXXIV 2002 on The Government of the

Vatican City State (Art. 13) (see Annex Xl), whiptovides the legislative basis for the goals and
competences of the Gendarmerie.

179. The Gendarmerie Corps co-operates, within the diroft its competence, with the Judicial
Authority of the VCS and the competent authoriésghe HS. In particular, in the course of
investigative activities it co-operates with themoter of Justice and Single Judge who have the
power to impose coercive measures.

180. Gendarmerie activities include frontier controlsieyention of criminal activities and
investigations.

181. Furthermore, the Gendarmerie Corps has the powanftrce laws and regulations in matters
of trade and finance; in cases of necessity, itlsaelf of all the legislative and sub-legisiagi
instruments, in order to be in a position to cay the tasks of supervision, implementation of
investigative techniques, checks, confiscatiteiyrante delictoprocedures, inquiries and other
criminal procedural actions assigned by law or gitied to the Gendarmerie.

182. The Gendarmerie Corps, in co-ordination with therSeriat of State and the Governatorate,
also has responsibility for maintaining contactthvibreign bodies and organisations, in order to
assure international co-operation in the fieldsnohey laundering and fight against terrorism. In
strategic terms, one of the priorities in countgnmoney laundering and fighting against terrorism
consists of reinforcing international mutual legabkistance and co-operation with the equivalent

foreign legal entities on the level of both bilaterelations and main international organisations,
such as INTERPOL.

183. The headquarters of the Gendarmerie is locateldeiptemises of the Department of Security
Services and Civil Protection, where all the digferfunctional police divisions are based.

32 The Pontifical Swiss Guard is a small force mairesi by the Holy See and is responsible for thetywafe
the Pope, including the security of the Apostolidaee. It serves as thle factomilitary of Vatican City.

49



184. The structure of the Gendarmerie Corps is cent@lend made up of offices specialised in

185.

186.

187.

terms of technical-professional capabilities. Itestrusted with the prevention of, and fight
against, criminal activities. As far as fiscal ceisn economic crimes, prevention of terrorism and
organised crime are concerned, it is noted that:

Financial crimes. The Gendarmerie has jurisdiction over the whole tenyitof the VCS.
The officer in charge of the inquiries has competeover the whole territory of the State,
and is directly responsible to the Director of SaguServices and Civil Protection. This
activity consists of detecting, documenting andestigating cases of economic and
financial crimes, and corruption. The investigatimgt monitors and analyses unlawful or
suspicious financial operations and various kinflgeamnomic crimes which have been
committed.

Prevention of terrorism and organised crime The Gendarmerie has the competence
over the whole territory of the VCS, with the extiep of the Apostolic Palace. The
officer in charge is directly responsible to thedator of Security Services and Civil
Protection. This activity consists of monitoringgodmenting and preventing unlawful or
suspicious activities, adopting preventive and esgive measures on the basis of
intelligence information, detecting possible teistsr and delivering them to the court.

Frontier and customs control unit. This unit is in charge of fiscal crimes, border
security and any other related type of financiaher, including financing of terrorism.

There are two more specialised units, directly répg to the Director of Security Services
and Civil Protection, for extremely serious or urgmterventions:

Anti-sabotage unit, in charge ofdealing with threats connected to sabotage actions

explosive devices. This special unit intervenes,iristance, in cases of locating parcels,
envelopes or other suspicious objects. Its actbomsist of implementing all the security

measures aimed at recognising and neutralising #uelats. Furthermore, it acts as a
support unit for judicial police activities.

Swift intervention squad, which was recently created with the goal of deplivith
emergencies outside the scope of ordinary polidwites (e.g. subversive activities,
analysis and technical logistic support for invgstive activities). Furthermore, it can
intervene immediately in high-risk situations.

Police authority of Italy

Art. 3 of the Lateran Treaty also provides:

“It remains understood that St. Peter's Squathpadh forming part of Vatican City, will
continue to be normally open to the public andécsbbject to the police power of the Italian
authorities, who will stop at the foot of the stépading to the Basilica, although the latter
will continue to be used for public worship, anayhwill, therefore, abstain from mounting
the steps and entering the said Basilica, unle=sg dhe asked to intervene by the competent
authority”.

Art. 15 provides that certain designated propergeen if they form part of the territory of the
Italian State, will enjoy the immunities granted loyernational Law to the headquarters of the

diplomatic agents of foreign States. The same imasnapply also with regard to other churches

(even if situated outside Rome) during such timavimch, without such churches being open to

the public, religious ceremonies are celebratethém with the participation of the Supreme

Pontiff. However, Art. 22 does provide that:

“the Holy See will hand over to the ltalian Staersons who may have taken refuge within
Vatican City and who have been accused of actspétied within Italian territory, which are
considered to be criminal by the laws of both Stafthe same provisions will apply with
regard to persons accused of crimes who may h&ea t@fuge within the buildings declared

50



to be immune under Art. 15, unless the personsange of such buildings prefer to invite the
Italian police agents to enter them in order testrsuch persons”.

Financial Intelligence Authority (FIA)

188. Pope Benedict XVI established the FIA by tetu Proprio of December 30, 2010, in order
effectively to prevent and counter money laundeand financing of terrorism (See letteMoptu
Proprio; and Art. 2septiesof the revised AML/CFT Law). The FIA has publicncaical legal
personality and Vatican civil personality and hashieadquarters in the VCS. The FIA supervises
the observance of the duties established in mattepsevention and countering of ML and FT
and receives reports of suspicious transactionshwitianalyses ( Art. 3eptiesof the revised
AML/CFT Law). The FIA monitors obligors’ complianogith the requirements set out in the
AML/CFT Law to prevent and counter money launderargl the financing of terrorism and
verifies, including through inspections, the suitgb and effectiveness of the policies,
organisation, measures and procedures adoptecebytthprevent and counter money laundering
and the financing of terrorism. (Art.s&pties82 ). The FIA has powers to impose administrative
sanctions (Art. 42). Full details of the FIA's fuimms are set out under section 2.5.1 below.

189. The FIA operates in close co-operation with theiclatl Authority. It can suspend, for a
maximum of five working days, transactions suspkde involve money laundering, self-
laundering or financing of terrorism, giving immaté notice to the Promoter of Justice at the
Tribunal (Art. 33 85 k)). It informs the Promotef dustice about facts indicating money
laundering, self-laundering or financing of tersoni (Art. 33 83 & 85 ¢)).

190. Furthermore, the FIA, independently of the provisicadopted by Judges on the criminal
level, can order the freezing of assets and ecanaasiburces by its ruling, in order to counter or
repress financing of terrorism and the activitycofuntries threatening peace and international
security (Art. 24 81). This is covered in detaitlen SR.III (see Section 2.4 below).

c. The approach concerning risk

191. There is a clear need for a comprehensive risksassmnt to properly judge the adequacy of
the current risk based approach. The Secretari@taié has confirmed that, as a consequence of
the evaluation process, it has become aware ofntipertance of conducting a detailed risk
assessment in order to develop a comprehensive BMLfegime. As a consequence of this the
evaluators were informed that the process for cotiniy a risk assessment has been initiated.
This process will involve actively seeking recomm&iions from the FIA and more generally
gathering information necessary for the completwin the risk assessment including the
recommendations of the evaluators on this issugh&umore, the Secretariat of State has taken
into account an initial view from the FIA, indicagj those areas of inquiry which typically present
possible areas of weakness in many jurisdictionsluding: use of cash transactions; the
adequacy and availability of information from namiit organisations; receipt of donations; and
placing of external contracts.

192. The AML/CFT Law has introduced elements of a risledd approach and details of this are
set out in section 3.1 below.
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2 LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

Laws and Requlations

2.1 Criminalisation of Money Laundering (R.1 and 2)

2.1.1 Description and analysis

Recommendation 1

193. Prior to the enactment of Act No. CXXVII of 30 Deaker 2010 and its extension to the Holy
See by His Holiness Pope Benedict XVI in the intretébn to theMotu Proprioof the same date
money laundering had not been specifically crim#sal in the legal system of the HS/VCS. In
theory reliance could have been placed on the duweeprovided by Art. 9 of Act No. LXXI on
the sources of law of 1 October 2008; (see Anndxdésigned to address lacuna in the system of
criminal law. While this had been utilised in theuigls area its application in the context of money
laundering was never tested.

194. In the period prior to the entry into force of thew law reliance had to be placed on Art. 421
of the Italian Criminal Code of 1889 which, failisgecific HS/VCS legislative action, applies by
virtue of Art. 7 of the Act on the sources of lavemioned in the previous paragraph. This sets
out the offence of receiving stolen property andasded thus:

Except in the cases provided in Art. 225, whomexggjuires, receives or hides money
or things resulting from a crime, or is involved amy way with the acquisition,
receiving or hiding of them, without participatiimgthe underlying crime, is punished
with imprisonment for up to two years or with adiof up to three thousand lira. If the
money or things proceed from a crime which is stutlije a term of imprisonment for
more than five years, the guilty party is puniskgith imprisonment from one to four
years.

In both cases provided for in the preceding provisj the imprisonment should not be
more than half of the penalty established for thdeulying crime from which the
things proceed. Where it regards a fine, the amaudietermined according to the
norms established in Art. 19.

If the guilty person is a habitual receiver of stoproperty, the term of imprisonment
is from three to seven years in the case providdtie first paragraph of this article,

and from five to ten years, in the case providethénsecond paragraph and the fine
between three hundred and three thousand liravesyaladded.

The fine level has been adjusted upwards on sewecalsions to take account of inflation and of
the introduction of the Euro.

195. Those responsible for the drafting of the new laad two primary goals. First, to achieve
consistency with relevant international and Europstandards in this sphere. Second, to do this
in a manner broadly harmonised with Italian crirhiasv. The latter goal was, in turn, dictated by
considerations of geography and practicality. Isvedso influenced by Art. 22 of the Lateran
Treaty of 1929 (see Annex VII) which subjects aspaxd an enhanced regime of criminal co-
operation with Italy to the condition of double ramality. This is examined in greater depth
below in the context of Recommendations 36-39 apdctal Recommendation V. It is also
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worthy of note for present purposes that in the FARird round mutual evaluation of Italy in
2006 that country received a compliant rating fdt.R

196. As with ltaly, Act No. CXXVII of 2010 adopted a dtimg technique in relation to the
criminalisation of money laundering which had tleeeaiving offence (above) at its foundation.
Art. 3, headed ‘Money Laundering’ is of primary iorpance. It was worded, in full, as follows:

In book Il of “About offences in particular” TitlX “About offences against property”
Chapter V after the section “About handling stofgods” follows “about laundering and
self-laundering”. In the same Chapter, after A1l 4ollows Art. 421bis, that reads:

421bis

He who, except for the cases foreseen in Art. 4@ilaces or transfers money, goods or
other utilities resulting from a serious offence performs other operations linked to them,
in such a way as to hinder the identification @itltriminal source, or uses, in economic or
financial activities, money, goods or other u#@di resulting from a serious offence, is
punished with a detention of four to twelve yeard a fine of one to fifteen thousand Euro.

In the cases foreseen by the preceding paragraplpenalty consist of a detention penalty
of two to six years and a fine of one to ten thodskuro, if the monies, goods or other
utilities result from a serious offence for whichpanalty of detention inferior to the
maximum of five years is foreseen.

The person who committed the serious offence, slsabientenced to a detention period of
two to six years and a fine of one to ten thoudzaunch.

In the cases foreseen by the first paragraph,ahetion is increased if the fact is committed
within the exertion of a professional activity.

The offence occurs even when the activities thategged such monies, goods or other
utilities to be laundered, are performed in anottate.

In the case of condemnation, the confiscation efghods representing the product or profit
of the criminal activity is mandatory, except foetcase that they belong to persons alien to
the offence. The judge, if it is not possible t@qaed to the confiscation, shall order the
confiscation of money, goods or other utilities isafzle to the convict, even through a third
person, for an amount equivalent to the value efatoduct, profit or price of the offence.

197. One of the consequences of this approach was hbaihguage used differed substantially
from that found in the Vienna and Palermo Convergtiof the UN (both of which have very
recently been ratified by the HS/VCS).

198. For the avoidance of doubt it should be stressed though influenced by the Italian
provisions the articles addressing criminalisatiere not identical to those which apply in that
country. There were differences in structure (twavisions in the HS/VCS rather than three) and
some departures in wording. However, the autheritienfirmed to the evaluation team that the
only significant departure from the Italian precetdehich was intended to be achieved was that
of the specific criminalisation in the legal systefithe HS/VCS of self-laundering (criterion 1.6).

199. As was noted previously (see above), subsequertheéoMONEYVAL on-site visit of
November 2011 the authorities of the HS/VCS deciieckvisit the Act of December 2010 in
order to place the AML/CFT system on a more seclomeg term and sustainable legislative
footing. The extensive amendments and additiotiseédaw brought about by this process entered
into force on 25 January 2012. The text, which rexelusively occupies the field and thus
replaces the former law, is reproduced in full ahAx V for ease of reference.

200. In the course of this review process the relevatihaities took the decision to revisit the
approach originally adopted to the criminalisat@drmoney laundering in order to more directly
embrace the concepts and the wording utilised énrédhevant international standards. The 2005
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Warsaw Convention of the Council of Europe and ¢ Palermo Convention of 2000 were
particularly influential.

201. Art. 1(4) of the Law of January 2012 defines “moteyndering” as follows:
a) the acts referred to in Art. 42is of the Criminal Code.

b) participation in one of the acts referred to in.A21 bis of the Criminal Code,
association to commit, attempt to commit, and a@dimciting, or counselling
someone to commit such act, or abetting its exeapti

202. Art. 421 bis is, in turn, inserted by Art. 3 of the Act head®doney laundering and self-
laundering”. This is the first of two articles im@&pter Il of the Act entitled “criminal provisions
on money laundering”. Paragraph 1 is central toribes approach which has been adopted.
Drawing its inspiration primarily from Art. 9(1) ehe Warsaw Convention, it is worded thus:

1. Whomever, outside the cases foreseen in Art. 421:

a) replaces, converts or transfers currency, fumdsther assets, knowing that they proceed
from a predicate offence or from the participatiora predicate offence, for the purpose of
concealing or disguising their illicit origin or afssisting any person who is involved in the
commission of such criminal activity to evade tegdl consequences of his actions;

b) conceals or disguises the true nature, souncatibn, disposition, movement, ownership
of, or the rights with respect to currency, fundsother asses, knowing that they proceed
from a predicate offences or from the participatioa predicate offence;

c) acquires, possesses, holds, or uses to curremzis or other assets, knowing, at the time
of their receipt, that they proceed from a predicatfence or from the participation in a
predicate offence;

shall be punished with four to twelve years of ilmpnment and with a fine ranging from
€1,000 to €15,000.

203. The physical and material elements of the offence eonsistent with the relevant
international standards. Criterion 1.1 is thusséatil.

204. Several of the key concepts utilised in 4&% (1) are defined in Art. 1 of the 2012 Act
including “currency”, “funds” and “other assets”rfA1(10), (11) and (12)). All are broadly cast.
In addition Art. 421bis (2) provides as follows:

The crime of money laundering exists regardlesthefvalue of the currency, funds or other
assets that proceed from the predicate offence) eden there has been no conviction for
that offence.

In the view of the evaluators the interaction afdh features of the Act are sufficient to satikéy t
expectations of criterion 1.2 of the methodology.

205. As noted above, in the 2012 Act money launderindeBned in relation to the concept of
predicate offences. This concept is defined, in 2¢b) by reference to a list of specific offences
in the Criminal Code “as well as any other criminats punishable .... with a minimum penalty
of six months or more of imprisonment or detentionwith a maximum penalty of one year or
more of imprisonment or detention”. The term thambines the approaches permitted by R.1.

206. As was noted earlier, by virtue of Art. 7 of Act NoXXI on the sources of law of 1 October
2008 (see Annex XII) the Italian Criminal Code,itastood at the time of the Lateran Treaty in
1929, applies within the HS/VCS unless modifiedalsubsequent enactment. It was confirmed in
the course of the November MONEYVAL on-site visiait changes to the Italian Criminal Code
are not automatically adopted. Developments imaltalaw, and more widely, are monitored and
modernising legislation is enacted in the HS/VCSworad hoc basis.
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207. For this reason those responsible for drafting @hap of Act No. CXXVII of December
2010, entitled “criminal provisions in matters obney laundering”, also had to address gaps in
the CC as revealed by a comparison wititer alia, the designated categories of offences
contained in the Glossary to the FATF Recommendatiéd substantial modernising effort was
required in this regard the fruits of which wereluded in Chapter III (entitled ‘other offences’).
As was stated in the mutual evaluation questiorridihe reform of the Vatican criminal law was
also an opportunity to introduce criminal offencaisd sanctions according to the relevant
international and regional standards”. Further prsg in this regard was recorded in Chapter Il
of the January 2012 Law.

208. The HS/VCS authorities have compiled a compliaabéetin which they indicate the offences
in domestic legislation which relate to the FATRegmries as set out in the Glossary. This is
reproduced at Annex Il. As will be seen there i sobstance coverage within the HS/VCS legal
system of all the categories in gquestion. Given dbptext set out above this is a substantial
achievement.

209. Art. 421bis (4) directly addresses the issue of extraterrilityidt is worded as follows: “The
crime of money laundering exists even when theetwny, funds or other assets that proceed from
the predicate offence committed in another StaZeterion 1.5 is therefore satisfied.

210. As noted earlier, one of the goals of the Deceni#t#0 approach to money laundering
criminalisation was that, unlike the situation taly, it should be extended to self-laundering.
This policy was retained in the revisions introdii@ge January 2012. Art. 42dis (3) states, in a
manner consistent with criterion 1.6, that: “Thener of money laundering exists even when its
author is the same person who committed the priedaféence”.

211. The CC applicable within the HS/VCS makes providimna range of ancillary offences. The
mutual evaluation questionnaire noteser alia, aiding and abetting (Art. 225) and attempt (Arts.
61-62). Subsequently the attention of the evalsatas also drawn to Arts. 63-66 (complicity)
and Arts. 248-251 (criminal association). As ngpeeviously Art. 1(4)(b) of the Law of January
2012 specifically defines money laundering by reffiee to a broad range of ancillary offences.
The drafting of this provision was inspired by A2(1)(d) of the Warsaw Convention. It should
be noted that while Article 1(4)(b) does not reafeconspiracy it does address association. This is
consistent with criterion 1.7. Similarly, the fortation used does not directly list facilitation as
an ancillary offence. However, the evaluators aatisied that the relevant ground is
appropriately covered binter alia, the concepts of aiding, inciting, counselling athetting.

212. Paragraphs 5 to 8 of Art. 42is address issues of confiscation, provisional messand like
matters. These provisions are treated, in the maime analysis of R.3 below.

213. The second and final provision in Chapter Il onirfenal provisions on money laundering” is
Art. 3 bis. This is headed “use of proceeds from criminavdigs”. It creates a new Art. 42&r
of the Criminal Code and is worded in full as folk

1. Whomever uses in economic or financial activitiesrency, funds, or other assets, that
proceed from a crime; shall be punished with fautwelve years of imprisonment and
with a fine ranging from €1,000 to €15,000.

2. In case of a conviction, paragraphs 5, 6, 7 anfitBeopreceding article apply.

214. Motivated in part by the close relationship withlyt the scope of this Article overlaps but
does not fully coincide with that on money laundgrilmportantly it does not require proof of
any specific intent or purpose. It thus goes beythad requirements contained in the relevant
FATF standards.

Recommendation 2
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215. The offence of money laundering in the HS/VCS a&splio natural persons who knowingly

engage in proscribed activitie¥he evaluators were informed that under applicajgaeral
principles and rules of the legal system the imbexatl element of the offence can be inferred from
objective factual circumstances.

216. At the time of the MONEYVAL on-site visit in Noverab 2011 there was no criminal liability

for legal persons as, in the view of the authaijtithis appeared to be inconsistent with
fundamental principles of domestic law. The autiesipointed, in particular, to the centrality of
this concept in Canon Law (see e.g. Canon 13113% d&f importance to note that in the legal
system of the HS/VCS that this is the first nomivetorder and first criterion of interpretive
reference (see Acts on Sources of the Law Art 1@9rhat stage, the evaluators voiced their
concerns that the Act of December 2010 did not@ppately provide for civil or administrative
liability of legal persons for money laundering rasjuired by criterion 2.3. In this regard they
noted that while Art. 42 of that Act specificallygvided for the imposition of administrative
sanctions for violations of various provisions,dhelid not apply to money laundering as such.
This was a significant deficiency in terms of tlagisfaction of R.2.

217. In the immediately subsequent period the autheritdd the HS/VCS reconsidered this

approach. As a consequence the decision was takemseért a provision on “administrative
responsibility of legal persons” in the amendedslatjon which entered into force on 25 January
2012. This applies to money laundering (Art. 429) and the financing of terrorism (Art. 138
ter). Paragraph 1 of Art. 42isis central to the approach adopted and is worldest t

1. In case of a conviction for one of the crimesfegh in Arts. 421bis and138 ter of the
Criminal Code, the judicial authority shall imposepecuniary administrative sanction
ranging from €20,000 to €2,000,000 to the legaspeiinvolved if:

a) the person convicted exercised its legal repregentaadministration, direction, or a
similar role;

b) the person convicted was under the direct respitibgilsupervision or control of one on
the persons referred to in paragraph a);

c) the crime was committed in favour of the legal pars

218. Paragraph 2 of Art. 4Bis articulates various grounds which act so as tdudecliability.

Paragraph 3 sets out the aggravating circumstamioies will give rise to the additional sanction
of “a temporary interdict to exercise its functibtnBaragraph 4 clarifies that relevant financial
sanctions shall be acquired by the Holy See andtibged for the charitable and religious works
of the Roman Pontiff.

219. Art. 42 bis (5) states that this form of liability does notplp inter alia, to domestic public

authorities. The term public authority is definadAirt. 1(2) as “an organism or entity that, on the
basis of the domestic legal system, performs, tliremr indirectly, an institutional activity
inherent to the sovereign authority”. A legal perge then defined (Art. 1(3)) as “any legal
person, regardless of its nature and activity udiclg foundation and trusts, that do not fall withi
the definition of Public Authority”.

220. Given that a public monopoly regime is said to piewithin the VCS the evaluators, when

221.

they returned in March 2012, sought clarificationtiee nature and extent of the exemption
afforded by Art. 42ois (5). It was explained that in effect the distinatidrawn between “legal
persons” and “public authorities” in this contexasva functional one broadly similar in character
to that made between sovereign and non-sovereignirathe modern international law of State
immunity. The evaluators drew comfort from the i@peated assurance by the authorities of the
HS/VCS — and its specific reassertion by the Pesdidf the Tribunal — that the exemption in
guestion would not apply to an obligated finanaiatitution such as the IOR.

While the insertion of Art. 4dis in the Law of January 2012 represents progresthen
satisfaction of the requirement of R. 2 it shoudddiressed that the liability in question is dyict
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circumscribed. In particular it is predicated ugha prior securing of a criminal conviction of a
natural person with relevant ties to the legal @elis question for either money laundering or the
financing of terrorism. While such a preconditia technically consistent with R.2 it does
severely limit the possibilities of having recouteehis provision in practice.

222. As noted above the basic sanction set by Arbid?1) is a pecuniary one of between €20,000
and €2,000,000. In so far as natural persons ameecned Art. 421is stipulates that money
laundering shall be punished with four to twelvergeof imprisonment and with a fine ranging
from €1,000 to €15,000. As will be seen in relatiofR3 confiscation of proceeds in such cases is
mandatory. The evaluation team is of the view thihin the circumstances prevailing in the
VCS these penalties can be regarded as effectivppgiionate and dissuasive.

Recommendation 32 (money laundering investigatiagecution data)

223. As of the date of the conclusion of the MONEYVAL -site visits there had been no
investigations, prosecutions or convictions for ewhaundering. However, the Tribunal of the
HS/VCS is charged with keeping comprehensive sidisdata on all criminal matters and the
Promoter of Justice reports and comments on the sdanthe commencement of every judicial
year. This system applies in the current context.

Additional elements

224. As noted above, paragraph 4 of Art. 43% criminalises money laundering even where the
predicate activities are performed in another aguridouble criminality is not included in the
text as a specific restriction on the operatiohad provision. In the view of the President of the
Tribunal, this provision, properly construed, appleven in the circumstances set out in criterion
1.8.

Effectiveness and efficiency

225. Inthe course of their discussions with the rel¢warthorities of the HS/VCS at the time of the
MONEYVAL on-site visits the evaluators noted a geatlg high level of awareness of the new
Act and of the criminalisation provisions for monleyindering contained in it. However, in the
absence of any investigations, prosecutions orictors since its entry into force the team is not
in a position to conclude that it is effective iragtice.

2.1.2 Recommendations and comments

226. The legislative drafting technique used in Jani2fty?2 to give effect to the criminalisation of
money laundering has brought added clarity to tmnél satisfaction of the requirements of R.1
by the HS/VCS. Furthermore, by virtue of the defam of money laundering in Art. 1(4) it is
clear that it is an autonomous offence separatedatitict from Art. 421 on receiving. Indeed the
latter is listed as a money laundering predicatencke (Art. 1(5)). That said in the view of the
evaluators the authorities should consider how bedgurther clarify the relationship between
these two Arts. of the Criminal Code where the soofpcoverage overlaps.

227. In so far as R.2 is concerned the evaluators hameerns as to the manner in which Art. 42
bis on administrative responsibility of legal perstras been made contingent on securing a prior
criminal conviction of a natural person for moneguridering. They urge the appropriate
authorities to revisit this issue in the light aperience with the functioning of the legislatiamda
to reassess at that time whether an appropriadé@dmlbf interests has been struck.

2.1.3 Compliance with Recommendations 1 and 2
Rating Summary of factors underlying rating
R.1 LC « Effectiveness concerns.
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R.2 LC  The evaluators have concerns regarding the effontiss of the
corporate liability provisions.

2.2 Criminalisation of Terrorist Financing (SR.II)

2.2.1 Description and analysis

Special Recommendation Il

228. As was noted in the analysis of R.1 above, thetehabf Act No. CXXVII of December 2010
in addition to crafting a provision on the crimiisation of money laundering also took advantage
of the opportunity to modernise the criminal law tbe HS/VCS in order to better reflect
international and regional standards and expecsti®©ne such area was that of terrorism
including terrorist financing.

229. Arts. 4 to 7 of the original AML/CFT Law added ngwovisions to the Criminal Code in a
Chapter entitled “Other measures to prevent andteouhe financing of terrorism”. Art. 1 of the
Act included several definitions of relevance iistbontext. Paragraphs 8 and 9 are particularly
worthy of note for present purposes. They defineatficing of terrorism” and “misconduct for
terrorist purposes” respectively.

230. It will be noted that Art. 1(9) defined “misconduot terrorist purposes” in part by reference
to “conventions or other regulations of internatiblaw binding for the state”. However, and for
the reasons discussed in the treatment of R.3%&ndat a later stage of this report, the HS/VCS
was not, at the time of the MONEYVAL on-site visit, party to the UN Terrorist Financing
Convention. This deficiency was cured in Januar§22Qvithin two months of the end of the
MONEYVAL on-site visit, when the HS/VCS depositet$ instrument of accession to this
important multilateral treaty. However it is stiiot a party to any of the counter-terrorism
Conventions listed in the annex to that instrumdrite authorities accordingly formulated a
declaration pursuant to Art. 2(2) of the ConventiBy virtue of this declaration its “accession
does not constitute consent to be bound by or¢orbe a party to any of the treaties listed in the
Annex to the Convention. .... [F]or the purposes of 2.2(a) of the Convention, none of them
should be deemed to be included within the scop&rtoR.2(a) of the Convention”.

231. Notwithstanding that this is entirely in line withe Convention, this raises difficulties in the
context of the interpretive note to SR.Il. Thiside$§ “terrorist act” in part by reference to
offences within the scope of, and as defined ioséhreatie’.

232. While the HS/VCS was not at the relevant time fdlynbound by the Terrorist Financing
Convention its influence can be seen in the draftihcertain provisions of Act No. CXXVII of
2010. For instance, the definitions of “funds” dadsets” in Art. 1(31) and (32) resonate with the
approach taken in Art. 1(1) of the Convention.

233. While the relevant definitions within the Act coulet seen to have paved the way for the
domestic implementation of a terrorist financindeate broadly reflective of Art. 2(1)(b) of the

¥ Subsequent to the second MONEYVAL on-site visie HS/VCS Authorities informed the evaluators #rat
in-depth analysis of the substantive provisionshef VCS Criminal Code had been initiated with thewto
identify areas where the VCS substantive Crimirellcequires amendment. As part of this procesgdtbeen
decided to incorporate into the Criminal Code aofetefinitions of crimes, including those crimessdribed in
the various conventions referred to in the annexh® 1999 Terrorist Financing Convention. Moreover,
HS/VCS authorities are actively considering ratifion of some of the aforementioned treaties.
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Terrorist Financing Convention the evaluators hared concerns that this goal may not have
been adequately achieved by the substantive pomgisas drafted. Among other problematic
issues the evaluators noted the absence of aieofficfocused treatment of the extraterritorial
aspects of terrorist financing and the lack ofttresnt of criminal, civil or administrative liabiit

for terrorist financing by legal persons.

234. Following the end of the November 2011 MONEYVAL site visit the HS/VCS authorities
decided to review the adequacy of the legislatippreach which had been taken to terrorist
financing. The outcome of this consideration wae thtroduction of a range of relevant
amendments in the Law of January 2012 designedttertreflect the expectations of SR. Il.

235. Central to the approach adopted in the revisedslitigie scheme is Art. dis entitled
“financing of terrorism”. This inserts into the @rinal Code Art. 138er, paragraphs 1 and 2 of
which are worded as follows:

1. Whomever by any means, unlawfully and wilfully,atitly or indirectly, collects, provides,
deposits or holds currency, funds or other asbketsever obtained, with the intention that
they should be used or in the knowledge that theyt@be used, in full or in part, in order
to commit one or more acts for a terrorist purpais® abet the commission of one or more
acts for a terrorist purpose, regardless of whetthese funds or assets are used to commit
or to attempt to commit those acts, shall be pwdshith five to fifteen years of
imprisonment.

2. The crime exists whether the acts are directednemée associations or whether they are
directed to finance one or more natural persons.

236. According to Art. 1(6) “acts performed for a tefisbpurpose” means:

... acts intended to cause death or serious bodilyyirto civilians or to persons not taking
active part in hostilities in cases of armed catflivhen the act, by its nature or context, is
carried out with the intent to:

a) intimidate a population;

b) compel the public authorities or an internationajamisation to do or to abstain from
doing any act.

237. It is of importance to note that for the purposéshe Law of January 2012 the concept of
“terrorist financing” extends beyond those matiamvided for in Art. 138er. In particular, the
concept includes, by virtue of Art. 1(8)(b) “paitiation in one of the acts referred to in Art. 138
bis of the Criminal Code, association to commit, afferto commit, and aiding, inciting, or
counselling the commission of such act, or abeitmgxecution.”. This provision of the Criminal
Code is inserted by Art. 4 of the 2012 Act and éaded “associations for terrorist purposes or
subversion”. Paragraph 1 reads:

Whomever promotes, creates, organises, or direstxations that intend to commit acts for a

terrorist purpose or for the purpose of subversébial be punished with five to fifteen years
of imprisonment.

238. These provisions, inspired by the Terrorist FinegcConvention, are generally consistent
with some of the exacting expectations of critefliod(a). However, as noted above the HS/VCS
has not yet become a party to any of the treasésdl in the Annex to the Convention and has
not, as such criminalised on a systematic basesno#fs within the scope of and as defined in
those instruments (though Art. 8 on acts of tesrarivith explosives or other lethal weapons or
devices was inspired by the Terrorist Bombings @oion). To that extent the law of the VCS

does not as yet fully reflect the definition ofrferist Act” contained in the Interpretative Note t
FATF SRILI.
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239. However, the HS/VCS authorities advised that rekacan be placed on the procedure
provided by Art. 9 of Act No. LXXI on the Source$ baw of 1 October 2008 which states
“Should any penal provision be lacking, and anhast been committed that offends the principles
of religion or morals, public order, personal ségusr safety of things, the judge may refer to the
general principles of the legislation to inflict qumiary penalties up to €3,000, or detention
penalties up to six months, and apply, as the oasebe, the alternative sanctions indicated in
Law of 14 December 1994, No. CCXXVII". While thisa$ been utilised in the drugs area its
application in the context of terrorist financingshnever been tested.

240. Art. 138ter (1), as we have seen, utilises the terminologyrémcy, funds or other assets,
however obtained ...". This wording thus catches fuatt. whether of legitimate or illegitimate
provenance as required by criterion 11.1(b). Fumi@e, the terms currency, funds, and other
assets are specifically and appropriately definefirt. 1(10), (11) and (12) respectively.

241. The terrorist financing offence as embodied in AB8ter (1) of the Criminal Code does not
require that the currency, funds or other asset® wetually used to carry out or attempt a
terrorist act or be linked to a specific terroratt. This conclusion flows from the specific
wording utilised (“regardless of whether those i assets are used to commit or attempt to
commit those acts”). The expectations of criteribril(c) are therefore satisfied. It is also an
offence to attempt to commit the offence of tesbfinancing. This conclusion is confirmed as
accurate by the HS/VCS authorities, and is reirdfdrby Arts. 61 and 62 of the Criminal Code
(see also Canon 1328). However, financing of irmtliad terrorists or terrorist organisations for
legitimate purposes is not covered by the leghati

242. As was noted in the context of R.1 above the Cran@ode of the VCS makes provision for a
range of other ancillary offences including Art8-@& (complicity) and Arts. 248-251 (criminal
association). Also of relevance in this contexthe fact, as noted previously, that under Art.
1(8)(b) of the January 2012 Law “terrorist finargins extended to include participation in one
of the acts covered by Art. 138s (“associations for terrorist purposes or subvergias well as
“association to commit, attempt to commit, and raggdlinciting, or counselling the commission of
such act, or abetting its execution”.

243. By virtue of Art. 1(5) of the Law of January 201R af the offences relating to terrorism
which it addresses, including Arts. 1BB andter on terrorist financing, are specifically listed as
predicate offences for money laundering. This Basithe requirement of criterion I11.2.

244. Similarly the Act directly addresses issues of aeitritoriality in a terrorist financing context.
Art. 138ter (3) is worded as follows:

3. The terrorist purpose is present even when thienicacts are directed against another
State, or an international institution or organ@at or when they are committed in
another State.

The evaluators were informed that under applicagj@peeral principles and rules of the legal
system the content and element of these offencas beainferred from objective factual
circumstances (see, e.g., Canon 1321(3)).

245. Art. 138bis (2) is to the same effect.

246. As was noted in the earlier discussion of R. 2 it of January 2012 introduced, in Art. 42
bis, a provision on administrative responsibility efal persons for both money laundering and
the financing of terrorism. This liability is predited upon the securing of a prior criminal
conviction of a natural person for, in this contexterrorist financing offence. Such an exacting
precondition is not, however, explicitly prohibiteg the relevant international standards.

Recommendation 32 (terrorist financing investigatifprosecution data)
247. As of the time of the MONEYVAL on-site visits therbad been no investigations,
prosecutions or convictions for terrorist financwghin the HS/VCS. However, the Tribunal is
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charged with keeping comprehensive data on allicelhmatters, and the Promoter of Justice has
an annual reporting obligation in respect of theesa

Effectiveness and efficiency

248. In the absence of relevant investigations, prosagesitand convictions the evaluation team is

2.2.

unable to conclude that the system introduced kyAbt in December 2010 and amended in
January 2012 is effective in this sphere.

2 Recommendations and comments

249. The HS/VCS is to be commended in having taken Bogmt legislative steps to address the

complex criminal justice issues which arise in ¢batext of the financing of terrorism. However,
some work remains to be done in order to ensutedidar and effective compliance with the
requirements of FATF SR.II. As mentioned abovertiagor issue, arises from the current stance
of non-participation in the global counter-terramisConventions listed in the Annex to the UN
Terrorist Financing Convention. Even if reliance ¢ placed on Art. 9 of Act No. LXXI on the
Sources of Law of 1 October 2008 designed to addeezina in the system of criminal law it
would in the view of the evaluators be better foese matters to be addressed directly in the
Criminal Code and for appropriate sanctions togeiied therein. Furthermore, the financing of
individual terrorists or terrorist organisations fegitimate purposes is not explicitly covered in
the current legislatiofl

250. As noted above, the evaluators have concerns dlsetananner in which Art. 4bis on

administrative responsibility of legal persons hssen made contingent on securing a prior
criminal conviction of a natural person for monayrndering. This provision also applies in a
terrorist financing context. Notwithstanding Art(®) of the Terrorist Financing Convention the
evaluators urge the appropriate authorities tosiethis issue in the light of experience with the
functioning of the legislation and to reasses$at time whether an appropriate balance has been
struck.

2.2.3 Compliance with Special Recommendation Il
Rating Summary of factors underlying rating
SR LC * Absence of specific criminalisation of financing riespect of certain
terrorist acts in the relevant UN counter-terrorisomventions annexed
to the Terrorist Financing Convention.
e Financing of individual terrorists or terrorist argsations for

legitimate purposes not covered.

2.3 Confiscation, Freezing and Seizing of Proceeds ofi@e (R.3)

3% In the plenary meeting the HS/VCS authorities esped their commitment to incorporate explicitlyttie
Criminal Code each of the crimes set forth in thé ébunter-terrorist conventions and will addressidsue of
financing of individual terrorists or terrorist @gisations for legitimate purposes within the megmf the
FATF standards.
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2.3.1 Description and analysis

Recommendation 3

251. As was seen in the analysis of R1 above, Art. 3hef Law of January 2012 inserts a
somewhat revised provision on money laundering thto Criminal Code as Art. 42is. This
includes specific coverage of mandatory confiscatd both proceeds and instrumentalities in
that context. Paragraphs 5 and 6 are central taghmach adopted and are worded thus:

5. In the case of conviction, the judge shall ottlerconfiscation of:

a) The proceeds of the money laundering, includirgitistrumentalities used or
destined for that purpose;

b) The profits or other earnings originating, dirgctr indirectly, from the
proceeds of the predicate offence.

6. Whenever it is not possible to confiscate theodgo referred to in paragraph 5,
subparagraphs a) and b), the judge shall ordecdhiscation of currency, funds or other
assets of an equivalent value among those owngubssessed, directly or indirectly,
exclusively or jointly with others, by the convietjthout prejudice to theona fiderights
of third parties.

252. Paragraph 2 of Art. 42ter on use of proceeds from criminal activities explicadopts these
provisions. This wording is crafted in such a way t@ satisfy, within this context, the
requirements of criterion 3.1.

253. The Law of January 2012 similarly makes provision fandatory confiscation following
upon conviction for terrorist financing. Paragraghend 5 of Art. 138er reads as follows:

4. Regarding the person convicted, the confiscaiidhe goods used or intended to be
used to commit the offence, their value, procegdsfits, and other earnings, is
always mandatory, without prejudice to thene fiderights of third parties.

5. Whenever it is not possible to confiscate thedgoreferred to in paragraph 4, the
judge shall order the confiscation of currency,dsior other assets of an equivalent
value among those owned or possessed, directlydinectly, exclusively or jointly
with others, by the convict, without prejudice b@ bona fiderights of third parties

254. Art. 138bis (3) and (4) adopt the same approach.

255. The position in respect of the confiscation of @receeds and instrumentalities of other
predicate offences other than piracy (see, Lawaodry 2012, Art. 2dis) is somewhat less
clear cut.

256. Art. 3 of the 2010 AML/CFT Law was the sole prowisiof Chapter Il entitled “criminal
provisions in matters of money laundering”. Art14#s came under the heading in the Criminal
Code “about laundering and self-laundering”. Nowitinding the possible restrictive inferences
to which such language might give rise the autlesriof the HS/VCS with whom the team met in
November 2011, including the Promoter of Justicd #re President of the Tribunal of the
HS/VCS, were unanimous in the view that paragramm @&onfiscation was not confined in its
scope to mandating the confiscation of the procedfdmoney laundering. Under this view
confiscation was also provided for in respect otdizate offences. In their view this
interpretation was reinforced and placed beyondtiby the wording of paragraph three of the
same article. This interpretation had not been &blsntonfirmed by the judiciary in practice. The
attention of the evaluators was not at that tinentdrto any pre-existing provisions of the law of
the HS/VCS governing the confiscation of criminedgeeds as such.
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257. It is relevant to note in this context that theafiparagraph of Criminal Code Art. 1365,
inserted by Art. 4 of the original AML/CFT Law, alsnakes explicit mention of mandatory
confiscation in,inter alia, the financing of terrorism context. On the basfighe interpretation
advanced in the previous paragraph one assumeghibatvas explicitly stipulated for other
reasons.

258. A very similar analysis of this issue was advanbgdthe authorities of the HS/VCS in
relation to the amended version of Art. 484 In this regard particular stress was placed en th
wording of paragraph 5(b) reproduced above. It algpeared to the evaluators that Art. 4&1
might facilitate the confiscation of the proceeflprdicate offences in instances where these are
used “in economic or financial activities”. Givelmetconcerns expressed by the evaluators as to
the lack of clarity of the legal system of the HE& over the availability of confiscation in
several areas of relevance to Recommendation Biding its extension to indirect proceeds, to
laundered proceeds and to the proceeds of prediffaieces other than those for which specific
provision had been made in the January 2012 Lasvatlihorities requested that the Pontifical
Commission for the VCS address the matter and igsuguthentic interpretation concerning the
powers of confiscation held by the judge in crinhimatters. This was issued in May 2012 and is
reproduced in full at Annex XXXV. The Pontifical @wmnission concluded as follows:
“Considering Articles 166, par. 1; 237, par. 1; asd2, par. 1, of the Code of Criminal
Procedure; as well as Article 421 bis, 88. 5, &nd 8 of the Criminal Code; the judge possesses
the power to order confiscation of the proceedsedaliand indirect, of all predicate offences of
money laundering, and likewise the power to ordmrfiscation of currency, property and other
assets which are the object of laundering in a orah process dealing with the crime of
laundering. The power to order confiscation extetwdthe currency, property and other assets of
equivalent value, whenever the currency, propenty assets are owned or possessed, exclusively
or jointly with others, directly or indirectly, bthe convict, without prejudice to thmna fide
rights of third parties’

259. Provisional measures, including the freezing andfeizing of property, to prevent any
dealing, transfer or disposal of property subjectanfiscation were not addressed in Act No.
CXXVII of 2010 (save in relation to certain measurelevant to Security Council Resolutions in
a SR.Ill context). For such matters reliance hableémlaced on various provision of the Italian
Code of Criminal Procedure of 1913 which, as ne&isdwhere, applies by virtue of Art. 8 of the
Act on the Sources of Law of 2008.

260. In this regard the HS/VCS authorities pointed te tbllowing provisions of the CCP: Arts.
166, 170, 233-234, and 606-617. These are reprdddoe ease of reference, at Annex XV
Broadly speaking these, in combination, can berdsghas creating a system for the sequestration
of goods used to commit a crime and those whichtleeproduct of crime. None explicitly
empowers the courts or other competent authotitiesrder that bank and financial records be
made available or be seized.

261. The Law of January 2012 introduced some welcoméstasse in this area. In particular
according to paragraph 8 of Art. 4Bk “The judge shall adopt precautionary measuresdiirg
the seizure of the currency, funds or other addedly to be confiscated, to prevent their sale,
transfer or disposition, as well as other meastoemable the competent authorities to identify,
trace, and freeze the currency, funds or otherntsatikely to be confiscated without prejudice to
the bona fick rights of third parties.” This provision also agdito the use of the proceeds of
crime (Art. 421ter (2)). The Act also introduces specific coveragékm effect in the area of the
financing of terrorism (Art. 138is (6) and Art. 138er (7)).

262. In the course of the evaluation process the HS/N&G®orities confirmed that the general
principles and rules of the legal system allow itiigal application to freeze or seize property
subject to confiscation to be made ex-parte antowit prior notice. Art. 24(2) of the January
2012 Law makes specific provision of this kind baty in a SRIII context
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263. The evaluators are satisfied that law enforcemgeheies and the FIU have adequate powers
to identify and trace property that is or may beeosnbject to confiscation or is suspected of
being the proceeds of crime.

264. The system of confiscation and of provisional measwutlined above contain wording
designed to protect the interestdoha fidethird parties.

265. In so far as criterion 3.6 is concerned the autiesriof the HS/VCS informed the evaluation
team that the Promoter of Justice may, under AiflJlof the Code of Civil Procedure request the
court to cancel a contract “in the public interedttie evaluators are not aware of any use of this
provision in practice. The authorities did not, lewer, point to any authority to prevent or void
actions outside of the contractual sphere wherg@énsons involved knew or should have known
that as a result of those actions the authoritiesldvbe prejudiced in their ability to recover
property subject to confiscation.

Additional elements

266. The evaluators were advised that by virtue of atgon of Arts 248 & 249 of the CC and Art.
612 of the CCP there is some limited capacity witthe legal system of the HS/VCS to
confiscate the property of organisations that ammadl to be primarily criminal in nature. However
at the present time the legal system of the VCSsdu# address the criteria of Additional
Elements 3.7b 7 c.

Recommendation 32 (confiscation investigation/progéon data)
267. No provisional measures had been applied and thigsatistics were available.

Effectiveness and efficiency

268. The authorities of the HS/VCS provided the evalisatwith data on judicial practice on
freezing & confiscation from 1984 to the presenteda’he greater part reveals an ability &
willingness to use provisional measures in appatprcases. However, insofar as confiscation is
concerned the practice prior to the new law reléteihstrumentalities. The confiscation regime
as amended by the Law of January 2012 has notibgzace for a sufficient period of time in the
VCS to generate judicial practice.

269. As the revised AML/CFT Law was only adopted on a8uhry 2012, it was not possible for
the evaluators to assess the effectiveness gbjptgcation.

2.3.2 Recommendations and comments

270. While the evaluators welcome the clarification bé tnature and scope of the powers of
confiscation provided by the Pontifical Commissitliey are of the view that there would be
substantial merit in enacting a detailed, comprsivenand modern legislative scheme to address
the range of issues, including provisional measussch arise in the context of this important
international standard. They urge the authoritfeth® HS/VCS to consider this possibility in due
course.

271. Steps should also be taken in a timely manner sarerthat the requirements of criterion 3.6
on the authority to take steps to prevent or veiibas are more fully satisfied.

2.3.3 _Compliance with Recommendation 3
Rating Summary of factors underlying rating

R.3 LC » Lack of comprehensive authority to prevent or \aitions (c.3.6).
» Effectiveness concerns.
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2.4 Freezing of Funds Used for Terrorist Financing (SRII)

2.4.1 Description and analysis

Special Recommendation Ill

272. Chapter IV of Act No. CXXVII of 30 December 2010 svantitled “measures to prevent the
financing of terrorism and implement the freezifidumds and assets”. Its three substantive Arts.
create a framework through which the HS/VCS wowdeéksto give effect to the terms of SR.III.
The FIA lay at the heart of the system so created.

273. Art. 24(1) of the Act, was central to the approaatopted to freezing under relevant UN
Security Council Resolutions. It was worded thus:

In order to enforce measures of freezing of fundd assets for the purposes of
countering and repressing the financing of termrégd the activities of countries that
threaten international peace and security, then€inIntelligence Authority, except

for the provisions adopted by the judiciary auttyoim criminal matters, orders by its

own provision the freezing of funds and assets ichatural and legal persons,
groups or entities, designated according to thecjpies and rules in force within the
European legal system. By the same provision, ekengpfrom such freezing are

identified on the basis of the principles and ruke$orce within the European legal
system.

274. Several of the terms utilised in Art. 24(1), indhugl the “financing of terrorism”, “funds”,
“assets”, “freezing of funds” and “freezing of asSavere defined in Art. 1.

275. As can be seen clearly from its wording, the apgndavoured by the drafters of Art. 24(1)
for the satisfaction of this dimension of SR.IlIl svan indirect one intended to incorporate “the
principles and rules in force within the Europeagal system”. It was confirmed during the
MONEYVAL on-site visit in November 2011 that by “Eapean legal system” was meant that of
the European Union. The authorities also confirntldt this critical provision required
subordinate implementing legislation to give itl farce and effect. This was in preparation at the
time of the MONEYVAL on-site visit.

276. The effects of the freezing of funds and assetsyaunt to Art. 24(1) were set out in some
detail in Art. 25. The reporting obligations of malted entities were set out in Art. 26. At thedim
of the MONEYVAL on-site visits, however, the FIA wan the process of drafting a specific
regulation which would be designed to create amctiffe system through which it could
communicate relevant freezing actions to the firargector. In this regard it should be noted that
Art. 3(3) of FIA Regulation No. 5 (see Annex XX§ based on a list of designated persons being
available for consultation on its website. Guidanoethe financial sector concerning their
obligations was also said to be under development.

277. Following the November 2011 MONEYVAL on-site vidite authorities of the HS/VCS
decided to reconsider the nature of the above apprdo the satisfaction of the relevant
international standards in this important areaasfoern. Those deliberations were to result in the
introduction of significant legislative amendmeintghe Law of January 2012. These are set out,
in the main, in Chapter IV of the Act entitled “nse@es to prevent and counter the financing of
terrorism”. This consists of four detailed substanprovisions: namely, measures to counter the
financing of terrorism and the activities that #iten international peace and security (Art. 24);
the effects of the freezing of funds and assett @%); reporting requirements (Art. 26); and, the
custody, administration and management of the fra®sets (Art. 27). Several relevant terms,
including “to freeze” and “designated persons” @eéned in Art. 1.
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278.

The first point to note about the revised legiskatscheme is that, while the FIA retains a

significant role, responsibility for SR Il issugssnow shared among a broader group of actors. In
particular, the Secretariat of State is affordgubsition of some centrality. This is reflectiveitsf
long established general responsibility for the dzant of international affairs and its new
responsibilities for anti-money laundering and dest financing policy embodied in Art. 2
guinquiesof the January 2012 Law. This new reality is diedlustrated in Art. 24 of that Act. It
reads as follows:

1.

In order to prevent and counter the financing ofotésm and the activities that threaten peace
and international security, the Secretariat ofStdtall draw up a list of designated persons
subject to the freeze of funds and economic assetthe basisinter alia, of the relevant
United National Security Council resolutions.

The Secretariat of State shall update the list edighated persons, and possibly remove
persons from that list, on the basiger alia, of the relevant United Nations Security Council
resolutions.

The Financial Intelligence Authority, by its ownopision, without delay and without giving
previous notice, orders the freeze of the funds atiter assets owned or possessed,
exclusively or jointly, directly or indirectly, bthe persons designated by the Secretariat of
State.

The ordered freeze shall be communicated witholalyd® the subject referred to in Art. 2,
paragraph 1, and has immediate effect.

The Financial Intelligence Authority’s order shadifine the terms, conditions and limit of the
freeze of funds, also to protect thena fiderights of third parties.

3. The Secretariat of State shall:

a) acquire, both from domestic and international caepeauthorities, any information
that might be useful to fulfil the tasks set forlparagraph 1;

b) maintain contacts with foreign and internationahatities with the view to enhance
the indispensable international co-ordination;

c) propose to the competent international authorities designation of additional
persons.

Whenever there are, on the basis of the informati@thered pursuant to
subparagraphs a) and b), sufficient elements tpga®to the international authorities
the designation of additional persons, and thera sk that the funds and other
assets subject to the freeze might be concealegsed to finance terrorism, the
Secretariat of State shall inform the Promoterustide and the Financial Intelligence
Authority for the adoption of precautionary measure

d) propose to the International Authorities the dilgstof designated persons, even on
the basis of the recourses filed by the entitledq®s pursuant to paragraph 4.

4. The Tribunal shall receive and assess the appitatfor exemption from the freezing of

279.

funds and other assets filed by the entitled pexsalso to protect tHeona fiderights of third
parties.

It is clear from the above that the primary poifteference for the new legislative approach

is the practice of the UN Security Council ratheart that of the European Union. However, the
use of the terminologyirtiter alia’ in Art. 24(1) leaves open the possibility of tagiaccount of
designations carried out by other authorities iditlg the EU. This possibility was confirmed in
discussions held with colleagues in the HS/VCS ardi 2012.

280.

Pursuant to paragraph 1 the responsibility to dupva list of designated persons falls to the

Secretariat of State. Within the time frame reléveanthis evaluation no such list had been
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finalised. The evaluators were, however, infornfeat it was in the course of preparafibrpon

the finalisation of a list of designated persongshsy Secretariat of State it is provided to the.FIA
Under paragraph 2 that authority “by its own praxis without delay and without giving
previous notice” orders the freezing of the fundd ather assets in question. This order is then to
be communicated by the FIA to all obligated erditlssted in Art. 2(1). This is to be done
“without delay”. The freezing order has “immediaféect”.

281. While the scheme has yet to be activated in pmractibe framework provided by the
interaction of paragraphs 1 and 2 of Art. 24 appedre sufficient to satisfy the expectations of
criterion 1ll.1 which relates to UN Security Couh&iesolution 1267 (1999) and its successor
resolutions.

282. Art. 24 (1) provides the legal authority for theation of an autonomous HS/VCS list. Given
the drafting style adopted in Art. 24(1) and (2ajtpears to the evaluators that they also form a
basis upon which the HS/VCS could give effect ®ftleezing of funds or other assets of persons
designated by “international” bodies such as thedfd by third states pursuant to UN Security
Council Resolution 1373 (2001).

283. The freezing actions authorised by Chapter IV & fanuary 2012 Law are extensive in
nature. They extend to “the funds and other asseteed or possessed, exclusively or jointly,
directly or indirectly” by a designated person (A24(2)). As noted at an earlier stage of this
report the terms “funds” and “other assets” areatip defined in paragraph 11 and 12 of Art. 1.
Furthermore, under Art. 25(4) it is “forbidden toopide, directly or indirectly, funds or other
assets to the designated persons, or to devote finods and assets to their benefit”.

284. As was noted above, under Art. 24(2) the FIA isumexgl to bring all freezing orders in respect
of designated persons to the attention of obligaetities without delay. The exact technical
manner in which this obligation will be dischargadractice was still under consideration at the
end of the time frame relevant to the preparatibthis report. It is of relevance to note in this
regard that under Art. 26 obligated entities apuireed to report, within 30 days, to the FIA on
measures taken by them pursuant to the freezirey.ofthis extends to:

b) any available information regarding the relasioip, services and transactions, as well as any
other intelligence available, related to the desigd persons or to those persons who, on
the basis of the indications that may have beeeived, are in the process of being
designated.

285. Guidance to financial institutions and other relgvantities concerning their obligations in
taking action under freezing measures is undergpagion by the FIA.

286. The Secretariat of State is given the responsiliditpropose to the competent “international
authorities” both the designation of additional quers and the delisting of such persons (Art.
24(3)(c) and (d)). It should also be noted that 24(4) provides that “The Tribunal shall receive
and assess the applications for exemption fronfrdezing of funds and other assets filed by the
entitled persons, also to protect tiena fiderights of third parties”. (See also, Art. 27(6)).

287. As was seen in relation to R.3, the HS/VCS legatay also contains general provisions to
permit the seizure and confiscation of assetshmratircumstances. The drafters of Chapter IV of
Act No. CXXVII have taken care to ensure that theseeesses are not disturbed. Importantly this
is explicitly acknowledged in the wording of Ar5(®).

288. As was also noted in the context of the analysifRd&¥ the legal system of the HS/VCS
provides for several measures to protect the isterefbona fidethird parties affected by the

% 0On 3 April 2012 the HS/VCS list of designated peswas promulgated by the Secretariat of Statetwhi
covered,inter alia, the 1267 list of designated persons. On the sdagyethe FIA issued an Ordinance giving
effect to this list and transmitted it to all oldid)persons.
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operation of the confiscation regime. A specifiguiation to address such matters under Chapter
IV of the AML/CFT Law was, the evaluators were infed, in the process of being draffed

289. Finally, it will be recalled that under the Janu&@12 Law the FIA is charged with the
supervision of the observance of the duties estaddi in the area of the prevention of the
financing of terrorism. Art. 42 creates an admmaite pecuniary sanctions system. This applies,
inter alia, to infringements of Arts. 26 and 27 of Chapter IV

Additional elements

290. As has been seen, the system of measures to ptbeefimancing of terrorism and implement
the freezing of funds and assets provided by Chdptef the AML/CFT Law has still to be
perfected and to be put in place in practice. lurisertain at the time of writing the extent to
which the final scheme will address the issuesdhis criteria 111.14 and 111.15.

Recommendation 32 (terrorist financing freezing @at

291. There have been no listing measures taken to dateglement the relevant UN Security
Council Resolutions. There have similarly beenmstances to date in which the general criminal
justice system in relation to the confiscationefarist assets or associated provisional measures
has been utilised in practice.

Effectiveness and efficiency

292. As the system contemplated by Chapter IV of the ledwlanuary 2012 has not yet been
brought into full practical force and effect it tsy definition, ineffective at this time. Given the
absence of practice under the general criminaicgigirovisions reviewed in relation to R.3 the
evaluators are also unable to conclude that ffés®ve in this context.

2.4.2 Recommendations and comments

293. The detailed legislative provisions found in Chapké of the January 2012 Law provide a
much improved basis from which the HS/VCS can seekjive full force and effect to the
freezing of funds and other assets in accordanttethé relevant Resolutions of the UN Security
Council passed under Chapter VIl of the UN Charfdris is particularly so in relation to the
listing process established by Resolution 1267 91%hd its successor resolutions. While the
differences in approach to designation embodid®esolution 1373 (2001) may not have been so
fully in focus the wording utilised in Art. 24 apgs to form a basis for the HS/VCS to give effect
to “designations” made by the EU and other “intéoreal” bodies and by third states. It is
recommended, however, that an appropriate opptytimsought to place this beyond doubt. It
should be noted in this context that if relianceplaced on the European Union lists then
procedures will need to be in place to cover thealed “EU internals” which are not subject to
designation as such by the European Union.

294. At the end of the evaluation period certain faafliin initiatives, including the issuing of
appropriate guidance to obligated entities, hdbtstbe finalised. These should be completed as a
matter of priority’.

% The HS/VCS authorities subsequently informed eaalts during the pre-meeting that an Ordinance was
adopted by the FIA on 3 April 2012 which addregbés matter.

37 At the time of the pre-meeting the HS/VCS autfiesiindicated that such guidance had been proigetie
FIA on 3 April 2012.
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295. Finally, although Chapter IV contains limited tm@ant of delisting, exemptions and like

matters more needs to be done in order to creatgstem which is more comprehensive and
potentially effective. This is particularly the eai; respect to the authorisation of access tofund
needed for basic expenses or for extraordinary resgsein accordance with Security Council
Resolutions 1452 (2002).

2.4.3 Compliance with Special Recommendation SR.III
Rating Summary of factors underlying rating
SR.II NC * No designations under UNSCR 1267 or 1373 within ¢kaluation
period.

e Communication systems for designation were notetestithin the
evaluation period.

» Lack of guidance for obligated entities.

» Lack of comprehensive coverage of delisting procesland exemptio
procedures.

» Lack of publicly known procedures for unfreezingartimely manne
of the funds or other assets of persons inadvéyteritected by a
freezing order.

 No procedures for authorising access to funds froparsuant tg
UNSCR 1267 that have been determined to be negefsarbasic
expenses.

* Recent adoption of AML/CFT Law meant that it wag possible to
assess effectiveness of implementation.

-

Authorities

2.5

251

Recommendation 26

The Financial Intelligence Unit and its functions R.26)

Description and analysis

296. The Financial Intelligence Unit for the HS/VCS e FIA - Financial Intelligence Authority

297.

(Autorita di Informazione Finanzaria — AlFwhich has been operational since 1 April 2011e Th
unit was established by His Holiness Benedict Xlhis Apostolic letter dated 30 December
2010 in the form of #Motu proprioon preventing and countering illegal activitieghie financial
and monetary field (see Annex lll), giving effect the original AML/CFT Law No. CXXVII
concerning the prevention and countering of thedauing of proceeds from criminal activities
and of the financing of terrorism Dated 30 Decen@t0, substituted by Decree 159 since 25
January 2012. Thilotu Proprioidentifies the FIA as a public institution withing HS, endowed
with the public canonical judicial personality amd/atican civil legal personality. Its jurisdiction
in respect of AML/CFT rules extends to all Dicassrof the Roman Curia and all the
organisations and bodies depending on the Holtt&agerform the (financial) activities listed in
Art. 2 of the AML/CFT Law.

In addition to the key assignment of an FIU in tiela to the processing of the suspicious
activity reports (SARs), the FIA has an importadulatory and supervisory role as set out in Art.
2 septie a), b) & c) of the revised AML/CFT Law.
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298. The FIA is an autonomous administrative authositfiose functions and responsibilities are
governed by the revised AML/CFT Law (in particukant. 2 septiesand 36bis) and its Statute
(Art. 2) (see Annex VI) as approved by thetu proprioof 30/12/2010. Beside supervisory and
regulatory duties it exercises the key FIU functiaf receiving and analysing the information it
receives in the form of a suspicious transactiqromg and of disseminating the results of its
analysis:

» Receiving all reporting entities are under the obligationr¢port promptly to the FIA their
suspicions on transactionstréinsazion®* that might be related to money laundering or
financing of terrorism (Art. 3epties3.a) & 34.1 of the revised AML/CFT Law).

e Analysing on reception, the FIA processes the STR, bagidai performing financial
analysis and using its powers of collection of valg information, to determine if the STRs
are sufficiently founded and indicative of ML/FT itA2 septies3.b) & 36bis1 a) & b))

« Disseminating once the FIA judges there are sufficient elemeémndscative of ML/FT, it
communicates these “facts” to the Promoter of dastvho then decides whether to initiate a
police investigation (Art.3epties3.c & 36bis 1.d).

299. The FIA takes a broad view on what triggers therwvention and analysis of the FIU, as
provided for in Art. 2septies& 36 bis of the revised AML/CFT Law. In the Italian versian
both provisions the process starts widegnalazioni”, translated as Suspicious Transaction
Reports. Yet, as the statistics show, they haveneppel?2 cases applying their analytical and
inquisitive powers, whereas only 1 SAR had beestifil The FIA indeed puts foreign requests
and other sources of information on a par with RST

300. On 14 November 2011, the FIA issued Regulation (ge8 Annex XXI) in implementation of
Art. 34.3 of the original AML/CFT Law. This Reguiah comprehensively specifies the structure
of the STR report and the manner of reporting bgmseof a model form, which can be forwarded
by fax or e-mail. Emphasis is laid on the timelme$ the communication and the completeness
gua identification and relevant information. Theme plans to establish an on-line reporting
system.

301. The report is structured to include :

a) identification data (the reporting person remaimsrgmous);

b) information concerning operations, subjects, refethips and the links between them;
c) description of the operations and suspicion grounds

d) attached documents.

302. In support of its analytical activity the FIA haseoad power to collect additional data. To
that end the revised AML/CFT Law gives the FIA &s;eon a timely basis, to “the necessary
financial, administrative, investigative informatio (Art. 2 septies 3.d) and “additional
information from the parties that have made theldguré (Art. 36 bis 1. bf°. There is an
overarching condition of the FIA requiring the infaation in order to perform its AML/CFT
assignment.

303. The inquisitive power of the FIU is very generdiymulated, ensuring the authority of the
FIA covering all relevant sectors. However, compat@ the previous Act, the new text raises
some issues that call for clarification and evattifieation.

3 Incorrectly translated in the heading of Art. 34“aperations” in the English version.

39 At the time of the ¥ MONEYVAL on-site visit the total amounted to 2 STR8 foreign requests +
approximately 3,000 cash declarations.

“0 The Italian original “... ai soggetti che hanno éfiato la segnalazione;” was incorrectly translateBnglish
as “...from the reporting parties”.
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304. First of all the absence of a clear delineationhéd power may lead to controversy as to its
scope. Whilst “investigative information” commonlisefers to the data managed by the
investigative authorities (i.e. the Gendarmerieis regrettable that the reference in the old tAct
“judicial information” was dropp€d Furthermore, it is not clear what exactly is aegeby the
notion of “financial” and “administrative” informain and, more specifically, to what databases
the FIA has access or from what entities the FIA memuest additional information. At least for
the interpretation of administrative informatioreté was guidance from the specific reference to
the “Organs of the State” in the old Art. 33.3.

305. According to the VCS authorities, the intentionaltyoad language allows the FIA to
determine the range of additional information defreg on the specific case and the analytical
needs of the FIA. In concreto, the FIA has the paweequest following information:

» Financial information held by all subjects obligby the AML/CFT Law and all relevant
dicasteries, institutions and entities of the RorGamia (e.g. APSA, Prefecture for Economic
Affairs, Pontifical Council “Cor Unum” etc.). Theuthorities state that this would also
include information held by all legal persons amtitees (including foundations) dependent
from the HS/VCS. This last assertion is howeverbdasn an overly broad interpretation of
Art. 2 septies§3, d.

» Administrative information held by all dicasterig@sstitutions and entities of the Roman
Curia (e.g. Prefecture for Economic Affairs, Paoéif Council “Cor Unum” etc.).

* Investigative information held by the Gendarmenet$ databases. This category would also
include information held by the Judicial Authoritgcluding,inter alia, investigative records,
penal cases records, rogatory letters, etc.

306. A regrettable shift between the old and new texipeaed to the FIA access to additional
information held by the reporting parties. Whilgetprevious Art. 33.3 left no doubt that the
power to obtain additional information also relatedother subjects”, i.e. to all entities subjatte
to the obligation to disclose, this authority isantimited to the subjects who actually made the
STR (“soggetti che hanno effettuato la segnalazioneAr. 36 bis 1.b). This appears to deviate
from Art. 2 septies3 d ) which gives the FIA the general power tdeazilfinancial information
and which the authorities consider grants themsactaeinformation held by all entities subject to
the reporting obligatidhi.

307. Furthermore, the FIA has the power to suspend sugperations for a period of up to five
working days if it finds the transactions could kaated to money laundering or terrorism
financing, on condition such freezing action does$ jeopardise ongoing investigations. The
Promoter of Justice (PoJ) must then be informedadhately (Art. 2septies3.h) of the revised
AML/CFT Law).

308. If on the basis of its analysis of the reports BA finds sufficient indications, it must
communicate to the PoJ the “information” leadingtoresumption of ML or TF (Art. 2eptiess.
d) of the revised AML/CFT Law). From the tenor bktprovision it appears that this power of
decision is not a discretionary one, so commurogatd the PoJ is mandatory as soon as the FIA
finds the information to be relevant in respecso$pected ML/TF. Furthermore, on account of
the scope of the ML offence being limited it follswhat, in order to establish its jurisdiction, the
FIA needs to identify the probable predicate offems a serious offence according to Art. 3 of the
revised AML/CFT Law — Art. 421bis PC. The PoJ imferthe FIA whenever he does not pursue
the FIA report (Art. 3tis 2. of the revised AML/CFT Law). Once the case hasnbforwarded to
the Promoter of Justice, the analytical role of Eive ends there, although it can still support the
investigation or prosecution with its financial exfise in an advisory capacity.

*1 The wording of the old provision was considerea generic.

*2 The FIA confirmed to evaluators that they havedutseir power under the revised AML/CFT Law to resju
information from entities other than the one thegtarted.
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309. Great attention is given to the autonomy of the FIAs operational functions as a FIU within
the HS/VCS preventive AML/CFT system. This prineijg expressly stated in Arts2ptiesl. of
the revised AML/CFT Law and Art.282 of the FIA Sttt The operational independence is
emphasised by the circumstance that the FIA isuadsalone legal personality unrelated to any
Dicastery or Department. Also the financial promsi(€900.000 for 2012) and human resources
should be sufficient to avoid the FIA being depanden outside support to be able to function.
The VCS authorities do not perceive a possible lmbrdf interest arising from the fact that the
President of the FIA is also a member of the Caldommittee overseeing the activities of the
IOR. There are indeed no indications that this dpasition affects the FIA operational
independence. On the other hand, the authoritgéadd on the conclusion of its own MOUs with
its counterparts has been taken away from the &lhpugh the whole process is still initiated
and managed by the FIA (Art.s2pties & of the revised AML/CFT Law).

310. Art. 2 septiess. and 37 of the revised AML/CFT Law mandate afidemtiality and security
regime for all data and documents held by the R0, Art.7 of the FIA Statute imposes the
“highest secrecy” on the Organs of the FIA andsitsf in respect of all matters (“anything”)
concerning the Authority and its relation with thiparties (81). The provisions are quite
stringent, but make an exception for exchange fofrimation in the context of international co-
operation or with the judicial authorities. In ptiae the FIA restricts access to its databasesto it
own staff. At the moment the reports are kept igate, awaiting the creation of a secured IT
system allowing for direct electronic reporting.

311. Dissemination of FIA held information, particulatlye STR based reports, is regulated as to
its destination (PoJ and foreign counterparts),Iswigrotecting the confidentiality and security
(Art. 37. 2 & Art. 41 of the revised AML/CFT Law)The operative relationship and
confidentiality requirements between the FIA, theJRand the Gendarmerie can be further
developed through MOUs (Art. 37.3).

312. As well as being called to develop typologies arehds and periodically publicise non-
confidential statistics and activity informationr(A2 septies4da & b of the revised AML/CFT
Law), the FIA must forward an annual report of aistivities to the Secretary of State by 31
March of each year (Art. 2eptiesB).

313. The FIA is seriously considering joining the Egm@roup and has already taken steps to
initiate the membership procedure.

314. The principles and modalities of mutual co-operatmd exchange of information between
the FIA and its counterpart FIUs are laid down i@Wk. In all cases the co-operation is governed
by the principles of information exchange of themtegt Group (free exchange, prior consent,
confidentiality and reciprocitj.

Recommendation 30 (FIU)

315. The FIA is composed of a Cardinal President, a &8azfr 4 Directors (chaired by the
President) and the FIA Director and his staff. Bwgpreme Pontiff appoints the President for a
period of 5 years (extendable) and the Board oédars. They are responsible for and supervise
the organisation and functioning of the FIA (Art&% FIA Statute).

316. The FIA Director is appointed by the President,jscibto the approval of the Secretary of
State, for a three year period (extendable). Hedponsible for the operational aspects of the unit
(Art. 6 FIA Statute). His personnel are also hited the President and numbers 7 in total
(including 3 temporary/contract staff). The IT smstis being developed using the software
application of Italian banks (OASI), and is madadgfor on-line reporting.

3 The authorities have subsequently reported tlest ffave entered into one MoU with an FIU. In additihey
have approached 11 other FIUs receiving formalragsem two.
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317. The budget is prepared by the Director and apprbwyetthe Board of Directors. The budget is
then submitted to the Prefecture for the Econonifaiss of the Holy See, according to Art. 178
of Pastor Bonus. In 2011 the operational budgetHerFIA was €600,000. This was augmented
to €900,000 for 2012. All in all, in the presentcaimstances the financial, technical and human
resources appear adequate. The system is gradumatiing out of its development phase and
steadily becoming fully operational. Taking intaaant the significant workload that comes with
the extra functions assigned to the FIA, it remambe seen if these resources will prove to be
sufficient for the FIA to perform its task effeatly once the preventive system generates more
reports.

318. The members of the Board are required to be of groxeliability, competence and
professional skills (Art. 5 81 FIA Statutes). Aettime of the MONEYVAL on-site visits all
Board members had a highly qualified background aegpertise in canonical,
financial/leconomic, academic and/or judicial/legitters.

319. The professional requirements for the operationaédior of the FIA are high in terms of
qualifications and capability. Art. 6 1. of the ®it@ requires that the Director is adequately
gualified and is to have proven competence andepsidnal skills in legal-financial matters and
computer science, acquired in the institutionalteratof the Authority. The present Director was
previously active for a long time in the higher eloms of the Italian FIU. Equally Art. 6 3. of the
Statute requires that the FIA staff have the neagsgrofessional skills in legal, financial or
technical (IT) matters to ensure an effective fiomihg of the unit.

320. The FIA personnel has undergone the following AMEICtraining activities in 2011 and
early 2012 (in man/training days):

« conferences and seminars: 6 days
« International issues: 8 ddys
« IT: 20 day$®.

Recommendation 32 (FIU)

321. The authorities supplied the following statisticstbe FIA activities in 2011:
« Requests for information to other units during 2Q1L.1
* Requests for information to subjects (Art. 2 AML/TCEaw) in 2011: 7.
* Requests for information from other units in 207.1:

« Number of cases opened:*12

* “La nuova funzione antiriciclaggio e il responsabdatiriciclaggio’, organised by AIRA (Associazione
Italiana Responsabili Antiriciclaggio), 3 May 2011
“Aspetti giuridici del contrasto del riciclaggidrfanziario: problematiche applicative e prospettieriforma
normativa”, during this seminar it has been establislied Osservatorio Permanente Antiriciclaggio, 14
November 2011, University d&toma tre
“Antiriciclaggio e Charity Crime nel terzo settorg’brganised by théssociazione Ricerca Governance
Impresa Socialf ARGIS) andAlta Scuola Impresa e Socie(ALTIS), 25 January 2012, dhe Universita
Cattolica del Sacro Cuore
> MONEYVAL training seminar for mutual evaluationessors on the revised FATF 40 + 9 Recommendations
and the 2004 AML/CFT Methodolad®s — 29 July 2011, Strasbourg, France.
10" Experts’ MONEYVAL Meeting on Money Laundering dedrorist Financing Typologiegsubjects:
trade based money laundering in cash intensiveaen@s and the postponement of financial transastion
and the monitoring of bank accounts) 31 OctobeNe2ember 2011, Tel Aviv, Israel.
62 members of FIA have followed 10 days of spedifiining (each), organised by the OASI companyhat

Vatican City State
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322.

It is underlined that of the 12 cases opened irl20hly one case was triggered by an STR.

Furthermore, the relatively high number of incomireguests from counterpart FIUs (7) is
noteworthy. All in all, the figures indicate a léwa operational activity commensurate with the
starting phase of an FIU operating in a jurisdictiath a small financial sector.

Effectiveness and efficiency

323. The FIA clearly holds a key and independent pasitigthin the AML/CFT system, as the
legislator intended. The effectiveness of the wisglgtem will very much depend on the level of
efficiency and performance of the FIU as a suppod expert information source to the law
enforcement community. With the introduction of tlezised AML/CFT Law by Decree CLIX
the FIA is still firmly embedded in the centre bktpreventive system and is legally endowed
with a range of powers to perform its duties iradequate way.

324.

Compared to the Law no. CXXVII, however, the pagitand legal capacities of the FIA have

been weakened:

325.

» the FIA no longer has an advisory function (Art.2dld);

* the power to query additional information no longerludes judicial information (Art.
33.2 old);

* more seriously, the FIA appears to only be ableetuest additional information from
the entity that has actually reported (Art. 33.8-elArt. 36bis 1.b new);

» while not a unique case, the FIA no longer hasatlthority to conclude autonomously
MOUSs with its foreign counterparts (Art.s2pties’ & 41 new).

With the exception of the new Art. 38s 1.b, these changes remain within the limits of the

international standards. Nonetheless it appeatiset@valuators that these changes could have an
adverse impact in practice in terms of efficienéythe FIA as the centrepiece of the AML/CFT
system. However, as the AML/CFT Law as amended avdg adopted on 25 January 2012, it
was not possible for the evaluators to assesdfineieeness of its application.

326.

It is understood that the final implementation bé tlegal framework is still an ongoing

process, but it is important that some uncertangied deficiencies be cleared away to enhance
the effectiveness of the FIU:

It is still unclear how far the FIA’s authority r&@es in querying financial and administrative

data, particularly in relation to the foundatiohsgically that would entail direct access to

information held by all Dicasteries, but it is ktiin open question if that also extends to
foundations located in and/or dependent from théy Fee. As these foundations play a
significant role in the financing of the VCS acties and the social and religious works of
the Holy See, and as such must be above all sogpithe FIA should, as a matter of

principle and out of effectiveness consideratidmsye undisputable access to all relevant
information held by these foundations.

Beside the extent of the authority of the FIU, éhé& also the question where exactly its
“jurisdiction” starts. The Law refers ttsegnalazioni” (i.e. disclosures or SARS) as the
starting point for any FIU operational activity,thin reality the FIA has considered itself
legally competent to deal with foreign requests atier sources of information. Mutual co-
operation with foreign counterparts is indeed paledi for in Art. 41 of the AML/CFT Law,
but from a legal point of view this does not exjtljcempower the FIA to conduct enquiries
on behalf of a foreign counterpart. As for othéggers of the FIU’s analytical function there
is no formal legal basis to be found in the LawyA@&gal challenge on this point could be
pre-empted by explicitly putting counterpart redaesd other sources (to be specified) on a
same legal footing as a SAR, or by formally introidg the possibility for the FIA to act on

47 See footnote 20.
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their own initiative.

e Art. 36 bis 1.b unduly restricts the power of the FIA to quadgditional information from the
reporting entities to the entity that has filed t8&R. This is not only contrary to the
standards, it also raises effectiveness concerns.

* The FIA freezing capacity is a powerful and effeettool promoting recovery of criminal
assets; it could, however, profit from some fineHtg. The text of Art. Zepties83 h seems
to limit this power to halting specific suspect ogg®ns, nor is it specified within what time-
limit the FIA has to react to an SAR. Efficiency wld be increased if the freezing measure
would also apply to accounts generally. Also, thégation to immediately hand over the
case to the Promoter of Justice excludes the pligsto freeze in order to give the FIA
more time to conduct or deepen its analysis tordete if there are sufficient indications or
not.

2.5.2 Recommendations and comments

Recommendation 26

327. Of the cases treated by the FIA, only 8rfead been initiated by an STR during the relevant
period; the rest were initiated through other sesirsuch as foreign requests. There has been no
dissemination to the Promoter of Justice as yethodigh at this point any assessment of the
effectiveness would be premature, these findinge gse to an assumption that the majority of
the cases will be triggered by external sourcesratde generated by the HS/VCS STR system.
It will be important to develop the HS/VCS AML/CEstem to become more self-supporting in
order not to leave the initiative to outside sosraad for the FIU not to become over-dependent
on foreign input.

328. In this initial phase the deficiencies and uncetias in the legal framework, which is
basically sound, should be remedied by:

« expressly extending the power of enquiry of the EdAthe information held by all entities
subjected to the reporting duty;

« clarifying to what additional sources the FIA hascess and to include explicitly the
foundations located in and/or dependent from the HS

« specifying the instances triggering the authoribd antervention of the FIA, beside the
receipt of SARs;

* reinforce the autonomy of the FIA by restoring diecision power to conclude mutual co-
operation agreements with its counterparts.

* as an effectiveness consideration, strengtheniadréezing capacity of the FIA to include
accounts and revisit the obligation of immediatedwver to the Promoter of Justice.

Recommendation 30

329. In the present circumstances the FIA is sufficiemdsourced and staffed with expert and
honourable people with the appropriate level ofegigmce to be able to cope with an increased
inflow of reports and other forms of information.

Recommendation 32

8 See footnote 20.

75



330. The FIA statistics appear to be adequate.

2.5.3 Compliance with Recommendation 26

Rating Summary of underlying rating

R.26 LC « Power to query additional information does not @pge extend to al
entities subject to the reporting obligation.
» Effectiveness considerations:
* No access to information held by HS foundations.
* Recent adoption of AML/CFT Law meant that it wag possible
to assess effectiveness of implementation.

2.6 Law enforcement, prosecution and other competent dhorities — the
framework for the investigation and prosecution of offences, and for
confiscation and freezing (R.27 and 28)

331. The judiciary power in the HS/VCS is exercised hg Courts, i.e. the Single Judge, the
Tribunal, the Court of Appeal and the Court of Géiss (Law CXIX approving the judiciary
system in the HS/VCS (see Annex XVI)). The law eoément segment of the HS/VCS
comprises the Public Prosecutor’s Office (aptly edrthe Promoter of Justice), nominated by the
Pope; and the Gendarmerie Corps, whose primarytiturscas the only police force in the VCS,
are the maintenance of the public order and thesitiyation of offences. The Swiss Guard has
military status and is not involved in any law exfEment activity.

2.6.1 Description and analysis

Recommendation 27

332. Mainly due to the small size of the law enforcemmarhmunity, there are no law enforcement
authorities specifically and exclusively specialise the prosecution and investigation of ML or
TF.

333. Promoter of Justiceaccording to Art. 15 of the Fundamental Law af thS/VCS (see Annex
X) the judicial power is exercised in the name lt# Bupreme Pontiff by the organs within the
judicial structure of the State, in which the Proenmf Justice operates. Among other things he is
responsible for prosecuting offences, which wouldlide ML & TF. He is the authority
responsible for receiving reports from the FIA abpwbable ML & FT, and he decides on
whether to pursue the case and allocate it to tmed&merie for a further investigation, which
would be carried out under his authority. If need farticularly when special powers are required
to conduct an investigation, a single judge caraaa@n investigating judge.

334. Until now the Promoter of Justice has not receiary reports from the FIA, nor have there
been any ML or FT prosecutions. The Promoter ofideigs, however, aware of the legal issues
which any successful prosecution entails, partibplen respect of the proof of the predicate
offence.

335. According to Art. 16 of the Fundamental Law the ®umpe Pontiff can defer the investigation
and the decision in respect of a particular subjstdanzg. This power includes pronouncing a
decision according to equity and the exclusion oy durther appeal gravamen. This is
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considered to be consistent with the powers (latva, executive and judicial) of the Supreme

Pontiff as sovereign of the VCS. On the other hard 15 of the Fundamental Law establishes

that the judicial power is ordinarily exercisedtite name of the Supreme Pontiff by the organs
constituted in accordance to the legal system @fState. The Vatican magistrates (prosecutors)
are therefore invested with this ordinary delegaaethority. This means that the judges are
nominated by the Supreme Pontiff but they decidkfarmulate the sentences independently and
subject only to the observance of Canon Laws and issued by the VCS legislator.

336. Gendarmerie Except for Art. 13.3 Law CCCXXXIV on Government the HS/VCS, the
rules and provisions governing the organisationction, and powers of the Gendarmerie are not
found in any HS/VCS Statute, but find their basénternal regulations, such as the Regulations
of the Corps of the Gendarmerie (see Annex XXXtB applicable (ltalian) Criminal Procedure
Code (arrest, investigative police, searches, stiion) and specific provisions in diverse laws
or regulations. The Gendarmerie Corps carriestamupblice tasks, including border, criminal and
fiscal police investigations, maintaining secuiiyd public order, and prevention and repression
of offences. They perform the tasks of judiciarjigowhen investigating criminal offences under
the authority of the Promoter of Justice. Althowgh?2octies & of the revised AML/CFT Law
now specifically entrusts the investigation of mpraundering and terrorism financing to the
Gendarmerie, the Corps has no specialised finam@phrtment and is likely to rely on the
contribution of the FIA to assist in ML/TF invedditipns. If necessary, they see no problem in
creating a special section to deal with financiammal activity. As yet they have not been
involved in any domestic ML/FT investigations.

337. Considering the geographical position of the VQOS8egrnaction with the Italian police is
obviously very frequent and occurs practically aady basis, mostly in the form of exchange of
intelligence and public order maintenance supptt.2 octies 8 of the revised AML/CFT Law
now provides for the possibility for the Gendarreen enter into MOUs with their counterparts,
subject to thenihil obstatof the Secretary of the State. The Gendarmerieeisemtly considering
the advisability of entering into such an agreemetit the Italian police.

338. HS/VCS judicial authorities do have the option taiwe their jurisdiction and hand over the
case to the Italian (see Art. 3 & 22 Lateran Treaty other foreign authorities, which the
HS/VCS authorities could consider if there is ndipalar interest for the State (e.g. no HS/VCS
citizen involved). The relation and liaison withetltalian police services is not organised in a
structural way, but happens rather oradrhocbasis.

339. There are no explicit texts referring to the padisjbto defer arrests or seizures for
investigative effectiveness purposegét). On the other hand there are no prohibitive wiovis
either (Non Lice}. The HS/VCS has not formally considered expregsigviding for this
possibility in their legislation. Such an operatibalecision is indeed within the normal powers
and prerogatives of the Promoter of Justice otrikiestigating Judge, under whose responsibility
and authority the investigation is conducted, sother (legislative or other) measures need to be
considered.

Additional elements

340. The use of other special investigating technigsesh as undercover operations, telephone
tapping and infiltration, is not expressly providém in the VCS legislation, except for the
possibility of telephone interception (Art. 170 QCHowever, according to the authorities, other
techniques can also be applied when instructedrmti®ned by the investigating magistrate.

Recommendation 28

341. The procedures regulating the law enforcement a€iio this field are the norms of the Italian
Criminal Procedure Code of 1913 with subsequentnaments as integrated by Vatican law. The
power to order production of documents, searcheseiure rests with the judicial authorities.
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The Gendarmerie (with functions of investigativdige) has the power to search persons or
premises under the direction and authority of tlater of Justice (Public Prosecutor). Art. 233
of the CPC states: “If there are substantial inibos that someone is concealing goods subject to
an order of sequestration, or that those gooddediound in a certain place, or that it would be
possible to arrest the accused or a fugitive pefsorwhich there is an arrest warrant, the
preliminary investigating judge may order the shatthe person or home, and proceed with the
assistance of officers or agents of the investgapiolice, and, if necessary of security forces. In
urgent cases it is possible to delegate an in\ast& police officer to proceed, observing the
following rules”. According to Art. 234 of the CPhe search of a house or in closed places
adjacent to it cannot begin before sunrise nor afieset. Nevertheless, in urgent cases the judge
can issue a decree that permits the search to degimg the night”.

342. The term “funds” is defined in Art. 1.11 of the ire®d AML/CFT Law as “assets of every
kind, whether tangible or intangible, movable onriovable, as well as legal documents or
instruments in any form, including electronic ogithl, evidencing title to or interest in such
assets” and serves for the definition of “goodk&(term in Italian istient’).

343. Consequently, searches have to be authorisedebjutlicial authorities except in cases of
flagrant crime and in urgent cases when the Gereldentan search on their own initiative
without having to request a prior authorisation.

344. Financial information held by financial institutignincluding the data collected in the context
of CDD and other information covered by financietecy is accessible through the intervention
of judicial authorities (the order of the singlelge). According to Art.166 of the CPC “officials
of the investigating police should sequester anydgathat were used to commit a crime, those
which were the product of the crime, and all whiclild be used to ascertain the truth”. The only
limitation upon the investigative police seems éorblated to sealed documents because, as it is
set out in Art. 170, “during sequestration, offlsiaf the investigative police cannot open letters
under seal, other letters, folders, packages,réetie credit, telegrams, or documents, but must
instead transmit them intact to the judicial auityr That refers only to the period of
sequestration because sealed documents can beddpette judge.

345. There is no specific mention in the law of the luliy of seizing computerised data. The
only provision the evaluators found in the CPCifdafrom 1913) that could indirectly be used to
demonstrate this facility for the police and judigi authorities was the provision of Art. 166 of
the CPC on seizure of anything “which could be usedscertain the truth” and of Art. 162 on
obligation of the investigative police “to invesiig crimes, collect evidence”. On the other hand,
Art.32 of the revised AML/CFT Law states that fical institutions and other obliged entities
are required to preserve “the documents, data afamation obtained while fulfilling the
customer due diligence requirements, so as to peéhmiJudicial Authorities to reconstruct the
relationships, services and transactions even & ¢d a criminal proceeding. In the original
version of the AML/CFT Law (Art. 40) there was anpision stating that “any news, information
and data possessed, by reasons of their actiytythe subjects referred to in Art. 2, their
managers, employees, consultants and collabor@tousd by whatever relationship, are covered
by secrecy in respect of everyone, except for theari€ial Intelligence Authority and the
Judiciary Authority, both inquiring and adjudicatpif, for the latter, the information requested is
necessary for investigation purposes or proceedialgant to violations subject to criminal
punishment”; however, the same article in the aredrdw refers the lifting of secrecy for those
authorities only in relation to the information thddy competent authorities. At the same time a
new Art. 37bis was introduced which states in its paragraph 2 ‘fireancial secrecy shall not
obstruct the activities and the requests for infitiom from the authorities competent for the
prevention and countering of money laundering dredfinancing of terrorism”. And Art. 37.6
mentions now the possibility of sequestering resond documents indirectly providing for a
mandate for the seizing of computerised data.
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346. Failure to comply with the obligations mentionedthe previous paragraph is subject to
sanctions by the FIA fron€10,000 to€250,000 for the natural persons and from €10,000 to
€1,000,000 (Art. 42.1 of the revised AML/CFT Law).

347. The Gendarmerie is able to seize assets. The eaianrbe ordered in the course of a judicial
investigation and it remains in force until the esfdthe criminal proceedings. Art. 612 of the
CPC states that “those goods that are the procdeztame or that are somehow related to it, are
held under sequester until the procedure so regjuite cases of necessity and urgency, the
Gendarmerie can seize tberpus delictiand any relevant items. This seizure has to biéetwin
writing within 48 hours to the judicial authorities

Power to take witness statements

348. Statements in connection with any investigation taken by the judicial authorities.
Statements and testimonies made to the investgyptdge may be used both during investigation
and legal proceedings. In flagrant crime casesrgent cases these and cross-examination of
witnesses can be taken by the investigative pghee 169 of the CPC). The use of statements
and testimonies made to the investigative judgegslated in Art. 245 of the CPC. All the acts of
the preliminary stage may be used for the finatesgge. Giving false or hostile evidence before a
Judicial Authority is punished by terms of imprisgent from 1 to 30 months, if done to the
prejudice of an accused person or during a criminal, then the punishment is from 1 to 10
years (up to 20 years in a specific case of aggrayaonsequences) (Art. 214 of the CC).

Recommendation 30 (law enforcement and prosecution)

349. There are 2 Promoters of Justice exercising thaiction, both in civil and criminal cases,
with the HS/VCS Courts. This is a fully independé&mction. In the judicial year 2010 they
conducted 200 criminal procedures in total, inahgdil mutual legal assistance procedure.
Although quite heavy, the work burden is deemedageable. As previously noted, they have
not yet been confronted with ML/FT cases.

350. The Gendarmerie forms part of the HS/VCS admirtistna It counts 137 officers (15
commissars, 68 inspectors, 49 gendarmes apart thmmleadership of the Corps). The
Gendarmerie Commander is the Director of the wi®deurity and Public Order Department
which includes additionally to the mentioned polisgff the Fire Command and Technical
Service

351. The Gendarmerie Corps has a budgeted headcoufi7 pfvhich leaves 60 vacancies unfilled.
This is of course a restraint in terms of humaoueses, but does not appear to hinder the normal
functioning of the service. The Gendarmerie conglitstinvestigations under the authority of the
Promoter of Justice or the Single (Investigationfige, who can issue instructions to the
investigators. The table below demonstrates thebeuarof investigations in the previous years
(none of them were related to ML or TF).

Statistics on criminal investigations
conducted by the Criminal Police Department of theCorps of Gendarmerie

Year Number of Investigations
2008 38
2009 58
2010 66
2011 92
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352. In accordance with Art. 7 and 13 of Law No. CXIXviLghat approves the Judiciary system of
the State of Vatican City, the Promoters of Justi@eappointed by the Pope from the Italian legal
community. The conditions include high standardgrejproachable morality and legal expertise
and experience.

353. The personnel of the Gendarmerie must also comjily mworal and professional standards.
The Regulations of the Safety and Civil Protectpartment define the procedure for enlisting
and appointment of the police corps. There are ifipecriteria in addition to the usual
requirements set by the General Regulations for Reesonnel of the Vatican City State
Governorate, including specific competition tests.

354. The Promoters of Justice have not been specifigaipared for dealing with ML or TF cases
and basically rely on their extensive legal backgand experience.

355. The HS/VCS authorities indicated that the Gendaiemefficers are recruited, selected and
trained on the basis of the relevant criteria anofgssional standards (including moral and
religious criteria). Besides the general law erdanent training all members of the Gendarmerie
receive, a number of officers have followed spésgal courses and training on financial crime
and terrorism with their Italian colleagues of tharabinieri and other bodies (see the list below).
However, on the basis of information provided, ¢heloes not appear to be enough training
provided to the Gendarmerie staff in the finanamestigation field. The skill level of the law
enforcement personnel regarding ML and FT issueigl needs to be enhanced.

Training courses followed by the personnel of the @ps of the Gendarmerie

e Since 2007, every year, three officials of the Gogb the Gendarmerie take professional
courses for officers organised by thema dei Carabinieri(of Italy). Each course lasts one
academic year (October to June) and covers vasdpeasialised subjects for officials in the
sectors of public safety and general internatitenalenforcement for police.

» Training course for the staff of the Central Natib@ffices of INTERPOL, headquarters in
Lyon France of the General Secretariat of INTERPO1-13 March 2009, attended by one
chief officer and one functionary officer.

* Course organised by The European Police Collegd(@E on the trafficking of stolen art
works, Rome, 15-18 June 2010, attended by oneitunaaly officer.

e Course organised by CEPOL on the trafficking ofestaart works, Rome, 24-27 May 2011,
attended by one functionary officer.

* Training course of international cooperation wiNTERPOL and the Italian Police otuN
Security Council Sanctions and their ImplementaabmMational and International Level”
Rome, 5-9 March 2012, one officer attended.

* The European Anti-Fraud Office (OLAF) — traininguese on Euro currency bank notes
organised by the “ltalian Office on False Currendydme, 24-26 November 2009, attended
by two officers.

e Seminar on the crime of counterfeiting, Ostia (Rpni®-20 November 2009, attended by
one officer.

Additional elements
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356. No special training or educational programs arevigies for the judicial authorities regarding
ML and FT offences and the seizure, freezing amdiscatior?®.

Effectiveness and efficiency

357. Since Law No. CXXVIlI came into effect as of 1 Aprd011, the judiciary and law
enforcement authorities have not yet been confcotéth money laundering or terrorism
financing matters, be it in the form of FIA repodisotherwise, but they feel capable of handling
such cases. The synergies with the FIA are beingldped and that should translate itself into
higher performance of the system as a whole. Aijhahe fundamentals are already in place, the
system is still very much under construction, sg atiempt to assess the effectiveness of the
implementation by the law enforcement community \ddae too speculative.

358. There appears to be a risk of underestimating lla#lenge to law enforcement capacity here.
Specialisation at court and police level may indbedifficult to achieve in view of the limited
human resources. The Gendarmerie statistics givendioation of any experience in serious
financial crimes (petty theft and attempted illegaitry into Vatican City State seem to be
predominant crimes). The reported financial lose thu crime was €5,200 in 2011, €8,600 in
2010, and €4,900 in 2009. ML/TF cases presentqudati challenges, especially in terms of the
burden of proof, and require a particular know-hdvath by the judiciary and the law
enforcement authorities, which comes from targethacation and case experience. Although the
Gendarmerie has already participated in some hgiwith its Italian and EU counterparts, in the
present circumstances it is doubtful if the Gendaienhas sufficient resources and expertise to
handle complicated ML/TF cases. Of course, theedwigys the option for the HS/VCS to waive
its own jurisdiction and hand the case over torthalian counterparts, but it is imperative that
the HS/VCS law enforcement authorities developrtlmevn efficiency so not to be overly
dependent upon foreign goodwiill.

359. The provision on the conclusion of MOUs with “sianil counterparts (Art. ®cties3 of the
revised AML/CFT Law) is puzzling, as it does notkmany sense in the present law enforcement
environment with its established communication eyst and traditions, such as INTERPOL. As
such MOU requires the approval of the Secretargtate, this may be perceived as an undue
restriction of the operational margins of the Genuaie. The VCS authorities maintain that the
provision does not introduce an obligation, bumisant to streamline the cooperative interaction
with law enforcement counterparts in AML/CFT madtdn any case, the evaluators consider this
provision redundant and needlessly confusing.

360. The statistics do not indicate any financial inigggions having been undertaken, although
some crimes that could have been regarded as ptediffences were registered. There might be
a tendency to transfer the cases to the ltaliaesitigative authorities, rather than taking up the
prosecution in HS/VCS. That is why it is importdot the HS/VCS authorities to develop their
own experience and jurisprudence in stand-aloneemdaundering prosecutions, and take
matters more in their own hands, even where thesfiea of prosecution under the Italian
jurisdiction is likely to be an appropriate approac

361. In view of the above, the evaluators have reseymaton the effectiveness and efficiency of
the framework for the investigation and prosecutdML offences even if the risk of serious ML
crime on the HS/VCS territory or relating to theeiests of the Holy See or HS/VCS is
considered low. Simple cases of fraud and othemats are investigated and prosecuted. When
the case does not relate to the HS/VCS the cagmdsed to the ltalian law enforcement
authorities. It is strongly advised that the HS/V@@® enforcement authorities start playing a
more active role in AML/CFT investigations and mostions. So far the involvement of the

9 Subsequent to the second MONEYVAL on-site visit,imvestigative officer whose official duties inde
anti-money laundering of the Gendarmerie attended“Seminar on Money laundering” organised by the
Italian CEPOL unit, Rome, 17-20 April 2012.
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Gendarmerie has been limited to looking into sdvesah declarations following requests from
the FIA. The evaluators feel that the MOU betwdenlaw enforcement and the FIA that is being
developed will provide a good basis for a morevactole of the Gendarmerie The absence of
practical experience calls into question the cdpisi of the Gendarmerie in investigating ML
offences.

2.6.2 Recommendations and comments

362. The law enforcement and judicial authorities’ comepeies in AML/CFT should be
strengthened, in particular through training wiglgards to the specifics of the HS/VCS and the
use of existing tools and investigative and comptegehniques. The authorities could consider
establishing a joint committee comprising all th@smcerned in AML/CFT matters to discuss
and evaluate AML/CFT effectiveness and reviewing thystem to detect and eliminate
shortcomings, develop and implement policies agilation, thus improving results.

363. In light of the above it is recommended to:

 intensify the training of the law enforcement auities, especially in the area of financial
investigation, in view of the expected effectstwd tecently introduced reporting system.

« as for the judiciary, to participate in such tramiand develop its own expertise to be able to
deal with the legal challenges inherent in the gcason of ML/FT.

 further interact and coordinate with the FIA to éep the necessary know-how underpinning
the effectiveness of the system.

364. The statistics do not indicate that any finanameistigations have been undertaken, although
some crimes that could have been regarded as ptediffences were registered. There might be
a tendency to transfer the cases to the ltaliaesitigative authorities, rather than taking up the
prosecution in HS/VCS. That is why it is importdat the HS/VCS authorities to develop their
own experience and jurisprudence in stand-aloneesndaundering prosecutions, and thus take
matters more into their own hands.

2.6.3 Compliance with FATF Recommendations

Rating Summary of factors underlying rating

R.27 LC « Effectiveness not demonstrated.

« Lack of experience and training in financial invgations
(effectiveness issue).

R.28 C

2.7 Cross Border Declaration or Disclosure (SR.1X)

2.7.1 Description and analysis

Mechanisms to monitor cross-border physical tramsgimn of currency)

365. With the adoption of the original AML/CFT Law theSA/CS authorities established a
declaration system for cash and bearer negotiatsizuiments with legal requirements for all
natural persons. According to Art. 39 of the rediseML/CFT Law all persons entering the
HS/VCS are to declare currency “equal or exceetlilegpre-set maximum threshold established
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by the Pontifical Commission for the Vatican Citiat®, on the basigmter alia, of the European
norms in force on this matter”. The original AML/CR.aw of 30 December, 2010 provided for
the direct application of the threshold establistdregulations in force in the (European)
Community. FIA Regulation No. 2 “Concerning the fsportation of Cash and Financial
Instruments Entering or Leaving Vatican City Stafeée Annex XVIII) establishes specifically
the threshold above which the currency is to bdaded in writing as the amount equivalent to
€10,000. But the amended Act introduced Art.l#9that says that “the Pontifical Commission
for the Vatican City State shall pre-set, througlegulation, a maximum threshold for the amount
of currency that may be used, on the bastsy alia, of the European legislation in force in this
regard”. Although Art. 1 of the same Act mentiohatt“the adoption of this Decree is without
prejudice to the provisions contained in the reyuts and instructions adopted by the Financial
Intelligence Authority before 25 January 2012, infar as they are compatible with it”. There
might be a conflict in this regard because theiAstructs specifically the Pontifical Commission
to establish the threshold and not the FIA.

366. It should be noted that Art. 1.10 of the revised IARIFT Law introduces the definition of
«currency»which meets the requirements set out in SR.IX:

a) currency (banknotes and coins circulating asnm®f exchange); b) instruments issued or
negotiable to the bearer, including traveller's qumes, cheques, money orders and
promissory notes issued or made out without restns to a fictitious payee or otherwise
issued or made out in such a form that the titkspa upon delivery; as well as incomplete
instruments, signed but with the payee’s name enhitt

367. The AML/CFT Law states that the completed declaratiorms have to be recorded and
preserved for five years by the FIA. Art. 2.1. dAFRegulation No.2 specifies that the forms are
to be submitted at the offices of the Gendarmedg€ where they will be accepted after having
identified the declaring person by a valid documémt. 4 1. of the Regulation requires that the
originals of the statements be sent within 48 haoarthe FIA. At the same time the Regulation
allows for the possibility to file a declaration tite offices of the bodies and organisations
subjected to the requirements pursuant to the AMHII/Caw, operating in the Vatican City State,
“where the said operation takes place”. The requarg declare currency also covers transfers of
cash and similar instruments made by post, in whade the statement must be submitted at the
moment of consignment to the offices of the Vati@arst Office, or within 48 hours of receipt at
the offices of the Gendarmerie Corps. The requirgnte file a declaration does not apply to
documents of title and negotiable instruments idsui¢h the indication of the beneficiary's name
and corporate name and the clause of non-trandfgralbhe declaration requirement applies to
movement of values by cash transportation vanss ©hligation does not, however, extend to
containerised cargo. The obligation to file a dextian applies only to natural persons. Legal
persons are bound by customs duties requiremerithwaover the need to declare goods for
customs duties. The authorities have provided dhleviing statistics with respect to the total
number of declarations received: for the periodnfrd April 2011 till 31 December 2011 —
declarations at entry — 658, declarations at |apthie state — 1,896. Almost all declarations were
submitted at the IOR (2,551 out of total 2,554),levimone were submitted to the Gendarmerie
The statistics also contain the amounts and typdeaared currency

368. Art. 2 7. of FIA Regulation No. 2 states that theéydof declaration is not considered to be
fulfilled if the information provided is incorrectr incomplete. According to the AML/CFT Law,
the FIA has the power, and obligation to perforspections for the observance of declaration
duties and to impose administrative pecuniary san€in cases of infringement.

369. The agents of the Gendarmerie Corps have the aythomake inquiries and inspections of
the luggage and any other objects carried by theope entering or leaving the territory of
Vatican City State on a targeted basis in casastified grounds for suspicion. It should be noted
that according to the Lateran Treaty with Italy X829, all goods arriving from abroad and
destined for Vatican City or destined for instituts or offices of the Holy See outside its
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boundaries, will always be admitted from any pahthe Italian border and in any seaport of
Italy for transit through Italian territory, witlull exemption from customs fees and duty (Art. 20).
So the customs functions belong solely to the \datiCity authorities. With transportation of cash
the situation is different because the customsrotsnaire additionally performed at the Italian
border control points as the Vatican City State hasentrance points other than from Italian
territory. The Gendarmerie provided statistics tfug last years on checks of persons and goods
entering or leaving the state (this seems to refemormal customs checks and not under the
declaration system).

Year 2009 2010 2011
Persons 600 628 628
Goods 957 968 968

370. No checks resulted in reparts
Requesting Information on Origin and Use of Cash

371. The AML/CFT Law and FIA Regulation No. 2 (see Ann¢XIll) specify that the declaring
person has to include into the declaration inforomabn himself, the owner and the recipient of
the values concerned as well as on their originitimerary and intended use. The law establishes
in Art. 39.4 that “the Gendarmerie Corps shall makguiries and inspections to ensure the
compliance of the requirements set forth in panatgra, within its own competences and the
limits established by the laws in force”. Takingaraccount that no declarations are submitted to
the Gendarmerie it is doubtful that this provisian be used. At the same time the Regulation
states that in case of suspicion the GendarmenipsQifficers may inspect the luggage or means
of transportation and order a search of the pemsod,in case of infringement they shall draw up
an assessment report and inform the FIA within d&#$ Those actions can be challenged by the
person concerned. Cases of infringement includee faf incomplete declaration. The AML/CFT
Law and the Regulation mention suspicion on inkemegnt of the obligation to declare but not
suspicion on money laundering or terrorist finagcifihe declaration form is very detailed and
contains fields for the origin and intended usethaf currency. The evaluation team had been
provided not only with the form template but alsithveompleted declarations.

Restraint of Currency

372. Art. 5 of the Regulation allows that, in circumstas where there is an infringement of the
obligation to declare the values exceeding thet{€10,000), the authorities have the power to
apply an administrative restraint (the Regulati@esuthe term “administrative attachment”).
However, this restraint is limited to the exten4®Po of those values and a minimum amount of
€10,000. The attachment is made for the whole amibutite object is indivisible; its author is
unknown; or the nature and amount of values oredsivalent in Euro is not immediately
assessable when the attachment is performed. @kiadt yet been tested in practice.

373. The purpose for such action is only to secure pacymdministrative sanctions imposed by
the FIA. Moreover Art. 5.6 of the Regulation statleat the values shall be restored to the title
holders in any case upon payment of the custody feevided that:

a) the party concerned demonstrates the case fallsruhd provisions of Art. 1.3 of this
Regulation;

b) the party who committed the infringement is decdase
¢) an order of discharge has been issued or the catifie has not been ordered;
d) the values have not been allocated for the payofehe administrative sanction.
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Furthermore, Art. 5.8 of the Regulation states thlaé Financial Intelligence Authority shall
provide for the restitution of attached values whiave not been used for the payment of the
pecuniary administrative sanction imposed, to partioncerned who have claimed it within 5
(five) years from the date of attachment”. Art. 5c) has the only mentioning of “discharge or
confiscation”.

374. In any case the law or the Regulation do not eitjylicover the authority by law enforcement
officials to be able to stop or restrain currencyearer negotiable instruments in order to enable
them to ascertain whether there is a suspicion lofoMTF. The wording of the law implies that
“suspicion” is only non-declaration or incompleteimaccurate declaration. The law mentions the
right of the customs authorities (i.e. Gendarmetde3earch persons and to submit the report on
the search to the Promoter of Justice, but therseb cases of smuggling of goods, and belongs
to normal customs duties.

Retention of information of currency and identifioa data by authorities when appropriate

375. The declaration form contains data to be filledvitnich includesjnter alia, the identifying
data of the person submitting the declarationpilieer and the recipient of the values concerned,
the amount as well as information on the origin dastination. All declarations received are sent,
within 48 hours, to the FIA. The information is oeded and kept for a period of 5 years.
Furthermore, Art. 4 of the Regulation states thatGendarmerie forwards to the FIA assessment
reports on infringements of the declaration regim@mnsequently, the information in the
declaration forms shall be retained for use byapjropriate authorities in instances when: (a) a
declaration which exceeds the prescribed thresi®lthade; and (b) where there is a false
declaration. The legislation is silent on the caglen there is a suspicion of money laundering or
terrorist financing related to transportation ofita

Access of information to FIU

376. It is to be noted that the declaration form itsslfdeveloped by the FIA. As mentioned
previously, all declarations are to be submittedthe FIA. And all assessment reports on
infringements of the declaration obligations aneviairded to the FIA.

Domestic co-operation between Customs, Immigratiwhrelated authorities

377. The relevant articles in the AML/CFT Law or FIA Regtions do not mention any additional
provisions relating to domestic co-operation, idahg regarding cross-border cash movements
apart from the declaration forms' information befogvarded to the FIA by the Gendarmerie and
relevant information on any actions by the Prometedustice. The authorities indicated that an
MOU between the FIA and the law enforcement autiesriin the AML/CFT field is being
developed. There were no examples of any finamcialysis results submitted to the Promoter of
Justice on the basis of declaration system.

International co-operation between competent adltles relating to cross-border physical
transportation of currency

378. The revised AML/CFT Law contains Art. 41 “Interraiial Exchange of Information” that
refers only to the powers of the FIA to exchandgermation. While the article establishes that
“financial secrecy and any eventual restrictionstbe communications shall not inhibit the
international exchange of intelligence” it resticthe powers of the FIA to the exchange
information only “with analogous Authorities in @hStates, on the condition of reciprocity and
on the basis of Memoranda of Understanding”. Thhaities indicated that the Gendarmerie can
cooperate with the customs authorities of otherntaes on the basis of general rules. No
examples were given to the evaluators. The Gendammy also exchange information through
INTERPOL channels (there is an officer responsifole that). It was also reported that the
Gendarmerie can exchange information with the Qaadi Finanza of Italy regarding the
import/export of goods as well as on individualesadt would appear that the possibility to set up
investigation groups and conduct joint search djmra seems purely theoretical.
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Sanctions for making false declarations/disclosur&s Sanctions for cross-border physical
transportation of currency for purposes of ML or FT

379. As mentioned earlier, pursuant to Art. 42 of thased AML/CFT Law the FIA shall impose
administrative pecuniary sanctions in cases ofriggment of the declaration of cash obligations
(i.e. when the information is not provided or isamect or incomplete). Making a false
declaration or failing to file the declaration aropiding inaccurate or incomplete information
constitutes an administrative violation and is ghed by an administrative sanction of up to 40%
of the amount concerned, exceeding the equivalgnewf €10,000, with the range of sanctions
between the minimum of €10,000 and maximum of €280, This provision had not been yet
applied in practice. Art. 6 of FIA Regulation No.aRlows for a specific procedure of voluntary
settlement, which consists in depositing a sumutailed as follows, and in any case at least €200:
5% if the amount exceeding the limit of €10,00@d higher than €15,000; and 20% in all other
cases. Voluntary payments are not permitted ifairunt exceeding the limit is higher than
€250,000 (or if the person concerned avails hirfissi$elf of said option within 365 days before
the date of notification of the assessment refioguch cases, the FIA orders the return of money
or similar instruments within 10 days following edat of the proof of payment. The evaluators
have come to the conclusion that the voluntary maytmules enable a person to immediately pay
5% or 20%, of the money exceeding the establishesshold, with a minimum of €200, which
might not be an adequate or dissuasive sanctioa. athhorities have not provided detailed
statistics on the controls carried out by the Geméaie or the FIA, the violations ascertained and
the sanctions applied.

380. It seems that these sanctions apply only in cagecofplete or incorrect declarations but not
in case of suspicions of money laundering or t&tdinancing.

Confiscation of currency related to ML/FT and puastito UNSCRs

381. According to Art. 24 of the AML law “the Financidhtelligence Authority, by its own
provision, without delay and without giving previunotice, orders the freeze of the funds and
other assets owned or possessed, exclusively otlyjodirectly or indirectly, by the persons
designated by the Secretariat of State” (on théshier alia, of the relevant United Nations
Security Council resolutions). Because practically cash declarations (with cross-border
movement) are done at the IOR, the criteria of IBBelem to be met.

Notification of foreign agency of unusual movenwdmrecious metal and stones

382. The competence for detecting any unusual movenfeptecious metals and precious stones
belongs to the Gendarmerie Corps in the ordinagrase of its tasks. Within the Gendarmerie
Corps there is a frontier and customs control whith is in charge of performing these functions
at frontiers. The Gendarmerie Corps in principlabte to exchange information with foreign law
enforcement agencies and can refer a case tonltala enforcement authorities although in this
particular case there might be a conflict of jugidn because under the Lateran Treaty the
Italian authorities are excluded from any custourgfions for the goods to or from the VCS. But
in practice such a possibility has never been uskd Law does not explicitly cover aspects
arising from the discovery of unusual cross-bord@vement of gold, precious metals and
precious stones (they can be considered to bedadlin the term “goods”), and those are not
covered as such by any declaration requirements.alithorities indicate that without prejudice
to the provisions concerning cross-border movemeintsish, the Gendarmerie, in the framework
of ordinary control customs activities on the impand export of any goods, may detect gold,
precious metals and stones.

Safeguards for proper use of information

383. Art. 37 bis of the revised AML/CFT Law states that “all noscénformation and data held by
the subjects referred to in Art. 2, 81, their legapresentatives, administrators, directors,
employees, consultants, and collaborators on aoyngls, by virtue of the exercise of the
activities referred to in the same Art. 2, 81, ki@ protected by financial secrecy. Financial
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secrecy shall not obstruct the activities and thguests for information from the authorities
competent for the prevention and countering of mdaendering and the financing of terrorism”.

And for the competent authorities Art. 40 of thensaact states that “all information held by the
competent authorities shall be subject to offisedrecy, without prejudice to the activities of the
Judicial Authorities in case of criminal proceedihgAs the authorities stated that is valid for the
information on cross-border transportation as well.

384. Furthermore, Art 7 of the FIA Statute (see Annex &thtes:

1. The subjects mentioned in the Articles of this Ghapre obliged to keep the highest secrecy
about anything concerning the Authority and itatiehships with third parties.

2. The secrecy is not a restriction for the implemgoteof duties in matters of international co-
operation and towards Judicial Authorities, botiuining and adjudicatory, when the
information requested is necessary for inquiriegroceedings concerning offences subject to
criminal sanctions.

Training, Data Collection, Enforcement and Targgtirograms

385. The information available, did not demonstrate that Gendarmerie had received adequate
training in this particular field.

Supra-National Approach: Timely Access to Inforomati
386. Not applicable to the HS/VCS.
Additional elements

387. Reports are maintained in a computerised datadfake FIA and of the Gendarmerie.

Recommendation 30 (Customs authorities)

388. The authorities stated that they have involved stiéh experience in inspections on persons
and means of transport in the customs control fanciThe requirements for the officers are the
same requirements as for all Gendarmerie staff.ififoemation provided to the evaluation team
on training did not contain any training in issuedated to detecting illegal cross-border
transportation of currency.

Recommendation 32
389. Statistics maintained by the authorities are adequa
Effectiveness and efficiency

390. The introduction of the declaration requirementselgtively recent, and the authorities have
already introduced amendments to clarify the rexpénts. The introduction of such a declaration
system and forwarding of the completed declaratiorike FIA and the subsequent storage of the
data contained in the declaration allows the FIA #re other competent authorities to monitor
the flows of cash and other instruments in andodMatican City State. The effectiveness of the
implementation of the declaration obligation neé¢dsbe further enhanced especially as the
Gendarmerie, with its customs powers, seems tadv@nded from that. That might also influence
the ability of the authorities to exchange inforimaton cross-border transportation because of
limitations for the FIA where all the informatios kept. Specifically the authorities have to look
at how the provision for voluntary depositing irdhces the system of sanctioning.

2.7.2 Recommendations and comments

Special Recommendation IX
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391. Authorities should take stock of the sanctions i@ppband analyse whether the voluntary
settlement provisions undermine the effectivenests deterrent scope of the sanctions, and if
appropriate, reconsider the statutory sanctiorsngure that these are proportionate. Authorities
should consider introduction of a clearer indicatan powers to act on suspicion of money
laundering or financing of terrorism into the prgiens of Art. 39 of the AML/CFT Law.

392. As all declarations have so far been submittedhat IDR, Governorate or APSA, the
authorities should review the existing provisions &ind a better way to facilitate involvement of
the Gendarmerie with its law enforcement powersesfraining currency. The existing delay in
the processing of the declarations might influetheeeffectiveness.

Recommendation 30

393. Comprehensive training should be provided regularihe Gendarmerie on detection of cash
couriers.

2.7.3 Compliance with Special Recommendation IX

Rating Summary of factors underlying rating

SR.IX PC e The declaration requirement does not cover shiprnoénturrency
through containerised cargo.

» Doubts on the ability of the Gendarmerie to rest@irrency where
there is a suspicion of ML/FT as all declaratioaséhbeen made at
financial institutions.

« Restrictions on the ability of the FIA to excharigéormation with
counterparts on cross-border transportation.

* The voluntary payment rule substantially reducee tavel of
sanctions and may undermine the deterrent scofe glanctions.

* It was not demonstrated that the relevant autlesritvere provided
with sufficient training to effectively perform the functions
(Effectiveness issue).
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3 PREVENTIVE MEASURES - FINANCIAL INSTITUTIONS

394. Pursuant to Art. 2 81 letter a of the revised AMEICLaw all persons, either natural or legal,
that conduct professionally one of the followingidties are bound to observe the measures
regarding CDD, registration, and record-keeping, vesl as the reporting of suspicious
transactions.

i. the acceptance of deposits and other repayabtks from the public;

i. lending;

iii.  financial leasing;

iv.  transfer of funds;

V. issuing and managing means of payment;

vi.  issuing financial guarantees and commitments;

vii. trading in any kind of financial instrumenesxchange rate and interest contracts;
viii. participation in issuing securities and fmvision of related financial services;

ix. management of individual or collective porifd;

X.  safekeeping and management of currency and séoerities;

xi.  any other form of investing, administeringroanaging currency, funds or other assets;
xii. underwriting and placing life insurance arttier investments related to insurance;
xiii. currency exchange.

395. Accordingly, the AML/CFT Law applies to all actis and operations carried out by
financial institutions as defined in the Glossaoythe FATF Methodology. The table under
Section 1.3 above sets out which of the above-meeti activities or operations are in practice
undertaken by the IOR and APSA, if conducted asiginess for or on behalf of a customer.
Overall the IOR is the most relevant financial itesiton for the purposes of this evaluation report.

Customer Due Diligence and Record Keeping

3.1 Risk of money laundering / financing of terrorism:

396. The Vatican City State is geographically and derapfrcally the smallest country in the
world and consequently there is very little donwdly generated crime. However, St Peter's
Basilica and the Vatican Museums receive more ft&amillion pilgrims and tourists each year
and this inevitably results in a certain level ddttp crime. No independent businesses are
established within the HS/VCS, as a public monopelyime exists in the economic, financial
and professional sectors. Thus, unlike other sestakiated by MONEYVAL, there is no market
economy. Given this the authorities consider that threat of money laundering and terrorist
financing is very low. However, no formal risk ass@ment has been done as yet.

397. The AML/CFT Law as amended by Decree No. CLIX of PAnuary 2012 applies to all
activities and operations carried out by finandratitutions and DNFBP as defined in the
Glossary to the FATF Methodology. The revised AMEXCLaw includes a risk-based approach
to CDD. Enhanced CDD is required by law for nonefato face relationships (see
Recommendation 8 below), correspondent currentuerdisdsee Recommendation 7 below) and
relationships established with politically expogegtsons (see Recommendation 6 below). The
only additional requirement for enhanced due dilggethat appears to be designed based on a
local risk assessment is the one set out in the IRBuction No. 2 and relates to repeated
transactions of deposit of cash or valuables. Hawewas a result of an incomplete risk
categorisation, enhanced due diligence measuresaappbe applied to a very limited number of
customers.
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398. The instances for simplified CDD as provided fothe AML/CFT Law are designed largely
on the basis of the risk-sensitive elements setrotite Third EU AML Directive and are not the
result of a specific assessment of the risks amkevabilities faced by the HS/VCS. The failure to
have undertaken any formal risk assessment imtiiaggshere is no basis for determining whether
other potential risks are addressed appropriafEte evaluators have identified other factors
which could increase the risk situation; thesedtdel high volumes of cash transactions and wire
transfers (although, the evaluators fully apprecittat cash transactions are an important
contributor to the funding of the global mission tbfe church); global spread of financial
activities (including with countries that insufiéeitly apply the FATF Recommendations); and the
limited availability of information on the non-pibbrganisations operating in the HS/VCS. The
evaluators’ assessment largely matches with anpirery threat assessment of the FIA. This
preliminary assessment needs completing and fosimgli

399. In applying the risk-based approach to simplifiece dliligence the AML/CFT Law creates
blanket exemptions from the CDD requirements. Ashsthese are not reduced or simplified
CDD measures as suggested by the essential crivetiaan exemption from any CDD except in
those situations when ML or FT are suspected, cenmiere are reasons to believe that the
previous verification is unreliable or insufficietd provide the necessary information. Obliged
subjects are exempted from observing CDD requirésneith respect to life insurance policies,
complementary pension schemes, obligatory and amgitary pensions and similar schemes,
beneficial owners of pooled accounts and electror@oey which meet certain conditions.

400. In addition, the FIA may authorise the obliged sah§ not to apply CDD requirements
regarding particular categories of counterparts gmblogies of relationships, services and
transactions of low risk of money laundering oifiging of terrorism (see under essential criteria
5.8 below for details). The products and servicestioned above are again taken from the Third
EU AML Directive. The authorities have not set ¢l basis upon which they have taken the
decision to allow for simplified due diligence imose cases. It should be highlighted that most of
the above-mentioned products and services arerpeitded by subjects within the HS/VCS and
are therefore not relevant for the local finaneiavironment.

401. There is a clear need for a comprehensive risksassmt to properly judge the adequacy of
the current risk based approach. The Secretari@taié has confirmed that, as a consequence of
the evaluation process, it has become aware ofntipertance of conducting a detailed risk
assessment in order to develop a comprehensive 8ML/iegime. As a consequence of this the
evaluators were informed that the process for cotiniy a risk assessment has been initiated.
This process will involve actively seeking recomm&iions from the FIA and more generally
gathering information necessary for the completwin the risk assessment including the
recommendations of the evaluators on this issugh&umore, the Secretariat of State has taken
into account an initial view from the FIA, indicagj those areas of inquiry which typically present
possible areas of weakness in many jurisdictionsluding: use of cash transactions; the
adequacy and availability of information from nomdit organisations; receipt of donations; and
placing of external contracts.

3.2 Customer due diligence, including enhanced or redwd measures (R.5 to R.8)

3.2.1 Description and analysis

Recommendation 5

Anonymous accounts and accounts in fictitious names

402. In order to protect and promote the integrity arashgparency of the economic, financial and
professional sectors, Art.His a) of the revised AML/CFT Law prohibits the opemior holding
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of anonymous or ciphered accounts, deposit, savam®ounts or similar relationships, or
accounts under fantasy or fictitious names.

403. Representatives of the IOR and APSA assured thtuai@n team that all accounts are
opened and kept in the official name of the respectustomer, taking into account the
differences between natural and legal entities. [0 employee responsible for account opening
procedures confirmed that all customer CDD detaibs accessible to those involved in AML-
relevant operations (including, in particular, frooffice staff and compliance officers) In
addition, IOR representatives emphasise that the lbanking solution used by the IOR since
1996 does not technically allow the use of anonysramciphered accounts.

404. IOR and APSA representatives stated that they havevidence of the use of anonymous,
accounts in fictitious names or numbered accoumtise time prior to the coming into force of the
AML/CFT Law (see also c. 5.18).

405. Safe custody services are provided to very fewntdi€less than 100) of particular categories
of customers. While not set out in written form,practice the express approval of the General
Manager is requested before providing such servitgbée IOR representatives assured the
evaluation team that all of the customers requisafg custody services have been subject to the
standard CDD procedures in accordance with the ANHI/ Law and that these relationships are
not kept in an anonymous way or under fictitiousgea.

Customer due diligence
When CDD is required

406. Following the amendments and additions to the eevisML/CFT Law promulgated by
Decree No. CLIX of 25 January 2012, financial ingibns are required, pursuant to Art. 28 of
the revised AML/CFT Law, to apply CDD measures:

a) when they establish a relationship;

b) when they carry out occasional transactions equal tin excess of €15,000, regardless of
whether it is conducted in a single transactiotfinovarious transactions connected one to
the other;

c) when they transfer funds for an amount equivalemttin excess of €1,000;

d) when there exists a suspicion of money launderinfinancing of terrorism, regardless of
any derogations, exemptions, or applicable threshol

e) when there are doubts about the veracity or adggofithe data previously obtained for
identification of the counterpart.

407. Prior to the amendments and additions to the re\A8dL/CFT Law promulgated by Decree
No. CLIX of 25 January 2012, there was no requimgnie Law or Regulation to undertake CDD
measures when carrying out occasional transacti@atsare wire transfers in the circumstances
covered by the Interpretative Note to SR VII.

408. Pursuant to the definition provided in Art. 1 828 tbe revised AML/CFT Law only
transactions executed within a period of seven dagse to be considered as “linked
transactions”. This is not in line with the Stardjarhich does not provide for such a limitation of
the time elapsed between transactions. Given kiattime period is published in the Law and
therefore publicly known, it would be possible foriminals to circumvent identification
requirements by taking into account the threshdl€ib,000 and the given time period when
requesting financial transactions.

Identification measures and verification sources

409. According to Art. 29 83 of the revised AML/CFT Lawhe obliged subjects are required to
“identify the counterpart, be it a natural or legarson, and they shall verify the identity based
upon, inter alia, documents, data, and information obtained fromralependent and reliable
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source.” The obliged subjects have to request fiimencounterpart those documents, data and
information necessary to fulfil the CDD requirenmgeruch information is required to include the
purpose of the relationship.

410. Examples of reliable and independent source doctgrar provided in Part 2 Section IV of
FIA Instruction No. 2. Accordingly the data furnished concerning theertj executd? and
beneficial owner shall be verified by examining fobowing documentation:

a) valid identity documents;

b) public deeds, certified private documéhtsjualified certificates used to produce a digital
signature;

c) declarations of the diplomatic mission of the H8Be;
d) records and lists of authorised subjects, artioféscorporation, statutes, balance sheets;

e) websites of public organisations and authoritiés) af foreign States, provided that the latter
have an equivalent regime. (Note: according toaittbs the term “ equivalent regime” refers
to an equivalent AML/CFT regime).

411. The attachment to the IOR “CDD Procedures” spegifiedetail the documentation standard
for each client category (see excerpt in the seatgarding effectiveness and efficiency below).
For example, for all natural persons (e.g. CardinBlshops, Nuncio, Secular Clergy/ Religious
Men, Nuns, Holy See employees, Ambassadors to the $te etc.) the verification of the client
identity has to be carried out through passposntitly card, diplomatic identity card or driving
licence.

412. With regard to legal persons (e.g. secular andicels congregations, canonical foundations,
Beatification Causes, Monasteries, Convents, Ahbelgs) the documentation standards set by
the IOR “CDD Procedures” vary slightly between thiferent customer categories. It typically
consists of the Statute (or Foundation-Boards), Swperior and Legal Representative
appointments decree and proof of any legal reciognin Italy’®. The natural person ultimately
controlling or owning the legal person have to Hentified on the basis of identity card,
diplomatic identity card, driving licence or pasgpdn the case of Apostolic Delegations and
Nunciatures or Vatican Congregations the verif@awf the client identity can also be carried out
by checking the Pontifical YearbooRrfnuario Pontificig™.

413. Additionally, according to the IOR procedures, ttadian Fiscal code has to be acquired for
both, natural and legal persons residing in Itdlyis is due to a requirement by the competent
Italian authority when executing transactions i tialian monetary area.

Identification of legal persons or other arrangertsen

%0 The FIA Instructions are considered to be othdorerable means as set out under SR.VII in Se&ién
below.

*1 According to the authorities this includes thehawised signatory on the account as well as theguewho
actually performs the financial operation.

%2 According to the authorities this term refers ézements certified by a public notary.

3 The legal recognition is considered as an altermair supplementary verification source. The cacain
recognition remains a mandatory verification sourtiee procedures have been recently modified irerotd
also take into account legal recognition in cowstiother than Italy.

¥ The Pontifical Yearbook is the official annualaditory of the Holy See. It lists all the popes #tedand all
officials of the Holy See's departments. It alseegi complete lists, with contact information, of tGardinals
and Catholic bishops throughout the world, the eéées, the departments of the Roman Curia, the Bed/s
diplomatic missions abroad, the embassies accretbt¢he Holy See, the headquarters of religiostitirtes,
certain academic institutions, and other simildoiimation. Regular updates are issued through@uyefar.
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414. Prior to the amendments and additions to the re\AddL/CFT Law promulgated by Decree
No. CLIX of 25 January 2012 there was no requiraniethaw or Regulation to verify that any
person purporting to act on behalf of the customa&s so authorised, and to identify and verify
the identity of that person. Neither was there gquirement in Law or Regulation to verify the
legal status of the legal person or legal arrangenas required by the Standard.

415. However, Art. 29ter of the revised AML/CFT Law requires obliged sulbjeto ascertain
whether those who intend to represent or to attemame and on behalf of the legal person are
duly authorised. Obliged subjects are requireddemtify them and verify their identity on the
basis,inter alia, of documents, data, and information obtained feowindependent and reliable
source.

416. In addition, Art. 29 83 of the revised AML/CFT Laskequires that the due diligence shall
include establishing the legal status, legal denation and registered office, as well as the
identity of those persons who perform the functiofdegal representatives, administrators or
directors.

Identification of Beneficial Owners

417. Prior to the amendments and additions to the re\A8dL/CFT Law promulgated by Decree
No. CLIX of 25 January 2012 there was (due to tledmg of the Law) no clear requirement to
take reasonable measures to verify the identith@fbeneficial owner using relevant information
or data obtained from a reliable source such ti@afihancial institution is satisfied that it knows
who the beneficial ownerTs

418. Pursuant to Art. 2%is of the revised AML/CFT Law the obliged subjecte aequired to
determine and identify the beneficial owner andfyeheir identity on the basisnter alia, of
documents, data, and information obtained fromiabie and independent source.

419. The beneficial owner is defined in Art. 1 815 oétrevised AML/CFT Law as the natural
person or persons on whose behalf a service ainséction is conducted or, in the case of a
corporation or legal person, the natural persopepsons who are the ultimate owners or exercise
ultimate control of such corporations or legal pess or who are its beneficiaries according to the
criteria set out in the Annex to the revised AMLICIBw (see further below for further details).

420. Given that the definition of “beneficial owner” ilicles persons on whose behalf a service is
conducted, the evaluators take the view that theirement for financial institutions according to
essential criterion 5.5.1, to determine whetheeesgn is acting on behalf of another person, is
met by Art. 29bis AML/CFT Law. This is complemented by FIA Instrumti No. 2, Part 2,
Section 11l setting out that “at the moment of ftentification, the client must state whether the
relationship is being entered into on behalf oftaapbparty.”

421. In the case of corporations or legal persons, teoto identify the beneficial owner, the
obliged subjects are also required to ascertairotheership and control of such corporations or
legal persons. Such a requirement was not setrauttp the amendments and additions to the
revised AML/CFT Law promulgated by Decree No. CLdX25 January 2012.

422. Furthermore, the revised AML/CFT Law requires obtigsubjects to identify and verify the
natural person or persons who are the ultimate mswvoeexercise ultimate control of such legal
person, or who are its beneficiaries accordindhedriteria set out in the Annex to the law. The
criteria are largely modelled on the EU 3rd AML é&xtive.

423. Pursuant to Art. 1 82 of the Annex to the revisddLACFT Law the beneficial owner of
corporations is defined as follows:

a) the natural person or persons who ultimately ownsoatrols a corporation through direct or
indirect possession or control of shares in thatjaitock, or of voting rights in such
corporation, through bearer shares;

%5 See former Art. 29 81 letter b of the AML/CFT Law.
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b) the natural person or persons who otherwise exemimtrol over the management of a
corporation.

424. Pursuant to Art. 1 83 of the Annex to the revis@ddLACFT Law the beneficial owner of other
legal persort§ that manage or distribute funds is defined ageit

a) if the beneficiaries have already been determittezl natural person or persons who are the
beneficiaries of the patrimony of the legal person;

b) if the beneficiaries have not yet been determinled,natural person or persons on whose
primary interest the legal person was created;

¢) the natural person or persons who exercise coma the patrimony of the legal person.

425. In the attachment to the IOR “CDD Procedures” R Ihas specified who the IOR considers
to be the beneficial owner with respect to theffedent categories of eligible customers (legal
persons) as follows:

Subiject typologies Beneficial owner
President, General Manager, Treasurer, Government
members if required by the Statute
Causes of Beatification Postulatore

Religious orders Supreme Moderator or Superior
who governs the institute, the province or the Ising
House to which the relation refers (e.g. priorhéat
guardian, mother superior) and its bursar.

Secular ordersGrand Master and bursar or Head| of
single House and its bursar to which the relation
refers.
The Superior who governs the institute, the prainc
Monasteries - convents and Abbeys | or the single House to which the relation referg.(e
prior, father guardian, mother superior) and itsshu
Bishops Conferencepresident, bursar, Econoniic
Bishops Conference, Dioceses and | Affairs Council.
representative offices Dioceses bishop; vicar general; episcopal vicars| if
any; bursar.

Parishes, churches and relevant offices  Parisbtprie
Seminaries, colleges, various entities Rector,dnltreasurer

426. This attachment to the IOR “CDD Procedures” indsatthat the identification of the
beneficial owner applied by the IOR is limited teetnatural person or persons who exercise
control over the patrimony of the legal person, boes not include the identification of
beneficiaries or persons in whose primary intertst legal person was created. IOR
representatives stress however, that the benédsiare, as a rule, mentioned in the statuteseof th
different entities mentioned above, which are ndiyngart of the CDD documentation.

Canonical Foundations

Male and female religious and seculafr
orders

Information on purpose and nature of business i@tethip

427. Pursuant to Art. 29 83 of the revised AML/CFT Ldhe obliged subjects also have to request
from the counterpart information regarding the g of the relationship.

428. In addition, pursuant to FIA Instruction No. 2, thbliged subjects are required to acquire
information about the motivations and goals of tlistomer for establishing a relationship or
accomplishing an operation; the relationship betwtee client and the executor, as well as

% The term legal person refers to any legal pensemardless of its nature and activity, includingrfdation and
trusts that do not fall within the definition of the FidbAuthority (Art. 1 83 AML/CFT Law).
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between the latter and the beneficial owner ofréiationship or the operation; the working and
economic activities performed; and finally the cusér’'s business relationships in general.

Ongoing due diligence on business relationship

429. Prior to the amendments and additions to the AMO/QRw promulgated by Decree No.
CLIX of 25 January 2012 there was no clear requar@nthat the “ongoing supervision” should
include scrutiny of transactions undertaken.

430. Pursuant to Art. 28 83 of the revised AML/CFT LahetCDD requirements continue
throughout the relationship, and include the maimgpof the transactions conducted during the
same relationship in order to verifinter alia, that the transactions are consistent with the
typology and risk level of the counterpart and toeinterpart’s activities. There is no express
requirement to verify that the transactions aresent with the institution’s knowledge of the
source of funds, if necessary.

431. Pursuant to Art. 33 86 of the revised AML/CFT Lathe obliged subjects are required to
adopt record-keeping mechanisms that ensure tleatuktomer data and information remains
updated and information gathered while observirgg dhstomer identification and verification
requirements, regarding particularly those categof counterparts and those typologies of
relationships, services and transactions that wevbigh level risks.

Risk — enhanced due diligence for higher risk ausis

432. Pursuant to Art.31 81 of the revised AML/CFT Lawiged subjects are required to reinforce
the customer due diligence requirements in thds@tgns which, by their own nature, involve a
greater risk of money laundering or financing efdesm, including:

» non-face to face relationships (see Recommendatimiow);
» correspondent current accounts (see Recommendatietow); and
» relationships established with politically expogetsons (see Recommendation 6 below).

433. The additional measures to be taken to compenseatthéd increased risk in the latter three
instances (non-face to face, correspondent cuagtunt and PEP) are expressly specified in the
revised AML/CFT Law (see Recommendations 6, 7,&beélow). In addition, there is the above-
mentioned general requirement of Art. 31 81 of idvsed AML/CFT Law to apply additional
measures to situations which involve a higher oskIL or TF. In this case however, the type of
additional measures that the obliged subjects ghtalkle has not been defined in the law or in
guidance. It is therefore left to the discretiontbé obliged subjects to decide what type of
additional measures they deem reasonable andisnffio mitigate the higher risk. Furthermore,
Part 4 Section | of FIA Instruction No. 2 defindsete further situations, where enhanced due
diligence has to be applied on a mandatory Padikese situations are described under essential
criterion 5.12.

Risk — application of simplified/reduced CDD measumvhen appropriate

434. Pursuant to Art. 30 81 of the revised AML/CFT Lédwe tobliged subjects are exempted from
observing the CDD requirements if the counterpaa tredit or financial institution located in a
State that observes requirements equivalent tethesout in the revised AML/CFT Law (such
equivalence implies that those institutions areo atsipervised for compliance with those
requirements). The States that observe equivalegtirements shall be identified by the
Secretariat of State through its own decision.

435. Prior to the amendments and additions to the AMOVQRw promulgated by Decree No.
CLIX of 25 January 2012 this task was assignedn® RIA. Accordingly, at the time of the

" FIA Instructions are considered to be other emfabte means. For a full analysis see Section 3dgrun
SR.VIL.
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MONEYVAL on-site visits the equivalent countries nedisted in FIA Instruction No.°& The

list corresponds to the list agreed by EU Commodddstanding between Member States on third
country equivalence under the Anti-Money Laundeiigective (Directive 2005/60/EC). In FIA
Instruction No. 3 it is mentioned that the list wéiewn up on the basis of the information
available at the international level, and of infation taken from assessment reports of national
systems for preventing and countering money laungend financing of terrorism, adopted by
the FATF, any FSRB, the IMF or the World Bank, asdlvas other updated information provided
by the States concerned. The Secretariat of Stet@dt issued a corresponding list so far.

436. In addition, the obliged subjects are exempted fadmerving the customer due diligence
requirements if the counterpart is a domestic RuBlithority”® (Art. 30 §3 of the revised
AML/CFT Law).

437. Furthermore, pursuant to Art. 30 86 of the revisddL/CFT Law, the obliged subjects are
exempted from observing the CDD requirements iatiah to:

a) life insurance policies where the annual premiunmasg in excess of €1,000 or a single
premium of no more than €2,500;

b) complementary pension schemes, provided that tlken® surrender clause and that they
cannot be used as collateral for a loan;

c) obligatory and complementary pensions and simdhemes that provide retirement benefits,
when the contributions are made through deductiam the wages and whose rules do not
permit the beneficiaries to transfer their own tighntil after the death of the title holder;

d) beneficial owners of pooled accounts managed bgidor notaries or professionals that
conduct similar activities in another State, preddhat they are subject to requirements
regarding the prevention and countering of ML afddeguivalent to those set forth in the
revised AML/CFT Law;

e) electronic money, if no more than €150 can memdrigehe device, if it is not rechargeable;
or, if it is rechargeable, if no more than €2,5@0 be deducted in a legal year, unless €1,000
or more is reimbursed to the account holder irstrae legal year.

438. The above-mentioned instances are taken from Arafxhe Directive. Art. 3 of Commission
Directive 2006/70/E& provides criteria which the above-mentioned cusiemand products
must meet so that they can be considered as custameroducts representing a low risk of
money laundering or terrorist financing. This cqutchas not been adopted in the AML/CFT
Law. The AML/CFT Law allows for simplified due dyjence irrespective of whether those
criteria are met or not.

8 At the time of the first MONEYVAL on-site visit thlist included the following states and territsrie
Member states of the European Community and theopg&an economic area (Iceland, Liechtenstein and
Norway), Australia, Brazil, Canada, Japan, Hong ¢tdndia, Republic of Korea, Mexico, Russian Fetlera
Singapore, United States of America, Republic aitBdAfrica, Switzerland, Mayotte, New Caledoniaeeh
Polynesia, Saint-Pierre and Miguelon, Wallis antuRa, Aruba, Curacao, Sint Maarten, Bonaire, Sust&tius
and Saba.

% A Public Authority is defined as an organism otitgnthat, on the basis of the domestic legal syste
performs, directly or indirectly, an institutionattivity inherent to the sovereign authority (Art§2 AML/CFT
Law). According to the authorities this would ind&uin particular the Vatican Congregations, Apastol
Delegations and Nunciatures, the Apostolic Came&BSA and Prefecture of the Economic Affairs,
Governorate of the VCS, but does not include Bish@wnferences, Dioceses, Parishes, Churches onicah
foundations. Notwithstanding the legal provisionfof. 3 81 of the Annex of the revised AML/CFT Lahe
IOR maintains that CDD is also conducted on alllijgiduithorities.

0 Commission Directive 2006/70/EC of 1 August 20@§ing down implementing measures for Directive
2005/60/EC of the European Parliament and of thanCib as regards the definition of politically exqeal
person and the technical criteria for simplifiegtoumer due diligence procedures and for exemptiogrounds
of a financial activity conducted on an occasiarabery limited basis.
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439. Departing from the concept of the Directive, the IWRFT Law implemented Art. 3 of the
Commission Directive in order to provide for adaital instances of simplified due diligence to
those mentioned in Art. 11 of the Directive. Thé\ FFhay authorise the obliged subjects not to
apply CDD requirements regarding particular catiegorof counterparts and typologies of
relationships, services and transactions of low efsmoney laundering or financing of terrorism
(Art. 30 87 of the revised AML/CFT Law). Such autisation has to be granted pursuant to
criteria set out to in the Annex to the revised ARIET Law, which are largely taken from Art. 3
of the European Commission Directive 2006/70/EC.

440. Based on Art. 3 81 of the Annex to the revised AMIET Law, the FIA may authorise
obliged subjects not to apply CDD requirements wépect to:

a) public institutions and corporations as well ascamsionaries of public activities that fulfil
specific requirements (in particular: where idgni#t publicly verifiable and certain; where
activity and accounting procedures are transpavemgre they are subject to the monitoring
and control of a Public Authority established by tomestic law?;

b) corporations or legal persons that conduct findram#vities outside the scope of Art. 2 81
AML/CFT Law but which have been subjected to thawland which fulfil the
abovementioned criteria required for public ingigns. (This provision has no scope of
application given that no such corporations or llggersons have been subjected to the
AML/CFT Law);

c) companies listed on a regulated stock exch&nge

d) transactions and related products that fulfil siigcequirements (in particular: a transaction
or product which has a written contractual basisere the transaction is conducted through
an account of the counterpart at a credit or fif@nstitution based in a State that imposes
equivalent CDD requirements; where the transaatioproduct is not anonymous and its
nature permits fulfilling the CDD requirements; wiehe product has a pre-set maximum
value etc.).

441. While assessing whether the above-mentioned inssapiesent a low risk of ML or FT, the
FIA is required to consider carefully whether tloeiaterpart, transaction or product is particularly
susceptible, due to its nature, to be used for MED. They shall not be presumed to present a
low risk of money laundering or of financing of i@tism if there is no data or information that
furnishes sufficient certainty of the low risk. TREA has not authorised any exemptions to apply
CDD based on Art. 3 81 of the Annex to the reviadtl /CFT Law.

442. The list of exemptions mentioned under Art. 30 §6he revised AML/CFT Law has been
taken directly from the Third EC Money Launderingdative. The HS/VCS authorities have not
undertaken any formal risk analysis to determinetiver for these exemptions the circumstances
are appropriate to the local environment and pantiés.

443. Furthermore, rather than providing for simplifiededdiligence measures, Art. 30 of Act.
CXXVII creates blanket exemptions from the CDD rieginents. These customers and products
are exempt from the CDD provisions that addresskéyeCDD components of identifying and
verifying the customer’s identity, identifying theeneficial owner and verifying its identity,
determining the purpose and intended nature obtiseness relationship, and conducting ongoing
monitoring of the relationship. Therefore, these mot reduced or simplified CDD measures as
suggested by the essential criteria, but an exemftom any CDD except in those situations

1 According to HS/VCS authorities this would incluiteer alia, the Vatican Press, the Vatican Publishing
House, the Vatican Radio, the Vatican Televisiomt@e These institutes, according to their own t&tipns,
come within the competence of the Secretariat afeStr of other agencies of the Roman Curia (s¢el@d
Pastor Bonus).

2 There is no express requirement that the listethpamy has to be subject to regulatory disclosure
requirements.
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when ML or FT are suspected, or when there arensa® believe that the previous verification
is unreliable or insufficient to provide the neaagsinformation. (Art. 30 85 of the revised
AML/CFT Law).

444. For both, credit/financial institutions and puldicthorities the obliged subjects are required to
gather enough information to determine that thentempart falls within one of these categories
(Art. 30 84 of the revised AML/CFT Law). Howevehete is no further clarification on what
“enough data” means and the provision’s scope sdenied to the process of determining
whether the customer qualifies for the exemptiamtiermore, there is no requirement to gather
sufficient information for the exemptions accordiogArt. 30 86 and 7 of the revised AML/CFT
Law.

445. Further exemptions from CDD obligations are prodidey Art. 31 83 of the revised
AML/CFT Law. Accordingly, the CDD requirements shia¢ deemed to be fulfilled, even in the
case of non-face to face transactions, in theidflg cases:

a) when the due identification has been previously enadgarding an already existing
relationship, insofar as the information is updated

b) for the transactions made at electronic pointsatd sr ATM machines, through the post, or
through subjects that transfer funds through bapkards. Such transactions shall be ascribed
to the person behind the relevant relationship;

c) when the counterpart’s identifying data and otheweassary information are found in a public
document, in an authenticated private deed, onynogher legal instruments that provide legal
certainty;

d) when the counterpart’s identifying data and othecessary information are found in a
declaration of a Pontifical Representation of tludytEee.

446. The rationale of Art. 31 83 of the revised AML/CE&w remains unclear and the wording
appears to be unfortunate. It is in line with than8lard to use public documents, authenticated
private deeds, legal instruments that provide legatainty or the declaration of a Pontifical
Representation of the Holy See to identify and fyethe customer and beneficial owner.
However, the simple fact that such informationvaitable should not lead to the conclusion that
the CDD obligations may be deemed to be fulfilled.

447. According to Art. 28 83 of the revised AML/CFT Lathe duties related to the CDD
requirements @li obblighi di adeguata verificd include the monitoring of the transactions
conducted during the same relationship. Due to 3it.83 revised AML/CFT Law, obliged
subjects would be exempted from the obligationrafadng monitoring for the situations outlined
in the paragraph above, even in the case of nanttatace transactions.

Risk — simplification/ reduction of CDD measurelgtiag to overseas residents

448. Where obliged subjects are permitted to apply sfiedlCDD measures to customers resident
in another country (see c¢.5.9), this is not alwhysted to countries that impose equivalent
requirements to those of the HS/VCS. As descrilieve, FIA may authorise obliged subjects
not to apply CDD requirements with respect to tismompanies, irrespective of whether the
company is located in a country that the HS/VCsaissfied to be in compliance with and to have
effectively implemented the FATF Recommendations.

Risk — simplified/reduced CDD measures not to apphen suspicions of ML/FT or other risk
scenarios exist

449. Pursuant to Art. 30 85 of the revised AML/CFT Ldwe simplified CDD requirements are not
to be used when money laundering or the financirigroorism are suspected, or when there are
reasons to believe that the previous verificatisnunreliable or insufficient to provide the
necessary information. However, this provisionsfahort of meeting criterion 5.11, whereupon
simplified CDD measures shall not be acceptableneter higher risk scenarios apply.
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Risk Based application of CDD to be consistent gitldelines

450. The FIA issued Instruction No. 2 (see Annex XVIih) matters of assessment of risk factors
and CDD on 14th of November 2011 (shortly before fiist MONEYVAL on-site visit).
Pursuant to Part | Section | of Instruction NooBliged subjects may modify the intensity and
extent of CDD duties according to the degree df aE ML and FT. The Instruction lists risk
factors that have to be taken into account for thizdification. Examples provided in the
Instruction are the types of activity performedemive volumes; nature and characteristics of
the client; activity performed; client behaviourgagraphic risk; amount and frequency of
operations and duration of business relationshjggoaphic destination or origin of assets; and
cash transactions without apparent reasons tdyjulsgm.

451. According to FIA Instruction No. 2 the obliged setiis have to define a risk profile to be
attributed to each client entity on the basis &rimation collected and analysis carried out, using
both the above-mentioned criteria and any otheerisi deemed appropriate (Part | Section II).
Subsequently each client has to be attributedkactéss defined in advance by the subjects. The
Instruction also mentions occasions where the assa# of this attribution shall be repeated at a
minimum.

452. Pursuant to the Instruction No. 2 each risk classth be attributed with a coherent level of
depth and extent of performance of the duties dan in the AML/CFT regulations (customer
due diligence and assessment of suspect operati®hByed subjects are required to define the
modes and frequency of assessment in order toikémmation and data updated on the basis of
the risk profile.

453. In addition to the mandatory instances for enharthesl diligence laid out in Art. 31 of the
revised AML/CFT Law, Part 4 Section | of FIA Insttion No. 2 also requires that obliged
subjects apply enhanced due diligence in the foligwituations:

a) repeated transactions of deposit of cash or vadsabl

b) when an assessment process has been started iofvieporting a suspect operation to the
FIA; and

¢) in relation to products, operations and technol®dgieat could increase the risk of money
laundering or financing of terrorism.

Instruction No. 2 does not provide examples fohguoducts, operations or technologies.

454. While FIA Instruction No. 2 mainly repeats the ghliions already set out in the Law and
does not provide examples of a risk-based appdicatif those obligations for different risk
categories, no consistency gaps could be identifegdieen the risk-based approach permissible
according to the AML/CFT Law and the FIA Instructiblo. 2.

Timing of verification of identity — general rule

455. Pursuant to Art. 29, 81 of the revised AML/CFT Latwe obliged subjects are required to
fulfil the CDD requirements before entering intoedationship, providing a service or conducting
a transaction.

Timing of verification of identity — treatment ofceptional circumstances

456. While the AML/CFT Law does not provide for exceptioto the above-mentioned obligation
to perform CDD measures before entering into dicglghip, providing a service or conducting a
transaction, Part 2 Section IV of FIA Instructiorn.N2 creates exemptions to the general rule
provided by the Law.

457. According to the essential criteria for financiastitutions, the verification of the identity of
the customer and beneficial owner may be complefést the establishment of the business
relationship only, provided that all of the follavg criteria are met cumulatively:

(a) The verification occurs as soon as reasonably ipedate;
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(b) The postponement is essential not to interruphtrenal conduct of business; and

(c) The money laundering risks are effectively manadeatiuding the adoption of risk
management procedures).

458. In contrast with the essential criteria, the FIAthuction No. 2 does not require that all the
above-mentioned conditions are met cumulativelyablotvs for completing CDD measures after
establishing a relationship simply when either ¢tmal (b) or (c) is met. This is considered as a
deficiency in the technical compliance with theeszdgl criterion 5.14.

459. HS/VCS authorities stress that pursuant to Artf the Decree No. CLIX the adoption of this
Decree is without prejudice to the provisions covgd in the regulations and instructions adopted
by FIA before 25 January 2012, in so far as they @ympatible with it. According to the
authorities, the abovementioned provisions of Fh&tduction No. 2 are incompatible with the
revised AML/CFT Law and are therefore - based @ dbovementioned principle contained in
Art. 2 of the Decree N. CLIX - not applicable.

460. However, given that the provisions contained in dgulations and instructions that are not
considered to be compatible with the Decree NoXCarde nowhere expressly identified as such,
this is considered at least as an impediment toptioper application of the regulations and
instructions.

Failure to satisfactorily complete CDD before conmtieg the business relationship and after
commencing the business relationship

461. Prior to the amendments and additions to the AMOVQRw promulgated by Decree No.
CLIX the obligation to examine the need to repont &R was limited to situations where a
business relationship was already established idubat cover situations where no relationship
was established following failure to satisfactodtymplete CDD.

462. Pursuant to Art. 29 84 of the revised AML/CFT Latvis forbidden to enter into the
relationship, provide the service, or conduct thengaction in question, whenever it is not
possible to fulfil the CDD requirements. Whenevke trelationship is already ongoing, the
obliged subjects must terminate the said relatigmsh all of these cases, the obliged subjects are
required to consider reporting the suspicious aetisn to the FIA.

Existing customers

463. Prior to the amendments and additions to the AMOVQRw promulgated by Decree No.
CLIX of 25 January 2012 there was no clear requénemin Law or Regulation or other
enforceable mean to apply CDD requirements to iegistustomers on the basis of materiality
and risk and to CDD on such existing relationshifpappropriate times.

464. Under the revised AML/CFT Law, obliged subjects afearly required to fulfil CDD
requirements as well for those relationships aly@acexistence when the law entered into force
(Art. 28 83 of the revised AML/CFT Law).

465. The IOR representatives met by the evaluators tegpathat a process of client database
review and update was commenced in November 20¢ah® close of 2011, the Institute had
updated its client database module (Sintacs) \eithbe&ct to approximately 50% of natural persons
and 11% of legal persons. The IOR representatieecanfident that they will conclude this task
by the close of 2012. Legal entities should beyfuppdated by December 2012, as well.

466. The evaluators were also informed that, as of 3@eNter 2011, there were 4,494 dormant
accounts (which correspond roughly to 18% of alloamts held) representing assets of €30.8
million. The term “dormant accounts” refers to amets whose balances have been inactive for
more than five years and whose respective accandefs could not be contacted. According to
the statistics provided to the evaluation team doemant accounts are mainly related to
Congregations, Secular Clergy and Religious Menmigaries/Colleges, Bishops and
Foundations without Canonical Recognition.
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467. According to the IOR Procedure “Customers accoustidus change” of October 2002, no
assets can be deposited in or withdrawn from tlaeseunts before having received a written
request from the account's owner and the propehaaisiation of the General Manager. In
addition, full customer due diligence must haverbapplied previously in accordance with the
revised AML/CFT Law. According to the representafvmet, the IT system provides for
automatic constraints regarding the withdrawals@epubsits on dormant accounts.

468. As laid out under essential criterion 5.1 abovés irohibited to keep anonymous or ciphered
deposits or passbooks, or open accounts withifiost or fantasy names. In addition, IOR
representatives emphasised that the IBIS core bgrddlution used by the IOR since 1996 does
not technically allow the use of anonymous or cipbleaccounts. IOR and APSA representatives
stated that they have no evidence of the use ofiyanous, accounts in fictitious names or
numbered accounts in the period prior to the cormitmforce of the AML/CFT Law.

Effectiveness and efficiency

469. As outlined in the overview of the financial sectoere are two entities, namely the IOR and
APSA, which are of relevance under this part of tieiport. Considering the different scale and
nature of their financial activities (for furtheretdils please refer to the description in the
overview of the financial sector above) the evatiateam focused its effectiveness assessment

primarily on the IOR. A few remarks with respect ASA can be found at the end of this
section.

470. The IOR representatives met by the evaluation tdamonstrated a high level of awareness
and a good understanding of the obligations urtte™NML/CFT requirements. Furthermore, the
internal procedures drafted by the IOR, with theistance of a major international accountancy
firm, specify in great detail the roles and resjifises of IOR employees. Under
Recommendation 5 the “IOR-CDD Procedures” are ofiqdar relevance. These procedures

were adopted shortly before the coming into fort¢he original AML/CFT Law on April 1,
2011.

471. The IOR-CDD procedures go, to some extent, beybadequirements set out by the Law in
force prior to the amendments and additions proatefd) by Decree No. CLIX. The procedures
partly contain requirements which were missing oclear in the original version of the
AML/CFT Law. This mitigates to some extent the rtegaimpact on effectiveness due to the fact
that a significant number of elements in the Idgainework were introduced only after the first
MONEYVAL on-site visit (see comments on very recenplementation below).

472. Parts of the IOR-CDD procedures are portrayed éndnscription and analysis section above.
As mentioned previously, they contain clearly defirdocumentation standards with respect to
each client category, which are considered to lagvesitive impact on effective implementation.

473. As an example, the documentary standards requoedDD taken from the IOR “CDD
Procedures” are set out below.

Documentation — Standard Legal Person Customer DuBiligence
Subject Documentation to be Documentation to be Authorised Documentation Preventive
typologies acquired in order to verify | acquired in order to subjects to be acquired in | approvals
that the client is compliant | verify client identity order to verify
for establishing a client authorised
relationship with the subjects
Institute
Canonical - Canonical - Statute - Subjects - ID card, - Preventive
Foundations acknowledgement - Statutory Bodies and foreseen by diplomatic ID General
- Client relationship Legal Representatives Statute card, driving Manage-
establishment requested ly appointment decree licence or ment
Statutory Bodies - Any legal recognition in passport approval
Italy - Delegation
- ID card, diplomatic ID conferment by
card, driving licence or Statutory Bodies
passport
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Vatican - Control in Pontifical - Control in Pontifical - Subjects - ID card,
Congregations | - Yearbook Yearbook foreseen by diplomatic ID
- Client relationship - Client relationship Statute card, driving
establishment requested hy establishment requested licence or
Bodies foreseen by Bodies foreseen passport
- ID card, diplomatic ID - delegation
card, driving licence or conferment
passport
Bishops’ - Establishment decree or | - Statute - Bishops’ - ID card,
Conferences, control in Pontifical - ID card, diplomatic ID Conferences diplomatic ID
Dioceses and | - Yearbook card, driving licence or | - President card, driving
Representative| - Canonical passport - Dioceses’ licence or
Departments acknowledgement Ordinary passport
- Client relationship - Institution - Delegation
establishment requested hy Legal conferment by
President /Ordinary/Legal Representative| Statutory Bodies
Representative

474. The evaluators received a demonstration of the uadcopening procedures, which overall
appeared to be effectively implemented. The doctsnaequired in the CDD process are scanned
into the electronic customer database (Sintacsg dustomer data is gathered by means of
account opening forms, which are predefined in@f CDD procedures. The completed form is
entered into another IT system (IBJSvhich automatically produces a form with the diaijaut
that is verified and signed by the client. Uporis$attory receipt of all client data the account is
deemed open but the funds are blocked until alddemuments are verified and authorised by the
Deputy General Director and the General Director.

475. The evaluators reviewed two customer files chosehmesented by the IOR Administrative
Secretariat (Registry Function). They containedtal identification and verification documents
with respect to the customer, the beneficial ovaret authorised subjectdglegatf) as required
by law and by the above-mentioned IOR documentatiandard.

476. As mentioned in the description and analysis sectibe IOR launched a process of client
database review and update in November 2010. TRed@monstrated clear commitment and
dedication to complete this process by the end0df2 Six persons are involved in this project
and are actively approaching clients to receiveatga information. By the close of 2011, the
Institute had updated its client database modulg@g&s) with respect to approximately 50% of
natural persons and 11% of legal persons. The Ibwprality of the documentation held with
respect to those customers could not be established

477. The evaluation team has also been informed thaf 8 November 2011 there were 4,494
dormant accounts representing assets of €30.8millhe accounts of which have been inactive
for more than five years and whose respective attcbalders could not be contacted so far.
However, the procedures in place (see under eakeriteria 5.17 above for details) appear to be
effective to prevent withdrawals or deposits bef@BD procedures in accordance with the
AML/CFT Law have been applied.

478. A significant concern to the evaluators is the dakegorisation currently applied by the IOR,
which appears to be inadequate. The risk categiamsapplied by the IOR is purely based on the
client category to which the customer belongs. different types of client category accepted by
the IOR have been classified into five differergkricategories. Diplomatic Staff and Legal
persons without canonical recognition are constleveresent the highest risk.

Risk : % total
Client category o
category position
0 Vatican Congregations, Apostolic Delegations anddtures, Holy 10.1%
See Departments and Assimilated
Canonical Foundations, Beatification Causes, Se@mtl Religious
1 Congregations (Male and Female), Monasteries, Guawand Abbeys,| 80.1%
Bishops’ Conferences, Dioceses and Repres. Degtishs, Churcheg
and Pertinent Departments, Seminaries, CollegasoMaEntities,

102



Cardinals, Bishops, Secular Clergy and ReligiousiMduns
Embassy to the Holy See 0.1%
Holy See Employees and Assimilated, Holy See Retimployees and  4.2%

3 Assimilated, IOR Employees, IOR Retired Employees

4 Lay Master of Ceremonies of the Holy See, Formdrcda Employee 3.4%
and Former Diplomatic Staff to the Holy See

5 Diplomatic Staff Accredited to The Holy See, Legatsons without 2.1%

canonical recognitiof?

479. The current approach does not take into accoungrgpbic risk, product/service risk, type
and frequency of transactions, activity carried, aperative volumes, behaviour of the client, or
others. This is a particular concern having in mthd large volumes of cash transactions
(although, the evaluators fully appreciate thahdasnsactions are an important contributor to the
funding of the global mission of the Church) andenransfers operated on behalf of several IOR
customers. For example, the client categories géingrthe highest volumes of cash transactions
are currently assigned the lowest risk levels;daswoted that these were mainly Roman Curia and
Governorate entities. The global spread of thest@uers’ activities presents another risk factor,
which is hardly reflected in the risk categorisatitn addition, the gaps identified under SR. VIII
with respect to information available for NPOs jersrisks that are not appropriately mitigated
by the IOR risk categorisation.

480. The evaluation team has noted positively that @R has endeavoured to supplement its risk
categorisation with the above-mentioned risk factddoreover, to formalise these procedures,
the IOR is designing an algorithm to identify arssign a risk value for each client and will then
continuously monitor them. This algorithm will besad in all data systems of the IOR to
automatically manage risk assignments for evegnéfi

481. As a result of the inadequate risk categorisatidmaaced due diligence measures appear to be
applied to a very limited number of customers. Remnore, additional measures which are
currently applied, when it comes to the scrutinytrainsactions and the origin of funds, seem
limited.

482. The requirement to apply enhanced due diligencedpeated transactions of deposit of cash
or valuables as set out in FIA Instruction No. pesgr's to be essential given the relevance of such
transactions within the IOR. However, this requiestnis not yet implemented.

483. Furthermore, the exemption from any CDD (includioggoing monitoring) rather than
reduced or simplified CDD measures as suggestatidgssential criteria, raises concerns with
respect to effective implementation. Particulartythe light of the CDD exemption regarding
public authorities, which account for an importatiare of IOR customers, this shortcoming
appears to be significant.

484. 10R representatives stress that, in the case ofradgpersons, an IOR account can only be
opened and held in the name of the beneficial ovafighe accoufit. Accordingly, the IOR

&3 Legal persons recognised under civil law but withcanonical recognition. According to the IOR | mizir
AML/CFT Policy legal persons without canonical rgodion may not be accepted as customers. I0OR
representatives stress that as of 2007 the IORhblagstablished relations with such a categoryhSegal
persons are regarded as “legacy customers". Acuptdithe Overview “Clients by Industry Code distrtion”
there are 995 clients falling under this categayBNovember 30, 2011; 51 of these accounts aaéfigd as
dormant accounts.

% The HS/VCS authorities informed the evaluators, tha 27 April 2012, pursuant to Art. 28s of Decree no.
CLIX, the IOR approved a new procedure for AML rigkofile attribution. The current procedure taketi
account, geographic risk, kind of transaction aymeb tof the client. The algorithm is expressed th updated
“Procedure for AML risk profile attribution”.

% |OR representatives state that joint tenancy autsoare not permitted. Hence in a case an empldigse his
reversionary pension is paid on a new accountdmtme of the widower/widow.
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“CDD Procedures” (p. 54) maintain: “In case thesitiis a natural person, the beneficial owner
corresponds to the client, therefore it is not seagy to autonomously identify said subject.” This
per seassumption does not appear not to be in line thithStandard. In general, it can probably
be assumed, that the client is the beneficial owofethe assets deposited with his account.
However, there may be exceptions to this rule, wiwdl not be identified as such if the obliged
subject relies on the automatic assumption destabevé®.

485. The IOR CDD procedures set out that the Institidesdnot apply CDD to national public
entities, which includes institutions listed in th&nnuario Pontificid under section “Roman
Curia”, “Pontifical Representations” and “Institois connected to the Holy See”.

486. The proper identification and verification of pemsgurporting to act on behalf of a customer
is essential to prevent the illegitimate use oftauer relationships. In the light of this, it raase
significant concerns that according to the IOR Cpidcedures, no CDD has to be applied to
“unempowered presenters” (persons who, with referen a specific transaction, express only
the intentions of the subject to whom the clietatrenship refers and do not exercise any will or
take part in the execution process); the IOR remadives state that normally, it is verified by
telephone or mail whether the unempowered presexienesses the intention of the subject to
whom the client relationship refers. However, tlgs not explicitly required by the IOR
procedures and the identity of the unempoweredeptes should nevertheless be identified and
verified, as required by the AML/CFT Law and theTHAstandard.

487. The evaluators have taken note of this strengtigeofrthe legal CDD framework. From an
effectiveness point of view it has to be noted timise requirements have been introduced or
clarified very recently. However, the evaluatorssdhdaken into account, that some of those
requirements had at least been set out in thenimiterocedures adopted by the IOR shortly before
the original AML/CFT Law came into force on Apri] 2011.

488. Effective implementation may also be challengedegivthat the FIA Regulations and
Instructions are not yet aligned with the AML/CFawL although Art. 2 of Decree CLIX does
clearly state that its adoption is without prejdto the FIA's Regulations and Instructions. The
HS authorities and obliged subjects reported tha tare in the process of examining and
determining the extent to which the FIA instrucg@and regulations are applicable.

489. A major concern relates to the fact that no on-sigpections have been carried out by the
supervisory authority. In particular, there has erebeen a sample testing of the CDD files
maintained by the IOR or an assessment of theisgrat transactions and the origin of funds
carried out by the IOR. Therefore, it is not poksilo establish the effectiveness of the
implementation of the IOR CDD procedures. Furtheemthe supervisory authority appeared to
have a limited insight into the important IOR pi@jeof updating and reviewing existing
customers.

490. At the time of the first MONEYVAL on-site visit ARShad no internal procedures in place
with respect to the application of CDD requiremeAt$er the second MONEYVAL on-site visit
the evaluation team was informed that, as of JgnR&r 2012inter alia, a procedure for the
prevention and countering of the laundering of pemts resulting from Criminal activities and
financing of terrorism has been adopted. Given dtiferent scope of financial activities the
procedures are not as detailed as the respectoeegures of the IOR. In essence, the APSA
internal procedures mainly reiterate the obligatieat out by the AML/CFT Law and provide for
an assignment of the individual responsibilitieshii APSA. The procedures also foresee the

 The HS/VCS authorities informed that on 26 May 20the IOR adopted a new form for the opening of
business relationships where it is mandatory thatctient “declares, under his personal resportigip{that) all

the money moved into the account belongs to hingsalf(that) there are not any other beneficial gaihe

7 The HS/VCS authorities informed the evaluatorst,tlem 21 May 2012, the IOR adopted a directive
eliminating the “unpowered presenter”. Consequerklg only persons now authorised to perform tretitsas
are: the owner, the delegate, and the person egexhaall of whom are subject to CDD.
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establishment of an AML Office under the ExtraoatiynSection and a newly appointed Head of
AML is taskedinter alia with monitoring the functionality of proceduresiustures and systems,
and providing support and advice on managerialsitatimaking. It must be stressed that the
APSA representatives demonstrated a good undemstpnof their obligations under the
AML/CFT Law. However, the formalisation of CDD prxures appears to be at a rather early
stage.

Recommendation 6

Risk management systems, senior management appreqalrement to determine source of wealth
and funds and on-going monitoring

491. Prior to the amendments and additions to the alghML/CFT Law promulgated by Decree
No. CLIX the above-mentioned measures had to béeappnly to politically exposed persons
residing in a foreign State, while the essentidkia refers to persons entrusted with prominent
public functions in a foreign country irrespectivkethe residence. Furthermore, the procedure to
determine a politically exposed person had to baiegh “in risky situations” only, while the
Essential criteria do not provide for a risk baspgroach. Finally, there was no requirement to
obtain senior management approval, where a custbaemheen accepted and the customer or
beneficial owner is subsequently found to be, tssequently becomes a PEP.

492. “Politically exposed persons” are defined in Att.818 of the revised AML/CFT Law as
persons who are or who have been entrusted wittmipemt public functions, as well as their
immediate family members and those with whom thayliply maintain a close association.

493. Persons entrusted with prominent public functiorsaecording to Art. 2 of the Annex to the
revised AML/CFT Law:

a) the Heads of State, Heads of Government, Miniskice-ministers, Under-Secretaries, and
persons who exercise similar functions;

b) the Members of Parliament;

c) the members of the Supreme Courts, the ConstitltiGourts and other high ranking judicial
organs, whose decisions are generally not subpedtrther appeal, and the persons who
exercise similar functions;

d) the members of State Auditors’ Courts and of tharBmf Directors of the Central Banks, and
the persons who exercise similar functions;

e) the Ambassadors, Chargés d’affaires, and the Higking Officers of the Armed Forces, and
the persons who exercise similar functions;

f) the members of the Boards of Directors, managemestipervisory organs of State-owned
enterprises, and the persons who exercise simitetibns.

494. Middle ranking or more junior individuals do nollfavithin any of the foregoing categories.
The categories referred to in subparagraphs aj)andude, if applicable, the functions exercised
at the international and European levels.

495. The term “family members” comprises the spouse offspring and their spouses, those who
during the last five years cohabited with the jicdity exposed person, as well as the parents.

496. The term “persons with whom they publicly maintalose relationships” is specified as any
natural person who publicly shares with a politicalixposed person the role of beneficial owner
of legal persons or who has with him/her any ottlese business relationship. In addition, it
comprises any natural person who is the sole baakbwner of a legal person publicly created
for the benefit of a politically exposed person.

497. A person no longer holding prominent public offiées a period of at least one year is not to
be considered as a PEP. However, it is clearledtat the same provision that this is without
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prejudice to the general obligation to apply enleandue diligence on the basis of the assessment
of the existing risk (Art. 2 84 of the Annex of trevised AML/CFT Law).

498. The FATF plenary has considered the one-year limihe context of an EU member state's
mutual evaluation report, and has concluded theh suthreshold is not a material deficiency
when there is a general obligation to apply enhémiees diligence to customers (including PEPS)
who still present a higher risk of ML or TF regash of any timeframe. Such an obligation is
provided in Art. 31 (1) of the revised AML/CFT Law.

499. Regarding the relationships established with palily exposed persons, as well as the
services and transactions conducted in their namdeoa their behalf, the obliged subjects are
required pursuant to Art. 31 85 of the revised AMET Law to:

a) put in place appropriate procedures to determinethdr the counterpart is a politically
exposed person;

b) before establishing a relationship, providing aviser, or conducting a transaction, obtain the
approval of the responsible superior or directorfrom his delegate. If the counterpart
subsequently acquires the status of a politicakiyosed person, such an approval shall be
required in order to maintain the relationship;

c) adopt every reasonable measure to establish tmeesofithe currency, funds and other assets
used;

d) conduct enhanced and ongoing monitoting

500. The above-mentioned obligation to put in place appate procedures to determine whether
the counterpart is a politically exposed persorsdwot extend to the case of the beneficial owner.
Furthermore, the FATF standard does not providettier possibility of delegating the senior
management approval for establishing businessigs$dtips with a PEP. While the HS/VCS
authorities take the view that the requirementstalaish the source of funds implies establishing
the source of wealth (as required by criterion ,&l8% requirement should be expressly stipulated.

Additional elements

Domestic PEP-s — Requirements

501. Prior to the amendments and additions to the alghML/CFT Law promulgated by Decree
N. CLIX the obligations regarding PEPs had to baliag only to PEPs residing in a foreign state.
Given that most persons holding prominent functidomestically do reside in VCS, the clear
majority of persons holding prominent functions datically was not covered by the former
provision. This former limitation has been elimeatby Decree N. CLIX which does not
distinguish between persons who hold prominent tfans domestically and those holding
prominent functions in another country.

Ratification of the Merida Convention
502. The HS has not yet signed the 2003 United Natiams/€ntion against Corruption.

Effectiveness and efficiency

503. In 2004, the IOR entered into licence agreementd wan internationally renowned PEP
database provider. As part of its initial custondele diligence the IOR checks all potential
customers against this database. In addition, libet dlatabase is scanned against the database on
a daily basis. The IOR was able to demonstratentememples where the system has identified
persons who became a PEP after the customer redhipphas been established. Transactions are
also scanned against the PEP database. Apart fise {T assisted procedures, the customer has
to indicate in the form applied for the accountrapg procedure whether he qualifies as a PEP.

% HS/VCS authorities have clarified that delegatithe responsible superior of both the IOR and ARSA
part of the senior management.
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504. The requirement to determine whether the counterpaa PEP as set out in the IOR CDD
procedures goes beyond the requirement of the AML/Caw, as it is extended to authorised
persons (but not to the beneficial owner). Howevbe procedures are based on the PEP
definition contained in the AML/CFT Law prior togramendments promulgated by Decree No.
CLIX, which is limited to customers residing in @éign country and therefore not fully in line
with the standard. Persons who perform instituti@activities abroad (e.g. Apostolic Nuncios) are
not considered by the IOR to be resident in a fpr&ountry. Accordingly, based on the former
PEP definition only very few customers have beenfified as PEPs.

505. As outlined in the description and analysis sectitve PEP requirements now have to be
applied to all PEPs, irrespective of their resigenthis extended requirement has not been
implemented yet.

506. The approval for establishing or continuing a tieleship with a counterpart identified as a
PEP has to be requested form the General Manageimetihe case of the IOR. The
Administrative Secretariat (Registry Function) égjuired to obtain information on the source of
funds (e.g. earned income, inheritance) of a PER@iollect support documentation. In the case
of ecclesiastic customers the IOR considers assatément regarding the funds to be sufficient.
With respect to laymen a self-statement and s@tabipport documentation (e.g. income tax
return or other documentations indicating earnednme, copy of last will, embassy’s letter, etc.)
has to be requested.

507. APSA's internal procedures do not contain provisianith respect to the application of PEP
requirements. Effective implementation (in partaulin the light of the extended PEP
requirement) could not therefore be fully estatdish

Recommendation 7

Requirement to obtain information on respondentituntsons & Assessment of AML/CFT controls in
Respondent institutions

508. In the case of correspondent current accounts ddigio banks or credit or financial
institutions, the obliged subjects are, pursuanirb 31 84 a) of the revised AML/CFT Law,
required to gather sufficient information regarditg correspondent institution to understand
fully the nature of its activities and to determinérom publicly available registries, lists, redsr
and documents — its reputation and the qualithefsupervision to which it is subject.

509. In addition, they are required to assess the sasmdof the legal system, requirements and
controls in force in the foreign State regarding finevention and countering of ML and FT (Art.
31 84 b) of the revised AML/CFT Law). However, thas neither an explicit requirement to
assess whether a correspondent body has beentsib@dVL/TF investigation or regulatory
action nor to assess the respondent institutioWd/FT controls, and to ascertain that they are
adequate and effective.

Approval of establishing correspondent relationship

510. Pursuant to Art. 31 84 c) of the revised AML/CFTwL#éhe obliged subjects are required to
obtain, before opening an account, the approviiefesponsible superior or director or from his
delegat®.

Documentation of AML/CFT responsibilities for eaastitution

511. Pursuant to Art. 31 84 letter d) of the revised AKIET Law the obliged subjects are required
to define in written form the terms of the contragth the corresponding institution, including
their respective rights and duties.

Payable through Accounts

%9 HS/VCS authorities have clarified that delegatithe responsible superior of both the IOR and ARSA
part of the senior management.
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512. Pursuant to Art. 31 84 e) of the revised AML/CFwLthe obliged subjects have to be certain
that the correspondent institution has verifieditiemtity of and performed ongoing due diligence
of any counterpart having direct access to paytbitmigh accounts, and that it is able to provide,
upon request, the relevant data obtained whildlintf those same requirements.

Effectiveness and efficiency

513. The IOR operates only as a respondent instituiod, as such the IOR is only a customer of
correspondent banks but does not itself provideesppondent banking services. At the time of the
MONEYVAL on-site visits the IOR used the correspentd bank services of more than 40
correspondent banks. Given that the IOR only a&® Bespondent institution, most of the above-
mentioned obligations do not have to be appliedHsy IOR. However, the IOR is obliged to
define in written form the terms of the contracthwthe corresponding institution, including their
respective rights and duties. The evaluation teas theen provided with several examples of
such contracts, which clearly defined the respalitigls and rights of the correspondent and the
respondent institution.

514. Moreover, the IOR Internal AML/CFT Policy sets otiat the IOR commits to operate
directly, and to establish commercial relationsan¥ kind, only with correspondent institutions
that have equivalent requirements, and were prelyowpproved by the Board of
Superintendence. As far as “payable-through acebware concerned, it has to be stressed that
neither the IOR nor APSA maintain such account& @hly persons entitled to operate accounts
held by those entities in a correspondent banktlemembers of the top management (the
authorised persons are listed in a book of sigeajuiNo other persons are authorised to use these
accounts.

515. The evaluation team did not find any indicationsaof inadequate implementation of the
relevant requirements und Rec. 7.

Recommendation 8
Misuse of new technology for ML/FT

516. Prior to the amendments and additions to the alghML/CFT Law promulgated by Decree
N. CLIX the requirements of Recommendation 8 wese c¢ontained in Law or Regulation or
“other enforceable means”.

517. Pursuant to Art. 2er 81 of the revised AML/CFT Law, the obliged subgeatre required to
adopt adequate policies, organisation, measurepugdures to prevent and counter ML and
FT, on the basis of the development of new teclgieoand of the phenomena of money
laundering and the financing of terrorism.

518. Furthermore, the obliged parties are required,yamsto FIA Instruction No. 1, to take into
account technological progress and financial intiomawhen preparing effective organisational
and computerised tools in order to guarantee aguade protective scheme against ML and FT
risks. Furthermore, FIA Instruction No. 1 (see Axr¥Xll) requires that the staff training is
reviewed regularly and should take into accoungmss made in the fields of technology and
financial innovation.

Risk of non-face-to-face business relationships

519. In non-face to face relationship, the obliged scisj@re, pursuant to Art. 31 82 of the revised
AML/CFT Law, required to apply one or more of tledldwing measures:

a) verify the identity of the counterpart in the réaship through additional information,
including documents, data, and information obtaifneoh a reliable and independent source;

b) adopt additional measures to verify and certify doeuments provided, or require for those
documents a confirming certification by a creditfimancial institution subject to customer
due diligence requirements equivalent to thoséostt in this law;
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c) require that the transaction’s first payment beriedr out through an account in the
counterpart’'s name in a credit or financial ingtiin subject to customer identification and
verification requirements equivalent to those edtifin this law.

520. For remote operations implemented by systems epheine or computerised communication
FIA Instruction No. 2 requires specific attentiom the part of obliged parties. In cases of remote
operations, the obliged parties are required tasiaegan appropriate identification document
delivered by fax, by post or a scanned copy anddguire and analyse one or more of the
following documents, from which it is possible taa identifying data and further information
required for the purposes of customer due diligence

e public deeds, certified private documents;
e certificates used to produce a digital sighatusmeiated with computerised documents;
e declaration of the diplomatic mission of the HolgeS

521. The exemptions from CDD provided by Art. 31 83 bk trevised AML/CFT Law (in
particular with respect to ongoing monitoring), aliniare described under criterion 5.9 are even
applicable for non-face-to-face transactions, gsessly stated in the AML/CFT Law. Therefore,
the same concerns as raised above apply.

Effectiveness and efficiency

522. Given that a substantial number of IOR customeesl@rated in foreign countries, business
relationships established without physical preseaee of importance. Such relationships are
concluded through the post. The IOR does not peolnternet banking services. Non-face to face
transactions provided by IOR include the use of Affisichines, telephone banking, transmission
of instructions via fax and making payments as phglectronic point of sale transactions using
account-linked bank cards. IOR officials stresst tfeese instruments are considered as new
technologies as mentioned under Arte2 81 of the revised AML/CFT Law. The measures and
procedures to address the risks related to thebadigies overlap largely with the procedures
mentioned below for non-face to face transactidmansactions conducted through the use of
those technologies are particularly monitored.

523. Where business relationships are established withgehysical presence, the IOR usually
requires a confirming certification (e.g. the idées of bishops or priests have to be certified by
the relevant Apostolic Nunciature or Dioceses).

524. Security procedures have been established for aomib face transactions such as the supply
of access codes for confirming transactions, sigeaterification procedures for orders made by
telephone and use of call-backs to confirm transast

525. Staff training and the internal procedures are dpegviewed regularly to take into account
ML threats that may arise from new technologies.

526. APSA's internal procedures do not contain provisiomith respect to non-face to face
transactions and business relationships. Effedtiyelementation could not therefore be fully
established.

3.2.2 Recommendations and comments

527. The AML/CFT Law needs to be amended to specificedigiuire that financial institutions
should determine whether the customer is actingetralf of another person.

528. The AML/CFT Law needs to be amended to specificedigiuire that financial institutions
should verify that the transactions are consistéttit the institution’s knowledge of the source of
funds, if necessary.
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529. HS/VCS authorities should undertake a formal riséegsment and should in particular review

if the circumstances for simplified and enhanceeé diligence are appropriate for the local
environment/peculiarities.

530. It is recommended that serious consideration shdigddgiven to a statutory provision

describing the types of legal and natural persdigibke to maintain accounts in the IOR and
APSA.

531. HS/VCS authorities should amend the exemptionslder-risk customers, products and
transactions as adopted from the Third EU AML Dinexby clarifying that minimum CDD (i.e.
less detailed CDD) should nevertheless be accohgalis

532. HS/VCS should set out that simplified CDD measues not permissible where higher risk
scenarios apply.

533. HS/VCS authorities should clarify in the AML/CFT Wwathat the FIA may authorise

simplified CDD measures with respect to listed camips only if they are subject to regulatory
disclosure requirements.

534. HS/VCS authorities should amend FIA Instruction Rdo clarify that the verification of the
identity of the customer and beneficial owner, doling the establishment of the business

relationship, should only be permissible wherecaltditions mentioned under criterion 5.14 are
met cumulatively.

535. HS/VCS authorities should abolish the exemption€BD provided under Art. 31 83 of the
revised AML/CFT Law.

536. Where the Law allows for simplified or reduced CDieasures to customers resident in
another country, HS/VCS authorities should limistim all cases to countries that the HS/VCS is
satisfied are in compliance with and have effetyiu@plemented the FATF Recommendations.

537. The FIA Instructions should be amended to requieg verification should occur as soon as
possible in situations where verification occutgméstablishment of a business relationship.

538. The provision that only transactions executed withi period of seven days have to be
considered as “linked transactions” should be aheli.

539. HS/VCS should introduce an express requiremenetiywthat the transactions are consistent
with the institution’s knowledge of the source ohfls where necessary.

540. HS/VCS should extend the requirement to put inglagpropriate risk management systems

to determine whether the counterpart is a poliffcakposed person to the case of the beneficial
owner.

541. HS/VCS authorities should extend the requirementestablish the source of funds of

customers and beneficial owners identified as RERgpressly include the establishment of their
wealth.

542. The AML/CFT Law should be amended to introduce xress requirement to assess whether
a correspondent body has been subject to a MLAI&stigation or regulatory action or to assess

the respondent institution's AML/CFT controls, atwl ascertain that they are adequate and
effective.

543. HS/VCS authorities should eliminate the exemptimosn CDD provided by Art. 31 83 of the
revised AML/CFT Law (in particular with respect@agoing monitoring).

544. FIA should raise awareness with respect to thegabtins that have been introduced or

clarified in the AML/CFT Law after the MONEYVAL osite visits to ensure effective
implementation.

545. Most importantly, FIA should put in place appropeiarrangements to monitor and ensure
compliance with the requirements under R. 5 t;8ldiding adequate sample testing).
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3.2.3 Compliance with Recommendations 5 to 8
Rating Summary of factors underlying rating
R.5 PC

Effectiveness

No requirement to verify that the transactions @asistent with the
institution’s knowledge of the source of fundsaécessary.

Failure to have undertaken any formal risk assessnmeplies that
there is no basis for determining whether potemisis are addressed
appropriately by the current risk based approagiidne.

Rather than providing for simplified due diligenceeasures, the
AML/CFT Law creates blanket exemptions from the CDD
requirements.

The AML/CFT Law allows for simplified CDD measuresen where
higher risk scenarios apply.

Where obliged subjects are permitted to apply dgfiedl or reduced
CDD measures to customers resident in another guthis is not
always limited to countries that the HS/VCS is sf&d are in
compliance with and have effectively implementece tiFATF
Recommendations.

The FIA Instruction allows for the verification dfie identity of the
customer and beneficial owner following the essdbhent of the
business relationship without all conditions meméid under criterion
5.14 being met cumulatively.

The definition of “linked transactions” is not imé with the Standard,
which does not provide for a limitation in respetthe time elapsing
between transactions.

The following requirements have been introducedclarified too
recently to be considered fully effecti¥e

* The requirement to undertake CDD measures whelyicgrout
occasional transactions that are wire transfethencircumstances
covered by the Interpretative Note to SR VII.

* The requirement to verify that any person purpgrtio act on
behalf of the customer is so authorised, and tatifyeand verify
the identity of that person.

* The requirement to verify the legal status of tbgal person of
legal arrangement as required by the Standard.

* The clarification of the requirement to verify tigentity of the
beneficial owner as required by the Standard.

» The requirement to understand the ownership anttalatructure
of the customer.

" However, it has to be taken into account, thatesofrthose requirements had been incorporateceedanlthe

IOR internal procedures.
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* The requirement to perform scrutiny of transactiondertaken.

* The requirement to apply CDD requirements to exgstustomers
on the basis of materiality and risk and to CDDsoich existing
relationships at appropriate times.

» The requirement to examine the need to report d&h i§Bituations
where no relationship was established followinglufai to
satisfactorily complete CDD.

Further effectiveness concerns with respect to samikeria (see
shortcomings identified under “Effectiveness arfitieincy”)

R.6

PC

Effectiveness

The requirement to put in place appropriate riskhagement systems
to determine whether the counterpart is a poliicakposed perso
does not extend to the case of the beneficial owner

-

Beyond the requirement to establish the sourceunds of customers
and beneficial owners identified as PEPs there @ axpress
requirement to establish the source of their wealth

The following requirements have been introducedclarified too
recently to be considered fully effective:

* the requirement to apply PEP requirements irresmeatf the
residence.

» the requirement to obtain senior management apbrolsere a
customer has been accepted and the customer diidsn@wner
is subsequently found to be, or subsequently bes@nREP.

« the requirement to determine a PEP in all instagnoespective of
“risky situations”.

R.7

LC

No express requirement to assess whether a congspbbody ha
been subject to a ML/TF investigation or regulatagtion nor to
assess the respondent institution’s AML/CFT costrahd to ascertain
that they are adequate and effective.

1"}

R.8

PC

Effectiveness

» The requirement to have policies in place or tal@hsneasures as
may be needed to prevent the misuse of technologica

* The measures to be applied to manage risks refatedn-face tg

Undue exemptions from the CDD requirements, ini@agr with
respect to ongoing monitoring (due to Art. 31 83 tbé revised
AML/CFT Law).

The following requirements have been introducedclarified too
recently to be considered fully effective:

developments in ML or TF schemes.

face relationships were not fully appropriate tosdo
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3.3 Third Parties and Introduced Business (R. 9)

3.31 Description and analysis

546. The original AML/CFT Act did not permit reliance amtermediaries or other third parties to
perform elements of the CDD process or to introdlesiness. The CDD and record-
requirements described under Recommendations 3.@rthve to be performed by the obliged
subjects themselves. In jurisdictions where thiadgypreliance is permitted financial institutions
are (pursuant to R. 9) only required to satisfyntkelves that copies of identification data and
other relevant documentation relating to CDD regmients will be made available from the third
party upon request. In contrast to this privilethes subjects obliged under the AML/CFT Law
have to preserve themselves the documents, datafmnohation obtained while fulfiling CDD
requirements. The Law does not provide for exceptio this rule. Violations of this requirement
are sanctionable pursuant to Art. 42 of the reviABtL/CFT Law. The evaluation team has not
found any evidence that obliged subjects do notptpmwith the AML/CFT Law by relying on
third parties to perform elements of the CDD prsces

3.3.2 Recommendation and comments

547. No comments or recommendations are necessary.

3.3.3 Compliance with Recommendation 9
Rating Summary of factors underlying rating
R.9 N/A
3.4 Financial institution secrecy or confidentiality (R.4)
3.4.1 Description and analysis

Inhibition of Implementation of FATF Recommendagion
Legal Framework

548. As set out below, there exist three different Isevafl secrecy rules. The HS/VCS Authorities
state that these three levels are in fact the ganee levels which generally exist in any other
legal orders: Thdirst level is that of “financial secrecy”, which presumptiyabrotects the
confidentiality of a person’s private financial ddtom access by unauthorised third parties. The
second levelis that of the office secret, or “official secygcwhich is likened to the kind of
secrecy which obtains for public offices and publificials and protects against the disclosure of
information related to a matter being handled lyp@ernmental office and whose release to third
parties is unauthorised, which protects the unaighd disclosure of information held by public
offices where not authorised by law. Tterd levelis that of State Secrecy and the Pontifical
Secret.

549. The HS/VCS authorities stress that the revised ABHTY law has addressed the question of
how the law relating to secrecy is expressed in ldgal system by an explanation of the
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confidentiality and secrecy rules. The authoritieentend that this has introduced more
transparency to all of the relevant rules operatiitgin the legal system.

550. The HS/VCS authorities further explain that theagous forms of secrecy are not set out in
the AML/CFT law to present barriers to the operawd the AML/CFT law. This was intended to
identify those levels of secrecy to be clear thwairt existence cannot inhibit the legitimate
exercise of the powers of any of the competentaailibs to access information necessary to any
AML/CFT inquiry. This is also indicated by the Isgitive intent expressed in the preamble to the
law to create a properly functioning AML/CFT system

Financial secrecy

551. Pursuant to Art. 3bis, 81 of the revised AML/CFT Law all notices, infoation and data
held by the obliged subjects, their legal repres@ms, administrators, directors, employees,
consultants, and collaborators on any grounds,ittyevof the exercise of the activities that are
subject to the AML/CFT Law, shall be protected bgahcial secrecy. Violations of this
obligation are subject to administrative sancticarsging from €10,000 to €250,000 for natural
persons, and from €10,000 to €1,000,000 for legatgns (Art. 42 of the revised AML/CFT
Law). It has to be highlighted that only the obtigeubjects are bound by this financial secrecy
provision but not the competent authorities whicyrbe in the possession of such information.

552. The HS/VCS authorities explain that the purposéh provision of the revised AML/CFT
Law is to afford the ordinary level of protectiohfimancial information, that is typically afforded
to customers of financial institutiofis

Official secrecy

553. Art. 40 81 of the revised AML/CFT Law: “All informen held by the competent authorities
shall be subject to official secrecy without prefiedto the activities of the Judicial Authorities i
case of criminal proceedings”.

554. The concept of official secrecy is defined by A36, 81 of the General Regulation of the
Roman Curia (see Annex IX) according to which adimiers and employees of the Roman Curia
“are obliged to strictly observe official secrehéely cannot therefore give to those who are not
entitled information regarding documents and nela they have gained as a result of their
work”. This rule protects confidentiality in a masrconsistent with governmental confidentiality
rules for all members of the Roman Curia, whicHudes the authorities competent in matters of
prevention and countering of the laundering of peats from criminal activities and financing of
terrorism.

555. Violations of the official secrecy are prohibitedcarding to the general norms of the legal
system and, in particular, by Arts. 70-85 of then&al Regulations of the Roman Curia, by Arts.
50-69 of the General Regulations for the personhéte VCS and, as to the IOR, Arts. 43-50 of
the General Regulations of the personnel of the [OfRse sanctions do not exclude other civil or
criminal sanctions.

Ability to access information

556. According to Essential Criterion 4.1 countries ddaensure that financial institution secrecy
laws do not inhibit the implementation of the FAREcommendations. An area where this may
be of particular concern is the ability of the catgnt authorities to access information they
require to properly perform their functions in caatihg ML or FT.

™ According to the authorities this is also reflecty Art. 37, §2 AML/CFT Law, according to which(.*)
exchanges of information between the FIA and trdiclal Authority, shall be conducted (...) so as to
safeguard the security and integrity of the infatiora.
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557. According to Art. 37bis, 82 of the revised AML/CFT Law financial secrecghall not
obstruct the activities and the requests for infitiom from the authorities competent for the
prevention and countering of money laundering &edihancing of terrorism”.

558. With respect to the authorities that would fall anthis provision Chaptertis of the revised
AML/CFT Law, entitled “Competent authorities” gives important indication. It mentions the
following authorities:

* Secretariat of State;

e Pontifical Commission of the VCS;
* Financial Intelligence Authority;

e Gendarmerie.

559. The evaluators conclude that there is a clear legaiption from the obligation to observe
financial secrecy with respect to those authorities

560. The Judicial Authority (that is, the Promoter o$tice, the Single Judge, the Tribunal, etc.) is
not explicitly mentioned as a “competent authorityider Chapter bis of the revised AML/CFT
Law. However, it has to be taken into account timathe revised AML/CFT Law a clear
responsibility has been assigned to the Judicidhévity as regards the sanctioning of money
laundering and the financing of terrorism. Moregvéne Judicial Authority is explicitly
mentioned by Arts. 37 83 and 40 81 of the revis®dLACFT Law. Therefore, it can be argued
that the Judicial Authority represents an “autlyodbmpetent for the ... countering of ML and
FT” as required by Art. 3bis 82 of the revised AML/CFT Law. As a consequenagarfcial
secrecy cannot be opposed in respect of requasiaftwmation by the Judicial Authority. In
addition, it is noted that the Gendarmerie is engreg to conduct investigations on behalf of the
Promoter of Justice. Notwithstanding this, the HSB/authorities should consider adding the
Judicial Authority to the list of competent authi@s in Chapter bis of the revised AML/CFT
Law in order to eradicate any potential doubts.

Domestic exchange of information between competauthorities

561. The legal framework for the exchange of informatisrgoverned by Art. 40 of the revised
AML/CFT Law. This information exchange mechanisnamalysed under Rec. 31.

562. All information held by the competent authoriti¢sb be subject to official secrecy, without
prejudice to the activities of the Judicial Authgrin case of criminal proceedings (Art. 40 81 of
the revised AML/CFT Law). At the same time, the patent (domestic) authorities shall co-
operate actively and exchange relevant informafiiwrthe prevention and countering of money
laundering and the financing of terrorism (Art. 8®of the revised AML/CFT Law).

563. As outlined above, the concept of official secréxydefined by Art. 36, 81 of the General
Regulation and only prohibits giving information tbose who are “not entitled”. HS/VCS
authorities argue that the competent authorities“antitled” to such information based on the
empowerments established by the AML/CFT Law, whach described under Rec. 26 (FIU),
R.28 (Powers of competent authorities) and R.2%€8usors) and can therefore be shared
amongst “entitled authorities”. Accordingly, thecbange of information amongst competent
domestic authorities appears not to be inhibited.

564. Furthermore, Art. 40, § 4 of the revised AML/CFTw,aestablishes that provisions related to
the exchange of information “shall be applied withprejudice to the norms in force regarding
Pontifical Secret and State Secret”. With respectdnfidentiality rules established under the
Pontifical Secret, it is observed that this doe$ oover financial matters. It does cover
information related to the institutional activityf the universal Church, like the identity of
Cardinals or the identity of Bishops the Suprematifois going to appoint. Therefore, the
Pontifical Secret appears not to limit the powecampetent authorities to exchange information
relevant to the prevention and countering of ML d&rfl. The Pontifical Secret might be
consideredmutatis mutandisas the Holy See’s “State Secret” (see below).
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565. With regard to “State Secret”, Art. 107 81 of th€ €stablishes a definition consistent with
the common understanding and practice of Statesyséml on domestic public order and
security?.

International exchange of information between contpat authorities

566. The legal framework for the international exchaon§énformation is governed by Art. 41 of
the revised AML/CFT Law. This information exchangechanism is analysed under Rec. 40 and
allows for the exchange of information regardingaious transactions in matters of money
laundering and the financing of terrorism with daniauthorities in other states, on the condition
of reciprocity and on the basis of Memoranda of ésthnding.

567. Art. 41 82 of the revised AML/CFT Law sets out tldficial secrecy and any eventual
restrictions on the communications shall not inthibe “international exchange of information”.
HS/VCS authorities stress that the term “any ewantestrictions” also comprises Art. 36, 81 of
the General Regulation of the Roman Curia. Accalglinofficial secrecy and Art. 36, 81 of the
General Regulation of the Roman Curia appear nanhdit the international exchange of
information regarding suspicious transactions asviged for by Art. 41 81 of the revised
AML/CFT Law. However, Art. 41 81 of the revised AMLFT Law does not allow for the
exchange of supervisory information. Accordinglye exemption from official secrecy in 82 of
the same Article appears to be expressly providéa nespect to the exchange of information
with other FIUs but not with other supervisors.

568. However, considering that neither the IOR nor AR®%&&e branches or subsidiaries in foreign
countries, the need for international exchange ugfesvisory information appears to have a
limited scope. HS/VCS authorities informed the aaédrs that the FIA already has established
contacts with foreign supervisors.

Exchange of information between regulated financiahtities where required by R.7, R.9 and SR
Wil

569. R.7 In practice, significant exchange of informaticakds place between IOR/APSA and
foreign financial institutions with whom they hobdrrespondent accounts. Those correspondent
accounts are used to transfer funds of IOR and AR&#omers internationally. In addition,
cheques are issued on ltalian correspondent banks.

570. However, there is no express exemption from thégatibn to observe financial secrecy
where such exchange of information is requiredhis tontext.

571. As far as “payable-through accounts” are concerhbeds to be stressed that neither the IOR
nor APSA maintain payable-through accounts. Thg pelsons entitled to operate accounts held
by the IOR in foreign banks are the members ol @R top management (the authorised persons
are listed in a book of signatures). No other pessare authorised to use these accounts.

572. R.9 Recommendation 9 is not applicable within HS/V@\&n that the AML/CFT Law does
not provide for reliance on intermediaries or ottierd parties to perform elements of the CDD
process or to introduce business. The CDD requingsndescribed under Recommendation 5
have to be performed by the obliged subjects thkmse

573. SR.VII: Special Recommendation VII requires that a setinébrmation relating to the
originator is included in the message or paymemhfaccompanying the wire transfer. According
to the standard beneficiary institutions are regpiito adopt effective risk-based procedures for
identifying and handling wire transfers that aret rawcompanied by complete originator

2 Anyone who reveals political or military secretse|ating the security of the Statsther, communicating or
publishing documents or facts, drawings or othdormation related to military materials, fortificams or
operationspr facilitating in any way their knowledge, is puréshby imprisonment of one to three years and a
fine of more than 2.000 Italian lire.
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information. In EU member states wire transfershwinissing or incomplete originator
information must be either rejected or completgingtor information must be requested pursuant
to Art. 9 of Regulation (EC) 1781/2006. Therefdrepractice, the IOR and APSA would not be
able to order cross-border wire transfers on aigootis basis without providing full originator
information. The IOR has also provided evidence ti@rmation relevant under SR. VII (name
of the originator, the originator's account numlaed the originator’'s address) is exchanged in
practice. However, there is no express exemptiom fhe obligation to observe financial secrecy
where the exchange of information is required by @R

Effectiveness and efficiency

574. There appears to be an area of tension betweetheoane hand the increasing demand of
foreign correspondent banks for background infoimmabn financial operatior which they
carry out on behalf of IOR clients, and on the othend, the considerable interest on the part of
HS/VCS institutions for a high level of protectiof their client’'s data. The IOR reports that in
particular Italian banks request increasingly dethibackground information with respect to
operations carried out on behalf of IOR clientscéring to HS/VCS authorities this increased
demand for information appears to be related toinls&uction of the Bank of Italy to apply
enhanced due diligence to business relationshigh tie IOR. The information regularly
requested by Italian banks from the IOR includes.example, additional details with respect to
the originator or beneficiary, the beneficial ownéithe account for which the order was placed,
the source of funds, the purpose of the transactiot other data.

575. The IOR representatives informed the evaluatorsahan initial stage some of those requests
have been referred to the FIA, due to the facttti@information requested was beyond the scope
of what has contractually been agreed to be shaiéd those correspondent institutions.
However, most contracts of the IOR and APSA withrespondent financial institutions have
been amended in order to extend the scope of irftbtomthat can be shared.

576. Evidence was provided to the evaluation team tlamprehensive information (including
information covered by financial secrecy) has iotfheen exchanged with foreign financial
institutions. However, in some cases there stillesgp to be differing views with respect to the
necessary extent and detail of information to beharged. IOR representatives stress that in
some instances correspondent banks request addlitidbormation on a systemic basis rather than
on a case to case basis. It appears that thes@mlifviews on the necessary extent and detail of
information contributed in some instances to thmteation of business relationships either at the
initiative of the IOR or at the initiative of Italn correspondent banks.

577. It has to be reiterated that information protedigdinancial secrecy is in fact exchanged with
foreign financial institutions. However, in the Hig of above-mentioned considerations the
absence of a clear exemption from the financialesscobligation with respect to the exchange of
information with foreign correspondent banks rais@scerns.

Recommendations and comments

578. HS/VCS should introduce an express exemption frbm dbligation to observe financial
secrecy with respect to the exchange of informatigh foreign financial institutions where this
is required to implement FATF Recommendations.

579. HS/VCS authorities should clarify FIA's powers tequest information as recommended
under R. 26 and R. 29 to ensure that obliged stdbpmnot refuse to comply with a request for
information based on the financial secrecy oblayati

3 Correspondent accounts are used to transfer fohd®R and APSA customers internationally. In
addition, cheques are issued on Italian corresparizinks
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580. HS/VCS authorities should clarify the FIA’s power éxchange information with foreign
supervisory authorities to make sure that offickglcrecy cannot inhibit such information
exchange.

581. HS/VCS authorities should consider to add the Jaldikuthority to the list of all competent
authorities in Chapter bis of the revised AML/CFT Law in order to eradicateygpotential
doubts.

3.4.2 Compliance with Recommendation 4
Rating Summary of factors underlying rating
R.4 LC .

While in practice information covered by financtdcrecy appears 1o
be exchanged with foreign financial institutionses this is required
to implement FATF Recommendations, there is no esgpexemption
from the obligation to observe financial secrecyhwiespect to such
information exchange and could therefore be chg#idnbefore the
court.

\1°4

e Given that there is no clear empowerment for FIA exchange
information with foreign supervisory authoritieg, remains unclear
whether official secrecy could inhibit the inforrmat exchange with
other foreign supervisors.

3.5 Record Keeping and Wire Transfer Rules (R.10 and SRVII)

3.5.1 Description and analysis

Recommendation 10

Record keeping & Reconstruction of Transaction Réxo

582. Prior to the amendments and additions to the alghML/CFT Law promulgated by Decree
N. CLIX the law did not empower a competent auttyotd request the obliged subjects to keep
those records for more than five years in specd®es and upon proper authority.

583. Pursuant to Art. 32 of the revised AML/CFT Law thigliged persons are required to preserve
the documents, data and information obtained whiléilling the customer due diligence
requirements, so as to permit the Judicial Authexito reconstruct the relationships, services and
transaction even in case of a criminal proceeding.

584. Regarding the relationships, services and trarmsatithe obliged subjects are required to
record and preserve for five years from the date¢heftermination of the relationship, of the
provision of the service or of the transaction: ttentifying data of the counterpart, of the
beneficial owner, and of their delegates, the ddt¢he transaction; its amount, the kind of
relationship, service or transaction; and the medimsmyment used. Regarding relationships, the
obliged subjects shall record also the purpose @882 of the revised AML/CFT Law). The five
year period may be extended upon request of theiduduthorities.

585. The information has to be recorded without delagl, an any case, within 48 hours of the
provision of the service, the conduct of the tratisa, or the establishment, change or
termination of the relationship.
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586. FIA Instruction No. 2 Part 2 Section VIl (see anixéll) specifies that obliged persons shall
keep the documents acquired in the course of castdoe diligence in order to:

« show FIA the procedures followed and measures adojot order to comply with legal
duties;

« allow FIA to carry out analyses and in-depth checks

* allow them to be used for inquiries by the FIA, tBendarmerie Corps and the Judicial
Authority.

Record keeping of identification data, files andrespondence

587. Prior to the amendments and additions to the alghML/CFT Law promulgated by Decree
N. CLIX there was no empowerment and no clear reguent to maintain records of the business
correspondence.

588. Regarding the customer identification and verifimatrequirements, the obliged subjects are
required to preserve for five years from the ddtehe termination of the relationship, of the
provision of the service or of the transaction, arfgrmation and documents obtained, including
the correspondence, deeds and annotations made3gAgtL of the revised AML/CFT Law). The
AML/CFT Law does not explicitly mention that accadiles have to be recorded. The five year
period may be extended upon request of the Judicitidorities.

Availability of Records to competent authoritiegitimely manner

589. Pursuant to Art. 33 85 of the revised AML/CFT Ldwe bbliged subjects are required to adopt
record-keeping mechanisms that allow them to re$gpeomptly and effectively to the inquiries
of the competent authorities within the 5 yearmgts period.

Effectiveness and efficiency

590. At the IOR the record-keeping process is suppdoted computerised system. The IOR has
operated an electronic client registry and tramsaatecording system since 1996. In 2005, the
IOR created a customised client profile and dataut®used for all customers. This module is
used to maintain data for both natural and legasges. The documents acquired in the CDD
process are scanned into the electronic custontebalse (Sintacs). The customer data is gathered
by means of account opening forms, which are editerte another IT system (NSII). The two IT
systems in use (NSII and Sintacs) work in paraiel any information is available online for the
whole front office.

591. It has to be stressed that the CDD details of aisthd signatories and “encharged” persons
(persons entitled to execute a single ad hoc tctiosa without a general proxy) are only
recorded in physical form. A project has beenaéti in order to migrate this information to the
teller module of the IT system. The evaluators m®rsthis measure to be essential to facilitate a
prompt response to inquiries by the competent aitig® and in order to enhance the monitoring
of unusual transactions.

592. The IOR has a detailed internal procedure on digetationship and transactions registration
(see Annex XXVII) in place since March 2011. Thguieement to record correspondence, deeds
and annotations, as newly introduced by Decree MdX, is not yet reflected in the internal
procedures.

593. With respect to the recording of transactions titernal procedure requires the recording of
the same data as specified in the AML/CFT Law. Adiow to the operating procedures adopted
by the IOR transactions above a minimum threshdl€3%999 must be maintained in a data
warehousedrchivio unico informatich The data warehouse is used to monitor the tciioses
executed by the clients and to identify potentiagligpicious transactions. The database moreover
allows the compilation of elaborate statistics biathinternal use or for the FIA, if requested. All
transactions executed are recorded and storee imfibrmation systems for 10 years.
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594. The transaction records appear to be sufficientpéomit reconstruction of individual
transactions. There have been several requestsféomation by the FIA to IOR with respect to
specific transactions. No shortcomings have beeudhtt to light in the process of those requests.
Authorities confirmed that the IOR was able to jpdevall necessary record details.

595. A modern electronic client registry and transactitording system, sound internal
procedures and a clear organisational structuredoord-keeping functions combined with a
thorough understanding of their duties by IOR repmeatives suggest an adequate
implementation of the record-keeping obligationghum the IOR. On the other hand, the absolute
lack of any on-site inspections with respect toordckeeping obligations, including sample
testing, raises concerns.

596. APSA representatives demonstrated awareness anerstauading of the record-keeping
obligations under the AML/CFT Law. APSA also maingaa modern IT system for client and
transaction recording. As regards record keepiegnternal AML/CFT procedures, adopted on 2
January 2012 by APSA after the first MONEYVAL ortesvisit, mainly contain a reference to the
respective obligations of the AML/CFT Law withoupegifying the internal processes and
assigning clear responsibilities. The formalisatifrrecord keeping procedures appears to be at
an early stage. Nonetheless the legal requirenagmisar to be implemented in practice.

SR.VII

597. Chapter VIII of Act No. CXXVII of 2010 deals witlbata related to money transfers.
According to Art. 38:

a) The provisions of this Chapter, established by faviegard to the principles and rules in
force in the European legal system, apply to trendfiers of funds in any currency,
transmitted or received, by a provider of paymanmvises. They aim to prevent, investigate
and identify cases of money laundering and finagoifnterrorism.

b) Rules are established in matters of duties of peygi of payment services on the ordering
person and beneficiary, and the intermediary pergidf payment services as well.

c) With regard to the transfer of funds, the custother diligence concerning the completeness
of the ordering person information data, recordind keeping remain in force.

d) The FIA, in compliance with the principles set amtRegulation (EC) No. 1781/2006 of
November 15, 2006, on information on the payer aqganying transfers of funds, issues
provisions concerning the implementation of thevjgions contained in this Chapter.

598. While this article in the original AML/CFT Law itfedoes not give much clarity on the
obligations, letter d is of particular importand@ée FIU has issued provisions on November 14th
2011, just before the first MONEYVAL on-site visit.

599. On the 2% of January 2012 a new decree came into force dgating amendments and
additions to the existing AML Law. The new Art. 3&aling with Wire Transfers stipulates:

1. In the case of wire transfers, without prejudicdhe thresholds and exemptions set forth in
Art. 28, 81 c (€1,000), the payment services prenadof both the originator and the
beneficiary, as well as the intermediate paymemvices providers,shall observethe
customer identification, verification, registratjoand conservation requirements regarding
originators:

a) name and surname;
b) date and place of birth;
c) address;
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d) account number.

2. The FIA shall issue guidelines and implementationms regarding wire transfers, on the
basis,inter alia, of the International and European norms in force.

600. The provisions in the guidance given by the FIUéaet changed.

601. It is important to note here that the new Art. 3@udates ‘that payment service providers
shall observethe requirements’. This way it practically regsirpayment service providers to
observe the more detailed requirements as setnotitei guidance of the FIU, which will be
discussed below.

Other enforceable means

602. In general the provisions that the FIU has issmeRegulation No.4 (see Annex XX) appear
to be in line with the criteria as stipulated bg #ssential criteria of SR VII on several poin: F
certain Recommendations, including SR VII, the FAWEthodology allows for the use of “other
enforceable means” rather than law or regulatioretpire the standards domestically, as long as
certain conditions have been met.

603. Those conditions are broadly that the language sttt document requiring the application
of the standard should be of a mandatory natusd, ttte document is issued by a competent
authority and that there are sanctions for non-dampe, which should be effective,
proportionate and dissuasive.

604. In order to assess this last condition, considemashould be given to the range of sanctions
available for legal and natural persons, the apbility in the case of breach of an AML/CFT
requirement, availability of evidence that sandiidmave been applied in practice and the
possibility of an appeal if sanctions are applied.

605. Based on the original AML/CFT Law it was the saoitibility that was not fully satisfactory.
Art. 42 of the original AML/CFT Law gave the FIUdhpower to apply sanctions for certain
specified articles, which includes Art. 38 whichretated to data on money transfers. So there are
administrative sanctions available. The availaldeumiary administrative sanctions range from
€10,000 up to €250,000 for natural persons. Thigears to be rather low in comparison with
other jurisdictions. There are no other administeaaind disciplinary sanctions available.

606. In Art 42 of the revised AML/CFT Law the pecuniaagministrative sanctions for natural
persons did not change and were retained in the sange (from €10,000 up to €250,000). No
other administrative sanctions are added. For lggakons though there were pecuniary
administrative sanctions added, ranging from €1@@®to €1,000,000.

607. In the VCS there was no criminal or administrafiaility for legal persons until the ¥5of
January of 2012 as in the view of the authoritileis, would be inconsistent with the fundamental
principles of domestic law. With the enactmenttad tevised AML/CFT Law Art. 4Dis creates
administrative responsibility for legal persons floe crimes set out in Articles. 4bks and 138
ter of the Penal Code.

608. In such cases administrative sanctions ranging £8M000 to €2,000,000 can be imposed on
a legal person. In addition to the pecuniary adstiative sanctions a temporary interdict to
exercise its activities shall be imposed if cerminditions have been met. Letter 5 stipulates that
this norm does not apply to domestic, foreign denmational public authorities. Therefore,
although IOR is included, APSA, as a public autiypis not.

609. The revised AML/CFT Law creates the possibility émpeals in Art. 42.4 stipulating that ‘the
person sanctioned may object to the decision oftAeresorting to a single judge. If it is a legal
person, the entity sanctioned may resort agaiestétural person responsible for the violation’.

610. So far, the FIA has not imposed any administratgactions. Criminal sanctions are not
specifically provided for in the AML/CFT Law in cas of infringement of the several articles of
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611.

612.

613.

FIU

614.

615.

the original and revised AML/CFT Laws relating ttapters other than Il and Ill for natural
persons. Art. 9 of the Act on Sources of Law (seeex XIl) does however provide that:

Should any penal provision be lacking, and an as been committed that offends the
principles of religion or morals, public order, penal security or safety of things, the judge
may refer to the general principles of the legistato inflict pecuniary penalties up to €3,000,
or detention penalties up to six months, and apalby,the case may be, the alternative
sanctions indicated in Law of 14 December 1994, GOXXVII.

This is a unique solution which introduces the pmkty of criminal sanctions in the most
egregious cases.

Although the new law is a substantial improvement daiding sanctionability for legal
persons, it still raises concerns regarding thecgffe, proportionate and dissuasive criminal,l civi
or administrative sanctions for the following reaso

a)as APSA is regarded as a public authority the newlsoduced administrative sanctions
appear not to apply to it;

b) the existence of additional disciplinary sanctimrsnatural and legal persons is not explicitly
clear and not shown in practice;

) sanctions are not available for directors and senanagement; and
d) no sanctions have been applied so far.
In conclusion, the Regulations and Instructions:

» address the underlying requirements necessarytablish an effective AML/CFT regime
clearly;

» use language that underpins the stated requirements
» areissued by the FIA as the designated competémbraty;

» are established by the original AML/CFT Act andtlier endorsed by Art. 2 of Decree No.
CLIX which introduced the revised AML/CFT Law; and

e carry sanctions (apart from the public authoritgraption on sanctions, which means that
sanctions do not apply to APSA) although there rmmeexplicit sanctions available for
directors and senior management.

Although the conditions for sufficient “effectivproportionate and dissuasive criminal, civil
or administrative sanctions” are not fully met, tnaluators consider that there are sufficient
grounds for considering the guidance issued byrthieas “other enforceable means”. In practice
the Regulations and Instructions are accepted bydlevant institutions as being binding and
carrying sanctions that would be applied, partidylawithin the unique constitution and
institutional framework of the HS/VCS. This meahsttthe provisions in the guidance can be
taken into account for rating purposes.

provisions as enacted on Novembe¥ 2011 in Regulation No.4

FIA Regulation No 4 regarding the transfer of fuglset out in Annex XX. This Regulation
clearly describes the obligations on payers, paygsgnents service providers and intermediary
payment service providers regarding cross-bordeémdamestic transfers above €1,000.

The regulation does not apply to funds carriedbyutising credit or debit cards provided that
such transfers are accompanied by a unique idemtflowing the transaction not to be traced
back to the payer. It also does not apply to tretimas below €1,000 or for payer withdrawals of
cash from their own account or where payer andgaye both payment service providers acting
on their own behalf.
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616. In addition the Regulation stipulates in Art. 3ivtt it does not apply where debits between
both parties are authorised, enabling them to caumtypayments using their accounts, provided
that the transfer of funds is accompanied by ausidentifier, which enables the natural or legal
person to be traced where truncated cheques adeausehere funds are transferred to public
authorities for the payment of taxes, sanctionstioer levies.

617. Art. 4 of the Regulation sets out a requirementdmplete informative data concerning the
payer. Complete information is then defined as naumame, address and account number. The
address may be replaced by date and place of dirthe payer, the customer identification
number or the national identity number. In the abseof the payer's account nhumber, it should
be replaced with a unique identifier so as to em#tlcing of the transaction back to its payer.

618. Art. 5 obliges the payment service provider of gager to ‘verify the completeness’ of the
informative data before transferring the funds. disial criterion 1 of SR.VII nevertheless
requires that financial institutions should vertfye ‘identity’ of the originator. Verification of
completeness might be interpreted as ensuring ahahe different types of information are
available, while the essential criteria requiresueimg that the identity is verified. This
verification obligation is therefore not entirelgreect.

619. The standard under essential criterion 3 acceptsdibmestic transfers can include only the
originator’'s account number or a unique identifiart. 6 of the Regulation chooses the same
approach for all transfers of funds involving S¢abaving equivalent legislative schemes under
the condition that the information on request camiade available within three working days.
While the European Union is qualified as domestor the purposes of this Special
Recommendation, the HS/VCS is not a part of the Ehk concept ‘states with equivalent
legislative schemes’ even broadens this appréadfor both reasons this means that the
Regulation is not in line with the requirement tifiat cross-border wire transfers of €1,000 or
more the ordering financial institution should leguired to include full originator information in
the message or payment form accompanying the wainsfer.

620. Each intermediary and beneficiary financial ingiitt is required to ensure that all originator
information is transmitted with the transfer. At8 describes what to do when there are technical
limitations. While the standard refers to technidialitations for cross-border transfers, the
Regulation unfortunately chooses the same approaghrding states with ‘no equivalent
legislation’.

621. There is no explicit requirement in the Regulatibat ensures that non-routine transactions
are not batched where this would increase theofiskoney laundering.

622. Art. 10 obliges the payment service provider of tpayee to consider the lack or
incompleteness of informative data as a risk fa@ond whether this provides a reason for
submitting a report to the FIA.

623. Art. 33, para 5, letter a) of the original AML/CHJaw states that the FIA supervises the
observance of the duties established in mattepsesfention and countering of money laundering
and financing of terrorism and issues provisionstifie implementation of the rules contained in
this Act, including Art. 38. These responsibilitiase reiterated in Art. 8eptiesof the revised
AML/CFT Act.

624. Art. 42 (old) and Art 42 and 4Bis (new) of the AML/CFT Law provide for a range of
sanctions. Overall, as described earlier, theretils a lack of effective, proportionate and
dissuasive criminal, civil or administrative sanos.

™ Instruction No. 3 regulates the identificationstdtes considered as having an equivalent regtrensists of
the member states of the EU and EEA, AustraliaziBr@anada, Japan, Hong Kong, India, Republic ofgq,
Mexico, Russian Federation, Singapore, USA, RepuiliSouth Africa, Switzerland, Mayotte, New Calain
French Polynesia, Saint-Pierre and Miquelon, Waldlisl Futuna, Aruba, Curacao, St Maarten, Bonaite, S
Eustatius and Saba.
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625. The provisions in the Regulation are in line witle tequirements of SR VII on several points.
In accordance with Art. 8epties89, the Regulation was publishedAonta Apostolicae Sedan 1
January 2012.

626. There are two areas where it appears that the Risguls not in line with the standard. There
is no explicit requirement in the Regulation thas@es that non-routine transactions are not
batched where this would increase the risk of mdaegdering. In addition, beneficiary financial
institutions are not required to adopt effectivak+ibased procedures for identifying and handling
wire transfers that are not accompanied by commeétgnator information. In some cases, the
beneficiary financial institution should considegstricting or even terminating its business
relationship with financial institutions that fal meet SR VII standards.

627. As the date of publication was immediately aftee first MONEYVAL on-site visit the
effectiveness of implementation could not be agskss

Internal procedures of IOR

628. Since 20 June 2011 the IOR has detailed procedunglace regarding the transfer of funds
which are largely in line with the criteria of SRIVGiven the special circumstances within
HS/VCS, which mean that the financial sector, targe extent, consists of IOR and APSA, the
existence of these procedures is therefore ofquéati relevance to the overall picture.

629. Furthermore, in the internal procedure of IOR, ¢hé&s a procedural difference between
domestic transfers and international transfers. TBR explained that domestic transfers
concerned wire transfers with Italian banks exettbteough the Italian corporate banking files
transmission system (CBI). International transi@ese concerned as ‘foreign, being not ltalian’
for which the SWIFT message 103 was used. IOR sttt currently all IOR wire transfers
concern international transfers. Also in the calsdamestic transfers, the internal procedures in
place since 20 June 2011 require that transfefamafs must be accompanied by the following
information on the payer:

a) name and surname;
b) address (or substituted by date and place of birth)
c) relationship identification number.

630. In the context of the lack of provisions before Bmber 14 2011, the fact that the guidance
is not in line with the standard regarding ‘domedfiansfers’ and the remaining concerns
regarding their sanctionability, the internal prdaees of the IOR are to be qualified as voluntary
behaviour from the private sector and not as “oéméorceable means”.

631. Effective implementation of those internal procexturis nevertheless important. An
international firm of accountarifshas audited the Financial Statements of IOR arblancontext
also looked at the internal control system, butfapothe purpose of expressing an opinion on the
effectiveness of the internal control system reigardML/CFT policies. Moreover, in particular,
it was noted by the auditors in their draft managentetter that IOR started a project to comply
with the AML/CFT Law also taking into account imetional anti-money laundering rules and
best practices during 2010 focussing on CDD, datarding, STR Reporting and AML/CFT
governance. The auditors were informed by the IR the project was expected to be finalised
in December 2012. In conclusion the external awslitave not evaluated the effectiveness of the
AML/CFT procedures since 2010.

632. The Management Letter regarding 2010 was not phadidecause the auditors had executed
an IT audit in October 2010 following a specificqueement coming from the Board of
Superintendence. The management agreed with theowmsudo report on this matter in the

s Auditor to the IOR at the time of the MONEYVAL aite visits.
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Management Letter for the year 2011, which is soleetito be submitted to the Board of
Superintendence in July 2011.

Effectiveness

633. In September 2010, an investigation was openethly to determine whether one or more
violations of Italian money laundering regulatidmsd occurred with respect to requests by the
IOR made to an Italian bank that the Italian bamlqiestion perform two wire transfers. The
transfers, which were not completed, were repdiddat in the amounts of €20 million to a bank
in Frankfurt and €3 million to another Italian Barikhe funds sought to be transferred were
provisionally frozen but such funds were subsedueanateased by the Italian Authorities. At the
time of the evaluation visits, the related judigabceedings had not been concluded. One of the
presumed issues at stake is the question of whigtfeemation regarding the identification of the
clients and their beneficial owners accompaniedrdngsfers or not.

634. Related to this issue, ltaly’'s FIU was requestedlithjian judicial authorities to acquire
information on the use of various bank accountsegeat IOR. Italy’s FIU forwarded its requests
to FIA. The information that was received by thadiétn authorities was, according to them, very
generic as to the identification of the beneficaiers on whose behalf the accounts were held.

635. In the context of the assessment of this Recomntiamdiais as yet unclear to the assessors if,
in these particular cases, the ordering financredtitution (IOR) included full originator
information in the message or payment form accoryipgnthe wire transfer. The assessment
team could not pursue this matter in further dedsilthis evaluation is an assessment of the
effectiveness of the implementation of internati@tandards and not an investigation.

636. On 23 May 2011 IOR issued a letter to its custonsaging that it would no longer be
possible to use the cheques in their possessioaddsa respect of funds maintained at the IOR.
The letter stated that an Italian bank wanted twolio payment of the cheques only upon receipt
of all personal and fiscal data of the drawer amldere appropriate, the entity or congregation
with which the drawer was affiliated. The IOR exp&d that it would defend the autonomy and
privacy of its clients against any interferencetlom part of institutions and organisations outside
the Holy See. IOR officials explained to the assesd® team that they were willing, and in
practice provided, all the required informationtbe basis of international standards, but that this
particular demand of the Iltalian bank went far bwyahe international requirements (by
requesting a full client list of the IOR as a cdimt of doing any further business with the
Institute). The FIA asked the IOR for further ditaon the issue. The IOR explained that all
requested information had been provided to the FIA.

637. As a consequence of the fact that cross-bordesdddions are frequently taking place in
HS/VCS and are qualified as high risk by the adutles; effective implementation of this
Recommendation is of particular importance.

638. The internal procedures of IOR are largely in lvith the criteria of SR VII. On the issue of
‘domestic transfers’ (transfers to Italy) the imi&lrprocedures require more than the provisions of
the FIU guidance in this respect. Regarding theaichpf using the Italian corporate banking files
transmission system (CBI) instead of SWIFT messagdke recent past (June 2011 — March
2012), the authorities explained that there is rextcal difference between CBI and SWIFT
messages. Because of the recent implementatiorheofchanges full effectiveness of the
implementation could not be assessed.

639. The disputed issues with the Italian prosecutosthn issue as described in the letter of 23
May 2011 raise concerns regarding the overall g¥fecess. In the context of the assessment of
this Recommendation it is, as yet, unclear to #sessors if, in these particular cases, the oglerin
financial institution (IOR) included full originatdnformation in the message or payment form
accompanying the wire transfer. The assessment teamad not pursue this matter in further
detail because, as noted, this is an assessmenbaad investigation
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640. The APSA had issued internal anti-money laundepr@cedures on 13 March 2012 more
than two months after the first MONEYVAL on-sitesit). No specific written procedures are in
place regarding wire transfers. In practice theewiansfers executed by APSA are mainly related
to salary and pensions. APSA operates under SWhd€ésc

641. The FIA has not inspected IOR and APSA yet in upesvisory role. That is remarkable
knowing the issues at stake between IOR and fomigimorities and the small size of the financial
sector in VCS and does not give the impression ttieie are measures in place to effectively
monitor compliance.

Additional elements
642.

So far the following statistics regarding crossdaortransactions were received:

Cross border transfers(from 01/04/2011 to 11/10/2011)

Currency Total amount when entering Number of entries Total amount when leaving Number of exits
Swiss franc 104,600,00 6 20,000,004 1
Singapore dollar 105,579,0( 2 0,00 0
Euro 11,168,519,2] 405 25,501,751,88 1,148
Yen 5,968,000,00 4 0,00 0
Pound 35,400,00 4 2,525,00 2
US dollar 1,438,559,0( 71 5,797,402,0 194
Canadian dollar 70,297,00 4 36,400,00 3
Other 0,00 0 33,050,004 2
Vol 496 1,350
S Tomlamountwhen | Tolenries | TRt | TORGIRNT | o and leaving
(Euro) (Euro) (Euro)

Swiss franc 124,600,0 7 85,442,5]] 16,337,00 101,779,511
Singapore dollar 105,579,0 2 59,683,8] 0,00 59,683,81
Euro 36,670,271,09 1,553 11,168,519,2] 25,501,751,84 36,670,271,09
Yen 5,968,000,0 4 55,502,40 0,00 55,502,40
Pound 37,925,00 6 40,072,80 2,858,30 42,931,10
US dollar 7,235,961,03 265 1,014,327,95 4,087,748,11 5,102,076,17
Canadian dollar 106,697,0( 7 49,805,42 25,789,40 75,594,82
Other 33,050,00 2

total 1,846 12,473,354,1( 29,634,484,79 42,107,838,86
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3.5.2 Recommendation and comments

R.10

643. FIA should put in place appropriate arrangementsmonitor and ensure effective
implementation of the record-keeping requiremeimidfding adequate sample testing).

644. Effective implementation by APSA should be enhandsd the adoption of internal
procedures clearly specifying the duties and resipdities of APSA staff®

SR.VII

645. It is recommended to establish a clearer basisdguirements regarding the obligations of
payment service providers in the law instead ajuidance, particularly as it is unclear what the
legal expectations are for financial institutionsis as IOR.

646. It is recommended to establish an explicit requeaeimthat ensures that non-routine
transactions are not batched where this would @s&reéhe risk of money laundering. It is also
recommended to establish for beneficiary finanicistitutions effective risk-based procedures for
identifying and handling wire transfers from bengfy financial institutions which are not
accompanied by complete originator information.

647. So far there is no evidence of applied sanctiongractice. It is recommended to effectively
apply the powers of sanctions by the FIA, whererayppate.

648. The guidance in place is unclear when it come$¢overification obligation. Art. 5 obliges
the payment service provider of the payer to ‘yetife completeness’ of the informative data
before transferring the funds. Essential critedoaf SR.VII nevertheless requires that financial
institutions should verify the ‘identity’ of the iginator. Verification of completeness, as noted
earlier, might be interpreted as ensuring thathedl different types of information are available,

while the essential criteria requires ensuring that identity is verified. It is recommended to
amend Art. 5 in this respect.

649. The standard under essential criterion 3 accépts domestic transfers include only the
originator's account number or a unique identifiart. 6 of the Regulation chooses the same
approach for all transfers of funds involving S¢abaving equivalent legislative schemes under
the condition that the information on request camiade available within three working days.
While the European Union is qualified as domestiw the purposes of this Special
Recommendation, the HS/VCS is not part of the Ele Toncept ‘states with equivalent
legislative schemes’ even broadens this apprdadfor both reasons this means that the
Regulation is not in line with the requirement tifi@at cross-border wire transfers of €1,000 or
more the ordering financial institution should leguired to include full originator information in
the message or payment form accompanying the wainsfer.

650. Each intermediary and beneficiary financial ingitn is required to ensure that all originator
information is transmitted with the transfer. At8 describes what to do when there are technical
limitations. While the standard refers to technitatitations for cross-border transfers, the
Regulation unfortunately chooses the same approaghrding states with ‘no equivalent
legislation’. This should be reviewed.

® The evaluation team has been informed that APSRaldapted internal procedures. The proceduresgedvi
to the evaluation team were dated 13 March 2012.

" Instruction No. 3 regulates the identificationstdtes considered as having an equivalent regtraensists of
the member states of the EU and EEA, AustraliaziBr@anada, Japan, Hong Kong, India, Republic ofgq,
Mexico, Russian Federation, Singapore, USA, RepuiliSouth Africa, Switzerland, Mayotte, New Calain

French Polynesia, Saint-Pierre and Miquelon, Wallig Futuna, Aruba, Curacao, Sint Maarten, Bon&iet,
Eustatius and Saba.
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3.5.3

Compliance with Recommendation 10 and Special Rewmmdation VII

Rating

Summary of factors underlying rating

R.10

LC

Effectiveness

The requirement to maintain records of the busir@ssespondenc
has been introduced too recently to be considedbddffective.

The lack of on-site inspections (including samgsting) with respec

to the implementation of record keeping duties emisoncerns.

Furthermore, APSA has no internal procedures ineplaith regard td
record-keeping obligations.

1)

—

SR.VII

NC

No explicit requirement in the Regulation that emsuthat non-routing
transactions are not batched where this would &seethe risk o
money laundering.

No effective risk-based procedures have been redj@iiom beneficiary
financial institutions for identifying and handlingre transfers that arn
not accompanied by complete originator information.

The Regulation itself contains weaknesses regatthi@gyerification of
identity and too broad an interpretation of the capt of ‘domestig
transfers’.

APSA had no written internal procedures in placdhat time of the
MONEYVAL on-site visits.

The FIA has not inspected IOR and APSA yet in itgesvisory role.
This does not give the impression that there arasomes in place t
effectively monitor the compliance.

Overall the requirements have been introduced tmently to be
considered fully effective and the evaluators wanable to assess tk
effectiveness of implementation.

Y%

[4)

ne

Unusual and Suspicious Transactions

3.6

3.6.1

Recommendation 11

Monitoring of Transactions and Relationships (R.1land 21)

Description and analysis

Special Attention to Complex, Unusual Large Tratisas

651.

The obliged subjects are required to be particplattentive to complex transactions, of

notable import, or unusual for the counterpartptirerwise difficult to connect to a legitimate
scope, as determinedhter alia, on the basis of FIA guidelines (Art. 34 82 of thevised
AML/CFT Law). FIA Instruction No. 4 requires oblidesubjects to pay attentianter alia to
operations lacking plausible economical or finahjiatification. In combination, the provisions
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meet the elements of essential criterion 11.1 ¢peplex, unusual large transactions, or unusual
patterns of transactions, that have no apparevisitile economic or lawful purpose).

652. It is noted that, prior to the amendments and amditto the original AML/CFT Law
promulgated by Decree N. CLIX there was no suchireqent.

Examination of Complex & Unusual Transactions

653. The standard requires that obliged subjects shioellcequired to examine as far as possible
the background and purpose of transactions memtion¢he previous paragraph and to set out
their findings in writing. There is no such requment in the AML/CFT Law.

Record-Keeping of Findings of Examination

654. As a consequence of the fact that there is no mepaint for examinations as described in the
previous paragraph, there is no specific requireérnteetkkeep the resulting findings available for
competent authorities and auditors for at least fpears. The authorities refer to the general
requirement under Art. 33 81 of the revised AML/CIEaw to preserve information and
documents obtained. However, this requirement do¢sover findings of examinations carried
out by the obliged subject.

Recommendation 21

Special Attention to Countries not Sufficiently Kpm FATF Recommendations; Examinations of
Transactions with no Apparent Economic or Visibéeviul Purpose from Countries Not Sufficiently
Applying FATF Recommendations

655. While FIA Instruction No. 2 (see Annex XXIIl) mentis geographic risk as a risk factor that
has to be taken into account when applying a regel approach, there is no express requirement
for obliged subjects to pay special attention tsibess relationships and transactions with
persons (including legal persons and other findre#itutions) from or in countries, which do
not or insufficiently apply the FATF Recommendasion

656. Furthermore, there are no effective measures icepa ensure that financial institutions are
advised of concerns about weaknesses in the AML/Gi8tems of other countries. The
authorities state that such information will besdiminated in the future based on the new
empowerment according to Art. septies83 g) of the revised AML/CFT Law. However, this
empowerment refers to the dissemination of updeiedligence on ML and FT activities, rather
than information about weaknesses of countriepplying FATF Recommendations.

657. In addition, there are no requirements to examhe lhackground and purpose of those
transactions that have no apparent economic doleisawful purpose, as far as possible and to
have respective written findings which shall assimnpetent authorities (e.g. supervisors, law
enforcement agencies and the FIU) and auditors.

Ability to Apply Counter Measures with Regard tou@wies Not Sufficiently Applying FATF
Recommendations

658. There is no empowerment to apply appropriate cotmeasures where a country continues
not to apply or insufficiently applies the FATF Retmendations.

Effectiveness and efficiency

659. The IOR relies on an IT solution (Discovery Dayj foonitoring the unusual operations of a
customer. This IT tool is designed to scan the Kg#Rsaction data warehousadhivio unico
informatica mentioned under Recommendation 10 for the folgwiunusual customer
transactions:

1) significant transactions by description and ristegaries;
2) significant cash transactions by description askl categories;

3) wire transfers with a correspondent bank locatealriisky country;
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4) beneficial owner or their representative residim@ rrisky country;
5) transactions executed by encharged pef8ons

660. However, the system was not fully implemented, hat time of the MONEYVAL on-site
visits, given that the risk categorisation has bheen finalised yet (as mentioned under
Recommendation 5). Furthermore, it has not beegrméated which transactions are considered
to be significant or which countries are regardedsky'”.

661. The evaluation team concludes, that neither the HORAPSA have implemented adequate
procedures which ensure that special attentionaisl po relationships and transactions as
described under Recommendations 11 and 21 and wdrimbide that their background and
purpose is examined and recorded as far as isreguinder Recommendations 11 and 21.

662. So far, obliged subjects have never been informedthe competent authorities about
weaknesses in the AML/CFT systems of other cowntrie

3.6.2 Recommendations and comments

663. Given the global spread of the IOR’s customers itmdctivities, the above-mentioned gaps
under Recommendation 21 present important defi@enc

664. HS/VCS should introduce a requirement in law, ratoh or “other enforceable means” to
examine as far as possible the background and geimpiocomplex, unusual large transactions, or
unusual patterns of transactions, that have norappar visible economic or lawful purpose and
to set out their findings in writing.

665. HS/VCS should introduce a requirement in law, ratoh or “other enforceable means” to
keep such findings available for competent autlesri@nd auditors for at least five years.

666. HS/VCS should introduce a requirement to give spextiention to business relationships and
transactions with persons from or in countries Whito not or insufficiently apply the FATF
Recommendations.

667. HS/VCS should introduce a requirement to examiaesactions, the background and purpose
of such transactions as far as possible, and tp Wa#ten findings available, if they have no
apparent economic or visible lawful purpose.

668. HS/VCS should put in place effective measures suenthat obliged subjects are advised of
concerns about weaknesses in the AML/CFT systerothef countries.

669. HS/VCS should introduce a clear empowerment toyapppropriate counter-measures where
countries continue not to apply or insufficientjypdy the FATF Recommendations.

3.6.3 Compliance with Recommendations 11 and 21
Rating Summary of factors underlying rating
R.11 PC « No requirement to examine as far as possible tbhkgbaund

and purpose of complex, unusual large transactioms,
unusual patterns of transactions, that have noreppar
visible economic or lawful purpose and to set fotttieir
findings in writing.

8«Encharged persons” are persons entitled to eremsingle ad hoc transaction, without a geneaypr

9 After the MONEYVAL on-site visits, the IOR repregatives informed the evaluation team that theesyst
has become operational as far as wire transfersomeerned.
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» No express requirement to keep such findings availéor
competent authorities and auditors for at least yiears.

Effectiveness

e The requirement to pay special attention to all e
unusual large transactions, or unusual patterns| of
transactions, that have no apparent or visible @oin or
lawful purpose had not been fully implemented attime of
the MONEYVAL on-site visits.

R.21 NC « No requirement to give special attention to bugnes
relationships and transactions with persons from iro
countries which do not or insufficiently apply tHeATF
Recommendations.

* No requirement to examine transactions, the backgtand
purpose of such transactions, as far as possibteiakeep
written findings available, if they have no appareconomic
or visible lawful purpose.

» No effective measures in place to ensure that edlgubjects
are advised of concerns about weaknesses in the/GNIL
systems of other countries.

« There is no empowerment to apply appropriate counte
measures where countries continue not to apply] or
insufficiently apply the FATF Recommendations.

3.7 Suspicious Transaction Reports and Other ReportingR. 13, 14, 19, 25 and
SR.IV)

3.7.1 Description and analysis

670. The HS/VCS has opted for a reporting system basedsubjective assessment of the relevant
financial institutions. The reporting obligatiors ariginally laid down in the Act CXXVII of 30
December 2011, has been effective since 1 Aprill20he revised AML/CFT Law basically
follows the same line.

Recommendation 13

671. Pursuant to Art. 34.1 of the revised AML/CFT Late tentities performing on a professional
basis an activity listed in Art.2.1.a) of the sab@av, together with the professionals set out in
Art. 2.1.b) and c), are under an obligation, onirtlegvn initiative, to inform the FIA of any
suspicious transaction, when they know, suspektiee reasons to suspect that the relevant funds
are the proceeds of criminal activities or when MLFT has been or is being committed or has
been attemptéd As noted above, within the HS/VCS only the APSAd ahe IOR can be

8 The specific reference in the original Art. 34r21&85 to “self-laundering” was removed, as it righy was
considered redundant.
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regarded as financial institutions falling undee tieporting obligation. The revised AML/CFT
Law introduced a similar reporting obligation farlgic authorities (Art. 2 §2).

672. Art. 34.1 of the revised AML/CFT Law also appliebien there is a suspicion or knowledge
“when the financing of terrorism has been committethe international standards however
impose broader reporting obligation®,. (reasonable grounds to) a suspicion of the furiisgh
linked to or related to or to be used for terrotisenrorist acts or by a terrorist organisatione3éa
suspicions should also trigger a STR, even whealatad to any financing aspects. Furthermore,
there is a cascading effect from the referencédooffence of terrorism financing, as defined in
Art. 38ter Criminal Code, which scope (as noted in part B@va) gives rise to concerns.

673. Art. 34.1 further explains the basic reasons fospstion by referringinter alia to the
financial, economical and professional profile bk toperator and the characteristics of the
operation. The notion of “suspicion” is further sified in Regulation n° 5 of the FIA “governing
the content, modes of identification, also throimgticators of anomaly and forwarding repofts”
(see Annex XXI). This is supported by a seriesnofigators listed in FIA Instruction no. 4 “of
Indicators of Anomalies for the reporting of suspis transactions” (see Annex XXIV). The
grounds for suspicion for the 2 STRs filed wereetakom this objective list.

674. As in the old Law, whatever the circumstances augds prompting the disclosure, the
reporting obligation only arises from a suspearigaction” being performed, and consequently it
is legally limited to an active financial transactior similar activity. Such a restrictive approach
is not in line with the FATF essential criteria whionly requires the existence of funds related to
criminal activity, not necessarily in the context an active conduct. The provision is also
narrower than the EU Directive standard, which éfsposes the reporting obligation in respect
of “facts”, within the context of a financial traanxgtion or not.

675. According to Art. 34.2 of the original AML/CFT Lawthe FIA had to be informed
“promptly”, whilst Art. 35.1 of the revised AML/CFTLaw sets the rule a priori reporting. In
the present Art. 34.1 the word “promptly” has beemoved, which makes it more consistent with
Art. 34.3 and Art. 35, specifying that the discleshas to be made as soon as the suspicion arises
and prohibiting the reporting entities from cargyiaut operations they consider suspect, unless
they have filed a SAR. This enables the FIA torivgee in a timely manner, if necessary with a
freezing action. Deviating from this rule is onlftoaved if it is impossible to abstain from
executing the transaction or if by doing so it wbjdopardise an investigation. In those cases the
report must be filed immediately after executiomt(36.2 revised AML/CFT Law).

676. Only suspicious operations relating to money latindeor terrorism financing should trigger
a SAR. Bearing in mind that the ML offence in th&/MCS is not an all crimes offence, this
could be understood as requiring the reportingtiesatto disclose only in cases where they can
identify a relevant predicate offence and relievingm from the reporting obligation when they
find that the underlying offence is not includedtie list.

677. Compared to Art. 34.2 of the original AML/CFT Lathe reference to attempted transactions
has been dropped. Instead Art. 34.1 of the revAgdahow refers to the circumstance that “money
laundering or financing of terrorism ...... or has bettempted”. The attempt now relates to the
ML or TF as ground for the disclosure, not to tremsaction itself, which is not entirely correct.
In any case, if it was the legislator’'s intentian ihclude attempted transactions, it is highly
guestionable that the reporting entities understhagresent formulation in that sense.

678. Art. 34.3 82 now specifically states that the antaomolved makes no difference in terms of
the obligation to report.

679. As there is no tax system in the VCS, tax offereesnot included in the list of predicate
offences. Consequently, the reporting entitieslagally under no obligation to disclose if the

8 The FIA Regulations are considered to be otheoreafible means as set out under SR.VII in Sectibn 3
above.
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proceeds are the result of a fiscal evasion. Thetfat the case presents fiscal aspects does not
invalidate the reporting requirement (Art. 34.3.82)

Additional Elements

680. The reporting duty also applies when the finanaiatitutions suspect that the transaction
relates to funds that are the proceeds of whaterxierinal activity that would constitute a
predicate offence for ML domestically.

Special Recommendation IV

681. As stated above, Art. 34.1 of the revised AML/CFawL also expressly applies to the
financing of terrorism, so the related reportindjgddion follows the same regime as the ML one.
The scope of the reporting obligation should, havebe broader (see consideration of 13.2
above).

682. As in the ML context, the reporting obligation dogst depend on any threshold amount
involved in the suspect transaction. Possible ffiaspects do not pre-empt any disclosure under
Art. 34.1 of the revised AML/CFT Law. As for thecinsion of attempted transactions, the same
comment as above for ML applies.

Safe Harbour Provisions (Recommendation 14)

Protection for Persons Making STRS)

683. Art. 34 84 of the revised AML/CFT Law establishkatta report in good faith of a suspicious
transaction, including any information relatedtiashall not give rise to any form of liability for
the subjects who make the report, or their leggregentatives, administrators, directors,
employees, consultants, and collaborators on aoyngis, nor it shall constitute a breach of
banking or professional secret, nor of any posgiegrictions on the disclosure of information
imposed by legal, administrative or contractuahvsions.

684. According to the authorities “good faith” also inde cases where the reporting person did not
know precisely what the underlying criminal actjivitvas, and regardless of whether illegal
activity actually occurred.

Tipping off (Recommendation 14)
Prohibition against Tipping-Off

685. Pursuant to Art. 26 of the revised AML/CFT Law tlobliged subjects, their legal
representatives, administrators, directors, em@syeonsultants, and collaborators of whatever
nature, as well as anyone else who is aware shill not disclose to the entitled person or to
third parties the report of suspicious transactiimduding correlative information, nor that there
is in course, or could be in course an investigategarding money laundering or the financing of
terrorism.

686. The tipping off prohibition only appears to covérR that have already been submitted, but
not the fact that a STR has been identified amaltise process of being prepared/reported.

Additional elements

Additional Element—Confidentiality of Reporting fEta

687. Art. 37 of the revised AML/CFT Law, concerning Rration measures, provides that the FIA
shall adopt, also on the basis of agreement prist@ath the Judiciary Authority, both inquiring
and adjudicatory, and with any authority whatsogg€lequate measures to assure the maximum
confidentiality with regard to the identity of tkebjects that report suspect operations.
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688. The Memorandum of Understanding on the exchangefofmation within the cooperation
between Vatican authorities provides that in then¢that FIA forwards a suspicious transaction
report to the Promoter of Justice, the identitythaf reporter shall not be mentioned, unless this
element is required by a justified decree.

Recommendation 25 (feedback and guidance relatiogsT Rs)
689. According to Art. 33 85 of the of the revised AMIFT Law, the FIA shall:

b) issue and periodically update indicators of aales in order to facilitate the identification
of suspect operations;

h) draw up statistics concerning the applicatiod affectiveness of the administrative and
organisational measures of prevention and repmesgiononey laundering and financing of
terrorism;

i) carry out studies in matters of prevention aadrtering of money laundering and financing
of terrorism and develop and disseminate models fandat descriptive about unusual
behaviours on the economic and financial leveleradfle to possible activities of money
laundering or financing of terrorism.

690. In addition to the forgoing, Art. 36 84 providesittupon the dismissal of a suspicious
transaction report, this fact shall be communicateithe reporting subject by the FIA.

691. The FIA issued on the 14 November 2011 Regulatian Bl governing the means of
identification (also through anomaly indicators)daforwarding of reports of suspicious
transactions (see Annex XXI).

692. On the same date the FIA issued Instruction No.n4lmmlicators of Anomalies for the
Reporting of Suspicious Transactions (see AnnexX\}¥XI

693. The revised AML/CFT Law gives the FIA the obligatiain Art. 2 septies83 e to issue
guidelines to facilitate the reporting of suspi@dtansactions and provides the subjects listed in
Art. 2 81, with guidance regarding the manner gdoréng, including the specification of
reporting forms and the procedures to be followbeeémreporting.

694. While the Regulations and Instructions all referatad mention the old law as the basis for
their existence, the question arises if those tiltevalid. At the very least, effectiveness issues
arise as the guidance is harder to understandtaiceases.

695. One of the financial institutions complained thatad never received any further explanation
on the issued guidelines or feedback on the int@noaedures that were sent to the FIA.

Recommendation 19
Consideration of Reporting of Currency Transactiabsve a Threshold

696. No evidence was provided that the authorities haomesidered the feasibility and utility of
implementing a system where financial institutioeport all transactions in currency above a
fixed threshold to a national central agency wittomputerised data base.

Additional elements

Additional Element—Computerised Database for Cuyeiiransactions Above a Threshold and
Access by Competent Authorities

697. Not to be assessed, given that the reporting a€nay transactions above a threshold has not
been implemented.

Additional Element—Proper Use of Reports of Curyefiansactions Above a Threshold

698. Not to be assessed, given that the reporting aEnay transactions above a threshold has not
been implemented.
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Recommendation 32

699. The low number of STRs submitted to the FIA togethith the novelty of the regime meant
that it was not possible to assess the effecti'enéshe gathering of statistics. Nonetheless the
authorities were able to provide the limited infatron that they held.

Effectiveness and efficiency (R.13 & SR.IV)

700. By 18 March 2012 2 STRs had been filed under theLAMT regime by a financial
institution. This appears to be low as the SARmeghad been in effect since 1 April 2011. Even
if allowances are made for the small size of thmaricial sector in the HS/VCS and for the
reporting entities needing some time to accustoam#elves to the new regime and acquiring
experience, effectiveness of the reporting systequestionable.

701. The SARs were founded on one of the indicatorgdidty the FIA in its Instruction n°4,
which may be an indication of future reporting cocid Both financial institutions which the
evaluators met interpret the list as having a mamgacharacter that obliges them to report as
soon as one of the indicators applies. This idfitseot a formal deficiency, but by doing so the
institutions can, in effect, disregard their owspensibility to identify whether a transaction is
suspicious. Furthermore, the mere fact of an indidaeing met should not be a decisive element
by itself, but should be underpinned by a subjectppreciation by the reporting entity of the
suspicious character.

702. As stated, the obligation to report is “transactibased and, as such, is narrower than the
FATF essential criteria, which refers to the existe of funds with criminal origin. A restrictive
interpretation would exclude, for instance, theaibn where the suspicion is not raised by or at
the occasion of a concrete transaction, but byideiisformation unrelated to any activity on an
account. Such a minimalistic approach would of seunegatively impact on the overall
effectiveness. Furthermore, the lack of clarity @hattempted transactions being included in the
reporting duty in the new AML/CFT is to be deplored

703. Bearing in mind that the ML offence in the HS/V&3ot an all crimes offence, this could be
understood as requiring the reporting entitieglfin® establish the predicate offence to determine
if the suspicious fact should trigger a disclosarel to disclose only in cases where they can
identify a relevant predicate offence. The FIA Ragans and Instructions do not touch upon this
issue, which could have a serious restraining efiadhe performance of the reporting regime if
that interpretation would be upheld. As a genarkd, the reporting entities should not be required
to go further than arima facieassessment of the elements being related to maoagering or
terrorism financing activity, without going intat@chnical assessment of the offences.

704. Even if the effectiveness impact of the (primaitiéchnical) deficiencies in relation to the
reporting obligation in the terrorism context isnsiwlered low, since it may be expected that any
suspected link to terrorism as such would trigge6&R, no doubt should be left on the scope of
this key rule in the fight against terrorism.

3.7.2 Recommendations and comments

Recommendation 13

705. The reporting regime is basically sound. Repor#ingvity in this starting phase is low and it
is hoped that the frequency will pick up in duedinn terms of effective asset recovery the rule
of a priori reporting is a very positive feature of the syst&here are still some refinements to be
made in order to solidify the legal framework byirdpaway with the (potential) restrictions
which could unduly narrow down the reporting obliga.
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706. Therefore it is recommended to:

« Amend the law to broaden the reporting scope beyoadtrict terrorism financing to bring
it in line with the standards;

« Amend the reporting requirement to require tha¢ort is submitted to the FIA when it is
suspected or there are reasonable grounds to sulspetfunds” (rather than “transactions”)
are the proceeds of a criminal activity;

» formally broaden the reporting duty beyond suspeetrations to include suspicions on funds
generally;

« remove any doubt about the reporting obligatiofuidiog attempted transactions;

e remove any uncertainty as to the extent of thertaqgpobligation of the financial institutions
in respect of the identification of the predicatience; and

* emphasise the priority rule of the subjective amsest of the suspicious nature of the funds,
where the objective indicators should only be sesea guidance and support.

Special Recommendation IV
707. The same comments apply as for R.13 above.
Recommendation 14

708. HS/VCS authorities should extend the tipping offipbition to the fact that a STR has been
identified and is in the process of being prepaegabited.

Recommendation 19

709. Particularly in the light of the large amounts abh transactions and wire transfers carried out
by the IOR, HS/VCS should consider the feasibiityd utility of implementing a system where
obliged subjects report all transactions in curyealbove a fixed threshold to a national central
agency with a computerised data base.

Recommendation 25

710. Update all existing guidance in accordance withrtee law as they currently all refer to the
old law and to articles that no longer exist ordnbeen changed considerably.

711. Provide an active explanation of the issued Reguiatand Instructions to the financial sector
and feedback on the internal procedures sent tBlthdy financial institutions.

3.7.3 Compliance with Recommendations 13, 14, 19, 253petial Recommendation SR.IV
Rating Summary of factors underlying rating
R.13 PC + Attempted transactions not explicity covered ine threporting
obligation.

*  Reporting obligation is limited to “transactiongither than “funds”

* No reporting obligation covering funds suspectedb® linked or
related to, or to be used for terrorism, terrodsts or by terrorist
organisations.

» Deficiencies in the terrorist financing offence rfally limit the
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reporting obligation in respect of those who finaterrorism.

Effectiveness concerns.

R.14

LC

There is no provision that restricts disclosure tloé fact that a
suspicious transaction has been identified and @hafTR is in the
process of being prepared/reported.

R.19

NC

HS/VCS has not considered the feasibility andtutdif implementing
a system where obliged subjects report all traimactin currency
above a fixed threshold to a national central agemdéth a
computerised data base.

R.25

PC

—

While the Regulations and Instructions all refeatm mention the ol
law as the basis for their existence, the questi@es if those are stil
valid.

Effectiveness issues arise as the guidance is havdenderstand in
certain cases as several articles have been chacweiderably
Overall the requirements have been introduced arifild too
recently to be considered fully effective.

Failure to provide further requested explanatioms tbhe issued
guidelines or feedback on the internal proceduraswere sent to the
FIA.

SR.IV

PC

Attempted transactions not explicitly covered ine thieporting
obligation.

No reporting obligation covering funds suspectedb® linked or
related to, or to be used for terrorism, terrodsts or by terrorist
organisations.

Deficiencies in the terrorist financing offence rfally limit the
reporting obligation in respect of those who finaterrorism.

Effectiveness concerns.

Internal controls and other measures

3.8

3.8.1

Recommendation 15

Internal Controls, Compliance, Audit and Foreign Branches (R.15 and 22)

Description and analysis

Generally

712. Art. 2 of the original AML/CFT Law provided, in leawith criterion 1 of the essential criteria,

that:

Any subject, natural or legal person, body corpomat entity of any nature, including
subsidiaries and branch offices of foreign subjpetsorming, on a professional basis, one
of the activities indicated in Art. 2 81 a, areigbt to observe the rules governing the
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customer due diligence, registration of relatiopshand operations, keeping of the
relevant information and reporting of suspect ofi@ng; to this end they have to provide
for adequate organisational arrangements and proceduess well as to assure an
adequate trainingf the personnel.

713. The subjects referred to in the preceding paragsaph adopt any provision necessary to
assure the accurate and immediate fulfilment ofdheseen duties.

714. The new law stipulates in Art.t2r that:

1. The subjects referred to in paragraph 2, s@#gpaph 1, shall adopt adequate policies,
organisation, measures and procedures to prevent@amter money laundering and the
financing of terrorism, on the basis of the devalept of new technologies and of the
phenomena of money laundering and the financirigrobrism.

2. The subjects referred to in article 2, paragrdp shall select those who exercise
managerial functions, direction or control, amorgrsens of suitable competence and
professionalism.

3. The subjects referred to in article 2, paragrap shall adopt policies, programs and
measures to ensure that their employees, consyjltantl collaborators on any grounds,
possess an adequate professional level to perenfirtiper and effective observance of the
requirements set forth in this law.

715. It further clarifies that these measures shall udel training programs and continuous
formation (training) on the prevention of moneyrdaring and the financing of terrorism.

716. The original AML/CFT Law did not provide for an digit requirement to develop
appropriate compliance management arrangementatoa, minimum, the designation of an
AML/CFT compliance officer at the management leféde new law does not change this.

717. Furthermore, the original AML/CFT Law did not prdei for timely access by the AML/CFT
compliance officer to customer identification daad other CDD information, transaction
records, and other relevant information. The newdaes not change this.

718. The original AML/CFT Law did not provide for a reigegment to maintain an adequately
resourced and independent audit function to testpliance with these procedures, policies and
controls. The new law does not change this.

719. Art. 2 does provide for a requirement for adequedaing. In addition Art. 33 85 g) of the
original AML/CFT Law established that the FIA pregs, after hearing the obliged subjects,
programmes of training of the personnel to makentaerare of the law in force and the activities
that could be connected with money laundering aarfting of terrorism. This is broadly
replicated in the revised AML/CFT Law.

720. The only element which is missing in comparisonhwthie essential criteria is the explicit

requirement for awngoingtraining of employees. The revised AML/CFT Law do®wt change
this.

721. The AML/CFT Law does not provide a requirement $oreening procedures to ensure high
standards when hiring employees. The revised AMI/CBw adds here in Art &r, 82 that
managers should be selected among persons oflsuit@inpetence and professionalism. In 83 it
broadens this to their employees in general. Intiaddthere are criteria in place in the HC/VCS
for the recruitment of personnel as disclosed en@eneral Regulations of the Roman Curia, Title
I, Art. 13 and 14, although it should be noted tii@re are no internal sanctions stipulated in the
General Regulations.

722. Those by-laws stipulate that office managers ahtthelofficers of level 10 are appointed by a
bill of the Cardinal Secretary of State, upon psaioof the Head of Dicasteries. The other
officers are hired by the Head of Dicastery withiie limits of organic table after hearing the
opinions of the Secretary, Under-Secretary, Offitenager or other officer acting in his place.
Hiring requires the permission of the SecretarfaState after it has heard the advice of the
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Administration of the Patrimony of the ApostoliceSén addition it stipulates that the qualification
of candidates must be assessed on the groundpropapte titles of competence and possible tests
and that officials are selected from among thostngjuished for virtue, prudence, knowledge and
due experience.

723. FIA Instruction No 1 in matters of organisationp@edures and internal controls preventing
(see Annex XXII) came into force on 14 November 20OThe FIA has the power to issue
guidelines on the basis of Art. 33, 85 a) of thiginoal AML/CFT Law and Art. Zepties§82 c) of
the revised AML/CFT Law.

724. The instruction defines the necessity of the ongaimaracter of the training of employees. It
also describes in depth the need for an audit fmct

725. The instruction further states that the entitiebjestt to this law shall be provided with a
function specifically devoted to preventing and mi@wing operations of money laundering and
financing of terrorism, by appointing a person mible for coordination and supervision, and
possessing suitable requirements of independenteoréativeness and professional skills. This
seems to be very close to the requirement of tredsrd to designate an AML compliance officer
at the management level. Yet, it is does not pevior an explicit requirement for a timely
access.

726. The Instruction can be qualified as ‘other enfobteaneans’ as discussed earlier.

727. The conditions for ‘other enforceable means’ areally that the used language in the
document should be of a mandatory nature, thatiteement is issued by a competent authority
and that there are sanctions for non-complianceclwihould be effective, proportionate and
dissuasive.

728. To assess this last condition consideration shbaldiven to the range of sanctions available
for legal and natural persons, the applicabilityha case of breach of an AML/CFT requirement,
availability of evidence that sanctions have beppliad in practice and the possibility for an
appeal if sanctions are applied.

729. In the context of the VCS it is mainly the sancéibitity that is not fully satisfactory. Art. 42
of the AML/CFT Law (old and new) gives the FIU tpewer to apply sanctions for certain
specified Articles.

730. Art. 33 of the original AML/CFT Law, the basis orhigh the FIA can issue guidelines like
the instruction above, is not included in Art. /). This means that there is no legal ground for
the FIA to apply the available administrative s&nd if there is no compliance with the
Instruction.

731. In the new law the FIA has the obligation to isgugdelines and implementation norms in
Art. 2 septiesletter 2c. This obligation to issue guidelinefuigher restricted to:

i. the requirement set forth by Art.t8r regarding the adoption of policies, organisational
instruments, measures and procedures;

il. the requirements set forth in Chapters V, VI antirébarding the adequate verification,
registration, preservation of records, and the ntéppof suspicious transactions;

iii. the transfer of funds.

732. Letter i seems to restrict the right for issuingdglines to Art. 2 ter, 81 only while it
stipulates: ‘regarding the adoption of policies,gamisational instruments, measures and
procedures’. As far as the guidance of the FIA45t Mlovember 2011 addresses those activities,
the FIA has the right to apply the available peanniadministrative sanctions for natural and
legal persons on the basis of the new Art. 42.

733. This new Art. 42 (in combination with Art. pties 8§6) gives the FIU the right to impose
pecuniary administrative sanctions in case of viofaof certain specified articles and also for
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‘related duties established by the regulations iemglementation norms adopted pursuant to this
law’. This new Art. 42 does not refer to Arts@pties buit explicitly refers to Art. Zer.

734. As far as the FIA has the right to apply pecuniadministrative sanctions there are the
concerns as mentioned under SR VIl and R 17. Allhothe new law is a substantial
improvement by adding sanctionability for legal qmers, it still raises concerns regarding the
effective, proportionate and dissuasive criminiadi] or administrative sanctions for the following
reasons:

a) as APSA is regarded as a public authority the nemtyoduced administrative
sanctions appear not to apply to APSA

b) the existence of additional disciplinary sanctiémsnatural and legal persons is not
explicitly clear and not shown in practice;

c) explicit sanctions are not available for directansl senior management; and
d) no sanctions have been applied so far.

735. Although the condition of sufficient effective, prartionate and dissuasive criminal, civil or
administrative sanctions are not fully met, theleators consider that there are sufficient grounds
for considering the guidance as issued by the Rllbther enforceable means’. In practice the
Regulations and Instructions are accepted by thevaet institutions as being binding and
carrying sanctions that would be applied, partidylawithin the unique constitution and
institutional framework of the HS/VCS. This meahsttthe provisions in the guidance can be
taken into account for rating purpose

IGR

736. Since June 2011 the IOR has had internal procedurgdace that are in line with the
requirements of the essential criteria. APSA habkgracedures in place since 2 January 2012

737. The effective implementation and effectivenesstémal procedures of financial institutions
is normally assessed by reviewing this againstebeal obligations and supervisory guidance of
the FIA, the scope and consistency of supervisaggnamme, discussions with financial
institutions and the nature of enforcement actidtisfortunately the FIA had no supervisory
programme in place at the time of the MONEYVAL otewisits and had not inspected IOR or
APSA or imposed any sanctions. Discussions withfitencial institutions nevertheless gave a
positive impression.

Other financial institutionsirisurance, exchange bureaus and brokerage compaciedit
unions, postal organisations,.

738. As previously stated, IOR and APSA are the onlgifiicial institutions operating in HS/VCS.
These is a post office but its activities are ledito sale of stamps.

Additional elements

739. IOR explained to the evaluators that the AML/CFTmptiance officers are able to act
independently and to report to senior managementeathe compliance officers next reporting
level, including to the board of directors

Recommendation 22
Application of AML/CFT Measures to Foreign Branchesl Subsidiaries

740. HS/VCS stated that there are no foreign branchesilosidiaries. However, the establishment
of branches or subsidiaries is not prohibited.

741. Prior to the amendments and additions to the alghML/CFT Law promulgated by Decree
N. CLIX there were no requirements with respedbteign branches and subsidiaries of obliged
subjects at all.
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742. In accordance with Art. Dis of the revised AML/CFT Law, the foreign branchezda
subsidiaries of the obliged subjects, as well asitistitutions controlled exclusively or jointly,
directly or indirectly, by them, are required tasebve the requirements set out in the AML/CFT
Law.

743. There is still no requirement to pay particulaeation that this obligation is observed with
respect to branches and subsidiaries in countrieigh do not or insufficiently apply the FATF
Recommendations.

744. When the requirements in force in the foreign Séagenot equivalent with those set out in the
AML/CFT Law, the branches, subsidiaries or con&dllinstitutions shall observe the
requirements set out in the AML/CFT Law, to theemttthat the laws of the foreign State permit
SO0.

Requirement to Inform Home Country Supervisor iielgm Branches and Subsidiaries are Unable to
Implement AML/CFT Measures

745.  When the requirements in force in the foreign Statenot equivalent with those set out by
this law; the branches, subsidiaries or controllaedtitutions shall inform the Financial
Intelligence Authority.

746. This requirement is not fully in line with the essial criterion, which requires informing the
home country supervisor when a foreign branch @sisliary is unable to observe appropriate
AML/CFT measures because this is prohibited bylldca. host country) laws, regulations or
other measures.

747. However, the evaluators take the view that duéécatbove-mentioned reporting requirement
contained in the AML/CFT Law obliged subjects woaldo have to report instances where the
foreign branch or subsidiary is unable to obsemgr@priate AML/CFT measures because it is
prohibited by the host country’s laws, regulatiamsother measures (as required by essential
criterion 22.2).

Additional elements

Additional Element—Consistency of CDD Measuresraufs Level

748. There is no requirement for financial institutiogsbject to the Basel Core Principles for
Banking Supervision (Core Principles) (the IOR &MISA qualify as such) to apply consistent
CDD measures at the group level, taking into actthenactivity of the customer with the various
branches and majority owned subsidiaries worldwide.

Effectiveness and efficiency
749. Neither the IOR nor the APSA has foreign branchesubsidiaries. The above-mentioned
obligations are therefore not relevant in practice.

3.8.2 Recommendation and comments

Recommendation 15

750. Steps should be taken to ensure that all elemehtgumance given by the FIU are
sanctionable or ensure that relevant criteriararerporated in the AML Law.

751. An explicit requirement for timely access to infation for the compliance officer, either in
law or guidance should be introduced.

Recommendation 22

752. HS/VCS authorities should introduce a requiremenpay particular attention that branches
and subsidiaries in countries, which do not or fifigently apply the FATF Recommendations,
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observe AML/CFT measures consistent with the homenty requirements and the FATF
Recommendations.

753. HS/VCS authorities should consider introducing guieement for financial institutions
subject to the Core Principles (the IOR qualifissach) to apply consistent CDD measures at the
group level, taking into account the activity ofetleustomer with the various branches and
majority owned subsidiaries worldwide.

3.8.3 Compliance with Recommendations 15 and 22
Rating Summary of factors underlying rating
R.15 PC » The right of the FIA to issue guidance is restdcte

* Neither the law nor guidance provide for timely egx by theg
AML/CFT compliance officer to customer identificati data and othe
CDD information, transaction records, and othezvaht information.

* |IOR has internal procedures but their effectiveroeggd only partly bg
assessed (Effectiveness issue).

» Overall the requirements have been introducedanifield too recently
to be considered fully effective.

=

R.22 LC * No requirement to pay particular attention conaegnivhether the
AML/CFT measures are consistent with the home egueguirements
and the FATF Recommendations are observed wittecésp branche
and subsidiaries in countries, which do not or fificiently apply the
FATF Recommendations.

UJ

3.9 Shell Banks (R.18)

3.9.1 Description and analysis

Prohibition of Establishment of Shell Banks

754. Shell banks are defined in the revised AML/CFT Lasv‘a bank, or a credit institution that
conducts similar activities, that has been incafaat in a State where it has no physical presence
which enables it to be directed and managed effggtiand which is not affiliated to regulated
financial services group”.

755. As set out in section 1.3 above, it must be nobed pursuant to Art. 7. of Act No. V on the
Economic, Commercial and Professional Order of 19&%8body is entitled to open shops,
businesses or workshops, even for the exerciseingples trades, nor set up industrial or
commercial enterprises of any kind, nor open offictudios, agencies or fixed places of delivery
for the exercise of any profession, without obtagnauthorisation from the Governor. (See also
section 5.1 of this report). Due to this public rapaly regime the establishment of shell banks
would not be possible.

Prohibition of Correspondent Banking with Shell Ban

756. Pursuant to Art. Ibis b) of the revised AML/CFT Law it is prohibited tmpen or hold
correspondent current accounts in a shell bantg open or hold correspondent current accounts
in a bank or in a financial or credit institutidmat is known to permit a shell bank to use its own
accounts.
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Requirement to Satisfy Respondent Financial Ingiitg Prohibition of Use of Accounts by Shell
Banks

757. There is no express requirement for financial ingtins to satisfy themselves that respondent
financial institutions in a foreign country do mrmit their accounts to be used by shell banks.

3.9.2 Recommendations and comments

758. The authorities should introduce an express reopgrg for financial institutions to satisfy
themselves that respondent financial institutiona foreign country do not permit their accounts
to be used by shell banks.

3.9.3 Compliance with Recommendation 18
Rating Summary of factors underlying rating
R.18 LC * There is no express requirement for financial fng8ons to

satisfy themselves that respondent financial wistihs in a
foreign country do not permit their accounts toused by shel
banks.

Reqgulation, supervision, guidance, monitoring andrgtions

3.10 The Supervisory and Oversight System - Competent Aborities and SROs /
Role, Functions, Duties and Powers (Including Sanicins) (R. 23, 29, 17 and 25)

3.10.1 Description and analysis

Authorities/SROs roles and duties & Structure amsburces
Recommendation 23 (23.1, 23.2)

759. Art. 33 81 of the original AML/CFT Law establish#sat the FIA exerts its functions in full
autonomy and independence. It is assigned suffifieancial means and resources to assure the
effective pursuit of its institutional goals.

760. The provisions of Art. 33 82 of the original AML/CHR.aw state that the FIA has the power to
perform inspections of the subjects referred té\ith 2 and to impose administrative pecuniary
sanctions on the responsible subjects, in the daseseen in this Act. The foregoing, therefore,
automatically makes financial institutions subjectegulation and supervision.

761. Art. 2ter of the revised AML/CFT Law sets out the powers eggponsibilities of the FIA as
supervisor and provides that:

1. The subjects referred to in §2.1 shall adopt adegpalicies, organisation, measures and
procedures to prevent and counter money laundaridgthe financing of terrorism, on the
basis of the development of new technologies anttiephenomena of money laundering
and the financing of terrorism.

2. The subjects referred to in Art. 2, 81, shall selkose who exercise managerial functions,
direction or control, among persons of suitable pet@nce and professionalism.

3. The subjects referred to in Art. 2, 81, shall adpplicies, programs and measures to
ensure that their employees, consultants, and bmbdors on any grounds, possess an

143



adequate professional level to permit the proped affective observance of the
requirements set forth in this law.

762. These measures shall include training programscantinuous training on the prevention of
money laundering and the financing of terrorism.

763. The indicated activities as mentioned above areritbes! in Art. 2 81 and consist of receiving
deposits, insurance business, acquiring particpsti collecting deposits, performing lending
business and payment services, issuing means ofguéyor guarantees, renting safe deposit boxes,
performing currency change operations, purchagmagselling land/property, managing monies and
financial instruments, opening or managing banloaets and deposits, establishing or managing
trusts, performing investment services, perforntiveyprofessions of auditor, external accountant or
tax adviser, notary or lawyer, real estate agemiten they engage in a transaction for buying or
selling real state and dealers in precious metadsomes, when they engage in a transaction equal
to or above €15,000 or more.

764. Finally, as established by the letter c) of Apostolic Letter in form of a Motu Proprio on the
prevention and countering of illegal activitiestime financial sectoof December 30, 201@he
FIA exercises its duties with respect to the Dicastesfethe Roman Curia and of all the entities
and institutions.

765. While countries should also ensure that finanomtitutions adequately comply with the
requirements, Art. 33 of the original AML/CFT Lawipmilates that the FIA supervises the
observance of the duties established in mattepsenfention and countering of money laundering
and financing of terrorism and issues provisionstiie implementation of the rules contained in
this Act; furthermore, it has the power to issu@glines and particular directives with reference
to the subjects on which the duties foreseen sAlt are imposed.

766. Moreover, Art. 33, 85 h) of the original AML/CFT haestablishes that the FIA draws up
statistics concerning the application and effeciess of the administrative and organisational
measures of prevention and repression of moneyd&ing and financing of terrorism. Art 2
septiess4 of the revised AML/CFT Law instead states:

The Financial Intelligence Authority, usingter alia, the information gathered while
fulfilling its tasks as set forth in paragraph Bak:

a) prepare analysis and studies on particular seotoirsstances of the economic and
financial activity that are deemed to be under,reakd even on single anomalies
that can be traced back to incidents of money lating or financing of terrorism;

b) release to the public periodic reports containirmgn-oonfidential statistics and
information related to the exercise of its own\atti

767. So far the FIA has issued several examples of go&labut has not drawn up statistics
concerning the application and effectiveness ofteasures taken.

768. The FIA is in the process of assessing which bodi¢$S/VCS meet the requirements of Art.
2; both IOR and APSA fall under its remit. At thmeé of the MONEYVAL on-site visits, no
inspections had been undertaken by the FIA.

769. The revised AML/CFT Law states, in Art. septies §2: “Regarding the supervision of the
subjects listed in Art. 2, 81, the FIA shall:

a) Monitor their compliance of the requirements sethfon this law to prevent and counter
money laundering and terrorist financing;

b) Verify, including through inspections, the suitéiland effectiveness of the policies,
organisational instruments, measures and proceduaigstied by them pursuant to Art. 2
ter, to prevent and counter money laundering andristriinancing;

The inspections shall be governed by a regulaendd by the Pontifical Commission of the
Vatican City State.”
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770. This new article limits supervision to monitoringdaverification of certain activities, such as
those set out under Art. t&r of the revised AML/CFT Law which focus mainly ontérnal
control measures and selection of employees. ¥atitin is defined as including inspections and
is therefore broader than the term inspection.sitnot clear though if it includes on-site
inspections.

771. Art. 33 of the original AML/CFT Law also directly entioned the power to impose sanctions
on the responsible subjects. This power has beaovwed in the revised AML/CFT Law. In this
case we therefore have to fall back to the gernmmlision in Art. 42 of the revised AML/CFT
Law which covers administrative sanctions. Art. d@:s not refer to the violation of Art. 2
septies but refers to the related duties established Hey regulations and other enforceable
measures adopted pursuant to the law.

772. In conclusion, the original definition appearedot clearer and broader than the current one.
Furthermore, the new article stipulates that ingpes shall be governed by a regulation issued
by the Pontifical Commission. It depends on theteohof this Regulation to judge if the new
situation in the end is better or worse. There m@&egulation available for the assessment team
within the timeframes in which information has ®dssessed.

773. The revisions of the law in this area could algeean issue of independence. On this issue
Art. 2 septiesgives the FIA operational independence and autgndvhile no inspections have
been executed it is still unclear what operationdépendence means in relation to the Regulation
referred to. This is of particular importance ae ttriginal AML/CFT Law pointed to ‘full
independence’.

Recommendation 30 (Resources supervisors)

774. This part of Recommendation 30 assesses the stucttaff, resources and funding of
supervisors. In the case of HS/VCS the FIA is gtevant supervisor for AML/CFT purposes. While
the FIA also has a role as Financial Intelligenaet Ebr receiving, analysing and disseminating
STRs, this part of the report does not focus orrégeurces for that task, focussing instead on the
supervisory role.

775. The FIA has the power to conclude a ProtocdEntentewith supervised subjects which also
refers to the content of the activity of inspectidhis power gives rise to a concern considering
that supervisory activity has not yet been commeénltevill be necessary for the new Regulation
to give effect to the Protocol &ntente

776. Art. 33 81 of the original AML/CFT Law provided théhe FIA exerts its functions in full
autonomy and independence. It is assigned suffifieancial means and resources to assure the
effective pursuit of its institutional goals.

777. In the revised AML/CFT Law, Art. 3eptiesstipulates, as previously described, that the FIA
“shall perform its functions as set forth in thésv with operational independence and autonomy
and, in the application of those principles, itlshave adequate resources”.

778. The structureof the FIA does not, however, reflect a divisiatvieen the FIA as Supervisor
or the FIA as FIU.

779. The Statute of the FIA (see Annex VI) governs itgamisation and reflects the important
articles of the old law including under Art. 2 thaithas full independence. The organs of the FIA
are the President and the Board of Directors. Tiesiékent is appointed by the Supreme Pontiff
for a period of 5 years and chairs the Board ok&iors meeting. The other members of the
Board of Directors are also appointed by the Supr@ontiff. The Board is responsible for the
organisation and functioning of the FIA, includig strategy.

780. The Director of the FIA is appointed by the Prestddhe Director is responsible for the
operational activity of the Authority and coordiesitthe activities of the personnel. The FIA
forwards a report to the Secretary of State oadtwiities.
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781. As described previously, the revised AML/CFT Lawag operational independence to the
FIA instead of full independence and creates awifit definition of supervision and inspection
based on a Regulation that still has to come iffece This raises concerns as to the power of the
Board to define its strategy in supervisory issaumss the status of the Statute of the FIA.

782. At the time of the MONEYVAL on-site visits, the Fldad a stafbf 8 including the director and
deputy director. There is no real division regagdihA as supervisor or FIA as FIU; although, two of
the 8 employees have backgrounds as supervisors.

783. The FIA has facilities and computers available. bhdget was €600,000 for 2011 and has been
raised to €900,000 for 2012.

784. Staff of the FIA should be required to maintainthfyofessional standards, including standards
concerning confidentiality, high integrity and skibbe appropriate skilled.

785. According to Art. 4 of the Statute of the FIA, tReesident of the FIA is appointed by the
Supreme Pontiff. Art. 5 of the Statute requirest ttee Board of Directors is chaired by the
President of the Authority and is made up of fowrenmembers, appointed by the Supreme
Pontiff among persons of great reliability, compete and professional skills. Art. 6 of the
Statute requires that the director of the FIA miostadequately qualified and haven proven
competence and professional skills in the legafoial and computer-science fields, acquired in
the Authority’s institutional matters and is apgeth by the President with the permission of the
Secretary of State. The personnel of the Authaity required by Art. 6.3 to have an adequate
professional experience in the Authority’s insiitaial matters and are hired by the President of
the Authority with the permission of the Secretafystate.

786. Art. 7 obliges all relevant officials to keep thigltest secrecy about anything concerning the
FIA and its relationships with third parties.

787. In this regard, the provisions of Art. 13 §81-2 dfimssional skills) and Art. 55 §2, p. 2
(provision of paid leave to take exams) of theneral Regulation of the Roman Cuapply. As
the latter governs the matter of permits for theratance of the examinations for relevant jobs, a
concession is imposed concerning staff training.

788. In accordance with the requirements of R.30.3,sthff of the FIA, as supervisor, should be
provided with adequate and relevant training.

789. Employees have followed training in IT and differennferences and seminars. No specific
training was provided for the supervisory sidehaf FIA.

Authorities powers and sanctions

Recommendation 29

790. The Recommendation requires that supervisors shmaldadequate powers to monitor and
ensure compliance by financial institutions. Aceogadto Art. 33 of the revised AML/CFT Law,
paragraph. 5, letter a), the FIA supervises themiance of the duties established in matters of
prevention and countering of money laundering ananicing of terrorism and issues provisions
for the implementation of the rules contained iis tiAct, except for the criminal rules as
contained in Chapters Il and IlIlI; furthermore, éshthe power to issue guidelines and particular
directives with reference to the subjects on whinghduties foreseen in this Act are imposed.

791. Supervisors should have the authority to conduspentions of financial institutions,
including on-site inspections, to ensure compliaseeh inspections should include the review of
policies, procedures, books and records, and stextdshd to sample testing.

792. According to Art. 33 82 of the original AML/CFT Lawhe FIA has the power to perform
inspections at the subjects referred to in Artn@d 8 impose administrative pecuniary sanctions
on the responsible subjects, in the cases foréadhis Act.
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793. As set out under the consideration of R.23.1 and aBove, Art. Zepties 82 of the revised
AML/CFT Law sets out the supervisory powers anghoesibilities. As previous considered, this
new article limits supervision to monitoring andrifieation of certain activities, such as those
mentioned under Art. fer, which focus mainly on internal control measured aelection of
employees. Verification is defined as includingpestions and is therefore broader than the term
inspection. Nevertheless it is unclear whethendudes on-site inspections as required by the
Recommendation. Inspections then are governed lextannal Regulation.

794. Art. 33 of the original AML/CFT Law directly menth@d the power to impose sanctions on
the responsible subjects. This power has been redniovthe revised AML/CFT Law. In this case
we therefore have to fall back to the general miowi in Art. 42 of the revised AML/CFT Law,
which covers administrative sanctions. Art. 42 doesrefer to the violation of Art. 2epties but
refers to the related duties established by thelatigns and other enforceable measures adopted
pursuant to the law.

795. In conclusion, the old definition seemed to be ®eand broader than the current one which
seems restricted to certain activities. The newlarstipulates that inspections shall be governed
by a regulation issued by the Pontifical Commisslodepends on the content of this Regulation
to judge if the new situation in the end is betieworse. There was no Regulation available for
the assessment team within the timeframes in wihfohmation has to be assessed.

796. There is also the issue of independence. With de¢rmrArt. 2 septies this gives the FIA
operational independence and autonomy. While npeittions have been executed it is still
unclear what operational independence means itiorele the Regulation referred to. This is of
particular importance given that the old law paiht® ‘full independence’. The authorities
explained that the new law is not intended to lithie supervisory powers or to limit the
independence of the supervisor; this will be furttiarified in the Regulations that are still ireth
process of being developed.

797. One of the members of the Cardinals Committeesis pfesident of the FIA. This could raise
concerns regarding a serious conflict of intertisis therefore strongly recommended that the
same person should not hold positions in the sigmgbody and a supervised body.

798. Both under the original and revised AML/CFT Lawsisi unclear to what extent inspections
include the review of policies, procedures, booksl aecords, and should extend to sample
testing. Under the new law this may be clarifiedhia Regulation to be issued by the Pontifical
Commission, although this was not available toabeuators at the time of the MONEYVAL on-
site visits.

799. According to Art. 33, 82 of the original AML/CFT kathe FIA has access, also directly, to
financial, administrative, investigative and judicinformation, required to perform its tasks in
countering money laundering and financing of tesrar However, The revised AML/CFT Law
does not give the FIA such clear powers. Agaimhe Regulation has to give more clarity here.

800. Both under the original AML/CFT Law as the revigeIL/CFT Law, it was and is unclear if
the legal empowerment of the supervisory autharitielude the right of entry into the premises
of the institution under supervision, the rightdmand books of accounts and other information,
the right to make and take copies of documents aviplenalty on the institution if its officers fail
to comply.

801. Under the original AML/CFT Law both the IOR and tBapreme Court held the legal opinion
that (some of) those powers are not included. Utlierevised AML/CFT Law the Regulation
could create clarity.

802. In the HS/VCS legal system, the supervisor's poteecompel production of or to obtain
access for supervisory purposes is not predicatatieneed to require a court order.

803. The Recommendation requires that the supervisouldhdave adequate powers of
enforcement and sanction against financial ingbitist and their directors or senior management
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for failure to comply with or properly implementg@rements. As mentioned above Art. 33, §2
under the old law gives the right to access infdionaand to impose sanctions. Art. 42 under the
new law gives the FIA the power to apply admintbieapecuniary sanctions to natural and legal
persons. Both in the old and new Law there is rieik empowerment to sanction directors or
senior management.

804. At the time of the MONEYVAL on-site visits, no sdioms had been applied against financial
institutions, directors or senior management.

805. So far the assessment team received the followiagstics regarding supervision and
coordination:

supervision and coordination

Institution or obliged subject Number of meetings

June to December
2011

Secretary of State 4

Governorate 3

Prefecture for the Economic Affairs of the Holy See 2

Gendarmerie Corps 3

Administration of the Patrimony of the ApostolicsS®A\PSA) 5

Institute for Works of Religion (IOR) 5

Judiciary offices 2

Propaganda Fide 2

Cor Unum 2

Other (Congregation for the Oriental Churches, ifloat Commission fo 3

Sacred Archaeology and Equestrian Order of the H®gpulchre of

Jerusalem)

806. With regard to the figures for the IOR, it is gdodhote that what is called ‘supervision’ was later
explained to be supervision through correspondbatgeen the FIA and IOR and consisted of the
following actions:

* At the end of the 30 days period from the enteiimndgorce of the Act CXXVII, the FIA
requested a formal communication, by 10 May 20&darding the issue of any provision for
the implementation of AML requirements; the answeas received within the deadline
established by the Law.

 On 12 May 2011, the FIA requested the agreemeipusiated with foreign banks related to
the implementation of AML measures, and all the whoentation connected to pending
inquiries before Italian (and other countries) @Ggua positive answer was given at the end of
May.

148



e On 8June 2011, the FIA, in order to have an explanatioime background to the letter that
was sent to the customers of IOR on 23 May 201fbramed the IOR of the need for a
meeting (scheduled on 14 June) for the discusditimedssue.

* Further communications between June and September aimed at going in depth into
details regarding the timing of applicability okthaw.

» Other requests were addressed to the IOR on thsifitation of customers, risk categories,
CDD on the existing customers, the monitoring abpas delegated to operate on the féfads

Effectiveness and efficiency (R.23&29)

807. As stated above no inspections have been execinied the formation of the FIA at the
beginning of 2011. All communication was done \aarespondence. IOR states that it had sent its
internal procedures to FIA for acceptance but nex@ived a response.

808. Considering the issues at stake between IOR amijforauthorities and the small size of the
financial sector in VCS, it is remarkable that Flil not conduct an on-site inspection within IOR to
investigate the issues in appropriate detail.

809. Since no on-site inspection has been executedzftbetiveness of the powers and authorities
could not be established.

Recommendation 17

810. Recommendation 17 requires that countries shoutdirenthat effective, proportionate and
dissuasive criminal, civil or administrative sapnas are available to deal with natural or legal
persons covered.

811. Art. 42 of the revised AML/CFT Law provides that:

(@) In case of violation of the obligations set fonthArts. 1bis; 2 ter, 25 paragraphs 1, 2, 4,
and 5; 26; 27; 28; 2Bis; 28ter; 29; 29bis; 29ter; 30; 31; 32; 33; 34; 35; 36; 37, 81; 37
bis; 38; and 39; or of the related duties establishgdthe regulations and other
enforceable measures adopted pursuant to thistten-inancial Intelligence Authority
shall impose a pecuniary administrative sanctiowgireg from €10,000 to €250,000, for
the natural persons, and from €10,000 to €1,000@0the legal persons.

(b) The sanctions shall be determined pursuant toritexia set forth in Law n. CCXVII of
14 December 1994,

(© The import of the sanction shall be acquired by Hudy See and it is destined to the
charitable and religious works of the Roman Pontiff

(d) The person sanctioned may object to the decisigdheofinancial Intelligence Authority
resorting to a Single Judge. If it is a legal pargbe entity sanctioned may take action
against the natural person responsible for theatrai.

(e) The preceding provisions shall be applied withaefjyzlice to the disciplinary procedures
related to an employment relationship.

812. The available administrative sanctions range frd,&00 up to €250,000 for natural persons.

813. Criminal sanctions for legal persons are dealt witider Recommendation 2 above. In
HS/VCS there was no criminal liability for legalrpens as, in the view of the authorities, this
would be inconsistent with fundamental principléslomestic law. In addition it is not clear yet
to what extent, if at all, criminal sanctions am@sgible in cases of infringement of the several
articles of Act No. CXXVII relating to Chapters eththan Il (criminal provisions on money
laundering) and Ill (other forms of criminal actii. Although criminal sanctions, are in cases of

8 0n 23 February 2012, a request was transmittedhéoytA regarding an updating on the acquisition of
information on customers and persons delegategédoate on their behalf, the improvement of frorficef
documentation and integration of electronic proceddor classification of customers in the riskegaltries,
and on agreements of AML cooperation with foreigmks.
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infringement of the several articles of the origi@ad revised AML/CFT Laws relating to
Chapters other than 1l and Il for natural pers@re not specifically provided for in the
AML/CFT Law, Art. 9 of the Act on Sources of Lawegs Annex Xll) provides that “Should any
penal provision be lacking, and an act has beemutied that offends the principles of religion
or morals, public order, personal security or satdtthings, the judge may refer to the general
principles of the legislation to inflict pecunigpgnalties up to €3,000, or detention penaltiesoup t
six months, and apply, as the case may be, thenalige sanctions indicated in Law of 14
December 1994, No. CCXXVII". This is a unique saat which introduces the possibility of
criminal sanctions in the most egregious cases.

814. R. 17.4 requires that the range of sanctions aailshould be broad and proportionate to the
severity of a situation. They should include thevpo to impose disciplinary and financial
sanctions and the power to withdraw, restrict apsnd the financial institution’s licence, where
applicable.

815. Article 42, 82 states that sanctions shall be datexd pursuant to the criteria set out in Act
No. CCXVII of December 14, 1994 on modificationstie penal system (see Annex XIV). This
Act describes that the pecuniary administrativecsan should be proportionate to the severity of
the situation (Art. 2). According to the authorgjehis principle of proportionality also meansttha
the FIA has the power to impose disciplinary samsgi The authorities explained that, via
Regulation No 3 Art. 12, the FIA issued guidancdarrthe old law that was validated under Art.
2 of the new Decree where it was stated that adtieg Regulations were adopted in so far as
they were compatible with the new law.

816. Regulation No. 3 Concerning Administrative Sandidmcluded a provision to “maintain the
rules concerning disciplinary measures in relatmwork relationships with the Holy See or with
Vatican City State”. The authorities explained lfiert that through Art. 12 of this Regulation, the
disciplinary actions of the General Regulationted Roman Curia could be applied as described
in Art. 70 and further. Those articles describe tbkowing disciplinary sanctions: written
warnings; instructions; and dismissal of employés¥ortunately those disciplinary sanctions are
not explicitly given to the FIA. A change to thisidance on this particular issue seems not to be
feasible while this power of the FIA to issue guida is now more restricted. In addition, it is
unclear to what extent those disciplinary actioas be practically applied to the IOR while, for
example, directors are not hired under the conutiof the General Regulation of the Roman
Curia. For those cases the Cardinals Commissiohtrhigve the power to dismiss presidents and
vice-presidents as described in Art. 8 of the CawicSuperintendence. Regarding the Cardinals
Commission, there remains the issue of its statue whether it is an internal body of the IOR or
in fact an independent 'supervisor'. The examinerg unclear on this.

817. In addition the term proportionality as describeddict CCXVII seems to refer, in particular,
to the pecuniary administrative sanctions.

818. The range of sanctions does not include the powerthdraw, restrict or suspend a licence.
IOR and APSA are formally not ‘licensed’. As sutiese are “licensed” via the Chirograph and
the Pastor Bonus respectively.

819. On the 14 of November 2011 the FIA issued Regulation No 8ceoning administrative
sanctions in case of infringements of duties by M. CXXVIl (see Annex XIX). This
Regulation refers to the old Art. 42 and in additidescribes procedures for challenges and
notifications and provides rules for injunctiortse terms of deposits and enforcement.

820. Art. 42bis of the new law stipulates:

1. In case of conviction for one of the crimes setifon Arts. 412bis and 138&er of the Penal
Code, the judicial authority shall impose an adstmative economic sanction ranging from
€20,000 to €2,000,000 to the legal person involfed

150



a) the person convicted exercised its legal repreBentamanagement, direction, or a
similar role;

b) the person convicted was under the direct respitihsilsupervision or control or one of
the persons referred to in paragraph a);

c) the crime was committed in favour of the legal pars

821. The same article further defines in paragraph 2 nwhlegal persons are not deemed
responsible. It also stipulates in paragraph 3 thahddition to the economic administrative
sanctions, a temporary interdict on the exercisatofactivities shall be imposed if certain
conditions apply.

822. Under the standard, sanctions must be availabielation both to financial institutions and to
their directors and senior management. The revWddd/CFT Law does not provide any specific
sanctions for the directors and senior managenfeéhedegal person. However, the term “natural
persons” would appear to be broad enough to cdrestdrs and senior management.

823. In conclusion, there are pecuniary administrataections for natural persons. There appears
to be room for imposing some additional disciplinaanctions, but it is not explicitly clear and
not shown in practice.

824. For legal persons there is an appropriate rangeeofiniary sanctions available in case of
convictions for crimes. In addition a temporaryendlict can be imposed. There seems to be room
for imposing some additional disciplinary sanctiomst it is not explicitly clear and not shown in
practice. Furthermore there is no ability to witharor suspend a licence. In addition there are no
specific sanctions available for the directors aetior management of financial institutions
although they would fall within the definition ohéatural persons”. Furthermore, as APSA is
regarded as a public authority the newly introdussatctions appear not to apply to APSA

825. Although the new law is a substantial improvement dalding sanctionability for legal
persons, it still raises concerns regarding thecsffe, proportionate and dissuasive nature of
criminal, civil or administrative sanctions for tfalowing reasons:

a) as APSA is regarded as a public authority the nemisoduced administrative sanctions
appear not to apply to it;

b) the existence of additional disciplinary sanctidios natural and legal persons is not
explicitly clear and not shown in practice;

c) explicit sanctions are not available for directansl senior management; and
d) no sanctions have been applied so far.

826. The condition of sufficient effective, proportioratand dissuasive criminal, civil or
administrative sanctions are not fully met. Thegers reasonably broad but could be improved
with regard to disciplinary sanctions, and appt@@PSA.

827. It is noted that Art. 42 and 4ds of the revised AML/CFT Law provide that “The impaf
the sanction shall be acquired by the Holy Seeiaigldestined to the charitable and religious
works of the Roman Pontiff”. Bearing in mind thatancial sanctions in the context of HS/VCS
inevitably would involve simply transferring mondsom one HS/VCS account to another it
seems to the evaluators that, in the particulaunistances of the HS/VCS, the publication of any
financial or other sanctions imposed would be ebggr utility.

Market entry

Recommendation 23
(23.3, 23.5, 23.7jcensing/registration elements only
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828. This Recommendation also requires that supervigorsther competent authorities should
take the necessary legal or regulatory measurggeteent criminals or their associates from
holding or being the beneficial owner of a sigrdfit or controlling interest, or holding a
management function, including in the executive sapervisory boards, councils, etc. in a
financial institution. In this context IOR and APS¥e to be qualified as financial institutions
according to the FATF methodology, taking into actahe financial services they provide to their
customers.

829. HS/VCS has taken no specific measures to involeestipervisor in the process of licensing and
approving senior staffing financial institutions.

830. Directors and senior management of IOR and APSA rate specifically evaluated and
‘licensed’ on the basis of “fit and proper” criterincluding those relating to expertise and
integrity.

831. Nevertheless the heads and governing boards degja entities performing operations that
could be relevant in the light of the FATF Recomdsions in the HS/VCS are subject to the
discipline of theGeneral Regulation of the Roman Cuag1999 (see Annex IX). This Regulation,
regarding hiring and retention of staff, requiretigh standard, both moral and professional. In
particular, Art. 14 provides that executives sl chosen ‘among those distinguished for virtue,
prudence, knowledge, due experience’ (paragraplfrt).13, paragraph. 4 establishes that ‘the
gualification of candidates shall be assessed emgtbunds of appropriate titles of competence’.
Art. 55, paragraph. 2, p. 2 provides for continueosational training.

832. In practice both the elements ‘it and ‘properpaar to be met by the General Regulation.

833. In addition the new law requires in Art.t@r that “subjects shall select those who exercise
managerial functions, direction or control, amongrspns of suitable competence and
professionalism”.

834. According to the HS/VCS authorities and upon retjgesfirmed by IOR and APSA, there
are no natural and legal persons providing moneyabue transfer services, or a money or
currency changing service in HS/VCS. Criterion 28.8herefore not applicable.

835. Under criterion 23.7, financial institutions (oth#ran those mentioned in Criterion 23.4)
should be licensed or registered and appropriatgylated. While IOR and APSA are regulated
as described above, they are not licensed. IOR AREA are “licensed” as such via the
Chirograph and the Pastor Bonus respectively.

On-going supervision and monitoring

Recommendation 23 & 32
(23.4, 23.6, 23.7) - supervision/oversight elementg) & 32.2d

836. Criterion 23.4 requires that, for financial instiams that are subject to the Core Principles
the regulatory and supervisory measures that djpplyrudential purposes and which are also
relevant to money laundering, should apply in ailaimmanner for anti-money laundering and
terrorist financing purposes, except where spedifiteria address the same issue in this
Methodology. The activities as mentioned in thetriote and which are subject to the Core
Principles, are regulated under Art. 2 (old and nefacthe AML/CFT Law and take place. They
could therefore fall under the Core Principlesfloutthis subscription is necessary by the IOR. So
far the IOR has not subscribed to the Core PriasipConsequently, those entities do not fall
under the Core Principles and indeed, in practce, not supervised by a central bank, nor

8 Broadly speaking this refers to: (1) banking attieo deposit-taking business, (2) insurers and
insurance intermediaries, and (3) collective invesit schemes and market intermediaries.
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assessed in the context of a regular IMF assessofetite Core Principles, therefore this
particular criterion appears not to be applicable.

837. That said it is good to note that the IOR represtérds stated that the global regulatory
standard of the Basel Committee on Banking Superviegarding banking adequacy and market
liquidity risk are applied as ‘best practice’ withgard to CDD. It was stressed however by IOR
that it is not legally required to do dbshould be noted that if IOR did legally fall wsrdhe Core
Principles the relevance for the AML area wouldHe IOR would need to apply regulatory and
supervisory measures which are relevant to AMLhsas

() licensing and structure;

(i) risk management processes to identify, measuomnitor and control material risks;
(iif) ongoing supervision; and

(iv) global consolidated supervision when requipgdhe Core Principles.

838. As previously stated, at the time of the MONEYVAb-site visits, no inspections had been
undertaken of the AML/CFT program of financial ingtons. No standard manual was available and
no cycle of visits had been determined or planned®R stated that they had asked their supervisor
the FIA, several times for feedback on their indkgrocedures but never received a response and
would have appreciated an inspection.

839. In view of the issues at stake between IOR anddorauthorities and the small size of the
financial sector in VCS, it is remarkable that il not undertake an on-site inspection within IOR
to investigate the issues in appropriate detail.

840. According to the HS/VCS authorities and upon retjgesfirmed by IOR and APSA, there
are no natural and legal persons providing moneyabue transfer services, or a money or
currency changing service in HS/VCS. This criteli@therefore not applicable.

841. Recommendation 32 requiremter alia that competent authorities should maintain
comprehensive statistics on matters relevant toeffectiveness and efficiency of systems for
combating money laundering and terrorist financiflgs should include keeping annual statistics

on on-site examinations conducted by supervisdedimg to or including AML/CFT and any
sanctions applied.

842. According to the Art. 33, 85 h) of the original AMLFT Law, the FIA is required to draw up
statistics concerning the application and effectdss of the administrative and organisational
measures of prevention and repression of moneyd&ing and financing of terrorism. At the
time of the MONEYVAL on-site visits those statigtibad not been drawn up, although it is to be
noted that the FIA only commenced operations onptil 011. Furthermore, the FIA had not
established a policy on the type and extent ofssizg it will gather and the criteria for these
statistics.

843. Art. 2 septiesg4 of the revised AML/CFT Law states that the Riial Intelligence Authority,

using, inter alia, the information gathered while fulfilling its taskas set forth in paragraph 3,
shall:

a) prepare analysis and studies on particularosedr instances of the economic and
financial activity that deemed to be under riskj awen on single anomalies that can be
traced back to incidents of money laundering aariing of terrorism;

b) release to the public periodic reports contgninon-confidential statistics and
information related to the exercise of its own\ati

844. At the time of the MONEYVAL on-site visits no sushatistics had been produced.
Effectiveness and efficiency

845. No sanctions have been applied since the commemtarhEIA operations on 1 April 2011.
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846. No entities have been licensed or licences withdrawsuspended. Furthermore it appears
that the FIA does not have the power to do so.

847. Directors and senior management are not specifieathluated on the basis of ‘fit and proper’
but in practice both elements seem to be met bs#reeral Regulation.

848. There is no ongoing supervision and monitoringaitely in place.

849. No comprehensive statistics have been maintainedatters relevant to the effectiveness and
efficiency of systems for combating ML and FT, sashannual statistics on on-site examinations
by supervisors or sanctions applied.

Recommendation 25 (Guidance for financial institutbns other than on STRS)

850. Competent authorities should establish guidelimeg till assist financial institutions and
DNFBP to implement and comply with their respectMdL/CFT requirements. At a minimum,
the guidelines should give assistance on issueseredv under the relevant FATF
Recommendations, including a description of ML affd techniques and methods and any
additional measures that these institutions and BMEould take to ensure that their AML/CFT
measures are effective.

851. Relevant parts of Art. 33 85 of the original AML/TEaw provides that the FIA:

a) supervises the observance of the duties establishedtters of prevention and countering
of money laundering and financing of terrorism amssues provisions for the
implementation of the rules contained in this Aotcept for those contained in Chapters Il
and lll; furthermore, it has the power to issuedglines and particular directives with
reference to the subjects on which the duties émedn this Act are imposed;

b) issues and periodically updates indicators of atiesain order to facilitate the
identification of suspect operations;

c) receives the communications referring to suspectraipns and provides for the
performance of the required investigations in viefvpossibly reporting them to the
Promoter of justice at the Tribunal;

f) proposes possible integrations and changes oktliglation in matters of prevention and
countering of money laundering and financing ofdesm;

g) prepares, after hearing the obligated subjectgrammes of training of the personnel to
let them be aware with the law into force and tbivaies that could be connected with
money laundering or financing of terrorism;

h) draws up statistics concerning the application effieictiveness of the administrative and
organisational measures of prevention and repnmesdiononey laundering and financing
of terrorism;

i) carries out studies in matters of prevention andntzring of money laundering and
financing of terrorism and develop and dissemimatelels and format descriptive about
unusual behaviours on the economic and financiall Jeeferable to possible activities of
money laundering or financing of terrorism.

852. In the revised AML/CFT Law Art. Zepties 82 c) gives the FIA the obligation to issue
guidelines and implementation norms regarding:

i. the requirement set forth by Artt@r regarding the adoption of policies, organisational
instruments, measures and procedures;

ii. the requirements set forth in Chapters V, VI and Ydgarding the adequate
verification, registration, preservation of recqrdsd the reporting of suspicious
transactions;

iii. wire transfers.
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853. Between 1 March 2011 and 14 November 2011, the iB$4ed several Regulations and
Instructions. Besides the ones regarding STRssasisked earlier, the FIA has issued:

» Regulation No 1 concerning the carrying of caslewtering or leaving the VCS.

» Regulation No 2 concerning the transportation ahcand financial instruments entering
or leaving the VCS.

* Regulation No 3 concerning administrative sanctiongase of infringements of duties
established by the AML/CFT Law.

» Regulation No. 4 of the Financial Intelligence Awtity regulating requirements vis-a-vis
the transfer of funds according to Art. 38, 84 cf ldo. CXXVII of the 30th of December
2010.

* Regulation no. 5 of the authority of financial inftation governing the content, modes of
identification, also through indicators of anomafyd forwarding of suspicious reports.

* Instruction No 1 in matters of organisation, praged and internal controls.
* Instruction No 2 in matters of assessment of r@drs and CDD.

* Instruction No 3 regulating the identification dates considered as having an equivalent
regime.

» Instruction No. 4 of Indicators of Anomalies foetreporting of suspicious transactions.
854. The FIA was also involved in the preparation ofraes to the AML Law.

855. While the Regulations and Instructions all referatad mention the old law as the basis for
their existence, the question arises regardingettient that they are still valid. The new law
answers this question in that it states underlarfichat all existing Regulations were adopted in
so far as they where compatible with the new law.

856. Furthermore, effectiveness issues arise as theugegdis harder to understand in certain cases
as several articles in the law have been changesiderably and this has yet to be reflected in
amendments to the guidance. However, the evaluapeciated the speed with which
amendments to the law were made and that it wadeagible to update the Regulations and
Instructions at the same time. Nonetheless mutheofontent of the Regulations and Instructions
issued on 1 January 2012 remain valid.

857. Discussions with IOR made clear that they are atisfied with the guidance given by the
FIA. At the time of the MONEYVAL on-site visits, hIOR had not received sufficient
explanation from the FIA of the Regulations andtringtions issued. Furthermore they
complained that they had not received any feedbadke internal procedures which they sent to
the FIA.

3.10.2 Recommendations and comments

Recommendation 23

858. Under Recommendation 29, it is recommended that déknition of supervision and
inspection is changed so that it is made clear wiepowers, as given to the AML supervisor,
encompass in practice and also to create claritjoahe exact meaning of “operational” as
opposed to “full” independence. Uncertainty on thissues also leads to a lack of clarity on the
role and authority of the FIA as supervisor, patady in the absence of supervisory activities. It
is therefore recommended to create this clarity byt changing the law and by providing a clear
Regulation.

859. The HS/VCS has taken no specific measures to ievible supervisor in the process of licensing
and approving senior staff in financial instituton
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860.

861.

862.

Directors and senior management of IOR and APSA rate specifically evaluated and
‘licensed’ on the basis of “fit and proper” crit@rincluding those relating to expertise and
integrity. It is recommended to give the FIA thewgo to assess “fit and properness” on an
ongoing basis.

It is recommended that the FIA (or another bodigetap its supervisory role on AML issues
directly, plan for (a schedule of) inspections, @geta standard manual and work procedure and
provide for feedback proactively.

The evaluators appreciate that the FIA has beewveasince its creation in the preparation of
Regulations and Instructions, and in assessingatige of institutions within the HS/VCS on which

they should primarily focus. Nonetheless the etalgavere very surprised that, by the time of the
MONEYVAL on-site visits, FIA had not conducted an-gsite inspection within IOR to assess

compliance in appropriate detail. It is therefoecammended that FIA start a supervisory
inspection with IOR as soon as possible, givenissaes at stake between IOR and foreign
authorities and the small size of the financiat@eo VCS.

863. As at the time of the MONEYVAL on-site visits, tHA had issued several examples of

guidance, but had not drawn up statistics concgrtiire application and effectiveness of the
measures taken, such as annual statistics oneimsitections by the supervisor or sanctions applie
It is recommended to do so. It is also recommemaeginstate that requirement in the law.

864. The Recommendation requires that, for financiatitumsons that are subject to the Core

Principle§®, the regulatory and supervisory measures thatyafapl prudential purposes and
which are also relevant to money laundering, sheyldly in a similar manner for anti-money
laundering and terrorist financing purposes, exedpgre specific criteria address the same issue
in this Methodology. The activities, as mentionadttie footnote and which are subject to the
Core Principles, are regulated under Art. 2 (old aaw) of the AML/CFT Law and take place.
They could therefore fall under the Core Princigbes for this subscription is necessary by the
IOR. So far the IOR has not subscribed to the Cuirgciples. Consequently, those entities do not
fall under the Core Principles and indeed in pcactire not supervised by a central bank, nor
assessed in the context of a regular IMF assessofetiie Core Principles. Therefore this
particular criterion does not appear to be appleab

865. That said, it is good to note that the IOR repreteres stated that the global regulatory

standard of the Basel Committee on Banking Superviegarding banking adequacy and market
liquidity risk are applied as ‘best practice’. lagvstressed however by IOR that it is not legally
required to do so. Although formally not subscripto the Core Principles, in practice the IOR is
involved in ‘banking and deposit-taking businedst, example when accepting cash deposits
from a client to be placed on the IOR account tghothe services of a correspondent bank and
administratively booked on the administrative acttonf the client. Subscription by IOR to the
Core Principles is therefore recommended.

866. Itis therefore strongly recommended that IOR s®aupervised by a prudential supervisor in

the near future. Even if this is not formally remu, it poses large risks to the stability of the
small financial sector of HS/VCS if IOR is not inmadently supervised. In addition it would
require IOR to implement additional regulatory agbervisory measures which are relevant for
AML. While the AML supervision regime cannot be aeded as being mature for the reasons
described above, the conclusion is that, at the vinthe MONEYVAL on-site visits, there was
no adequate independent supervision of the IORnéwith this, it is recommended to clearly
separate the task of supervision from the FIA &$ &id combine this with adequate prudential
supervision.

8 Broadly speaking this refers to: (1) banking attieo deposit-taking business, (2) insurers and
insurance intermediaries, and (3) collective invesit schemes and market intermediaries.
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867. From an AML perspective prudential supervision @RI would lead to regulatory and
supervisory measures that are also relevant to yrlanedering such as:

() licensing and structure;
(i) risk management processes to identify, measureiton@md control material risks;
(iif) ongoing supervision; and

(iv) global consolidated supervision when required leyGbre Principles.

Recommendation 17

868. Itis recommended to stipulate explicitly in law dmeed be, in guidance what the full range
of FIA's powers are in terms of disciplinary sanos. Those sanctions should encompass written
warnings, orders to comply with specific instruogoaccompanied with daily fines for non-
compliance, ordering regular reports, fines for noompliance, barring individuals from
employment in the sector, replacing or restrictihg powers of managers, directors, imposing
conservatorship, and at least the ability to witlidior suspend a licence. All sanctions levied
should be published.

869. Itis recommended to make explicitly clear what ¢hieninal sanctions are for natural persons
in cases of infringement of the several articledcf No. CXXVII relating to Chapters other than
Il and III.

870. It is recommended to make explicitly clear thatctimms can be applied to directors and
senior management of financial institutions.

Recommendation 25

871. It is recommended that all regulations and instonst are amended to reflect the revised
AML/CFT Law as they currently all refer to the dnigl AML/CFT Law and to articles that no
longer exist or have been changed considerably.

872. Itis recommended to give proactive explanationthefissued Regulations and Instructions to
the financial sector and provide feedback on promesisent to the supervisor.

Recommendation 29

873. It is recommended that the definition of supervisamd inspection in the law is amended to
make it clear that it is not restricted to cert@amivities.

874. It is recommended that the Regulation of the PalifCommittee is amended in order to
clarify what is understood by monitoring, verificat and inspection. It should also make clear
that it includes —also via on-site inspections- theiew of policies, procedures, books and
records, and sample testing. Furthermore, the Regalshould make it explicitly clear what the
impact is of the change from 'full independencébperational independence’ and to what extent
this effects the role and tasks of the PresidedtBoard of Directors of the FIA as they currently
have a role to set strategy according to the &tatiuthe FIA.

875. It is recommended to restore Art 33 82 of the oagiAML/CFT LAW which gave the FIA
direct access to the financial, administrative estigative and judicial information, required to
perform its tasks in countering money laundering financing of terrorism, as the revised law
does not give the FIA those explicit rights.

876. It is recommended that it is made explicitly clear the Regulation that the legal
empowerment of the supervisory authorities incluthesright of entry into the premises of the
institution under supervision, the right to deméodks of accounts and other information and the
right to make and take copies of documents.
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877. Itis recommended that the law is amended in sughyaso that the supervisor has the right to
impose sanctions against financial institutions] émeir directors and senior management for
failure to comply with the powers given to the swsor.

878. As stated above, no inspections have been exesintesl the commencement of operations of
the FIA in April 2011. All communication has beerh&eved via correspondence. IOR states that
it has sent its internal procedures to FIA for gtaece but has never received a response. Taking
into account the issues at stake between IOR amlgfo authorities and the small size of the
financial sector in VCS, it is remarkable that Fdi&l not commence an on-site inspection within
IOR to investigate the issues in appropriate dditait therefore recommended that the FIA take
up its supervisory role as soon as possible, imatuthe provision of feedback.

879. One of the members of the Cardinals Committeesis Blesident of the FIA. This could raise
concerns regarding a serious conflict of intertisis therefore strongly recommended that the
same person should not hold positions in the sigmwbody and a supervised body.

880. It is recommended that clarity is provided on tbk rof the Board of the FIA in terms of
identifying the supervision and sanctioning strgteg the basis of the Statute given the change
towards “operational independence” in the new law.

Recommendation 30

881. Itis recommended that the structure and staffintp@ FIA reflect its supervisory role.

882. It is recommended that staff receive appropriaa@iing on the supervisory aspects of their
function.

Recommendation 32
883. So far the FIA has issued several examples of ga&labut has not drawn up statistics
concerning the application and effectiveness of rnieasures taken; for example, the annual

statistics on on-site inspections by the supervisasanctions applied. It is recommended to do
SO.

3.10.3 Compliance with Recommendations 23, 29,17 & 25

Rating Summary of factors underlying rating

R.17 NC « The conditions of sufficient effective, proportiagea and
dissuasive criminal, civil or administrative saonag are not fully
met. In particular sanctions are not applicableA&8PA as it is
regarded as a public authority.

* No specific sanctions are available for directorsl asenior
management.

* No power to withdraw, restrict or suspend a finahuistitution's
licence.

* No inspections have been executed by the FIA and no
disciplinary or administrative sanctions have besfectively
applied.

* Overall the requirements have been introduced anifield too
recently to be considered fully effective.

R.23 NC » Lack of clarity on the role, responsibility, authgr and
independence of the FIA as supervisor.

» Directors and senior management of IOR and APSA rens

158




specifically evaluated on the basis of “fit and ge0 criteria by
the FIA.

IOR and APSA as such are “licensed” via the Chapbrand the
Pastor Bonus respectively but are not by the FIA.

No inspections have been undertaken of the AML/@Fagram
of financial institutions; no standard manual igitable; no cycle
of visits has been determined or planned for; anderdback
provided to IOR.

R.25

PC

Regulations and Instructions not yet updated tolece
amendments to the AML/CFT Law.

Effectiveness issues arise as the requirements Haeaen
introduced or clarified too recently to allow theipplication to
be fully assessed.

Lack of further explanation on the issued guidaine feedback
on the internal procedures that were sent to the FI

R.29

NC

Definition of inspection appears to be limited &tain activities.

Both under the old and the new law it is uncleawtat extent
inspections include the review of policies, proaedyubooks an
records, and should extend to sample testing.

No specific power for the FIA to have direct accets the
financial, administrative, investigative and judicinformation,
required to perform its tasks in countering morayndering and
financing of terrorism.

Unclear if the legal empowerment of the supervisaughorities
includes the right of entry into the premises dftitutions undel
supervision, the right to demand books of accoams other
information, the right to make and take copiesafuinents with
a penalty on the institution if its officers fad tomply.

Power to impose sanctions is arranged for in génemnas under
Art. 42, without making the link explicit. No expit
empowerment to sanction directors or senior managém

Conflict of interest on supervisory issues due tee ®f the
members of the Cardinals’ Committee being Presiadgnthe
FIA.

No inspections have been undertaken by the FIA.

Overall the requirements have been introduced arifid too
recently to be considered fully effective.

Overall, as no inspections have been executedrenBegulation
is not available it is still unclear what “operatad independence
means and whether the powers of the FIA as superdse
adequate (Effectiveness issue).
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3.11  Money or value transfer services (SR.VI)

3.11.1 Description and analysis

884.

885.

There is no explicit prohibition of “money or valtransfer service” within the HS/VCS legal
system. However, according to the HS/VCS autheritéand upon request confirmed by IOR and
APSA, there are no natural and legal persons piryichoney or value transfer services, or a
money or currency changing service in HS/VCS. hased that pursuant to Art. 7 of Act No. V
on the Economic, Commercial and Professional Oofld929, no one is entitled to open shops,
businesses or workshops, even for the exerciseingples trades, nor set up industrial or
commercial enterprises of any kind, nor open officgudios, agencies or fixed places of delivery
for the exercise of any profession, without obtagnauthorisation from the Governor (See also
section 5.1 of this report). The article in pragtieads to a prohibition of money or value transfer
services. Thus the VCS has created what is vist@agiublic monopoly regime and, as such, there
are no independent legal persons registered i'V@®. This Recommendation is therefore not
applicable.

IOR and APSA offer to their clients a service ofaftircheque issuing provided by
correspondent banks. They do not issue draft clseguéheir own name. These draft cheques
must be paid on a bank account only.

Effectiveness and efficiency

3.11.2 Recommendations and comments
886. This Recommendation is not applicable to the HS/VCS
3.11.3 Compliance with Special Recommendation VI
Rating Summary of factors underlying rating
SR.VI NA
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4 PREVENTIVE MEASURES - DESIGNATED NON FINANCIAL
BUSINESSES AND PROFESSIONS

4.1 Customer due diligence and record-keeping (R.12)
(Applying R.5 to R.10)

41.1 Description and analysis

887. As already set out in section 1.3 above (Overviéth® Designhated Non-Financial Businesses
and Professions), it should be noted that purstmmrt. 7. of Act No. V on the economic,
commercial and professional order of 1929, no anerititled to open shops, businesses or
workshops, even for the exercise of simple tradesset up industrial or commercial enterprises
of any kind, nor to open offices, studios, agenciefixed places of delivery for the exercise of
any profession, without obtaining authorisatiomirthe Governor (See also sections 5.1 and 5.1
of this report). No such authorisation has evemhssued. Accordingly, only DNFBP services
provided by HS/VCS entities as well as cross-boskwvices provided by foreign domiciled
persons are not subject to this authorisation rement.

888. The revised AML/CFT Law covers all categories oNEBP mentioned by the FATF
standard except for casinos (including internetncey the establishment of which is expressly
prohibited by the Law. Despite this broad scopepglication HS/VCS authorities state that none
of those DNFBP categories exist in the HS/VCS. DRRBere in particular included into the
AML/CFT Law against the backdrop that the legislatdmed at replicating the respective
European and FATF standard. But it was also interadea safeguard in order to cover any future
activities, or activities of which the authoritiage possibly not yet aware.

889. In line with the statement of the HS/VCS authositithe evaluation team found, with one
exception, no indications that relevant servicesprovided in practice.

890. No real estate transactions take place in thedeyrof the VCS and no real estate agents are
licensed or registered within HS/VCS. As far as H@ is involved in real estate operations
located on foreign territory and to the extent the&l estate agents are involved in such
transactions, foreign law would be applicable adicay to the territoriality principle.

891. Furthermore, there are neither dealers in precinegls and precious stones nor trust and
company service providers.

892. There are a few foreign domiciled lawyers operatithin the HS/VCS and also within its
tribunals.

893. There is also a public notary. The functions of Matican City State Notary are set out in Art.
4 §l of the Law on the Sources of Law, 1 Octob&Q& n. LXXI. The functions may be carried
out only by a lawyer of the Holy See designatedh®y President of the Governorate of Vatican
City State. Under the same provision, lawyers & Boman Rota and civil lawyers who are
employed or have a professional relationship ooratract with the Governorate of Vatican City
State may also be designated. To date, no more fihamotaries have been designated to
practice. Their prevalent activity is drafting lagills and testaments, as well as delegations of
authority. The HS/VCS representatives stress thatnbtarial activity is nevertheless minimal,
considering that less than five hundred persondees the VCS.

894. There are also several foreign domiciled externalitars and accountants operating for
different entities within the HS/VCS. While the N&S authorities acknowledge that such
professionals are active within the HS/VCS, theesst that they do not prepare or carry out
transactions for their clients concerning the aioéis mentioned under criterion 12.1 (d):
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* buying and selling of real estate;

* managing of client money, securities or other asset

* management of bank, savings or securities accounts;

» organisation of contributions for the creation, @en or management of companies;

» creation, operation or management of legal persorgrangements, and buying and selling
of business entities.

895. While this appears to be true for lawyers and thiglip notary, the evaluation team takes the
view that there are accountants preparing and iogriqut transactions for a client in relation to
the managing of client moneys, securities or offssets, as well as in relation to the management
of bank, savings or securities accounts. This sdfeparticular to the examination of the financial
statements of the IOR. Therefore the evaluatiomteancludes that relevant services under R.
12.1 (d) are provided in practice.

896. Furthermore, the evaluation team takes the view tiegardless of the question of whether
relevant services are being provided in practites tbligations of all DNFBP categories
mentioned in the AML/CFT Law have to be assessdlarcontext of this evaluation, simply due
to the fact that a legal AML/CFT framework for tleosategories has been created and it cannot be
ruled out, while unlikely, that relevant serviceaybe carried out in the future.

897. For further details see section 1.3 Overview of Hieancial Sector and Designated Non-
Financial Businesses and Professions (DNFBP).

Casinos (including internet casinos)

898. According to Art. 1bis 81 c) of the revised AML/CFT Law it is prohibitéd open casinos.
HS/VCS authorities stress that the term casino asegland based and internet casinos. There are
no indications that casinos or internet casinosaneg operated within the HS/VCS.

899. Prior to the amendments and additions to the AMO/QRw promulgated by Decree No.
CLIX there was no such express prohibition.

900. The authority responsible for providing internetcess is the Vatican Internet Service
(“Servizio Internet Vaticano). The provision of internet services in VCS is tealised; all
servers belong and are under effective control afegnmental authorities. Internet traffic is
continuously monitored for content both to avoidess to material contrary to Christian moral
principles, and to defend the Vatican servers ftioenfrequent hacker attacks.

901. Based on this continuous monitoring mechanism lrgiecasino operations could be identified
immediately and the prohibition of such operatioaild be enforced.

Real estate agents

902. Real estate agents are bound to observe the meaegerding CDD, registration, and record-
keeping, as well as the reporting of suspicioussaations when they engage in a transaction for
buying or selling real state (Art. 2 81 c) i. okétrevised AML/CFT Law).

Dealers in precious metals and dealers in precistoses

903. Dealers in precious metals or stones are subjeittet@bove-mentioned requirements of the
AML/CFT Law, when they engage in a transaction ¢guabove €15,000 (Art. 2 81 letter c) ii.
of the revised AML/CFT Law).

Lawyers, notaries and other independent legal msifnals and accountants

904. Lawyers, notaries, accountants, and external aticguaor tax consultants are subject to the
requirements of the AML/CFT Law:

« when they engage or participate in any financiakal estate transaction; or
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* when they assist someone to plan or execute trimsacelating to;

* buying or selling real estate or business entities;

* managing currency, financial instruments or othedt or other assets;
e opening or managing banking, savings or secutteesunts; and

e organising the contributions necessary for the tmea operation or management of
corporations or legal persons.

905. According to the essential criterion they shoulgoabe subject to AML/CFT requirements
with respect to the creation, operation or managenoé legal persons or arrangements and
buying and selling business entities. However, éhaxdivities are not covered by the AML/CFT
Law (Art. 2 81 b) i. of the revised AML/CFT Law).

Trust and company service providers

906. Trust and company service providers are, pursusAttt 2 81 b) i. of the revised AML/CFT
Law, subject to the requirements of the AML/CFT L.avinen they:

e create a corporation or legal person;

e act as director, manager or partner in a partngrsiiin a similar position in another kind of
legal person; or

« arrange for other persons to occupy such a position

» provide a registered office, a business, admirtiggar postal address and connected services
to a corporation or legal person;

* act as a trustee in an express trust or in a simnaty, or arrange for other persons to act in
such a role;

e act as a nominee shareholder on behalf of thirdgper or arrange that other persons do so,
unless it is a corporation quoted in a regulatetketaand subject to a disclosure requirement.

Applying Recommendation 5

907. All obligations of the AML/CFT Law as described this report under Recommendation 5
with respect to financial institutions are appliealn the above-mentioned DNFBP (except for
casinos).

908. Real estate agents and dealers in precious metattones are required to fulfii CDD
requirements in the same situations as describeer @ssential criteria.52

909. Art. 28 82 of the revised AML/CFT Law requires nmi¢s, lawyers, accountants and external
accounting and tax consultants as well as trust @pany service providers (hereinafter
referred to as “professionals”) to undertake CDasuges:

a) when the professional services have, as their ghjsgans of payment, funds or other assets
equal to or in excess of €15,000;

b) when they provide occasional professional servingslving the transfer or movement of
means of payment equal to or in excess of €15,@@@yrdless of whether it is conducted in a
single transaction or in various transactions coteteone to the other;

c) every time that the transaction is of an indeteat@ror of an indeterminable value. For the
purposes of customer due diligence requirementg, ¢bnstitution, management or

% Only the term “transaction” is defined separafelyreal estate agents and dealers in preciouslsrmtatones
as a “determined or determinable activity with maficial or patrimonial scope, to be conducted thinoa
professional service, that modifies the pre-exgstegal situation” (Art. 1 No. 27 letter b) AML/CHIaw).
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administration of a corporation or other legal pessshall always be deemed to involve a
transaction of an indeterminate value;

d) when there exists a suspicion of money launderirfghancing of terrorism, regardless of any
derogations, exemptions, or applicable thresholds;

e) when there are doubts about the veracity or adgqaathe data previously obtained for
identification of the counterpart;

910. The establishment of business relations appearsorim¢ covered as a situation where CDD
measures have to be performed and therefore tiwvesymo of the AML/CFT Law does not fully
meet the essential criteria (essential criteria.) 5.

911. Professionals are required to undertake customerdiigence measures when conducting
their activities individually, jointly, or in assiion with others (revised AML/CFT Law Art. 28
82 last sentence). They are required to observeuktomer due diligence requirements at the
initial stage of their valuation of the countergartosition (Art. 29 82 of the revised AML/CFT
Law).

Applying Recommendation 6, 8, 9, 10, 11

912. All obligations of the AML/CFT Law as describedtims report under Recommendation 6, 8,
10 and 11 with respect to financial institutiong applicable to the above-mentioned DNFBP
(except for casinos, whose establishment is exprgsshibited). The same deficiencies as
identified for financial institutions apply also tieem.

913. Recommendation 9 is not applicable given that thdLACFT Law does not provide for
reliance on intermediaries or other third partegpérform elements of the CDD process or to
introduce business. The CDD requirements descrilmeder Recommendation 5 have to be
performed by the DNFBP themselves.

Effectiveness and efficiency

914. As outlined above the only DNFBP which currentlyisexn HS/VCS appear to be foreign
domiciled lawyers operating within the HS/VCS, ado within its tribunals, and one public
notary. In addition, there are a few foreign doteitiexternal accountants operating for different
entities within the HS/VCS.

915. External accountants appear to be the only DNFBRiging relevant services that fall under
the scope of the AML/CFT Law. The evaluation teaaket the view that they are obliged
subjects under the AML/CFT Law to the extent thatytassist someone (notably IOR and APSA)
to plan or execute transactions relating to margagurrency, financial instruments or other funds
or other assets or alternatively relating to opgron managing banking, savings or securities
accounts.

916. The auditors and accountants met did not take i@ that their activities are subject to the
AML/CFT Law. In their view, provided that they wete be considered subject to any AML/CFT
requirements, they felt that they were subjecth respective laws in force in their country of
origin.

917. At the time of the MONEYVAL on-site visits the aaottants met had not implemented the
requirements set out in the AML/CFT Law.

41.2 Recommendations and comments

918. The authorities should clarify in law or regulatittrat notaries, lawyers, accountants, external
accounting and tax consultants, as well as trustcampany service providers are also required to
undertake CDD measures when establishing busietg®ons.

919. The authorities should set out in law, regulatiorfather enforceable means” that trust and
company service providers are subject to CDD androekeeping requirements with respect to
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the creation, operation or management of legalopsr®r arrangements and buying and selling
business entities.

920. The recommended actions in Section 3 above withedso R 5, 6, 8, 10 and 11 should also
be implemented for DNFBP.

921. The authorities should raise awareness among#besidnd accountants with respect to their
CDD and record-keeping obligations under the AMLTQRw, provide training and put in place
appropriate arrangements to monitor and ensure @iilrecord-keeping compliance.

4.1.3 Compliance with Recommendation 12
Rating Summary of factors underlying rating
R.12 PC * Requirement for notaries, lawyers, external aca@ntstand tax

advisers as well as trust and company service geovito
undertake CDD measures when establishing busieéssons is
not broad enough.

e Trust and company service providers are not subje€DD and
record-keeping requirements with respect to theatirs,
operation or management of legal persons or armege and
buying and selling business entities.

e Shortcomings identified in the context of Recomnagimhs 5, 6,
8, 10 et 11 are also applicable to DNFBP.

Effectiveness

e Lack of effective implementation of CDD and recdekping
requirements in respect of accountants providimgices falling
under the scope of the AML/CFT Law.

4.2 Suspicious transaction reporting (R. 16)
(Applying R.13 to 15 and 21)

42.1 Description and analysis

922. The reporting duty, as established under Art. 84 e revised AML/CFT Law, also applies to
all relevant categories of DNFBP. All comments madder section 3.7.1 equally apply to them.

923. Within the framework of the legal systems of the/VASS, there are no restrictions or
exceptions to the CDD or the duty to report STR.

924. Several external auditors, lawyers and accountaperate for different entities within
HS/VCS. Those also fall under Art. 2 (old and neWhe Act, and have an obligation to report to
the FIA. This is also recognised by those profesd®in their engagement letters, which include
obligations to report to the FIA. So far DNFBP hat filed a report with the FIA.

925. The VCS authorities hold the opinion that there ace DNFBP operating within their
jurisdiction that fall under the AML Law. There hlasen no outreach to externally based DNFBP
providing services within the HS/VCS. Thereforeadimg, is likely to be very low.

Internal control requirements for DNFBP
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926. Art. 2.1 of the revised AML/CFT Law provides thamed obligors are bound to observe the
measures regarding customer due diligence, retijistraand record-keeping, as well as the
reporting of suspicious transactions.

927. Under Art. 2, 82 b and c the new law identifies fibllowing professionals:

i lawyers, notaries, accountants, and external aticmuior tax consultants when they
engage or participate in any financial or real testaansaction, or when they assist
someone to plan or execute transactions relatingouging or selling real estate or
business entities; managing currency; financialrumsents or other funds or financial
assets; opening or managing banking, savings arrities accounts; and organising the
contributions necessary for the creation, operatiomanagement of corporations or legal
persons.

ii. Trust and company service providers when delivecirgain services.
iii. Real estate agents when they engage in a transéatibuying or selling real estate.

iv. Dealers in precious metals or stones, when theggsg a transaction equal or above
€15,000.

928. The new law stipulates in Art.t2r that

a. The subjects referred to in para 2 shall adopt wakeq policies, organisational
instruments, measures and procedures to preventamder money laundering and the
financing of terrorism, on the basis of the devaiept of new technologies and of the
phenomena of money laundering and terrorist financi

b. It further states that the subjects shall seleaséhwho exercise managerial functions,
direction or control, among persons of suitable getance and professionalism.

C. Those subjects shall adopt policies, programmes rapdsures to ensure that their
employees, consultants and aides on any groundseg® an adequate professional level
to permit the proper and effective observance efréguirements set forth in this law.

929. It further clarifies that these measures shalludel training programmes and continuous
formation on the prevention of money laundering #redfinancing of terrorism.

930. With regard to safe harbour and tipping off prowms, the provisions of Art. 34 84, as set out
in section 3.7 above are also applied to DNFBP.

931. The weaknesses as described under Recommendatimgdriling financial institutions also
apply to DNFBP.

932. With regard to the requirements of Recommendatibnti2ere are no effective measures in
place. For further details see section 3.6 above.

Additional elements

933. The reporting requirement was extended under tiggnat AML/CFT Law to the rest of the
professional activities of accountants, includingdiing. The new law does not reflect this
additional element anymore.

934. Under Art. 34 81, DNFBP are required to report te +IU when they suspect or have
reasonable grounds to suspect that funds are tloeguis of all criminal acts that would constitute
a predicate offence for money laundering domedyical

422 Recommendations and comments

935. It is recommended that the issues as mentioned Re&®mmmendation R 13, R 14, R 15 and R
21 are also addressed regarding DNFBP.

166



4.2.3 Compliance with Recommendation 16

Rating Summary of factors underlying rating

R.16 PC * Weaknesses regarding reporting as described unii8raRe alsd
relevant for this Recommendation.

* As the VCS authorities held the opinion that theme no
DNFBP operating within their jurisdiction that falinder the
AML Law, therefore there was no outreach to thend @n
reporting is likely to be low.

¢ The weaknesses as described under Recommendatian
regarding financial institutions also apply for DBF-.

» The weaknesses as described under Recommendatipn
regarding giving special attention to businesstiaiahips and
transactions with persons from or in countries Whio not or
insufficiently apply the FATF Recommendations, adgaply for
DNFBP.

4.3 Regulation, supervision and monitoring (R. 24-25)

431 Description and analysis

Recommendation 24

936. As described above, Art. 2 letters p and g of thigimal AML/CFT Law and Art. 2 of the
revised AML/CFT Law place several DNFBP under thepe of the Act. The relevant FATF
Recommendations are therefore applicable and eleel 4ssessed.

937. In addition in HS/VCS several lawyers operate witlits tribunals and HS/VCS has one
public notary. Future activities of those DNFBP hiigall under the scope of the FATF
Recommendations unless those activities are clgadiiibited. The content of those activities
have to be supervised.

938. As noted above, several external auditors, lawyard accountants operate for different
entities within HS/VCS. Those also fall under A?t.(old and new) of the Act, and have an
obligation to report to the FIA and they shoulddopervised by the FIA. This is also recognised
by those professionals in their engagement letirgek)ding their obligation to report to the FIA.

939. There are no casinos operating within the jurisoliicof HS/VCS nor are they recognised. The
essential criteria also requires taking measurasmaginternet casinos. It requires that countries
should establish rules to determine the basis wofstactors upon which it will decide whether
there is a sufficient nexus or connection betwéenternet casino and the country. Examples of
such factors include incorporation or organisatisder the laws of the country, or place of
effective management within the country.

940. In the new law Art. Dis, letter c, explicitly prohibits the opening of ghaling houses. For
internet casinos it is then important to have anfofeement) strategy to prevent effective
management of an internet casino within the countwthin the VCS there is an effective
internet filtering system that prevents accessiterimet casinos from within the VCS. Likewise
the same filtering system prevents servers locaighin the VCS from being utilised for the
purposes of internet gambling.

167

15

21



941. As the activities carried out by DNFBP are subjecthe same requirements as financial
institutions, the same shortcomings as mentionedle@hre applicable to DNFBP.

942. The FIA is responsible for the supervision of fioahinstitutions and DNFBP. So far the FIA
has not commenced supervision of DNFBP.

943. The weaknesses regarding the power of the FIA plyaganctions as described under R 17
also have an effect under this Recommendation.

944. The weaknesses as described regarding the powtrs BfA to perform inspections and what
rights these entail, as described under R 29 an@3Ralso have an effect under this
Recommendation.

945. There are no specific resources allocated to tpersision of DNFBP. While there are not
many auditors and lawyers delivering services ttitiea and financial services within the
HS/VCS, supervision of them will not require mu@saurce but it is important at least to make
some supervisory staff responsible for DNFBP issues

Recommendation 25 (Guidance for DNFBP other thanigance on STRs)

946. On the basis of both the old and the new AML Law A has the power to issue guidelines.
So far the FIA has issued several guidelines kliihdt issue specific guidelines for DNFBP.

947. As the instructions are “addressed to the subjetis are required to observe the duties
concerning the prevention of money laundering andricing of terrorism pursuant to Art. 2 of
the old and new AML Law” they can be regarded astog the DNFBP. It nevertheless has to
be noted that HS/VCS during the MONEYVAL on-sit@kothe position that DNFBP are not
operating in HS/VCS. As such the issued guidandenioathe intention to cover them.

4.3.2 Recommendations and comments

948. As several external auditors and lawyers work faities within HS/VCS it is recommended
that the FIA issues a specific guideline for thBd&=BP, in particular how they have to report to
the FIA.

949. Itis recommended that FIA commence supervisingtiiities of DNFBP.

4.3.3 Compliance with Recommendations 24 and 25 (crite?i.1, DNFBP)
Rating Summary of factors underlying rating
R.24 NC « The weaknesses regarding the power of the FIA plyaganctiong

as described under R 17 also has its effect undhés |t
Recommendation.

* The weaknesses as described regarding the powehe dflA to
perform inspections and what rights they exacttpiéas described
under R 29 and R 23 also have an effect under |this
Recommendation.

« Supervision or monitoring of DNFBP has not takeacpl

R.25 PC * No specific guidance has been provided for DNFBBrajing for
entities within HS/VCS.

168



4.4 Other non-financial businesses and professions/ Meth secure transaction
techniques (R.20)

441 Description and analysis

950. HS/VCS has considered applying Recommendations, B8, 13-15, 17 and 21 to non-
financial businesses and professions (other thaRrER that are at risk of being misused for
money laundering or terrorist financing.

951. In particular, Recommendation 8 requires that atesmtshould take measures to encourage
the development and use of modern and secure tpamifor conducting financial transactions
that are less vulnerable to money laundering.

952. According to the Art. 2, paragraph. 1, of the redi&dAML/CFT Law, natural and legal persons
obliged under the Act must respect the duties obCi2cording of relationships and transactions,
keeping of related information and reporting off@ci®us transactions; to this end they have to
provide for adequate organisational arrangemerdgascedures, as well as to assure an adequate
training of the personnel. On this basis, it shoalkb be noted that in view of “technological
updating” the FIA has the power to adopt policied ather measures in accordance with Art. 33,
85, letters e), f) and g) of the original AML/CFRv.

953. The new law stipulates in Art.t2r that:

e« The subjects referred to in paragraph 2 shall adm#quate policies, organisational
instruments, measures and procedures to prevenca@mater money laundering and the
financing of terrorism, on the basis of the develept of new technologies and of the
phenomena of money laundering and terrorist firanci

e It further states that the subjects shall selecsdéhwho exercise managerial functions,
direction or control, among persons of suitable pet@nce and professionalism.

« And that those subjects shall adopt policies, mogr and measures to ensure that their
employees, consultants and aides on any groundseg® an adequate professional level to
permit the proper and effective observance of élggirements set forth in this law.

954. It further clarifies that these measures shall udel training programs and continuous
formation on the prevention of money laundering dredfinancing of terrorism

955. This new article obliges subjects to adopt adegpalieies on the basis of the development of
new technologies and phenomena of money laundering.

4.4.2 Recommendations and comments

956. This Recommendation is fully met.

4.4.3 Compliance with Recommendation 20
Rating Summary of factors underlying rating
R.20 C
5 LEGAL PERSONS AND ARRANGEMENTS AND NON-PROFIT

ORGANISATIONS
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5.1 Legal persons — Access to beneficial ownership aedntrol information (R.33)

5.1.1 Description and analysis

957. The position within the VCS concerning mattersvaid to FATF R.33 is best regardedsas
generis This flows from the fact that Law No. V on theoaomic, commercial and professional
order of 7 June 1929 (Annex XXX) created what igffiect a public monopoly regime within the
territorial jurisdiction of the VCS. In their respge to the MEQ (at p.134) the authorities
emphasised that, as a consequence of the abovenehtAct, “there are no legal persons
exerting profit oriented activities (in particuléinere are no companies that issue bearer shares)”.

958. This unique feature was emphasised by the relemathiorities with some frequency in the
course of the MONEYVAL on-site visits and in padiiar by representative of the Governorate.
Indeed, the impressions formed by the evaluatiamteshile in the VCS were entirely consistent
with this characterisation of the situation.

959. In the view of the evaluators the structural, legadl institutional realities within the VCS at
present renders, exceptionally, R.33 non applicable

960. It must be acknowledged, however, that the cursgnation might evolve in the future. This
point was accepted by the HS/VCS in responsestMiQ (see, e.g., p.22 and p.134). Were this
to happen within the present context reliance carplaced on the lItalian Civil Code of 1942
“together with the acts that modified it” up to &ndiary 2009. This incorporation flows from the
operation of Art. 4 of Act No. LXXI on the sourcetlaw of 1 October 2008 (see Annex XIlI). As
can be seen from the analysis of R.33 containgddr2006 FATF mutual evaluation of Italy (at
pp.89-91) the system so provided is both detailed broadly consistent with international
standards and expectations. In the MER of Italg itoted that the Italian Civil Code allows for
bearer shares for joint stock companies as welloadimited partnership companies but the
position has been largely reversed by subsequalidrtiegislation. The authorities of the VCS
have confirmed that these limiting measures haea beceived into the legal system of the VCS.

Additional elements

961. Exceptionally this Recommendation is not applicabléhe VCS.

5.1.2 Recommendations and comments

962. In the event that the VCS decides to depart fraenctirrent public monopoly regime it would
be necessary for detailed consideration to be dgivghe adequacy of the relevant provisions of
the Iltalian Civil Code when viewed in the light ekisting international standards and to
supplement the same as required. Practical stefpsititate the effective operation of the system
should also be implemented at that time. In so gldlmee VCS can readily build upon the
obligations concerning registration of legal pessarow reflected in the Art. Quaterof the Law
of January 2012. This is discussed in the conteRt 84 below.

5.1.3 Compliance with Recommendation 33
Rating Summary of factors underlying rating
R.33 N/A
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5.2 Legal Arrangements — Access to beneficial ownershignd control information
(R.34)

5.2.1 Description and analysis

963. Recommendation 34 requires countries to take meagarprevent the unlawful use of legal
arrangements for the purposes of money launderind) tarrorist financing particularly by
ensuring that there is adequate, accurate andytim&rmation on express trusts, including
information on the settlor, trustee and benefiemithat can be obtained or accessed in a timely
fashion by competent authorities.

964. The law of the VCS does not provide for the craatibtrusts. Furthermore, and in contrast to
the position in ltaly, the VCS is not a party t@ tHague Convention of 1 July 1985 on the law
applicable to trusts and their recognition. In thiew of the evaluators these factors, in
conjunction with the structural and institutionaalities within the VCS at present, render,
exceptionally, R.34 non applicable.

965. It must be acknowledged that the legal positiothia sphere might evolve in the future. Were
that to happen within this context the authoritiégthe VCS can readily build upon its existing
system as it relates to legal persons. Of partiawkevance is the obligation of registration of
legal persons now provided for in ArtgRarterof the AML Law of January 2012. It reads in full
as follows:

1. Legal persons having their registered office in 8tate, regardless of their nature and
activity, shall register, pursuant to the domesiw in force, before the Governorate,
where information regarding their nature, actigtierganisation, organs of administration,
direction and control, and its members, shall @ ked updated.

2. The registry referred to in paragraph 1 shall beessible to the competent authorities for
the prevention and countering of money launderimgyfinancing of terrorism.

966. Following the visit paid by the evaluation teamtihe VCS in March 2012 the Governorate
summarised the system of registration and its atinexjuirements as follows:

The Registers of Vatican Legal Persons are two:oivikan and one canonical, depending
on its institutional or religious purpose (or misy).

The Registers are composed of analytic entriesctivatain specific data on the legal persons
and in particular:

name or denomination,

date of founding,

its purpose or mission,

its juridical nature or composition,
its address,

its legal representative,
description of its activities, and
the date of registration.

©ONOoO G, WNE

These entries have a registration number that gporels to a specific position in the
Register and are signed by the Secretary GenetakdaBovernorate of Vatican City State.
Any subsequent variation of the original data ia Register must be submitted on a new
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entry by the Legal Person and once again approvdd the signature of the Secretary
General of the Governorate.

The registers of Vatican Legal Persons are publicraay be consulted by anyone who has
a valid interest through application to the compegaithorities in the Governorate.

The documents required for registration are:

« The constitutional act of the Legal Person (notadaor pontifical chirograph).
« Statutes and by laws containing:

b) the name,

C) purpose,

d) activity,

e) estate,

f) social organs,

g) name of legal representative at the moment obitsding,

h) disposition of its budgets/balance sheets,

i) the devolution of its estate if and when the Ldgmison is cancelled.

» Documentation in relation to the authorisation ¢ednfor registration (letters of
request from the individual and Vatican Secretaicdtate).

967. It should be stressed that the obligations conngrnegistration would apply automatically
should the legal system of the VCS ever be extetmdte creation of trusts. This flows from the
decision to specifically include reference to tsugirophylactically, in the definition of “legal
persons” contained in Art. 1(3) of the Law of Jagu2012. The same Act, and on the same basis,
also lists “trust and company service providersblkgated entities (Art. 2(b)(ii)). This explicjtl
extends to one who acts “as a trustee in an expretor in a similar entity”.

Additional elements

968. Exceptionally this Recommendation is not applicdbléhe VCS.

5.2.2 Recommendations and comments

969. Exceptionally this Recommendation is not applicabléhe VCS.

5.2.3 Compliance with Recommendation 34
Rating Summary of factors underlying rating
R.34 N/A

5.3 Non-profit organisations (SR.VIII)

5.3.1 Description and analysis

970. In HS/VCS the only normative act specifically comms with the operation of non-profit
organisations (NPOs) is Law No. CLXXXVII ConcernidMplunteer Activities of 22 May 1992
(see Annex XXXI). This law provides detailed rules the protection of the non-profit and

172



voluntary sector and the prevention and countesirthe unlawful use of non-profit organisations
and voluntary activities. Art. 1 of this law defggolunteer activities as activities that “consibt
offering free and gratuitous services to the AplistBee”. Such activities should have the goal
of:

a) co-operating in the evangelising mission of the t€hyu

b) contributing to the Christian animation of tempaelities;

C) supporting assistance activities promoted in fawduhe poor, sick, immigrants, elderly and
all those who are in need;

d) cooperating, in Christian spirit, in other undeitgs of solidarity and human promaotion.

971. Art. 4 2. of the Law Concerning Volunteer Activiieequires that all such organisations must
be registered in the Register of Voluntary Orgaivea which is maintained within the
Governorate.

972. In the MEQ the authorities contend that there ary dwo active organisations which fall
within this definition and which are registeredfie Register of Voluntary Organisations,

a. Circolo di San Pietro; and
b. Associazione di San Pietro e Paolo.

973. Pontifical Council Cor Unum, which provides and mees the provision of international
humanitarian aid, is constituted under Arts. 14B-dfl Pastor Bonus and, as such, forms part of
the Roman Curia and is regarded as a dicastetyeoRbman Curia. Cor Unum is accountable to
the Prefecture for the Economic Affairs of the H&ge. As such Cor Unum would not be
considered to fall within the FATF definition of &PO.

974. Furthermore, activities relating to the operationd anaintenance of the HS/VCS museum
complex fall under the Department of Pontifical Maments, Museums and Galleries which is,
itself empowered through paragraph 15 of Act No.CCRXXIV on the Government of the
Vatican City State (see Annex Xl).

975. There are a number of other organisations that baem established under the laws of the
VCS. These are registered with the Register of Malty Organisations. The Office of Public
Registry, Records and Notary handles the offigglistration of Vatican Legal Persons (civilian
and canonical) and the volunteer organisations;ptieeedure for registration varies depending
whether the entities have juridical character er\alunteer organisations. Therefore, overall in
the Governorate there exist three Registries:

» the first regards canonical legal persons;
» the second regards Vatican civil legal persons;
» the third regards volunteer organisations.

976. The first two Registries were established in 1993He then-President of the Governorate,
after the enactment of the Law no. CCVI of June 2893 (Law regarding Civil Legal
Personalities). The number of entities listed ie fRegistries is 46, of which 15 have only
canonical legal personality, 5 have only civil legarsonality, and 26 have both canonical and
civil legal personality. The third Registry was ated by Law No. CLXXXVIlI concerning
volunteer activities of May 1992, that regulates #ativity of volunteer organisations and in it are
listed 2 volunteer organisations as set out abbM&®VCS legal persons pursue a variety of
activities linked to the overarching religious adldaritable ends of the Apostolic See. Nine
organisations promote educational activities; sievjgle humanitarian assistance; nine promote
cultural or artistic activities; nine assist miswoy work and the support of public worship; two
promote peace; and fourteen organisations dirqutwide basic services (health, pensions,
housing) to the HS/VCS staff. A full list of regesed entities can be found in Annex XXXVI.

977. The definition of volunteer activities under thewaConcerning Volunteer Activities is
extremely limited compared with the definition obmprofit organisation under the FATF
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Methodology which states “The term non-profit ongation or NPO refers to a legal entity or
organisation that primarily engages in raising isbdrsing funds for purposes such as charitable,
religious, cultural, educational, social or fratrpurposes, or for the carrying out of other types
of “good works”. As such there are a significantmioer of NPOs that are formed and registered
within the jurisdiction of HS/VCS that fall withithe FATF definition of NPOs yet fall outside
the scope of the Law Concerning Volunteer Actigt{e.g. Caritas Internationalis, The Equestrian
Order of the Holy Sepulchre of Jerusalem, etc.).sAilch organisations are accountable to the
Supreme Pontiff but do not appear to be subjeanioother form of supervision or regulation. At
the time of the MONEYVAL on-site visits, the HS/VGithorities were unable to provide the
evaluators with a list or register of such orgatnises and it was therefore not possible to esthblis
the scope or scale of their activities.

978. There is no legislation relating to countering firancing of terrorism which places any
requirements on the NPO to institute CFT preventheasures or submit reports on suspicious
transactions to the FIA. NPOs are not subject ¢optovisions of the AML/CFT Law, except in
circumstances where they specifically perform thas@évities which are defined by Art. 2 of the
revised AML/CFT Law.

979. Overall the NPO sector in the VCS controls sigaific flows of funds and many of the
relevant organisations have international connastidAs such, this sector requires a greater
degree of oversight.

Reviews of the domestic non-profit sector

980. The HS/VCS authorities consider that, given thatehare only two registered organisations,
the regulation of the sector seems to be adequategaarantees a high standard of protection
against the unlawful use of the non-profit and wtdwy sector, and in particular the pursuit of the
goals of preventing and countering the infiltratiaf criminal or terrorist organisations,
laundering of proceeds of criminal activities andahcing of terrorism. This view is not,
however, based on a empirical review of their dtiy to establish the vulnerability of activities
to terrorist financing.

981. Furthermore, at the time of the MONEYVAL on-sitesit$, no formal review of the broader
NPO sector had taken place to establish the adgafabe legal and regulatory framework and
the potential vulnerabilities to terrorist actiesi

Protecting the NPO sector from terrorist financitmough outreach and effective oversight

982. In the course of the first MONEYVAL on-site vishé evaluators met with representatives of
two NPOs, Cor Unum and The Equestrian Order of Hody Sepulchre of Jerusalem. The
representatives of Cor Unum, which is a dicast®gsfor Bonus Arts. 145-148) stated that they
had met with the FIA and had received guidanceaaiwice on how to apply the AML/CFT Law
(although it does not apply to them) and consid¢hedl they were sufficiently aware of the risks
of terrorist abuse. The representatives of The &gae Order of the Holy Sepulchre of
Jerusalem had not, however, been the recipierasipbutreach or other training concerning the
risks of terrorist abuse.

983. The HS/VCS authorities consider that the provisiafisthe Law Concerning Volunteer
Activities provide detailed rules on the protectminthe non-profit and voluntary sector and the
prevention and countering of the unlawful use ai-poofit organisations and voluntary activities.
As previously stated, this law is limited in scoped, in practice, only two organisations are
subject to it. Furthermore, the law is limited &guiring registration and the filing of certain
defined details (e.g. a list of volunteers andvétds foreseen, balance sheets and evidence of
financial resources). The law does not introdugeraquirements regarding the prevention of the
risk of the organisation being used for terroriisahcing.
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984. No written guidance for the NPO sector was provittedhe evaluators at the time of the
MONEYVAL on-site visits and details were not progil of any training or awareness raising
initiatives undertaken for the sector as a whole.

985. Art. 4 3. of the Law Concerning Volunteer Activiieequires organisations to file a copy of
their statutes and any other appropriate documentabncerning their internal organisation, a
list of volunteers and activities foreseen, balasiteets and evidence of financial resources at the
time of application for admission to the registet. 4 5. requires them to update this information
annually.

986. Although there is no overarching requirement tasdpthe two NPOs which were met by the
evaluators both produced an annual report whichaudited and available to interested patrties.

987. A number of the other NPOs which are based in H&\A0G produce comprehensive annual
reports which are audited and which provide det#filthe organisations’ objectives, the identity
of controllers including senior officers, board nfmrs and trustees as appropriate as well as
accounting for funds received and dispersed. Howefkieir disclosures are made in accordance
with the requirements of the organisations statut@sas a consequence of any overarching
requirement by HS/VHS.

988. There are no appropriate measures in place toisanablations of oversight measures or
rules by NPOs or persons acting on behalf of NPi@®rin the Law Concerning Volunteer
Activities or elsewhere.

989. Art. 4 5. of the Law Concerning Volunteer Activiieequires that organisations subject to the
law submit annual updates on the information filed the Register. There is no specific
requirement in the law to maintain books and resofpart from the requirements of the Law
Concerning Volunteer Activities, there are no otherfuirements in place for NPOs registered in
HC/VCS regarding the maintenance and retentiorookbé and records. As a consequence of this,
there is no requirement for NPOs to maintain, fopesiod of at least five years, and make
available to appropriate authorities, records afhedstic and international transactions that are
sufficiently detailed to verify that funds have hespent in a manner consistent with the purpose
and objectives of the organisation.

990. Overall the scope of outreach and oversight ofithele NPO sector appears to be limited to
those organisations that fall directly under thepomsibility of the Curia or the Governorate, with
little or no outreach to other NPOs.

Targeting and attacking terrorist abuse of NPOs otigh effective information gathering,
investigation

991. As set out above, there are three separate regiglfrough, in aggregate, these cover all
registered persons. In practice there are no inkpe profit making entities in the VCS (see
section 5.1 above) therefore all entities entenedhe registers could be regarded as non-profit
organisations. It is noted, however, that only ¢hasganisations registered under the Law
Concerning Volunteer Activities and Cor Unum aréjeat to any formal system of regulation.
Furthermore, neither the Law Concerning Volunteetivities nor Pastor Bonus contain any
provisions concerning record keeping or accesstkdand records, etc.

992. The Law Concerning Volunteer Activities does requihe filing and updating of certain
information regarding volunteers, activities undken and financial data which would be
available to investigating authorities.

993. The civil and canonical registers are composecdafydic entries that contain specific data on
the legal persons and hold the same data as sehdeik section 5.2 above.

994. These entries have a registration number that gporels to a specific position in the Register
and are signed by the Secretary General of the l@okage of Vatican City State. Any subsequent
variation of the original data in the Register mbst submitted on a new entry by the Legal
Person and once again approved with a signatutbeoSecretary General of the Governorate.

175



The Registers of Vatican Legal Persons are pulplic rmay be consulted by anyone who has a
valid interest through application to the competauthorities in the Governorate. The documents
required for registration are set out under sedii@uabove.

995. Although there is no specific register dedicatedNROs based in HS/VCS, given the small
number of entities involved (48) this does not ¢ibui® a major problem. However, there is no
comprehensive system to ensure effective domestmperation, co-ordination and information
sharing to the extent possible among all levelsppiropriate authorities or organisations that hold
relevant information on NPOs of potential terrofisncing concern.

996. However, there are no provisions which apply tolireader range of NPOs operating within
HS/VCS. Therefore, it must be concluded that thare no wider provisions which grant
investigating authorities full access to information the administration and management of a
particular NPO (including financial and programroatinformation) which may be obtained
during the course of an investigation.

Responding to international requests for informatadout an NPO of concern

997. As stated above, there is a lack of any form otredined registration or supervision of NPOs
as a whole and there do not appear to be any pofeersvestigating authorities to obtain
information. Furthermore, there do not appear toaopy appropriate points of contact or
procedures to respond to international requestsformation regarding particular NPOs that are
suspected of terrorist financing or other formseoforist support.

5.3.2 Recommendations and comments

998. There are a number of organisations that are s¥gstwithin the VCS that fall within the
FATF definition of “non-profit organisations”. Mosif these organisations do not fall within the
scope of the AML Law and do not appear to be suligAML/CFT supervision or regulation.
No formal review of the adequacy of domestic lawd eegulations, as the international standard
requires, has been undertaken. Although individoahdations may be subject to constitutions
that require financial transparency there are nerarching provisions covering this high risk
sector requiring this, nor are there any spec#faord keeping requirements.

999. The HS/VCS authorities should undertake a reviees d@ldequacy of domestic laws and
regulations that relate to all NPOs located wittiidS and conduct an assessment of the sector’s
potential vulnerabilities to terrorist activities.

1000. The FIA should have its responsibilities extendedgk-based monitoring of the NPO sector
with necessary access to relevant books and fialrezgords.

1001. The HS/VCS authorities should develop guidance han risks of terrorist abuse and the
available measures to protect against such abusdl fdPOs which are located within VCS and
then undertake outreach to raise awareness withisdctor.

1002. Legislation needs to be developed to:

a) Require NPOs to maintain and file records on thepgse and objectives of their stated
activities and the identity of person(s) who owantcol or direct their activities, including
senior officers, board members and trustees;

b) Require NPOs to maintain, for a period of at lefag¢ years, and make available to
appropriate authorities, records of domestic atelmational transactions that are sufficiently
detailed to verify that funds have been spent mamner consistent with the purpose and
objectives of the organisation; and

c) sanction violations of oversight measures or riigdNPOs or persons acting on behalf of
NPOs.

1003. Legislation needs to be developed to provide thke &id Gendarmerie with full access to
information on the administration and managemerd phrticular NPO (including financial and
programmatic information) during the course of mvestigation.
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1004. Formal procedures for national co-operation andrmbtion exchange between the national
agencies which investigate ML/FT cases should leldped.

1005. An appropriate point of contact should be identifte respond to international requests for
information regarding particular NPOs that are sesgd of terrorist financing or other forms of
terrorist support. Procedures should be develop@ddcess such requests.

5.3.3 Compliance with Special Recommendation VIII
Rating Summary of factors underlying rating
SR.VIII NC

No comprehensive review of the adequacy of thevasle
laws in order to identify the risks and preventithisuse of
NPOs for terrorism financing purposes.

Lack of systematic outreach to the NPO sector.

No comprehensive monitoring activities and inspedifor
the whole NPO sector.

No explicit legal requirement for the NPOs to maint
business records for a period of at least fivegiear

No formal mechanism established for national coraipen
and information exchange between the national agenc
which investigate ML/FT cases relating to NPOs.

No formal mechanism established for responding

international requests regarding NPOs.
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6 NATIONAL AND INTERNATIONAL CO-OPERATION

6.1 National co-operation and co-ordination (R. 31 & R32)

6.1.1 Description and analysis

Recommendation 31

1006. The policy-making bodies of the HS/VCS operate icoardinated way to enforce rules and
measures generally and in the AML/CFT field in jgatar. As theFundamental Law of the
Vatican City Stateof 2000 states, “in matters of major importanceshtll be proceedeth
agreemenwith the Secretariat of State” (Art.6). FurthermotheAct on the Government of the
Vatican City StateNo. CCCLXXXIV of 2002 provides that the activityf the organs of the
HS/VCS, in matters of common interest, shall berded towards the principles of functional
integration and co-operation. The Act states “thee@orates shall operate in co-operation and
concert, according to the principle of functionateigration, in matters of common interest”
(Art.29.4). The authorities mentioned the fact thia¢ work on AML/CFT legislation was
undertaken as a joint effort.

1007.The original AML/CFT Law stated that the FIA “supeses the observance of the duties
established in matters of prevention and countenhgmoney laundering and financing of
terrorism and issues provisions for the implemeutadf the rules contained in this Act, except
for those contained in Chapters Il and(tHat is — criminal provisions of the Lawfurthermore, it
has the power to issue guidelines and particutactives with reference to the subjects on which
the duties foreseen in this Act are imposed”. Haveit appears that the co-ordination of the
activities of the Promoter of Justice, the FIA &nel Gendarmerie Corps has so far been limited to
the exchange of information. The MOU on the excleand information regarding the co-
operation between these bodies is still in drafinfoThe FIA is obliged to communicate to the
Promoter of Justice of the HS/VCS the informatioat t’'on the basis of the known features, size,
nature and circumstances whatsoever, integratebpmseodel cases of money laundering, self-
laundering or financing of terrorism“ (Art.33.3 antked law Art. 2septie2.3.c and Art. 36
bis.1.d with a slightly revised wording). The FIA, whet proceeds to the suspension of
transactions suspected of money laundering or éingnof terrorism, is obliged to "immediately
report it to the Promoter of Justice” (Art.33.5 (ke amended law in Art. 2epties3.h requires
the FIA to report the suspensions to the Judiciathdrities). The Promoter of Justice of the
HS/VCS, in his turn, in order to guarantee an adegwerification of the cases, is obliged to
communicate to the FIA “the reports of suspiciomansactions not subjected to further
investigation” (Art.36, the amended law Art. Bi8.2).

1008.According to theAct on the Government of the Vatican City Stghet.13.3) “the Gendarmerie
Corps operatemintly with the judicial organs and the competent autlesriof the Holy See”. So,
in the AML/CFT field the Gendarmerie Corps operatexo-operation with the Promoter of
Justice and the FIA.

1009.The revised AML/CFT Law introduced new ArtgRinquiesthat states that “the Secretariat of
State is responsible for the definition of the piel for the prevention and countering of money
laundering and the financing of terrorism. In thegetors, it promotes co-operation among the
various authorities of the Holy See and the Statapetent on the prevention and countering of
money laundering and the financing of terrorisni'therefore appears that the amended law has
given the Secretariat of State the coordinatingtion. In addition to that a new “player” was
introduced by Art. 2sexiesof the revised AML/CFT Law which makes the Pontfi
Commission of the Vatican City State responsibletiie adoption of general regulations for the
implementation of the AML/CFT Law.
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1010.To date, no formal mechanism has been establishbednable competent authorities to
cooperate and coordinate their actions in the AMAYGphere. Furthermore, there has been no
collective review of the AML/CFT system and its fsemance which would have set the basis for
future developments and implementation of poli@es activities to combat money laundering
and terrorist financing. The impact of the impletagion of the new role of the Secretariat of
State as a coordinating body remains to be seentodilne novelty of the provision.

Additional Elements

1011. Art. 33.5(g) of the original AML/CFT Law stated ththe FIA “prepares, after hearing the
obliged subjects, programs of training of the pensd to let them be aware with the law into
force and the activities that could be connectati wioney laundering or financing of terrorism”.
This is not a provision for co-operatiger sebut could mean that some form of consultation
mechanism could be established on this basis theufocus on consulting obliged parties before
the development of new measures. Unfortunately tiratision disappeared in the revised
AML/CFT Law and the FIA can now only follow the esiant policies and procedures adopted by
the reporting entities themselves.

Effectiveness and efficiency

1012. The small size of HS/VCS and of the institutionsolwed, as well as the existing close
relationship between the competent players involiredhis process, needs to be taken into
consideration when assessing domestic co-operation.

Recommendation 32

1013. The following chart sets out details of the infotima exchange between the FIA and the
other bodies within the HS/VCS from 1 April 201h&tdate that the FIA became operational and
31 December 2011.

Exchange of information and meetings

Exchange of information 2 between the FIA and the
Gendarmerie

4 between the FIA and the
Prefecture for Economic Affairs

Meetings 3 between the FIA and the
Gendarmerie

2 between the FIA and the
Prefecture for Economic Affairs

1014. The following chart sets out details of the infotioa exchange between the Gendarmerie and
the General Inspectorate of Public Security for\taéican City.

Exchange of Information between the Gendarmerie anthe General
Inspectorate of Public Security for the Vatican Ciy

YEAR Number of Contacts
2009 74
2010 73
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2011 93

Recommendation 30 (Resources — Policy makers)

1015. The resources of the policy makers are adequateeaatlle them to fully perform their
functions.

6.1.2 Recommendations and Comments

1016. The authorities should consider creating a formackmanism for co-operation and co-
ordination of their actions in the AML/CFT sphefidne MOU mechanism could be used for this
purpose. In addition, there should be a collectiggiew of the AML/CFT system and its
performance which would have enable the authoriteset the basis for future developments and
implementation of policies and activities to comiyainey laundering and terrorist financing.

6.1.3 Compliance with Recommendation 31
Rating Summary of factors underlying rating
R.31 LC * No formal mechanisms for co-operation and co-ottitinaor MOUs

have been established or signed.

» The effectiveness of the new amendments in thedaveoordinating
mechanisms is yet to be seen.

6.2 The Conventions and United Nations Special Resolwoins (R. 35 and SR.I)

6.2.1 Description and analysis

1017. Both the Holy See and the Vatican City State enjdgrnational legal personality. Under Art.
2 of the Lateran Treaty of 1929 “ltaly recognisée tsovereignty of the Holy See in the
international realm as an attribute inherent imasure in conformity with its tradition and with
the requirements of its mission to the world”.

1018. The HS maintains bilateral diplomatic relationshadt substantial number of members of the
international community. It is a member of certaiternational organisations and enjoys observer
status in many others including the UN and the Cowf Europe. It enjoys a treaty making
capacity in international law and has become ayparta number of multilateral conventions
including several negotiated under the auspicéisentJN.

1019. In December 1988 the Holy See signed the UN Conwertgainst lllicit Traffic in Narcotic
Drugs and Psychotropic Substances (the Vienna @diovg but had not, at the time of the on-
site visit in November 2011, ratified this instrumeAs of the date of that MONEYVAL on-site
visit no steps had been taken towards becomingtg fmathe Palermo Convention or the 1999
UN International Convention for the Suppressiorthef Financing of Terrorism. The authorities
confirmed that there was no technical impedimersutth participation.

1020. In the course of the visit the evaluation team Wwdefed on the issues of principle and
practicality which had minded the HS not to becofoemally bound by these significant
international instruments. While the evaluatorsyvauch appreciated the explanations afforded
for this policy stance they stressed that the eeleWATF standards (R.35 and SR.I) required
formal participation in these treaty regimes.

1021. It is of importance to note, however, that the HS8/had not ignored the important
underlying issues addressed by these treatieseRigshfocus, as noted in the earlier analysis of
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R.1 and SR.Il, had been to concentrate on cringattin of the offences set out in them and to
rely on the flexibility of domestic legal provisisrto give effect to relevant international co-
operation. It will be recalled in this context tiedt No. CXXVII of 30 December 2010 contained

several provisions inspired by the relevant UN Goriions including certain drugs, organised
crime and terrorist offences and, indeed, that @mey laundering. While this strategy had the
effect of reducing the range of possible problerhs @ractical nature which would otherwise

flow from non-participation it did not eliminatedm especially in so far as legal obligations to
provide various forms of co-operation was concermmt did it address formal non-compliance
with the FATF standards in question.

1022. In the period immediately following the conclusiofithe first evaluation visit in November
2011 the authorities saw fit to reconsider theiliggoconcerning the three UN Conventions in
guestion. As a consequence of this review the sacgsteps were taken in January 2012 (i.e.
within two months from the end of the MONEYVAL oites mission) to become parties to the
Vienna, Palermo and Terrorist Financing Conventioihtie UN and these are now in full force
and effect. The evaluators warmly welcome this irtgod development.

1023. It should be stressed that in the legal systenh@fMCS international treaty obligations are
automatically incorporated. This flows from Art.4)(of the Act on the sources of law of 1
October 2008 (Annex Xll) (see also, Canon 3). Winkplementing legislation is not formally
required officials of the Secretariat of State infied the evaluators that a Committee had been
formed to considerinter alia, if there were specific areas in which legislatisas nonetheless
desirable from a policy or a practical perspective.

1024. SR.I also requires countries to fully implement @curity Council Resolutions relating to
the prevention and suppression of the financingewwbrism (although, as a hon-member state of
the UN, the HS/VCS does not regard itself as b&gglly bound by the same). As was noted in
the analysis of SR.IlIl above, Chapter IV of Act N&XXVII of January 2012 is central to the
approach (voluntarily) adopted and is broadly irelwith international expectations. However,
several practical steps, including the creatioa ti§t of designated persons, were still required t
make the system operational.

Additional elements

1025. The HS/VCS has not become a party to the 1990 GlowhcEurope Convention on
laundering, search, seizure and confiscation ofptozeeds from crime or its successor, the
Warsaw Convention of 2005. However, Art. 8(1)(b}loé Monetary Agreement of 17 December
2009 between the EU and the HS/VCS (See Annex XXiXlof relevance in this context. By
virtue of that provision the HS/VCS undertakesaicetall appropriate steps to adopt EU measures
relating to,inter alia, money laundering as listed in the Annex to thee&ghent. Among these is
Council Framework Decision 2001/500/JHA of 26 Ju?2@0l on money laundering, the
identification, tracing, freezing, seizing and deoétion of instrumentalities and the proceeds of
crime. It will be recalled that this Council Frame decision was based, in large measure, on
the fact that all EU Member States had subscribéldreugh full formal participation — to the
principles of the 1990 Convention. Similarly oneitsf primary purposes was to promote a high
degree of harmonisation of approach to Member Stafgementation of certain of its key
provisions. Compliance by the HS/VCS with the regonents of Art. 8(1)(b) was due to be
achieved by 31 December 2010.

6.2.2 Recommendations and comments

1026. The HS/VCS should prioritise the effective implertaion of Chapter IV of Act No.
CXXVII of January 2012 through the completion oktlisting process and other means, as
necessary, to ensure full and effective implemeénaif UN Security Council Resolutions on the
financing of terrorism.
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1027. Legislative measures should be taken to addressutinent deficiencies in the criminalisation
of terrorist financing as identified in the anatysif SR.Il, and the system for implementing
UNSCR 1267 and 1373 need to be made operational.

6.2.3 Compliance with Recommendation 35 and Special Regemdation |
Rating Summary of factors underlying rating
R.35 C
SR.I PC e Failure to bring the new system concerning UN SgcuCouncil
Resolutions into practical operation within theekeint period.

6.3 Mutual legal assistance (R. 36-38, SR.V)

6.3.1 Description and analysis

Recommendation 36

1028. In the HS/VCS issues of international legal co-afien are regulated by the relevant
provisions of the Italian Code of Criminal Proceslwf 1913 as it stood in 1929 (CCP). This
flows, in turn, from Art. 8 of the Act No. LXX1orhé Sources of Law of 1 October 2008 (see
Annex XII). Art. 635 of the CCP stipulates, in rnedat part, that international conventions and
practices regarding letters rogatory and relatedlersaare to be observed. However, at the time of
the November 2011 MONEYVAL on-site visit no bilaaémutual legal assistance agreements
had been concluded. Furthermore, the HS/VCS waa patticipant in either the 1959 European
Convention on Mutual Assistance in Criminal Mattersof the 1990 Strasbourg or 2005 Warsaw
Conventions of the Council of Europe. However,daling the change of policy described earlier,
the HS/VCS is now a party to the Vienna, Palermo &errorist Financing Conventions of the

UN. As such their extensive provisions relatingrtotual legal assistance now apply as between
the HS/VCS and all other state parties.

1029. In the absence of an applicable treaty nexus A86-639 of the CCP apply (see Annex XV).
These set out, in relatively broad and flexiblemgr a Letters Rogatory process. Such co-
operation is, however, based on international opmit courtesy and does not flow from the
discharge of an international legal obligation ashs Furthermore any countries which require a
treaty base for international co-operation of tied& contemplated in R.36 will not be able to

avail themselves of this possibility save in respgiccommon participation in the three UN
Conventions mentioned above.

1030. The Letters Rogatory process applies to the folgwithe summoning and examination of
witnesses or in general, for acts regarding thénpirgary judicial investigation or for execution
of provisions in the acts concerning this prelinmn@vestigation ...."” (See Arts. 636 and 637 of
the CCP). Requests are made to the Secretary w@&f thtaugh the diplomatic channel. Accepted
requests are then forwarded by the Secretariattafe 30 the competent authorities for a
determination concerning enforceability.

1031. A striking feature of the relevant provisions o t6CP is that they do not articulate specific
grounds for refusal. Thus, unlike the position @nmg extradition (see below), there is no dual
criminality requirement — a conclusion confirmed-site in discussions with the Promoter of
Justice and a representative of the judiciary. @ityi bank secrecy, fiscal, and political offence
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considerations are notably absent as specifiedngoior refusal. It would thus appear that the
HS/VCS legal system is consistent with the expastatof criteria 36.2, 36.3 and 36.4 of the
FATF methodology.

1032. Given the wording of the relevant CCP Arts. outtirsove and the nature of the preliminary
investigation phase to which they are tied, it wloappear that the HS/VCS can assist in (a) the
production, search and seizure of information, duognts, or evidence; (b) the taking of evidence
or statements; and (c) providing originals or cemé relevant documents and records as well as
other information and evidentiary items. It did reppear to the evaluation team that the
legislative scheme in question could apply, as stlkeffecting service of judicial documents or
facilitating the voluntary appearance of personthirequesting State. That said the team is not
aware of any legal provisions inhibiting such agsipa view subsequently confirmed by the
President of the Tribunal.

1033. Given the relative antiquity of the provisions b&tCCP it is not surprising that there is no
focused coverage of co-operation in the identiiicatfreezing, seizure or confiscation of assets
laundered or intended to be laundered, the proceed®ney laundering and assets used for or
intended to be used for terrorist financing, ad aglinstrumentalities of such offences, and assets
of corresponding value. In such circumstances @@l articles on Letters of Rogatory are
reliant on the adequacy of other provisions of @@P and HS/VCS legislation in these areas.
These matters are explored further below in theectof R.38.

1034. The evaluators were satisfied that the powers efdbmpetent authorities required under
Recommendation 28 are also available for use porese to requests for mutual legal assistance.

1035. In the context of the enhanced criminal co-operatidth Italy established by the Lateran
Treaty of 1929, and especially by virtue of Art.tBRreof, a mechanism exists for determining on
an ad hoc basis the most appropriate venue forptheecution of defendants. Given the
geographic and practical importance of that retetop a significant proportion of criminal cases
are, in effect, subject to possible consideratiothis context. However, no formal consideration
appears to have been given to addressing this nmattthe context of cases involving other
members of the international community. This woutlégs understood, be addressed on an ad hoc
basis by the appropriate authorities of the HS/VCS.

Additional Elements

1036. In the law of the VCS direct requests from forejgdicial or law enforcement authorities for
the use of powers required under R.28 cannot beloetnwith by domestic VCS counterparts.
The Letters Rogatory process must be utilised.

Recommendation 37 (dual criminality relating to mudl legal assistance)

1037. As was noted above, the relevant provisions ofG# do not subject the Letters Rogatory
process to a requirement of dual criminality. Cr&e87.1 and 37.2 are thus fully satisfied in the
context of mutual assistance.

Recommendation 38

1038. As noted previously, the HS/VCS has recently becangarty to the Vienna and Palermo
Conventions. It is not a party to any other intdoval agreements, bilateral or multilateral,
providing for assistance in the area of confiseatlo the latter context it is obliged to rely dret
Letters Rogatory provisions in the CCP. These vessmined in the context of R.36 above and
are explicitly tied to the preliminary investigatiphase. There are no specific provisions which
govern the freezing, seizure and confiscation ohioal proceedings at the request of a foreign
state.

183



1039. In the course of the analysis of R.3 it was seea tine CCP contains a range of provisions
which facilitate the taking of provisional measuiesdomestic cases. Such provisions are, by
virtue of Arts. 636-639, available for use in resp® to a Letters Rogatory request.

1040. Article 635 of the CCP, discussed above, also ktips that international conventions and
practices regarding ‘the legal effect of foreignnwotions and other relations with foreign
authorities concerning the administration of criatijustice are to be observed’. Consequently
confiscation assistance can be provided on this helsere the request is made pursuant to the
provisions of any of the three recently ratified @dnventions. At the time of the MONEYVAL
on-site visits the evaluators were informed thahim absence of such a treaty nexus the HS/VCS
authorities would not be in a position to submitheir courts, with a view to giving effect to it,
an order of confiscation issued by a requestingesta relation to proceeds, property or
instrumentalities. However, at the May 2012 predingethe attention of the evaluators was
drawn to the facilitating provisions contained insA 651 to 653 of the CCP. These specifically
address the effects of foreign guilty sentences tioted, in particular, that Art. 653 treats the
recognition of the civil effects of foreign penabrwictions. Although these provisions are of
some antiquity and were drafted in an era priorthe emergence of modern confiscation
assistance they appear to form a basis on whicperation could be afforded in a range of
relevant circumstances. These provisions are repemtlin Annex XV. The evaluators are not,
however, aware of any use of these provisionsastjue.

1041. As was noted in relation to R.3, paragraph 6 of A2tLbis on money laundering recognises
the concept of property of corresponding value. H®VCS authorities confirmed that co-
operation on this basis could thus be providedteifin countries.

1042. In the HS/VCS there are not presently in effect amangements for coordinating seizure or
confiscation actions with foreign countries. ThisuMd be done on an ad hoc basis as and when
necessary.

1043. Paragraph 7 of Art. 424is of the Criminal Code, inserted by Art. 3 of thedary 2012 Law,
specifically contemplates the possibility of entgrinto international asset sharing agreements
though none have been concluded to date. In thenabsof the same, confiscated criminal
proceeds are to be used for the charitable angiae works of the Roman Pontiff. A very
similar approach is adopted in relation to contigcaunder Art. 13&is (associations for terrorist
purposes or subversion) and Art. 188 (financing of terrorism) save that both anticip#tat
some at least of the funds and other assets irtignesill be devoted to providing assistance to
the victims of terrorism and their families.

Additional Elements

1044. At present non criminal confiscation orders carb®tecognised or enforced by the HS/VCS.
Special Recommendation V

1045. Outside of the context of SR.III there are no sfegrovisions in the legal system of the
HS/VCS designed to facilitate international co-@pen in the terrorist financing sphere. The
general system as described above in relation 36-B3 thus applies equally to the situations
addressed by SR.V. The provisions of the Terrétiisancing Convention will however, apply to
requests made by states which are parties to it.

Effectiveness and efficiency

1046. In the course of its dialogue with the HS/VC,S éwaluation team was informed that, in the
period 2001-2010, the Secretariat of State hadivedeapproximately 20 Letters Rogatory
requests from a range of states, primarily in Earapd the Americas. It was also informed that
only one request was not executed. This flowed fitvn fact that the VCS Tribunal was
exercising jurisdiction over this case resultingnfra death in VCS territory. On average the
authorities of the HS/VCS estimate that requestsaaswered within three months from the date
of receipt. Of the requests in question the evalgatere informed that one, in 2003, involved a
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criminal case involving allegations of money laumdg. In that instance the VCS Tribunal took
the testimony of numerous witnesses and colleakxvant documents. The materials were then
transmitted to the USA and thereafter to the relevéederal Court. The authorities of the
HS/VCS confirmed that none of the requests involtres provision of confiscation assistance.
The evaluators were further informed that at the @inthe period relevant to this evaluation (25
January 2012) there were no pending requests agyatiecution. Finally the HS informed the
evaluators that it has also provided substantiplodiatic cooperation and information with
respect to criminal matters through its apostolimaios who enjoy the status of ambassadors
under the terms of the Vienna Convention on Diplien&elations. However, no specific
materials were provided to the team in this regdrhlile the above information reveals a broadly
satisfactory track record of cooperation one cqurmdicated, in the course of the normal
consultation with MONEYVAL and FATF members, thahad encountered some difficulties in
the context of its mutual legal assistance relatigmwith the HS/VCS.

6.3.2 Recommendations and comments

1047. At present the HS/VCS must rely on the Letters Rmgaprocess provided for in Arts. 636-
639 of the Code of Criminal Procedure. This is téicin relatively broad and flexible terms and
double criminality is not required. As noted abot@s scheme of co-operation is generally
adequate in relation to the provision of assistdocanoney laundering, terrorist financing and
predicate offence investigations and prosecutidesseen, Arts.651-653 facilitate giving effect to
foreign convictions including the civil effects tkeef. These will be of value in a range of
possible circumstances relating to confiscation.

1048. However, and unsurprisingly given their relativeiguity, these provisions do not directly
address the complexities associated with the tgadieezing and seizure and confiscation of the
proceeds of money laundering, predicate offencesd aerrorist finances or related
instrumentalities. Consideration should be givenet@acting modern and detailed legislative
provisions in this sphere.

1049. Art. 635 of the CCP however stipulates that intdomal conventions regardinigter alia,
both letters rogatory and the legal effect of fgneconvictions and other relations with third
states in the criminal justice sphere are to becmiesl. As the mutual legal assistance and
confiscation co-operation provisions of both thenfia and Palermo Conventions are highly
detailed the fact that the HS/VCS is now a partyhese instruments goes some way towards
securing the availability of modern practice ingb@reas of concern.

1050. Currently, there are no mechanisms for determirting best venue for prosecution of
defendants in the interests of justice in cases dha subject to prosecution in more than one
country and the HS/VCS authorities are encouragedidvelop a procedure to cover this
deficiency.

6.3.3 Compliance with Recommendations 36 to 38 and SpRelieommendation V
Rating Summary of factors underlying rating
R.36 LC * No mechanisms for determining the best venue farsqmution of

defendants in the interests of justice in case$ #na subject tg
prosecution in more than one country other thdw.Ita

R.37 C

R.38 LC * No action to implement criteria 38.3.
» Effectiveness concerns.

SR.V LC * No action to implement criteria 38.3

» Effectiveness concerns.
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6.4 Extradition (R. 37, 39, SR.V)

6.4.1 Description and analysis

Recommendation 39

1051. In so far as extradition is concerned it is neagsga distinguish between two situations: a)
relations with Italy; and b) relations with otheuntries and territories.

1052. Under Art. 22 of the Lateran Treaty of 1929 the VS8 enjoys “an enhanced co-operation”
with Italy. The text is worded thus:

At the request of the Holy See, or by its delegatidich may be given in individual cases
or permanently, Italy will provide within its terory for the punishment of crimes committed
within Vatican City, except when the author of ttrame will have taken refuge in Italian
territory, in which event he will be certainly pezsited according to the provision of Italian
laws.

The Holy See will hand over to the Italian Statespas who may have taken refuge within
Vatican City and who have been accused of actsyretted within Italian territory, which
are considered to be criminal by the laws of bd#ies.

The same provisions will apply in regard to persaosused of crimes who may have taken
refuge within the buildings declared to be immuneArt. 15 hereof, unless the persons in
charge of such buildings prefer to invite the #alipolice agents to enter them in order to
arrest such persons.

1053. In the course of the MONEYVAL on-site visits thetlaarities confirmed that the operation of
this enhanced system was not automatic. For instanthe situation envisaged in paragraph 2 of
Art. 22 Italy would have to file a formal request surrender with the Secretary of State through
the diplomatic channel. A judicial determinationuwa follow before surrender could take place.
This would addressnter alia, the satisfaction of the requirement of doublenanality.

1054. In the HS/VCS the issue of extradition is regulgtedharily by the provisions of the Code of
Criminal Procedure. As noted earlier in this repdamt the absence of a relevant subsequent
legislative enactment Art. 8 of the Act No. LXXI @he sources of law of 1 October 2008 (see
Annex XIlI) stipulates that it is the Italian Codé& @riminal Procedure of 1913 as it existed in
1929, which governs. This is the case in regaektadition.

1055. Under Art. 635 of the CCP the terms of relevantaition treaties are to be observed. In the
absence of the same CCP provisions are to be dppiethe time of the visits made by the
evaluation team to the HS/VCS no bilateral extraditreaties were in operation. Similarly the
HS/VCS is not a party to the European ConventionEatradition of 1957 or of any other
multilateral extradition arrangements. Howeveragsarty to the Vienna, Palermo and Terrorist
Financing Conventions their provisions on extradit{Arts. 6, 16 and 11 respectively) would
apply in relevant cases. Otherwise it is the CQRl (a particular Arts. 640-650 thereof) which
applies.

1056. Notwithstanding its relative antiquity the extréalit scheme provided for in the CCP it
appears to be broadly adequate for present purpibsesriggered by a request made through the
diplomatic channel and the courts play a decisioe in determining whether the relevant
requirements have been satisfied. The final deteatiuin is made by the executive branch of
government (Art. 648).
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1057. While extradition is subject to the requirementdouble criminality (Art. 641(2)) the CCP
does not establish either a list of extraditabferafes or a set minimum threshold of punishment.
Money laundering is an extraditable offence byudrof its criminalisation within the HS/VCS.

1058. By virtue of Art. 9 of the Italian Criminal Code @B88 which applies within the HS/VCS by
virtue of Art. 7 of the Act on the sources of laivloOctober 2008 (No. LXXI) extradition “is not
permitted for political crimes, nor any relatedesf€es”. Art. 641(3) of the CCP is to a similar
effect. It will be recalled that Art. 3(10) of ti®88 Vienna Convention was designeder alia,
to limit the possibility that the political offen@xception could be raised as a bar to extradition
drug money laundering cases. This now appliesad®/VCS.

1059. Art. 9 of the CC also stipulates that “[t]he exitash of a citizen is not permitted”. Art. 641(1)
of the CCP is to the same effect. In such casemos must be placed on Art. 5 of the CC which
embraces the nationality principle of criminal fdliction as envisaged by criterion 39.2(b).
However, in cases where the Vienna and Palermo &@dions are relevant the extradite or
prosecute provisions of these instruments alsoygppk Arts. 6(9) and 16(10) respectively.

1060. In the HS/VCS the ability to cooperate on procedaral evidentiary aspects of prosecutions
of HS/VCS citizens accused of extraterritorial affes for which extradition is not permissible
are regulated by the provisions of the CCP dealitg letters rogatory (Arts. 636-639). These
were discussed above.

1061. The extremely small size of the HS/VCS and the meatf its judicial system both lend
themselves, at least in the abstract, to allowixtgadition requests and proceedings relating to
money laundering to be handled without undue detdgrtain provisions of the CCP also
encourage timely and effective decision makinghis tcontext. In particular, under Art. 647
appeals must be filed within one day of the denisiad the matter must be determined by the
relevant judicial body within 10 days from receiyithe appeal.

Recommendation 37 (dual criminality relating to eatition)

1062. As noted above, Art. 641(2) of the CCP subjectgagliion to the satisfaction of the
requirement of double criminality. The wording usethbraces this conceph abstracto
Consequently the requirement will be satisfied réigss of whether the HS/VCS and the country
concerned place the offence within the same cayegboffence or denominate it by the same
terminology, so long as the underlying conductigimalised in both jurisdictions.

Special Recommendation V

1063. As was seen in the analysis of SR.II, action hanlieken to criminalise the core aspects of
the financing of terrorism as well as certain ottagrorist acts. All such offences are extraditable
under the law of the HS/VCS. However, it was alsted that there remain certain deficiencies in
the approach of the existing legislation with retp® the complete satisfaction of existing
international standards. These deficiencies coald tan adverse impact on the application of the
dual criminality requirement for extradition in eglnt cases. It is also of relevance to note that
Art. 10 of the Terrorist Financing Convention indds a broad “extradite or prosecute”
obligation, which now applies to the VCS.

Recommendation 32

1064. Concerning extradition, it has been confirmed ey t8/VCS authorities that, in the course of
the last decade, the VCS has received no requasextradition from third countries nor has it
submitted requests to third countries. By way aftcst, as is noted under section 1.5 b. above,
there is a continuing and not infrequent practiceuorender of violators from the VCS to Italy in
accordance with Art. 22 of the Lateran Treaty @eeve).
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Additional elements

1065. As was seen in the context of R.39 above, the HS/\$Bares an enhanced cooperative
arrangement with Italy in this sphere by virtuelod operation of Art. 22 of the Lateran Treaty of
1929. However, even here a formal request by Italyst be submitted through the diplomatic
channel

1066. By virtue of Art. 644 of the CCP a simplified pratee exists for persons consenting to
extradition. It is crafted, in relevant part, thus:

If the request for extradition comes from the Stat@ationality of the arrested person, and
there is no other request for extradition by otBates, the person under arrest assisted by his
defence lawyer, may request to be surrenderedetoethuesting government; in such case,
there is no judgement by the pre-trial chamber.

Effectiveness and efficiency

1067. The evaluators have noted the ongoing practiceuoesder between the VCS and lItaly
pursuant to the Lateran Treaty and are unawarengf sgnificant issues in this context.
Notwithstanding the availability of extradition mequests were received in the course of the last
decade have emerged and they draw no negativeliafes from this.

6.4.2 Recommendations and comments

1068. Extradition from the HS/VCS is subject to the datiion of the requirement of double
criminality. Deficiencies in the criminalisation derrorist financing and other conduct, as
required by SR.II, and possibly in respect of sgredlicate offences, have the potential to have
an adverse impact on extradition in relevant caSesh deficiencies should be addressed as a
matter of priority.

6.4.3 Compliance with Recommendation 37 & 39 and Spd&d&lommendation V
Rating Summary of factors underlying rating
R.37 LC * Financing of terrorism insufficiently provided faso limiting the

possibilities for extradition (dual criminality).

R.39 LC » Deficiencies in the criminalisation of financing tarrorism and some
predicate offences may limit the possibilities fextradition (dual
criminality).

SR.V LC » Deficiencies in the criminalisation of terrorishéincing.

« [Effectiveness concerns.

6.5 Other Forms of International Co-operation (R. 40 am SR.V)
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6.5.1 Description and analysis

Recommendation 40

1069. The legal systems of the HS/VCS do not contain @myue restrictions to law enforcement
co-operation in fiscal issues or matters. Moreovee, legal system of the HS/VCS does not
contain any particular restrictions or conditiomsioternational co-operation on the basis of the
protection of the financial secrecy and profesdipnizilege of possible designated non-financial
subjects. Competent authorities are endowed witlvep® to carry out inquiries on both the
internal and international levels. In particuldre tGendarmerie Corps, in close co-operation with
the Judicial Authority, carries out inquiries amgéstigations and cooperates with authorities of
other states within the framework of INTERPOL. Fermore, taking into account the Lateran
Treaty, it can request, through the competent adlanthe co-operation of the equivalent ltalian
agencies. As far as the latter aspect is concethedglations between the Gendarmerie and the
Italian Police take place through teneral Inspectorate of Public Security for theiv& City
(an ltalian state institution which acts as a bai®ody) representing the liaison body between the
two bodies of the two countries.

1070. The following table provides details of co-operatibetween the HS/VCS and Italian
authorities from 1 April 2011 to 31 December 2011.

Cooperation with Italian authorities

Exchange of information | 7 requests by the Italian FIU
7 answers by the FIA

Meetings 2 meetings between the FIA and Bank| of
Italy (including both the supervisory body
and the FIU)

1 Meeting between the FIA and the Italian
Customs authorities

2 meetings between the FIA and the Italjan
Ministry of Economy and Finance

1071. The original AML/CFT Law mandated the FIA to maintaelationships with international
organisations entitled to define policies and séads in matters of prevention and countering ML
and FT (Art.33.5 (I)). The revised AML/CFT Law dogeet exclude this provision although it
vested the Secretariat of State with the authdaoty“relation with, and participation in, the
various international institutions and organisagsieompetent for the definition of norms and best
practices regarding the prevention and counterihgnoney laundering and the financing of
terrorism” (Art. 2quinquies?).

1072. Theoriginal AML/CFT Law contained a provision that tR¢A “shall exchange information
under reciprocity agreements and, normally, onkihsis of memorandaf understanding, in
matters of suspicious operations and cooperatethéttuthorities of foreign States pursuing the
same goals of prevention and countering of monegdaring and financing of terrorism” (Art.
41.1). Now, according to Art. 41.1, “the Finandiadelligence Authority exchanges information
regarding suspicious transactions in matters ofepdaundering and the financing of terrorism
with analogous Authorities in other States, on ¢badition of reciprocity and on the basis of
Memoranda of Understanding”. The new wording madmdatory the existence of an MOU
before any exchange of information can be effedtemvever, at present, no MOUs have been
concluded.
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1073. Art. 41.2 of the revised AML/CFT Law states “Segresnd restrictions to the report of
classified information stemming from contract ohligns or legislative, regulatory or
administrative provisions, shall not hinder thefpanance of the duties of international exchange
of information”. The amended law confirmed thisaislightly different wording without changing
the substance.

1074. The evaluators were provided with conflicting opimé regarding the ability of the FIA to
share information concerning events prior to thie @ entry of the AML/CFT Law which came
into force on 1 April 2011. On one view, the evatwa were advised that the law has no
retroactive effect; and on another view, the 1 ApBil1l does not mark a date of limitation prior
to which financial information may not be accesgmdthe purposes of engaging in cooperation
with counterpart FIUs. It was subsequently cleadynonstrated to the evaluators that the FIA
had on a number of occasions received detailsanbaictions and other information relating to the
period prior to 1 April 2011. Furthermore, it wagnibnstrated to the evaluators that this
information had been disseminated to the FIA’s ifprecounterparts. The evaluators have,
therefore come to the conclusion that there isastriction on the ability of the FIA to receive or
disseminate information relating to transactioniergo 1 April 2011.

1075. The gateways to facilitate and allow prompt andstactive exchanges of information
directly between counterparts for police co-operatire the INTERPOL channels. Vatican City
State joined the International Criminal Police Qrigation (INTERPOL) in October 2008. There
is an officer responsible for relations with INTERE. The Gendarmerie can conduct inquiries on
behalf of foreign counterparts only upon an ordehe judicial authority.

1076. Art. 2 octies83 of the revised AML/CFT Law says that “with thella ostaof the Secretariat
of State, the Gendarmerie may conclude Memorandadnoierstanding with similar authorities
from other States to prevent and counter crimigtiVgies, money laundering, and the financing
of terrorism”. The AML/CFT Law does not seem to mdke existence of an MOU mandatory in
the case of the Gendarmerie. Furthermore, as fargasries are concerned, it is noted that the
activity of the Gendarmerie Corp within the framelwof INTERPOL facilitates contacts with
the authorities of states and the exchange of nmd@on. It thus appears that there is an
inconsistency in that the Gendarmerie can co-opex@hout the necessity of an MoU whereas
this is mandatory for the FIA.

1077. The HS/VCS authorities consider that informatiomjch is consistent with the fundamental
principles and rules of the internal legal systemy be exchanged both spontaneously and upon
justified requests, and which should be adequa&tedynined and on a timely basis.

1078. There are no formal or express provisions authagighe FIA to make inquiries on behalf of
foreign counterparts which may include searchisgoivn databases (including with respect to
information related to suspicious transaction reg)psearching other databases to which it may
have direct or indirect access, including law ecdonent databases, public databases,
administrative databases and commercially availdbtlabases. This issue might be resolved if
the text of future MOUSs contain the relevant prans.

1079. The Gendarmerie is the only body formally entitleadtarry out enquiries on behalf of foreign
counterparts. There are no other provisions irdiveof HS/VCS for other authorities to carry out
enquiries on behalf of foreign counterparts.

1080. Co-operation and information exchange is not sulifecestrictions or conditions apart from
such limitations as are determined by law solelytli@ purpose of securing due recognition and
respect for morality, public order and the generlfare as well fundamental human rights.

1081. The legal system of the HS/VCS does not set outransirictions on law enforcement co-
operation in fiscal matters.

1082. There are no constraints, restrictions or condstion international co-operation on the basis
of the protection of bank (or financial) secrecypoofessional privilege of possible designated
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non-financial subjects. Art. 41 82 of the revisedIACFT Law states “Financial secrecy and any
eventual restrictions on the communications shall imhibit the international exchange of
intelligence”.

1083. The officers of the competent authorities are subpk to the discipline of the General
Regulation of the Roman Curia of 1999. AccordingAid. 36, “all are obliged to rigorously
observe the rule of classified information. As aseguence, they cannot give, to those who are
not entitled to this, information relevant to deedsiews they learned because of their work”.

1084. Furthermore, as regards the prevention and couogteri the laundering of proceeds from
criminal activities and financing of terrorism, trevised AML/CFT Law provides for rules aimed
to guarantee the correct use of information andtbtection of the right to privacy of the natural
and legal persons concerned. Art. 40 provides ttadk:information held by the competent
authorities shall be subject to official secrecythaut prejudice to the activities of the Judicial
Authorities in case of criminal proceedings... altajanformation and documents held by the
competent authorities shall be preserved usingssthat ensure their security and integrity”.

1085. Furthermore Art. 37 83 of the revised AML/CFT Latates “The Promoter of Justice, the
Financial Intelligence Authority, and the Gendarimershall conclude Memoranda of
Understanding to ensure that their exchanges afrnmdtion are secure and the utmost
confidentiality is given to identity of the persomko make the reports”.

Supervisory Co-operation

1086. There are no provisions that allow for the pasgingexchange of information to overseas
supervisors. However, the impact of this deficierxyimited by the fact that neither of the two
financial institutions, IOR and APSA, possess angrseas branches. Moreover, due to the
existence of the public monopoly regime, as deedribnder section 5.1 above, no independent
financial institutions are established within th6/MCS.

Additional elements

1087. So far as exchange of information with non-courdg®p is concerned, the FIA cannot
cooperate in such manner as the law directly pesvifbr the exchange of information with
agencies with the same functions.

Special Recommendation V

1088. The same problems identified above in relationxchange of information apply to financing
of terrorism.

Additional elements

1089. The same approach has been adopted regardingdhange of information on the financing
of terrorism as on money laundering (see above).

Recommendation 32 (Statistics — other requests madereceived by the FIU, spontaneous
referrals, requests made or received by supervisors

1090. No statistics on relevant international co-operatimder Recommendation 40 were provided
to the evaluation team. The law enforcement agembienot maintain special statistics on this
subject.
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Additional elements

1091. The statistics provided by the Gendarmerie on matéonal cooperation were not related to
money laundering or terrorism financing but wer@gfeneral character.

Effectiveness and efficiency

1092. The FIA is limited in its ability to exchange infoation by existence of an MOU and no
MOUs have been sign&d

6.5.2 Recommendation and comments

1093. There is no information as to how quickly the Flduhd be able to respond to requests. The
FIA should quickly conclude MOUs with at least Flftem those countries with which it will
most likely need to exchange information. The Fiidahe Gendarmerie should keep detailed
statistical data showing in particular their resgtimes and whether the requests were fulfilled
in whole or in part or were incapable of being ifldfl. It is also advised that statistical
information is kept in relation to the numbers d@ypes of spontaneous disclosures made by the
FIA.

1094. The law should be amended to specifically allowtfar exchange of supervisory information.

6.5.3 Compliance with Recommendation 40 and SR.V
Rating Summary of factors underlying rating
R.40 PC * The FIA does not have the explicit authority to rehaupervisory
information.

» The FIA is limited in its ability to exchange infaation by existence af
an MOU and no MOUs have been signed (effectiveisss®).

SR.V PC » The same problems identified in R.40 in relation exchange o
information apply to financing of terrorism.

% The authorities have subsequently reported tlest ffave entered into one MoU with an FIU. In additihey
have approached 11 other FIUs receiving formalragsem two.
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7

7.1

OTHER ISSUES

Resources and Statistics

Recommendations 30 and 32

1095.

The text of the description, analysis and Recommgos for improvement that relate to

Recommendations 30 and 32 is contained in all #hevant Sections of the report i.e. all of

Section 2, parts of Sections 3 and 4, and in Se&iolhere is a single rating for each of these
Recommendations, even though the Recommendatieraddressed in several Sections. Section
7.1 of the report contains only the box showingrtitengs and the factors underlying the rating.

|72}

Rating Summary of factors underlying rating

R.30 PC Lack of training and experience in financial invgstion for the
Gendarmerie.
The structure of the FIA does not reflect divisioetween the FIA a
Supervisor or the FIA as FIU. There is also no d#gkion in staff for
the two different tasks.
No specific training was provided for the superwsiasks.
Status of the Statue of the FIA is unclear whileefers to the old law.
Although it gives the Board the task to define tteategy it hag
according to the new law only operational indepecde

R.32 LC No statistics concerning the application and eifeciess of the
supervisory measures taken.

7.2 Other Relevant AML/CFT Measures or Issues
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IV. TABLES

Table 1: Ratings of Compliance with FATF Recommenakions
Table 2: Recommended Action Plan to improve the AM/CFT system

TABLE 1. RATINGS

RECOMMENDATIONS

OF

COMPLIANCE  WITH FATF

Forty Recommendations Rating Summary of factors underlying rating®’

Legal systems

1. Money laundering offence LC » Effectiveness concerns.

2. Money laundering offence LC » The evaluators have concerns regarding |the
Mental element and effectiveness of the corporate liability provisions
corporate liability

3. Confiscation and provisional LC » Lack of comprehensive authority to prevent or vpid
measures actions (c.3.6).

» Effectiveness concerns.

Preventive measures

4. Secrecy laws consistent with  LC « While in practice information covered by financjal
the Recommendations secrecy appears to be exchanged with foreign

financial institutions where this is required |to
implement FATF Recommendations, there is|no
express exemption from the obligation to observe
financial secrecy with respect to such information
exchange and could therefore be challenged before
the court.

» Given that there is no clear empowerment for FIA
to exchange information with foreign supervisory
authorities, it remains unclear whether official
secrecy could inhibit the information exchange with
other foreign supervisors.

5. Customer due diligence PC * No requirement to verify that the transactions [are
consistent with the institution’s knowledge of the
source of funds, if necessary.

* Failure to have undertaken any formal rjsk
assessment implies that there is no basis| for
determining whether potential risks are addressed

8" These factors are only required to be set out themating is less than Compliant.
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Effectiveness

appropriately by the current risk based approach in
place.

Rather than providing for simplified due diligence
measures, the AML/CFT Law creates blanket
exemptions from the CDD requirements.

The AML/CFT Law allows for simplified CD
measures even where higher risk scenarios apply.

Where obliged subjects are permitted to apply
simplified or reduced CDD measures to customers
resident in another country, this is not always
limited to countries that the HS/VCS is satisfied
are in compliance with and have effectively
implemented the FATF Recommendations.

The FIA Instruction allows for the verification of
the identity of the customer and beneficial owher
following the establishment of the business
relationship without all conditions mentioned under
criterion 5.14 being met cumulatively.

The definition of “linked transactions” is not imé
with the Standard, which does not provide for a
limitation in respect of the time elapsing between
transactions.

The following requirements have been introduced
or clarified too recently to be considered fully
effectivé®

* The requirement to undertake CDD measures
when carrying out occasional transactions that
are wire transfers in the circumstances covered
by the Interpretative Note to SR VII.

 The requirement to verify that any person
purporting to act on behalf of the customer is
so authorised, and to identify and verify the
identity of that person.

* The requirement to verify the legal status of the
legal person or legal arrangement as required
by the Standard.

* The clarification of the requirement to verify
the identity of the beneficial owner as required
by the Standard.

* The requirement to understand the ownership
and control structure of the customer.

» The requirement to perform scrutiny [of

8 However, it has to be taken into account, thatesofrthose requirements had been incorporateceednlthe

IOR internal procedures.
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transactions undertaken.

* The requirement to apply CDD requirements
existing customers on the basis of materig

and risk and to CDD on such existing

relationships at appropriate times.

to
lity

* The requirement to examine the need to report
an STR in situations where no relationship was

established following failure to satisfactor
complete CDD.

ly

Further effectiveness concerns with respect to some
criteria  (see shortcomings identified under

“Effectiveness and efficiency”).

6.

Politically exposed persons

PC

Effectiveness

The requirement to put in place appropriate fisk

management systems to determine whether
counterpart is a politically exposed person dods
extend to the case of the beneficial owner.

Beyond the requirement to establish the sourc
funds of customers and beneficial owners identi
as PEPs there is no express requirement to esia
the source of their wealth.

The following requirements have been introdu
or clarified too recently to be considered fu
effective:

» the requirement to apply PEP requireme
irrespective of the residence.

* the requirement to obtain senior managen
approval, where a customer has been acceg
and the customer or beneficial owner
subsequently found to be, or subseque
becomes a PEP.

* the requirement to determine a PEP in
instances, irrespective of “risky situations”.

the
no

e of
ied
ablis

ced
Iy
nts

ent

pted
is

ntly

all

7.

Correspondent banking

LC

No express requirement to assess whethg
correspondent body has been subject to a ML
investigation or regulatory action nor to assess
respondent institution’s AML/CFT controls, and
ascertain that they are adequate and effective.

ra
/TF
th

8.

New technologies and
non face-to-face business

PC

Effectiveness

Undue exemptions from the CDD requirements
particular with respect to ongoing monitoring (d
to Art. 31 83 of the revised AML/CFT Law).

L in
ue

The following requirements have been introdu

ced
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or clarified too recently to be considered ful

effective:

* The requirement to have policies in place

y

or

take such measures as may be needed to

prevent the misuse of technologic
developments in ML or TF schemes.

 The measures to be applied to manage 1

al

isks

related to non-face to face relationships were

not fully appropriate to do so.

9. Third parties and introducer

S

N/A

10. Record keeping

LC

Effectiveness

The requirement to maintain records of the business

correspondence has been introduced too recen
be considered fully effective.

ly to

The lack of on-site inspections (including sample

testing) with respect to the implementation

of

record keeping duties raises concerns. Furthermore,
APSA has no internal procedures in place with

regard to record-keeping obligations.

11. Unusual transactions

PC

Effectiveness

No requirement to examine as far as possible

the

background and purpose of complex, unusual large
transactions, or unusual patterns of transactions,
that have no apparent or visible economic or lawful

purpose and to set forth their findings in writing.

No express requirement to keep such findings

available for competent authorities and auditors
at least five years.

The requirement to pay special attention to

fo

all

complex, unusual large transactions, or unusual
patterns of transactions, that have no apparent or

visible economic or lawful purpose had not bé¢
fully implemented at the time of the MONEYVA
on-site visits.

12. DNFBP - R.5, 6, 8-11

PC

Requirement for notaries, lawyers, exter
accountants and tax advisers as well as trust
company service providers to undertake C
measures when establishing business relationg i
broad enough.

Trust and company service providers are not sul
to CDD and record-keeping requirements w
respect to the creation, operation or manageme
legal persons or arrangements and buying
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Effectiveness

selling business entities.

Shortcomings identified in the context
Recommendations 5, 6, 8, 10 et 11 are
applicable to DNFBP.

Lack of effective implementation of CDD ar
record-keeping requirements in respect

accountants providing services falling under

scope of the AML/CFT Law.

also

nd
of
the

13. Suspicious transaction
reporting

PC

Attempted transactions not explicitly covered ia
reporting obligation.

Reporting obligation is limited to “transaction
rather than “funds”.

No reporting obligation covering funds suspecte
be linked or related to, or to be used for terrari
terrorist acts or by terrorist organisations.

Deficiencies in the terrorist financing offen
formally limit the reporting obligation in respeat
those who finance terrorism.

Effectiveness concerns.

th

14. Protection and no tipping-of

=Y

LC

There is no provision that restricts disclosurehef

fact that a suspicious transaction has been idkahti

and that an STR is in the process of be
prepared/reported.

ing

15. Internal controls,
compliance and audit

PC

The right of the FIA to issue guidance is restrdcte

Neither the law nor guidance provide for time
access by the AML/CFT compliance officer
customer identification data and other CI
information, transaction records, and other relé
information.

IOR has internal procedures but their effectiver
could only partly be assessed (Effectiveness issl

Overall the requirements have been introduce
clarified too recently to be considered fu
effective.

2y
to
DD
an

ess
Ie)

] or
ly

16. DNFBP - R.13-15 & 21

PC

Weaknesses regarding reporting as described (
R 13 are also relevant for this Recommendation.

While at the moment the VCS authorities held
opinion that effectively there are no DNFEH
operating within their jurisdiction that fall undéire

nder

the
3P

AML Law, the effectiveness of reporting to the F

A
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in practice might be very low.

The weaknesses as described ur|
Recommendation 15 regarding financial instituti
also apply for DNFBP.

The weaknesses as described ur
Recommendation 21, regarding giving spe
attention to business relationships and transex
with persons from or in countries which do not

der
NS

der

cial
ion
or

insufficiently apply the FATF Recommendations,

also apply for DNFBP.

17.

Sanctions

NC

The conditions of sufficient effective, proportides
and dissuasive criminal, civil or administrati
sanctions are not fully met. In particular sancdi
are not applicable for ASPA as it is regarded &
public authority.

No specific sanctions are available for directard
senior management.

No power to withdraw, restrict or suspend
financial institution's licence.

No inspections have been executed by the FIA
no disciplinary or administrative sanctions ha
been effectively applied.

No particular sanctions have been applied
DNFBP.

Overall the requirements have been introduce
clarified too recently to be considered fu
effective.

and
Ve

to

] or
ly

18.

Shell banks

LC

There is no express requirement for finan
institutions to satisfy themselves that respong
financial institutions in a foreign country do n
permit their accounts to be used by shell banks.

Cial
lent
ot

19.

Other forms of reporting

NC

HS/VCS has not considered the feasibility &
utility of implementing a system where oblig
subjects report all transactions in currency abm
fixed threshold to a national central agency wit
computerised data base.

and
ed
e
h a

20.

Other DNFBP and secure
transaction techniques

21.

Special attention for higher
risk countries

NC

No requirement to give special attention to busn
relationships and transactions with persons fron
in countries which do not or insufficiently applhyet
FATF Recommendations.

es
1 Or
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background and purpose of such transactions,
as possible, and to keep written findings availa
if they have no apparent economic or visible law
purpose.

No requirement to examine transactions, {he

No effective measures in place to ensure
obliged subjects are advised of concerns a
weaknesses in the AML/CFT systems of ot
countries.

There is no empowerment to apply appropr
counter-measures where countries continue ng
apply or insufficiently apply the FAT
Recommendations.

s far
le
ful

that
bout
her

ate
it to

22. Foreign branches and
subsidiaries

LC

No requirement to pay particular attenti
concerning whether the AML/CFT measures
consistent with the home country requirements
the FATF Recommendations are observed

on
are
and
vith

respect to branches and subsidiaries in countries,

which do not or insufficiently apply the FAT]
Recommendations.

F

23. Regulation, supervision and
monitoring

NC

Lack of clarity on the role, responsibility, authpr
and independence of the FIA as supervisor.

Directors and senior management of IOR
APSA are not specifically evaluated on the basi
“fit and proper” criteria by the FIA.

IOR and APSA as such are “licensed” via
Chirograph and the Pastor Bonus respectively
are not by the FIA.

No inspections have been undertaken of

AML/CFT program of financial institutions; n
standard manual is available; no cycle of visits
been determined or planned for; and no feedk
provided to IOR.

and
5 of

he
but

the
o)
ha

nack

24. DNFBP - Regulation,
supervision and monitoring

NC

The weaknesses regarding the power of the FI
apply sanctions as described under R 17 also &
effect under this Recommendation.

The weaknesses as described regarding the pg
of the FIA to perform inspections and what rig
they exactly entail as described under R 29 an
23 also have an effect under this Recommendati

Supervision or monitoring of DNFBP has not tak
place.

A to
as it

wers
nts
dR
on.

en

25. Guidelines and Feedback

PC

Regulations and Instructions not yet updated
reflect amendments to the AML/CFT Law.

to
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Failure to provide further requested explanatioms o

the issued guidelines or feedback on the inte
procedures that were sent to the FIA.

No specific guidance has been provided for DNF
operating for entities within HS/VCS.

rnal

BP

Effectiveness issues arise as the guidance is harde
to understand in certain cases as several articles

have been changed considerably.

Effectiveness issues arise as the requirements

have

been introduced or clarified too recently to allow

their application to be fully assessed.

Institutional and other
measures

26. The FIU

LC

Power to query additional information does not

appear to extend to all entities subject to
reporting obligation.

Effectiveness considerations:

* No access to information held by H
foundations.

* Recent adoption of AML/CFT Law meant th
it was not possible to assess effectivenes
implementation.

27. Law enforcement authoritie

LC

Effectiveness not demonstrated.

Lack of experience and training in financ
investigations (effectiveness issue).

28. Powers of competent
authorities

the

at
s of

al

29. Supervisors

NC

Definition of inspection appears to be limited
certain activities.

Both under the old and the new law it is unclea
what extent inspections include the review
policies, procedures, books and records, and sh
extend to sample testing.

No specific power for the FIA to have direct acce

to

r to
of
ould

2SS

to the financial, administrative, investigative and

judicial information, required to perform its tasks
countering money laundering and financing
terrorism.

Unclear if the legal empowerment of t
supervisory authorities includes the right of en

of

ne

try
on

into the premises of institutions under supervis
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the right to demand books of accounts and other
information, the right to make and take copieg of
documents with a penalty on the institution if |its

officers fail to comply.

 Power to impose sanctions is arranged for| in
general terms under Art. 42, without making the
link explicit. No explicit empowerment to sanction
directors or senior management.

» Conflict of interest on supervisory issues duerie 0
of the members of the Cardinals’ Committee being
President of the FIA.

» No inspections have been undertaken by the FIA.

» Overall the requirements have been introduced or
clarified too recently to be considered fully
effective.

» Overall, as no inspections have been executed and
the Regulation is not available it is still unclear
what “operational independence” means and
whether the powers of the FIA as supervisor |are
adequate (Effectiveness issue).

30. Resources, integrity and PC  Lack of training and experience in financjal
training investigation for the Gendarmerie.

* The structure of the FIA does not reflect division
between the FIA as Supervisor or the FIA as RIU.
There is also no real division in staff for the two
different tasks.

* No specific training was provided for the
supervisory tasks.

» Status of the Statue of the FIA is unclear whilg it
refers to the old law. Although it gives the Board
the task to define the strategy it has according to
the new law only operational independence.

31. National co-operation LC * No formal mechanisms for co-operation and co-
ordination or MOUs have been established| or
signed.

» The effectiveness of the new amendments in|the
law on coordinating mechanisms is yet to be seen.

32. Statistics LC « No statistics concerning the application and
effectiveness of the supervisory measures taken

33. Legal persons — beneficial N/A
owners
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34.

Legal arrangements —
beneficial owners

N/A

International Co-operation

35.

Conventions

36.

Mutual legal assistance
(MLA)

LC

No mechanisms for determining the best venue
prosecution of defendants in the interests of gas
in cases that are subject to prosecution in mae
one country other than ltaly.

for

th

37.

Dual criminality

LC

Financing of terrorism insufficiently provided fso
limiting the possibilities for extradition (dus
criminality).

=

38.

MLA on confiscation and
freezing

LC

No action to implement criteria 38.3.

Effectiveness concerns.

39.

Extradition

LC

Deficiencies in the criminalisation of financing
terrorism and some predicate offences may limit
possibilities for extradition (dual criminality).

of
the

40.

Other forms of co-operation

PC

The FIA does not have the explicit authority
share supervisory information.

The FIA is limited in its ability to exchang
information by existence of an MOU and no MO
have been signed (effectiveness issue).

Nine Special Recommendations

SR.I Implement UN instruments

PC

Failure to bring the new system concerning
Security Council Resolutions into practid
operation within the relevant period.

UN
al

SRL.II Criminalise terroris

financing

[

LC

Absence of specific criminalisation of financing
respect of certain terrorist acts in the relevaht
counter-terrorism conventions annexed to
Terrorist Financing Convention.

Financing of individual terrorists or terrori
organisations for legitimate purposes not covere

in
U
the

SR.IlL Freeze and confisca

terrorist assets

e

NC

No designations under UNSCR 1267 or 13
within the evaluation period.

Communication systems for designation were
tested within the evaluation period.

Lack of guidance for obligated entities.

373

not
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Lack of comprehensive coverage of delist
procedures and exemption procedures.

Lack of publicly known procedures for unfreezi
in a timely manner of the funds or other asset

persons inadvertently affected by a freezing order.

No procedures for authorising access to fu
frozen pursuant to UNSCR 1267 that have b
determined to be necessary for basic expenses.

Recent adoption of AML/CFT Law meant that
was not possible to assess effectiveness
implementation.

ng

ng
5 of

=

nds
een

it

of

SR.IV Suspicious transaction
reporting

PC

Attempted transactions not explicitly covered ia
reporting obligation.

No reporting obligation covering funds suspecte
be linked or related to, or to be used for terrari
terrorist acts or by terrorist organisations.

Deficiencies in the terrorist financing offen
formally limit the reporting obligation in respect
those who finance terrorism.

Effectiveness concerns.

SR.V International co-operation

LC

No action to implement criteria 38.3.

Deficiencies in the criminalisation of terrori
financing.

The same problems identified in R.40 in relation
exchange of information apply to financing
terrorism.

Effectiveness concerns.

to
of

SR.VI AML requirements fo
money/value transfe
services

N/A

SR.VII Wire transfer rules

NC

No explicit requirement in the Regulation th
ensures that non-routine transactions are
batched where this would increase the risk
money laundering.

No effective risk-based procedures have b
required from beneficiary financial institutionsr f
identifying and handling wire transfers that are
accompanied by complete originator information

The Regulation itself contains weaknes
regarding the verification of identity and too hug

5es
a

an interpretation of the concept of ‘domes

tic

204



transfers'.

APSA had no written internal procedures in plac
the time of the MONEYVAL on-site visits.

The FIA has not inspected IOR and APSA yet in
supervisory role. This does not give the impress
that there are measures in place to effecti
monitor the compliance.

Overall the requirements have been introduced
recently to be considered fully effective and
evaluators were unable to assess the effective
of implementation.

e at

ts
sion
ely

too
the
ness

SR.VIII Non-profit organisations

NC

No comprehensive review of the adequacy of

the

relevant laws in order to identify the risks and

prevent the misuse of NPOs for terrorism finang
purposes.

Lack of systematic outreach to the NPO sector.

ing

No comprehensive monitoring activities and

inspections for the whole NPO sector.

No explicit legal requirement for the NPOs
maintain business records for a period of at |
five years.

No formal mechanism established for national
operation and information exchange between
national agencies which investigate ML/FT cal
relating to NPOs.

No formal mechanism established for respondin
international requests regarding NPOs.

to
2ast

co-
the
ses

g to

SR.IX Cross Border declaration
and disclosure

PC

The declaration requirement does not co
shipment of currency through containerised carg

Doubts on the ability of the Gendarmerie to rest
currency where there is a suspicion of ML/FT as
declarations have been made at finan
institutions.

Restrictions on the ability of the FIA to exchan
information with counterparts on cross-bor
transportation.

The voluntary payment rule substantially redu
the level of sanctions and may undermine
deterrent scope of the sanction.

It was not demonstrated that the relevant autlesr
were provided with sufficient training to effectlye
perform their functions (Effectiveness issue).

ver
0.
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9 TABLE 2: RECOMMENDED ACTION PLAN TO IMPROVE THE

AML/CFT SYSTEM

AML/CFT System

Recommended Action (listed in order of priority)

1. General

No text required

2. Legal System and Related
Institutional Measures

2.1 Criminalisation of Money
Laundering (R.1 & 2)

Further consideration should be given to clarifyihg
relationship between the money laundering offeras(
1 (4) & (B) of the revised AML/CFT Law) and th
traditional receiving offence (Art. 421 of the Crral
Code).

Art. 42 bis of the revised AML/CFT Law of

administrative responsibility of legal persons Igei

contingent on the securing of a prior conviction a
natural person should be reconsidered in the liftlhe
examiners’ concerns and practical experience of
functioning.

e

its

2.2 Criminalisation of Terrorist
Financing (SR.II)

The terrorist acts set out in the Annex to the UNrdrist
Financing Convention should be brought into
Criminal Code.

The Criminal Code should be amended to criminalise
financing of terrorist organisations and individt
terrorists for legitimate purposes.

Art. 42 bis of the revised AML/CFT Law of

administrative responsibility of legal persons Igei

contingent on the securing of a prior conviction a
natural person should be reconsidered in the lifthe

examiners’ concerns and practical experience off i

functioning.

the

hal

2.3 Confiscation, freezing and
seizing of proceeds of crime (R.3)

A detailed, comprehensive and modern scheme taess
the range of issues described in the report shoel
introduced.

The Criminal Procedure Code should be amended Igu
to clarify the authority to take steps to preventvoid
actions, whether contractual or otherwise, where
persons involved knew or should have known thata
result of those actions the authorities would leygliced
in their ability to recover property subject to tispation.

ck

th

2.4 Freezing of funds used for

The legislative framework should be brought intdl
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terrorist financing (SR.III)

force and effect as a matter of urgency.

Art. 24 of the revised AML/CFT Law should be cled
to place beyond doubt that it is intended to giffeat to
“designations” made by the EU and other “internzi®
bodies and by third states.

On the basis that Art. 24 is so intended, separate

procedures should be put in place to cover theaflect
“EU internals” (which are not subject to designatias
such by the European Union).

Guidance to obligated entities on the freezinguoidk for
terrorist purposes should be finalised and ciredlat

Steps need to be taken to create a comprehensiv¢ an

effective system for delisting, exemptions and |
matters. This is particularly the case in respecthte
authorisation of access to funds needed for bagpieresesg
or for extraordinary expenses in accordance wittuBky
Council Resolutions 1452 (2002).

ike

2.5 The Financial Intelligence Unit
and its functions (R.26)

Expressly extend the power of enquiry of the FlAthe
information held by all entities subjected to te@arting
duty.

Clarify to what additional sources the FIA has ascand
to include explicitly the foundations located indéor
dependent from the HS.

Specify the instances triggering the authority
intervention of the FIA, beside the receipt of SARs

reinforce the autonomy of the FIA by restoring
decision power to conclude mutual co-operat
agreements with its counterparts.

As an effectiveness consideration, strengthenreezing
capacity of the FIA to include accounts and revibi
obligation of immediate handover to the Promoter
Justice.

and

ts
ion

of

2.6 Law enforcement, prosecution
and other competent authorities
(R.27 & 28)

Intensify the training of the law enforcement auities in
AML/CFT investigative tools, computer techniquesd g
financial investigation.

Include the judiciary in such training to develdp dwn
expertise to deal with the legal challenges inheirethe
prosecution of ML/FT.

Law enforcement should further interact and coatd
with the FIA to develop the necessary investigasikis.

Develop HS/VCS' own experience and jurisprudencs
stand-alone money laundering prosecutions, ratian
transferring cases to the Italian investigativenatities.

AN

Consider developing a joint committee to review &
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evaluate the effectiveness of the AML/CFT system.

2.7 Cross Border Declaration &
Disclosure (SR.IX)

Take stock of the sanctions applied and analyseh&h
the voluntary settlement provisions undermine
effectiveness of the sanctions.

As necessary reconsider the statutory sanctioesisare
that these are proportionate.

Consider introduction of clearer law enforcementveis
to act on suspicion of money laundering or finagoirf
terrorism in Art. 39 of the revised AML/CFT Law.

Review the existing legal provisions to facilitat@ore
effective Gendarmerie action in the restraint ofpsct
currency.

the

3. Preventive Measures —
Financial Institutions

3.1 Risk of money laundering or
terrorist financing

HS/VCS authorities should undertake a formal
comprehensive risk assessment and should in parti
review if the circumstances for simplified and emted
due diligence are appropriate for the Io
environment/peculiarities.

and

cal

3.2 Customer due diligence,
including enhanced or reduced
measures (R.5 to 8)

The AML/CFT Law needs to be amended to specific
require that financial institutions should verifigat the
transactions are consistent with the institutig
knowledge of the source of funds, if necessary.

Serious consideration should be given to a statu
provision describing the types of legal and natpeakons
eligible to maintain accounts in the IOR and APSA.

Amend the exemptions for low-risk customers, prasl
and transactions as adopted from the Third EU A
Directive by clarifying that minimum CDD (i.e. les
detailed CDD) should nevertheless be accomplished.

Provide in the Law that simplified CDD measures rave
permissible where higher risk scenarios apply.

Stipulate in the AML/CFT Law that simplified CD
measures, with respect to credit or financial instns
located in a State that observes equivalent AML/(
requirements, shall only be permissible where th
institutions are supervised for compliance with sih
requirements.

Simplified CDD measures should only be permissibl
listed companies are subject to regulatory disck
requirements.

Amend FIA Instruction No. 2 to clarify that th

ally

ns

tor

IC
ML
5S

U

CFT
ose

128N 0)]
[

e

verification of the identity of the customer anchbegcial
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owner, following the establishment of the business
relationship, should only be permissible where |all
conditions mentioned under criterion 5.14 are met
cumulatively.

* Abolish the exemptions to CDD provided under Art.|3
83 of the revised AML/CFT Law.

e« Where the Law allows for simplified or reduced CDD
measures to customers resident in another country,
HS/VCS authorities should limit this in all cases|t
countries that the HS/VCS is satisfied are in coamgle
with and have effectively implemented the FATF
Recommendations.

—

* The FIA Instructions should be amended to requhsg
verification should occur as soon as possibletuasons
where verification occurs after establishment bfiainess
relationship.

e The provision that only transactions executed withi
period of seven days have to be considered asetlink
transactions” should be abolished.

e Introduce an express requirement to verify that |the
transactions are consistent with the institutign’s
knowledge of the source of funds where necessary.

R.6

« Extend the requirement to put in place approprighk
management systems to determine whether | the
counterpart is a politically exposed person to ¢hse of
the beneficial owner.

« Extend the requirement to establish the sourcerdd of
customers and beneficial owners identified as PEPS
expressly include the establishment of their wealth

R.7

e The AML/CFT Law should be amended to introduce| an
express requirement to assess whether a corresggnde
body has been subject to a ML/TF investigation| or
regulatory action nor to assess the respondeitLitish’s
AML/CFT controls, and to ascertain that they are
adequate and effective.

« Abolish the possibility to delegate the senior ngamaent
approval for establishing new business relatiorskijih
a correspondent relationship.

R.8

e Eliminate the exemptions from CDD provided by /31
83 of the revised AML/CFT Law (in particular with
respect to ongoing monitoring).

R.5 to R.8 generally
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FIA should raise awareness with respect to thegattins
that have been introduced or clarified in the AMEIC

Law after the MONEYVAL on-site visits to ensure

effective implementation.

FIA should put in place appropriate arrangements
monitor and ensure compliance with the requireme
under R. 5 to 8 (including adequate sample testing)

3.3 Third parties and introduced
business (R.9)

3.4 Financial institution secrecy or
confidentiality (R.4)

Introduce an express exemption from the obligation
observe financial secrecy with respect to the exgbaof
information with foreign financial institutions wke this
is required to implement FATF Recommendations.

Clarify FIA’s powers to request information as

recommended under R. 26 and R. 29 to ensure
obliged subjects cannot refuse to comply with auest
for information based on the financial secrecy gion.

Clarify FIA’s power to exchange information withréggn
supervisory authorities to make sure that offisiatrecy
cannot inhibit such information exchange.

Consider adding the Judicial Authority to the lidtall
competent authorities in Chapterbis of the reviseg
AML/CFT Law in order to eradicate any potential Otai

3.5 Record keeping and wire
transfer rules (R.10 & SR.VII)

R.10

SR.VII

FIA should put in place appropriate arrangements
monitor and ensure effective implementation of t

record-keeping requirements (including adequateptam

testing).

Adopt internal procedures clearly specifying theore
keeping duties and responsibilities of APSA staff.

A clearer basis for requirements regarding thegalilons
of payment service providers in the law (insteadirof
guidance) should be established.

An explicit requirement that ensures that non-rmuii
transactions are not batched where this would aser¢he
risk of money laundering should be established.

to
nts

that

to
he

Effective risk-based procedures for identifying and
handling wire transfers from beneficiary finangial
institutions which are not accompanied by complete
originator information should be established ffor

beneficiary financial institutions.

The FIA should apply its sanctioning powers where

breaches of regulations are uncovered.
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Art. 5 of Regulation 4 which obliges the payment/se
provider of the payer to ‘verify the completenest'the
informative data before transferring the funds $thdae
extended to require that financial institutions who
verify the ‘identity’ of the originator as well.

Art. 6 of Regulation 4 should be amended to lirhi t

exemption that domestic transfers include only
originator's account number or a unique identifter
domestic transactions within the HS/VCS.

Full originator information in the message or pawin
form accompanying the wire transfer should be meql/
for all other transactions.

Art. 1 should be deleted and the Art. should amgpily to
transactions where technical limitations prever ftill
originator information accompanying a cross-borgdee
transfer from being transmitted with a related dsticg
wire transfer.

3.6 Monitoring of transactions and
relationships (R.11 & 21)

R.11

R.21

Introduce a requirement in Law, regulation or “ot
enforceable means” to examine as far as possilae
background and purpose of complex, unusual |
transactions, or unusual patterns of transactibias,have
no apparent or visible economic or lawful purposd to
set forth their findings in writing.

Introduce a requirement in Law, regulation or “ot
enforceable means” to keep such findings availéie
competent authorities and auditors for at least yiears.

Introduce a requirement to give special attention
business relationships and transactions with psrfom
or in countries which do not or insufficiently apphe
FATF Recommendations.

Introduce a requirement to examine transactions
background and purpose of such transactions, aasf
possible, and to keep written findings availabfethey
have no apparent economic or visible lawful purpose

Put in place effective measures to ensure thaged
subjects are advised of concerns about weaknasshe
AML/CFT systems of other countries.

Introduce a clear empowerment to apply appropi
counter-measures where countries continue not pdy g
or insufficiently apply the FATF Recommendations.

the

2 th
Arge

iate
19

3.7 Suspicious transaction reports

& SR.IV)

R.13 & SR.IV

and other reporting (R.13-14, 19, 25

Amend the AML/CFT Law to broaden the reportirg

scope beyond the strict terrorism financing to dprinin
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line with the standards.

« Amend the reporting requirement to require thag@ort
is submitted to the FIA when it is suspected ordhere
reasonable grounds to suspect that “funds” (rathen
“transactions”) are the proceeds of a criminalvaiyti

 Formally broaden the reporting duty beyond suspect

operations to include suspicions on funds generally

¢ Remove any doubt about the reporting obligaf
including attempted transactions.

* Remove any uncertainty as to the extent of thertieyp
obligation of the financial institutions in respeut the
identification of the predicate offence.

« Emphasise the priority rule of the subjective assent
of the suspicious nature of the funds, where thecative
indicators should only be seen as a guidance goubst.

R.14

« Extend the tipping off prohibition to the fact thatSTR
has been identified and is in the process of b
prepared/reported.

R.19

e Consider the feasibility and utility of implemerdira
system where obliged subjects report all transastio
currency above a fixed threshold to either the BtAhe
Gendarmerie.

R.25

e All existing guidance should be updated in accocda
with the revised AML/CFT Law.

e The FIA should provide active explanations of theuied
Regulations and Instructions to the financial secto

e The FIA should provide appropriate feedback on
internal procedures sent to the FIA by financ
institutions.

ion

bing

N

the
sial

3.8 Internal controls, complianc
audit and foreign branches (R.15
22)

eR.15

&
e Steps should be taken to ensure that all elemeh

guidance given by the FIU are sanctionable or nsake
that relevant criteria are incorporated in the AMAW.

* An explicit requirement for timely access to inf@tion
for the compliance officer, either in law or guidar
should be introduced.

R.22

e Introduce a requirement to pay particular attentioat
branches and subsidiaries in countries, which doon

S O
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insufficiently apply the FATF Recommendations, ales

AML/CFT measures consistent with the home cou
requirements and the FATF Recommendations.

ntry

Consider introducing a requirement for finangial

institutions subject to the Basel Core Principles
Banking Supervision (the IOR qualifies as suchapply
consistent CDD measures at the group level, takitm
account the activity of the customer with the vasi
branches and majority owned subsidiaries worldwide.

—h

3.9 Shell banks (R.18) .

Introduce an express requirement for financialitunsons
to satisfy themselves that respondent financiditinens
in a foreign country do not permit their accourdsbe
used by shell banks.

3.10 The supervisory and oversightR.23

system - competent authorities and
SROs. Role, functions, duties and
powers (including sanctions) (R.23
29, 17 & 25)

The definition of supervision and inspection shobll
changed so that it is made clear what the powarsndo
the AML supervisor, encompass in practice.

Clarify in law or regulation the exact meaning
“operational” as opposed to “full” independence tbé
FIA as supervisor.

Introduce specific measures to involve the supervis
the process of licensing and approving of seniaff sit
financial institutions.

Directors and senior management of IOR and AR
should be specifically evaluated and ‘licensed’ the
basis of “fit and proper” criteria including thoselating
to expertise and integrity.

Give the FIA the power to assess 'fit and prope’nas
an ongoing basis.

The FIA (or another body) should take up its suisery
role on AML issues immediately, plan for (a schedof)
inspections, set up a standard manual and worledtoe
and provide for feedback proactively.

The FIA should start a supervisory inspection M@ as
soon as possible.

Annual statistics on on-site inspections by theesvipor
or sanctions applied should be published. Reindtate
requirement to draw up such statistics in the law.

IOR should subscribe to the Basel Core Principtas
Banking Supervision.

IOR should be supervised by a prudential supenvisg
the near future.

Clearly separate the task of supervision from thke &s
FIU and combine this with adequate pruden

of

PSA

=

tial
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R.17

R.25

R.29

supervision, including:
() licensing and structure;

(i) risk management processes to identify, meag
monitor and control material risks;

(i) ongoing supervision and

(iv) global consolidated supervision when required
the Core Principles.

Stipulate explicitly in law or guidance the fullnge of
FIA’s powers of disciplinary sanction.

Sanctions should encompass written warnings, orte
comply with specific instructions accompanied wdily
fines for non-compliance, ordering regular repofitses
for non compliance, barring individuals from empimgnt
in the sector, replacing or restricting the poweifs
managers, directors, imposing conservatorship, ah
least the ability to withdraw or suspend a licence.

All sanctions levied should be published.

Make explicit what the criminal sanctions are fatural
persons in cases of infringement of the severalest of
Act No. CXXVII relating to Chapters other than lhé
Il

Make explicit that sanctions can be applied to aies
and senior management of financial institutions.

All regulations and instructions should be amende(
reflect the revised AML/CFT Law (as they currendgly
refer to the original AML/CFT Law and to articlésat no
longer exist or have been changed considerably).

Give proactive explanations of the issued Regutat@nd
Instructions to the financial sector and providedigack
on procedures sent to the supervisor by finarn
institutions.

It is recommended that the definition of supervisand
inspection in the law is amended to make it clhat it is
not restricted to certain activities.

The Regulation of the Pontifical Committee shoulel
amended to clarify what is understood by monitar
verification and inspection. Ensure that it inclsdalso
via on-site inspections) the review of policiesygedures
books and records, and sample testing.

ure,
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The Regulation should make it clear how the chdrga
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full independence' to 'operational independenaethie
law applies and to what extent this effects the rahd
tasks of the President and Board of Directors efRtA.

Reinstate Art 33, 82 of the original AML/CFT Law

(which gave the FIA direct access to the finang
administrative, investigative and judicial informaat,
required to perform its tasks in countering mo
laundering and financing of terrorism).

Ensure supervisory authorities have the legal righ
entry into the premises of the institution un
supervision, the right to demand books of accoainis
other information and the right to make and takgie® of
documents.

Ensure sanctions can be imposed against fina
institutions, and their directors and senior manaeg for
failure to comply with the powers given to the swsor.

The FIA should take up its supervisory role as sae
possible.

The President of the FIU should not be a membéeh®
Cardinal’'s Committee.

clarity should be provided on the role of the Boafdhe
FIA in terms of identifying the supervision a
sanctioning strategy on the basis of the Statutengthe
change towards “operational independence” in the
law.

ial,

ney

[
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ncial
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3.11 Money value transfer service
(SR.VI)

12}

4. Preventive Measures — Non-
Financial Businesses and
Professions

4.1 Customer due diligence and
record-keeping (R.12)

Clarify in law or regulation that notaries, lawye
accountants, external accounting and tax consaltas
well as trust and company service providers ar®
required to undertake CDD measures when estalijs
business relations.

Set out in law, regulation or “other enforceableams
that trust and company service providers are stule
CDD and record-keeping requirements with respetec
creation, operation or management of legal person
arrangements and buying and selling businessesatiti

The recommended actions in Section 3 above wifhecs
to R 5, 6, 8, 10 and 11 should also be implemefdec
DNFBP.

Raise awareness amongst auditors and accounts

Is
t
als
hin

[9J

n

with

respect to their CDD and record-keeping obligati

ons
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under the AML/CFT Law, provide training and put |in

place appropriate arrangements to monitor and ensur

CDD and record-keeping compliance.

4.2 Suspicious transaction reportinge The issues under Recommendations 13, 14, 15 and 21
(R.16) should also be addressed for DNFBP.

4.3 Regulation, supervision and * The FIA should issue a specific guideline for thpse
monitoring (R.24-25) DNFBP that operate in the HS/VCS, in particularhomv

they are to report to the FIA.

« The FIA should commence supervising the activités
DNFBP.
4.4 Other non-financial businesses
and professions (R.20)
5. Legal Persons and
Arrangements & Non-Profit
Organisations
5.1 Legal Persons — Access to
beneficial ownership and control
information (R.33)
5.2 Legal Arrangements — Access|to
beneficial ownership and control
information (R.34)
5.3 Non-profit organisations e Undertake a review the adequacy of domestic lavas| an
(SR.VII regulations that relate to all NPOs located withi@S
and conduct an assessment on the sector's potential
vulnerabilities to terrorist activities.
e The FIA should have its responsibilities extendedigk-
based monitoring of the NPO sector with necessergss

to relevant books and financial records.

» Develop guidance on the risks of terrorist abuse the
available measures to protect against such abusallfp

NPOs which are located within VCS and then undertak

outreach to raise awareness within the sector.

e Legislation should:

a) Require NPOs to maintain and file records on |the
purpose and objectives of their stated activitied |a
the identity of person(s) who own, control or direc
their activities, including senior officers, bodard
members and trustees;

b) Require NPOs to maintain, for a period of at |dé&st
years, and make available to appropriate authsyitie
records of domestic and international transacttbas
are sufficiently detailed to verify that funds haween
spent in a manner consistent with the purpose|and
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objectives of the organisation; and

c) Sanction violations of oversight measures or rilgs
NPOs or persons acting on behalf of NPOs.

Legislation should develop provisions for the FlAda

Gendarmerie to have full access to information loa|t

administration and management of a particular NPO

(including financial and programmatic informatign)

during the course of an investigation.

Formal procedures for national co-operation &

nd

information exchange between the national agencies

which investigate ML/FT cases should be developed.

An appropriate point of contact should be identifit

respond to international requests for information

regarding particular NPOs that are suspected obrist
financing or other forms of terrorist support. Rrdares
should also be developed to process such requests.

6. National and International Co-
operation

6.1 National co-operation and co-
ordination (R.31)

Consider creating a formal mechanism for co-opengt

and co-ordination of their actions in the AML/CFT

sphere.

There should be a collective review of the AML/CFT

system and its performance which would enable nggtti

the basis for future developments and implememntadio
policies and activities to combat money launderamgl
terrorist financing.

6.2 The Conventions and UN
Special Resolutions (R.35 & SR.I)

Prioritise the effective implementation of Chapbér of
Act No. CXXVII of January 2012 through the compdeti
of the listing process and other means, as negedsar
ensure full and effective implementation of UN Ségu
Council Resolutions on the financing of terrorism.

Legislative measures should be taken to address
current deficiencies in the criminalisation of teist
financing as identified in the analysis of SR.II.

the

The system for implementing UNSCR 1267 and 1873

needs to be made operational.

6.3 Mutual Legal Assistance (R.36
38 & SR.V)

Consideration should be given to enacting moderh|an

detailed legislative provisions covering tracinggeizing
and seizure and confiscation of the proceeds ofemo
laundering, predicate offences, and terrorist foesnor
related instrumentalities.

Develop a procedure to cover mechanisms
determining the best venue for prosecution of didets
in the interests of justice in cases that are stbje
prosecution in more than one country.
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6.4 Extradition (R.39, 37 & SR.V)

Address the identified deficiencies in the crimisation
of terrorist financing and other conduct, as reegiiby
SRL.1I, to ensure that extradition is not inhibited.

6.5 Other Forms of Co-operation
(R.40 & SR.V)

The FIA should quickly conclude MOUs with at leg
FIUs from those countries with which it will moskely
need to exchange information.

The law should be amended to specifically allow tfo
exchange of supervisory information.

ASt

7. Other Issues

7.1 Resources and statistics (R.
& 32)

R.30

Ensure an adequate structure and staffing of thet&|
reflect its supervisory role.

Ensure that FIA staff receive appropriate trainorgthe
supervisory aspect of their function.

R.32

The FIA should draw up statistics concerning
application and effectiveness of the measures talken
example, the annual statistics on on-site inspestioy
the supervisor or sanctions applied.

The FIA and the Gendarmerie should keep deta
statistics showing in particular their responseesnand
whether the requests were fulfilled in whole ompart or
were incapable of being fulfilled.

Statistics should also be kept in relation to thenbers
and types of spontaneous disclosures made by the FI

the

liled
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10 TABLE 3: AUTHORITIES’ RESPONSE TO THE EVALUATION

The Holy See, acting also on behalf of Vatican Gtate, and coherently
with its nature and international personality, aallvas its religious and
moral mission, entered the mutual evaluation procesi of the Council of
Europe’s Committee of Experts on the Evaluation Ati-Money
Laundering Measures and the Financing of Terro(MQONEYVAL).

Under the guidance of the moral authority of Hislibless Pope Benedict
XVI, particularly as expressed in tivotu Proprio of 30 December, 2010,
the Holy See shares the commitment undertaken By irtkernational

community to develop and implement global standdéodshe prevention

and countering of money laundering and financintgaforism.

Reaffirming the principles of mutual respect andipeocity, the Holy See
also expresses its appreciation for the objectioftghe mutual evaluation
procedures, the evaluators’ acumen, and the agérécipation of the
Members of the MONEYVAL Plenary who, by consensadppted the
Mutual Evaluation Report.

Finally, the Holy See extends its assurance thatthservations contained
in the Report will be given due and appropriatestderation in the efforts
to prevent and counter money laundering and tlentimg of terrorism, and
that it will continue to lend its voice to the ei@ation of these phenomena.
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V. COMPLIANCE WITH THE 3 "° EU AML/CFT DIRECTIVE

The Holy See (including Vatican City State) is momember country of the European Union. It
is not directly obliged to implemeitirective 2005/60/EC of the European Parliament anaf
the Council of 26 October 2005 on the prevention dhe use of the financial system for the
purpose of money laundering and terrorist financing(hereinafter: “the Directive”) and the
Commission Directive 2006/70/E@f 1 August 2006aying down implementing measures for
Directive 2005/60/EC of the European Parliament andof the Council as regards the
definition of ‘politically exposed person’ and thetechnical criteria for simplified customer
due diligence procedures and for exemption on grous of a financial activity conducted on
an occasional or very limited basis

The following sections describe the major diffemnbetween the Directive and the relevant FATF
40 Recommendations plus 9 Special Recommendations.

1 Corporate Liability |

Art. 39 of the Directive | Member States shall ensure that natural and lesgyabps covered by the
Directive can be held liable for infringements bé tnational provision
adopted pursuant to this Directive.

1v2}

FATF R. 2 and 17 Criminal liability for money laundering should ertkto legal persons.
Where that is not possible (i.e. due to fundamgmiakiples of domestic
law), civil or administrative liability should appl

Key elements The Directive provides no exception for corporaiebility and
extends it beyond the ML offence even to infringaetsewhich are
based omational provisions adopted pursuant to the DivectiVhat is
the position in your jurisdiction?

Description and Art.42 of the revised AML/CFT Law of January 20li2ates a schem
Analysis of administrative sanctions for violations, by ratiand legal persons,

a fairly comprehensive range of obligations imposedbligated entitie
under the Act. This extends to breaches of “relalgtics established
the regulations and other enforceable measuresetigpirsuant to thi
law...”(8.1). The range of penalties, which differ foatural and lega
persons, appear to be potentially effective, propoate and dissuasiv
As noted in the analysis of FATF Recommendatiorihly scheme o
administrative liability does not extend to monewndering and th
financing of terrorism as such. This dimensionddrassed in Art.4bis
entitted “administrative liability for legal perssh and has bee
influenced in its drafting by Art.39 of the Direadi. It is tightly drawn in
that it requires the prior conviction of a natuparson before it can be
applied. This is not, however, inconsistent withe thkerms of the
Directive. Penalties to be applied are specified)(&s ranging from
€20,000 to €2,000,000.

= 0

=<

W —n

=]

Conclusion The approach adopted to corporate liability is Hip@onsistent with the
requirements of the Directive.

Recommendations andrhe evaluators have concerns as to the manner ichwirt.42 bis has
Comments been made contingent on securing a prior conviatioa natural person
for money laundering or terrorist financing. Thergel the appropriat
authorities to revisit this issue in due course.

11°]

2 Anonymous accounts |

Art. 6 of the Directive | Member States shall prohibit their credit and fitiah institutions
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from keeping anonymous accounts or anonymous paksbo

FATFR. 5 Financial institutions should not keep anonymousoants or
accounts in obviously fictitious names.
Key elements Both prohibit anonymous accounts but allow numbeaedounts

The Directive allows accounts or passbooks on tificis namesg
butalways subject to full CDD measures. What is thsitpm in your
jurisdiction regarding passbooks or accounts ditificis names?

Description and Art. 1 bis letter a) of the revised AML/CFT Law prohibitsapen or hold
Analysis anonymous or ciphered accounts, deposit, savingsuats or similar
relationships, or accounts under fantasy or fauitinames.

Conclusion By also prohibiting passbooks and accounts ontibcs names the
AML/CFT Law is more stringent than the Directivedain line with
FATF R.5.

Recommendations ardNone.

Comments

3 Threshold (CDD) |

Art. 7 b) of the Directivel The institutions and persons covered by the Diwecghall apply
CDD measures when carrying out occasional trarmastmounting
to EUR 15,000 or more.

FATFR. 5 Financial institutions should undertake CDD measwvben carrying
out occasional transactions abdiie applicable designated thresho|d.
Key elements Are transactions and linked transactions of EURQAG,covered?
Description and Pursuant to Article 28 (b) of the revised AML/CFBM the obliged
Analysis subjects shall fulfii CDD requirements when theyrgaout occasional

|
transactions equal to or in excess of €15,000,rdégs of whether it is
conducted in a single transaction or in variousda&tions connected one
to the other.

However, pursuant to the definition provided in .Att 828 of the
revised AML/CFT Law,only transactions conducted within a period of
seven days have to be considered as “linked tréingat. This is not
in line with the Directive, which does not provider such a
limitation of the time elapsed between transactions

Conclusion In line with the Directive, CDD measures have alsde applied fol
transactions and linked transactions amountindl&GDO0.

Recommendations andAbolish the time limit of seven days for linked nisactions provided

Comments in Art. 1 828revised AML/CFT Law

4. Beneficial Owner |
Art. 3(6) of the Directivg The definition of ‘Beneficial Owner’ establishes mmum criteria
(see Annex) (percentage shareholding) where a natural perstm i considered

as beneficial owner both in the case of legal pegsmnd in the case of
legal arrangements

FATF R. 5 (Glossary) | ‘Beneficial Owner’ refers to the natural persongsho ultimately
owns or controls a customer and/or the person oaswtbehalf a
transaction is being conducted. It also incorpadtese persons who
exercise ultimate effective control over a legalrspa or legal
arrangement.

Key elements Which approach does your country follow in its défon of
“beneficial owner’? Please specify whether theecidt in the EU
definition of “beneficial owner” are covered in yoegislation.
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Description and

The definition of “Beneficial Owner” contained inrtA1 para 2 and 3 of

Analysis the Annex to the revised AML/CFT Law is almost arbatim
implementation of the respective definition proddey Art 3 (6) of the
Directive

Conclusion The criteria in the EU definition of “beneficial owr” are covered by
the AML/CFT Law.

Recommendations and\one.

Comments

5. Financial activity on occasional or very limited bais |

Art. 2 (2) of thel Member States may decide that legal and naturabperwho engage

Directive in a financial activity on an occasional or verynitied basis and
where there is little risk of money laundering imaincing of terrorism
occurring do not fall within the scope of Art. 3(by (2) of the
Directive.
Art. 4 of Commission Directive 2006/70/EC furtheefithes this
provision.

FATF R. concerning When a financial activity is carried out by a persmr entity on an

financial institutions

occasional or very limited basis (having regardgt@antitative and
absolute criteria) such that there is little riskmoney laundering
activity occurring, a country may decide that tipplacation of anti-
money laundering measures is not necessary, ditligror partially
(2004 AML/CFT Methodology para 23; Glossary to tRATF 40
plus 9 Special Recs.).

Key elements

Does your country implement Art. 4 of Commissionrdstive
2006/70/EC?

Description and| The option provided by Art. 2 (2) of the Directivedt to apply thig

Analysis Directive to certain legal or natural persons dagyout a financia
activity on an occasional or very limited basis has been used in the
AML/CFT Law. The AML/CFT Law does not provide foruch an
exemption.

Conclusion The option provided under Art. 2 (2) of the Dirgetihas not been used.

As a consequence there was no need to implemend AftCommission
Directive 2006/70/EC.

Recommendations and\one.
Comments
6 Simplified Customer Due Diligence (CDD) |

Art. 11 of the Directive

By way of derogation from the relevant Article tH2irective
establishes instances where institutions and psrsaoay not apply
CDD measures. However the obligation to gatherigafit CDD
information remains.

FATF R. 5

Although the general rule is that customers shd@dsubject to the
full range of CDD measures, there are instancesravheduced or

W

simplified measures can be applied.

Key elements

Is there any implementation and application of Brbf Commission
Directive 2006/70/EC which goes beyond the AML/CFT
Methodology 2004 criterion 5.9?

Description and

Analysis

According to Art 30 881, 3 and 6 the obliged sutgjeze exempted fron
observing the CDD requirements if the customer is a

>

« credit or financial institution located in a Statkat observes
equivalent AML/CFT requirements (no requirementtthizey are
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supervised for compliance with those requirements).
» (domestic) public authority;

and in relation to:

 life insurance policies where the annual premiumdsin excess of

€1,000 or a single premium of no more than €2,500;

* complementary pension schemes, provided that ikame surrendef

clause and that they cannot be used as collatarallban;

e obligatory and complementary pensions and simitdremes that

provide retirement benefits, when the contributiars made throug
deductions from the wages and whose rules do nahipdahe
beneficiaries to transfer their own rights untiteafthe death of th
title holder;

» beneficial owners of pooled accounts managed bsidarnotaries or
professionals that conduct similar activities ioter State, provided

that they are subject to requirements regardingptfesention and
countering of ML and FT equivalent to those settHoin the
AML/CFT Law;

» electronic money, if no more than €150 can be m&mdrin the
device, if it is not rechargeable; or, if it is heegeable, if no mor

than €2,500 can be deducted in a legal year, ugte€90 or more i

reimbursed to the titular account holder in the esdegal year.

Those instances are taken from Art. 11 of the [Miwvec Art. 3 of

Commission Directive 2006/70/EC provides criterihiah the above;

mentioned customers and products must meet sotliegt can be
considered as customers or products representiog aisk of money
laundering or terrorist financing. The criteria &rt. 3 of the
Commission Directive 2006/70/EC are not implemented the
AML/CFT Law. The AML/CFT Law allows in these instzes for
simplified due diligence irrespective of whetheogh criteria are met ¢
not.

Differing from the concept of the Directive, the ANCFT Law
implemented Art. 3 of the Commission Directive iler to provide for
additional instances of simplified due diligencethmse mentioned i
Art. 11 of the Directive. Pursuant to Art. 30 87tbé revised AML/CFT|
Law the FIA may authorise the obliged subjects twtapply CDD
requirements regarding particular categories of ntemparts ang
typologies of relationships, services and traneastiof low risk of
money laundering or financing of terrorism. Suckhatisation has to b
granted pursuant to criteria set out to in the Anme the revised
AML/CFT Law, which are modelled on Art. 3 of the fBpean
Commission Directive 2006/70/EC.

Based on Art. 3 81 of the Annex to the revised ARIET Law, FIA may
authorise obliged subjects not to apply CDD requéets with respect t

a) public institutions and corporatiorss well as concessionaries
public activities that fulfil specific requirement§n particular:
identity is publicly verifiable and certain; actiyiand accounting
procedures are transparent; subject to the momgf@id control of &

=
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Public Authority established by the domestic lavi)ifference
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between public institution/ corporation and publ&uthority
according to Art. 30 83 of the revised AML/CFT Lawmains
unclear.

b) corporations or legal persottsat conduct financial activities outsigle
the scope of Art. 2 81 revised AML/CFT Law but wiicave been
subjected to this law and which fulfil the abovemi@med criterial
required for public institutions. (this provisiopgears not to makg
much sense, given that there are no subjects teaia covered by
Art. 2 81 of the revised AML/CFT Law)

c) companies listed on a regulated stock exchdtigee is no expreg
requirement that the listed company has to be stubperegulatory,
disclosure requirements)

[

d) transactions and related produtiat fulfil specific requirements (in
particular: transaction or product has a writtent@ctual basis; the
transaction is conducted through an account ofcthenterpart at &
credit or financial institutions based in a Stateatt imposes
equivalent CDD requirements; the transaction ordpcb are not
anonymous and their nature permits fulfilling theI@Crequirements
the product has a pre-set maximum value (maximuomewvehould be
specified by State/Authority); etc.)

While assessing whether the above-mentioned inssapcesent a loy
risk of ML or FT, the FIA is required to considearefully whether the
counterpart, transaction or product is particulaigceptible, due to it
nature, to be used for ML or FT. They shall nopbesumed to present|a
low risk of money laundering or of financing of ieiism if there are no
data or information that furnish sufficient certsinf the low risk.

<<

n

Rather than providing for simplified due diligenemasures, Art. 30 of
Act. CXXVII creates blanket exemptions from the CD&guirements
These customers and products are exempt from th2 @Dvisions that
address the key CDD components of identifying amdifying the
customer’s identity, identifying the beneficial o@vnand verifying itg
identity, determining the purpose and intended neatf the business
relationship, and conducting ongoing monitoring tbé relationship
Therefore, these are not reduced or simplified Cbleasures as
suggested by the essential criteria, but an exemgdtiom any CDD
except in those situations when ML or FT are suggk@r when ther
are reasons to believe that the previous veribboaiis unreliable or
insufficient to provide the necessary informatigArt. 30 85 of the
revised AML/CFT Law).

1%

For both, credit/financial institutions and pub#athorities the obliged
subjects are required to gather enough informabotetermine that the
counterpart falls within one of these categoried.(30 84 of the revised
AML/CFT Law). However, there is no further clarifiion on what
“enough data” means and the provision’s scope sdemiied to the
process of determining whether the customers dgesliffor the
exemption. Furthermore, there is no requiremengdther sufficient
information for the exemptions according to Art. 86 and 7 of the
revised AML/CFT Law.

Conclusion The implementation and application of Art. 3 of Guission Directive
2006/70/EC goes beyond the AML/CFT Methodology 26fiterion 5.9
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in so far as Art. 30 of the revised AML/CFT Law ates blanke
exemptions from the CDD requirements rather thaavigmg for
simplified due diligence measures.

[

Recommendations an

dAddress the exemptions for low-risk customers arudlycts as adopte

= Qo

Comments from the Directive by clarifying that minimum CDD.€. less detaile(
CDD) should nevertheless be accomplished.
7 Politically Exposed Persons (PEPs) |

Art. 3 (8), 13 (4) of the
Directive
(see Annex)

The Directive defines PEPs broadly in line with FAZ0 (Art. 3(8)).
It applies enhanced CDD to PEPs residing in anothember State

or third country (Art. 13(4)). Directive 2006/70/H&ovides a wider

definition of PEPs (Art. 2) and removal of PEPsafine year of the
PEP ceasing to be entrusted with prominent puhlitctions (Art.

2(4)).

D

FATF R. 6 and Glossar

Definition similar to Directive but applies to indduals entrustec
with prominent public functions in a foreign countr

)

Key elements

Does your country implement Art. 2 of Commissionrdgtive
2006/70/EC, in particular Art. 2(4), and does ipgpArt. 13(4) of the
Directive?

Description and

Analysis

Politically exposed persons are defined in Art. 118 ®f the reviseq
AML/CFT Law as persons who are or who have beenustatd with
prominent public functions, as well as their imnaddifamily members
and those with whom they publicly maintain a cl@ssociation. Th¢
revised AML/CFT Law does not distinguish betweenspas who hold
prominent functions domestically and those holdingminent functiong
in another country.

The persons who are or have been entrusted witmipemt public
functions are defined in the Annex to the revis8dLACFT Law in line
with Art. 2 (1) of the Commission Directive. Immati family member
and those with whom they publicly maintain a cl@ssociation arg
defined in line with Art. 2 (2) and (3) of the Conssion Directive.

In line with Art. 2 (4) of the Commission Directiva person no longe
holding prominent public offices for a period ofl@ast one year is not {
be considered as a PEP. However, it is clearlyedtam the samg
provision that this is without prejudice to the gead obligation to apply
enhanced due diligence on the basis of the assessimife existing risk
(Art. 2 84 of the Annex to revised AML/CFT Law).

The FATF plenary has considered the one-year limihe context of af
EU member state’s mutual evaluation report, andcbasluded that suc
a threshold is not a material deficiency when thei@ general obligatio
to apply enhanced due diligence to customers (@mtuPEPS) who stil
present a higher risk of ML or TF regardless of #meframe. Such a
obligation is provided in Art. 31 (1) of the rewiBAML/CFT Law.

Art. 31 (5)of the revised AML/CFT Lawransposes Art. 13 (4) of th
Directive but does not limit the PEP requirementpérsons residin
in a Member state or a third country. The requinet®eapply
irrespective of the residence of the PEP.

It is a concern that pursuant to Art. 3b of the of the revised
AML/CFT Law (and in line with Art. 13 (4) (a) of the Directivéhe
procedure to determine politically exposed perduens to be applie
only to the customer and not to the beneficial awoe to the

O—0N
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potential customer.

Conclusion

Art. 2 of Commission Directive 2006/70/EC and irrtimaular Art. 2(4)
Commission Directive have been implemented intoANEL/CFT Law.
The PEP requirements are implemented in line with A3(4) of the|

Directive but have to be applied irrespective @f tesidence of the PEP,.

1%

(]

Recommendations andrhe requirement to determine politically exposedspas should bg
Comments extended to the beneficial owner and the poteatistomer.
8. Correspondent banking |
Art. 13 (3) of thg For correspondent banking, Art. 13(3) limits theplagation of
Directive Enhanced Customer Due Diligence (ECDD) to corredpoh
banking relationships with institutions from non-Btémber
countries.
FATFR. 7 Recommendation 7 includes all jurisdictions.
Key elements Does your country apply Art. 13(3) of the Directve
Description and The provisions relating to enhanced CDD for coroesient banking
Analysis relationships contained in Art. 384 have to be applied ft
correspondent bodies of all foreign states.
Conclusion Art. 13 (3) of the Directive has not been applied.
Recommendations and\one.
Comments
9. Enhanced Customer Due Diligence (ECDD) and anonynyit |
Art. 13 (6) of thg The Directive requires ECDD in case of ML or TFeats that may
Directive arise from productsr transactionshat might favour anonymity.
FATF R. 8 Financial institutions should pay special attentimn any money

laundering threats that may arise from new or dgieh
technologieghat might favour anonymity [.].

Key elements

The scope of Art. 13(6) of the Directive is broatiean that of FATH
R. 8, because the Directive focuses on productdramsactiong
regardless of the use of technology. How are tliesges covered i
your legislation?

Description
Analysis

and

Pursuant to Art. Zer 81 of the revised AML/CFT Law, the obligeg
subjects are required to adopt adequate policiggnisation, measure
and procedures to prevent and counter ML and FTtherbasis of the
development of new technologies and of the phenamahn money
laundering and the financing of terrorism.

Furthermore, the obliged parties are required,yansto FIA Instructior
No. 1, to take into account technological progress financial
innovation when preparing effective organisatioaald computerise
tools in order to guarantee an adequate protestiteme against ML an

FT risks. Furthermore, FIA Instruction No. 1 re@girthat the staff

training is reviewed regularly and should take iatcount progresse
made in the fields of technology and financial ination.

2d
S
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Conclusion

There is no provision requiring ECDD in case of ML TF threats
that may arise from products or transactions thaghimfavour
anonymity as foreseen under Art. 13 (6) of the Elive.

Recommendations
Comments

an

dConsider implementing Art. 13 (6) of the Directive.

226



10.

Third Party Reliance

Art. 15 of the Directive

The Directive permits reliance on professional,lifjed third parties
from EU Member States or third countries for thefgenance of
CDD, under certain conditions.

FATF R. 9

Allows reliance for CDD performance by third pastibut does not

specify particular obliged entities and professiartich can qualify
as third parties.

Key elements

What are the rules and procedures for reliance hord tparties?
Are there special conditions or categories of pggssgho can qualify
as third parties?

zﬁzgggon and The AMI__/CFT L_aw does not provide for reliance ortermediaries o
other third parties to perform elements of the CIpEcess or tg
introduce business. The CDD requirements describedder
Recommendation 5 have to be performed by the abligebjects
themselves.

Conclusion

Act no. CXXVII/2010 is more stringent than the Qitiwe, given that the

reliance on intermediaries or other third partegérform elements Q
the CDD process is not allowed.

Recommendations an q\lone.
Comments
11. Auditors, accountants and tax advisors |

Art. 2 (1)(3)(a) of the
Directive

CDD and record keeping obligations are applicalde atditors,

external accountants and tax advisors acting inettercise of their

professional activities.

FATF R. 12

CDD and record keeping obligations

1. do not apply to auditors and tax advisors;

2. apply to accountants when they prepare for or caot
transactions for their client concerning the follogractivities:

buying and selling of real estate;

managing of client money, securities or other asset

management of bank, savings or securities accounts;

organisation of contributions for the creation, @i@n or

management of companies;

creation, operation or management of legal

arrangements, and buying and selling of businedtiesn

(2004 AML/CFT Methodology criterion 12.1(d)).

Key elements

The scope of the Directive is wider than that af fATF standard
but does not necessarily cover all the activiti€ésaccountants a
described by criterion 12.1(d). Please explaingkient of the scop
of CDD and reporting obligations for auditors, ered accountant
and tax advisors.

Description and

Analysis

The AML/CFT Law covers accountants and externabanting and
tax consultants. In contrast to the requirementsthef Directive,
auditors do not fall under the scope of the AML/CEaw.

With respect to the activities that are subjectCidD and recorg
keeping requirements, the AML/CFT Law is linked ttee FATF
standard rather than the Directive. According td. &r81 (b)of the

persons

D

revised AML/CFT Lawaccountants, and external accounting or
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consultants are subject to the requirements oAiie/CFT Law,

« when they engage or participate in any financialreal estate
transaction, or

« when they assist someone to plan or execute traosaagelating
to:

* buying or selling real estate or business entities;

* managing currency, financial instruments or othemdfs or
other assets;

e 0opening or managing banking, savings or securit@ounts;
and

e organising the contributions necessary for the twea
operation or management of corporations or legedqres;

According to the essential criterion they shouldoabe subject tq
AML/CFT requirements with respect to the creatioperation or
management of legal persons or arrangements aridgoagd selling
business entities. However, those activities are cowered by the
revised AML/CFT Law(Art. 2 81 b) i.of the revised AML/CFT Lay

A=

Conclusion

CDD and record keeping requirements do not coverredévant
activities of accountants as described by critefiari(d).

Recommendations an
Comments

d1'he scope of the AML/CFT Law should be extendedcodmtants
should also be subject to CDD and record keepiggirements when
they prepare for or carry out transactions forrtledient related to the
creation, operation or management of legal persor@rangements and
buying and selling business entities.

12.

High Value Dealers |

Art. 2(1)(3)e) of the
Directive

The Directive applies to natural and legal perswading in goods
where payments are made in cash in an amount of EB)B00 or
more.

FATF R. 12

The application is limited to those dealing in poes metals and
precious stones.

Key elements

The scope of the Directive is broader. Is the beoagbproach adopted
in your jurisdiction?

Description and
Analysis

The AML/CFT Law applies to dealers in precious rieeta stones, when
they engage in a transaction equal or above €15/8002 81 letter c) ii.
of the revised AML/CFT Law).

Conclusion

The AML/CFT Law has not adopted the approach ofahective.

Recommendations an

Comments

q\lone.

13.

Casinos |

Art. 10 of the Directive

Member States shall require that all casino custsnbe identified
and their identity verified if they purchase or Bange gambling
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chips with a value of EUR 2,000 or more. This is$ reguired if they,
are identified at entry.

FATF R. 16

The identity of a customer has to be establishetvanified when hg
or she engages in financial transactions equal &dove EUR 3,000.

Key elements

In what situations do customers of casinos havédoidentified?
What is the applicable transaction threshold inrypuisdiction for
identification of financial transactions by casitustomers?

Eﬁjfr;?é'm aNd According to Art. lter §1 c) of the revised AML/CFT Law it i
y prohibited to open casinos.
Conclusion

Given that the operation of casinos is not alloviedhe HS/VCS
there are no respective rules contained in the ABHT Law.

Recommendations ar q\lone.
Comments
14. Reporting by accountants, auditors, tax advisors, otaries and other

independent legal professionals via a self-regulatp body to the FIU

Art. 23
Directive

of the

1)

This article provides an option for accountantsditons and tax
advisors, and for notaries and other independegat lerofessionals t
report through a self-regulatory body, which stHahward STRs tg
the FIU promptly and unfiltered.

FATF Recommendation

The FATF Recommendations do not provide for sucbion.

Key elements

Does the country make use of the option as providedy Art. 23
(1) of the Directive?

zﬁzfré?;'on and Pursuant to Art. 34 81 of the revised AML/CFT Lallvabliged subjects
y (including the above-mentioned DNFBP) are requite@deport to the
Financial Intelligence Authority.
Conclusion

No use was made of the option provided by Art. 2®&the Directive.

Recommendations
Comments

an

q\lone.

15

Reporting obligations |

Arts. 22 and 24 of th
Directive

The Directiverequires reporting where an institution knows, sa$g or
has reasonable grounds to suspect money laundennderrorist
financing (Art. 22). Obliged persons should refrain fromrgarg out
a transaction knowing or suspecting it to be relate money,
laundering or terrorist financing and to reportbithe FIU, which car
stop the transaction. If to refrain is impossiblecould frustrate arf
investigation, obliged persons are required to mepo the FIU
immediately afterwards (Art. 24).

FATF R. 13

Imposes a reporting obligation where there is suspithat funds are

the proceeds of a criminal activity or relateddoarist financing.

Key elements

What triggers a reporting obligation? Does the llefsamework
addres®x antereporting (Art. 24 of the Directive)?

Description and

Analysis

Pursuant to Art. 34.1 of the revised AML/CFT Lawe trelevant entitie
are obliged to inform the FIA, on their own initiad, of any suspiciou
transaction, when they know, suspect or have reagoeuspect that th
relevant funds are the proceeds of criminal aotisibr when ML or FT|

O
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has been or is being committed or has been atteimpte

Art. 35.1 of the revised AML/CFT Law sets the rofea priori reporting,
prohibiting the reporting entities to carry out ogtens they considg
suspect, unless they have filed a SAR. Deviatiognfthis rule is only
allowed if it is impossible to abstain from exeagtithe transaction or
by doing so it would jeopardise an investigationtHose cases the report
must be filed immediately after execution (Art.3%02 the revised
AML/CFT Law).

As the reporting rule refers to the offence of ficiag of terrorism, the
concerns raised about the scope of the offencalacerelevant in this
context.

=

Conclusion

Except for the cascading effect of the TF offenediciencies, the
reporting obligation complies with the EU rules.

CR:g(r:T?r:]nen;?Sndatlons ardFuII compliance will be achieved once the TF offentas been
properly addressed.
16. Tipping off (1) |

Art. 27 of the Directive

Art. 27 povides for an obligation for Member States to eco
employees of reporting institutions from being esgxb to threats o
hostile actions.

=

FATF R. 14

No corresponding requirement (directors, officersd eemployees
shall be protected by legal provisions from crinhiaad civil liability
for “tipping off”, which is reflected in Art. 26 afhe Directive)

Key elements

Is Art. 27 of the Directive implemented in yourigdiction?

zﬁzfrggon and The AML/CFT Law does not provide for protection employees of
y reporting institutions from being exposed to thseathostile actions.
Conclusion

Art. 27 of the Directive is not implemented in tARML/CFT Law.

Recommendations ar
Comments

dConsider implementing Art. 27 of the Directive.

17.

Tipping off (2) |

Art. 28 of the Directive

The prohibition on tipping off is extended to whese money
laundering or terrorist financing investigation bging or may be
carried out. The Directive lays down instances whtte prohibition
is lifted.

FATF R. 14

The obligation under R. 14 covers the fact thatSarR or related
information is reported or provided to the FIU.

Key elements

Under what circumstances are the tipping off ohiayes applied?
Are there exceptions?

Description and

Analysis

Art. 36 of the revised AML/CFT Law establishes alpbition for the
reporting parties, their legal representatives, iaginators, directors
employees, consultants, and collaborators of weateature, as well a
anyone else who is aware of it, to disclose todhtitled person or t
third parties the report of suspicious transactionsluding correlative
information.

n
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In line with Art. 28 of the Directive the prohiloi is extended to where|a
ML or TF investigation is being or may be carriad.o

The AML/CFT Law does not provide for exceptionsthe tipping off
obligations.

Conclusion The tipping-off obligations of the AML/CFT Law cowveboth, the

instances provided by the FATF Standard and thoseséen by thg
Directive. There are no exceptions to the tippiffgabligations.

D

Recommendations an q\lone.
Comments

18. Branches and subsidiaries (1) |
Art. 34 (2) of the The Directive requires credit and financial ingtdns to communicaté
Directive the relevant internal policies and procedures wiagicable on CDD

reporting, record keeping, internal control, rislssessment, risk
management, compliance management and communidatibranches
and majority owned subsidiaries in third (non EQYiatries.

o

FATF R. 15 and 22 The obligations under the FATF 40 require a broaaer higher standar
but do not provide for the obligations contemplabgdArt. 34 (2) of the
EU Directive.

Key elements Is there an obligation as provided for by Art. 24 ¢f the Directive?

zﬁzgggon and Pursuant to Art. 2b'is_ of the revised AML/CFT'LaWthe foreign

branches and subsidiaries of the obliged subjexdswell as the
institutions controlled exclusively or jointly, @ictly or indirectly, by
them, are required to observe the requirements osétin the
AML/CFT Law.

When the requirements in force in the foreign Séméenot equivalen
with those set out by this law, the branches, slidnses or controlleg
institutions they are required to observe the nmexénts set out in
this law, to the extent that the laws of the foreRjate permit so.

—

Conclusion There is no obligation as provided for by Art. 2} ¢f the Directive.

Recommendations  ar dConsider implementing Art. 34 (2) of the Directive.

Comments

19. Branches and subsidiaries (2) |

Art.  31(3) of the The Directive requires that where legislation dhimd country does nat

Directive permit the application of equivalent AML/CFT meassr credit and
financial institutions should take additional measuto effectively
handle the risk of money laundering and terroitsricing.

FATF R. 22 and 21 Requires financial institutions to inform their cpatent authorities in
such circumstances.

Key elements What, if any, additional measures are your finanamstitutions
obliged to take in circumstances where the led@tabf a third
country does not permit the application of equiwal&ML/CFT
measures by foreign branches of your financialtunsbns?

Xﬁzgé?;'on and When the requirements in force in the foreign _Sm&anot equivglent
with those set out by the AML/CFT Law, Aithis 83 of the revised
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AML/CFT Law requires branches, subsidiaries or contro

institutions to inform the Financial Intelligencaithority.

a specified natural or legal person.

FATF R.

There is no explicit corresponding requirement baich a
requirement can be broadly inferred from Recommgods 23 and
26 to 32.

Key elements

Are credit and financial institutionsequired to have such systems
place and effectively applied?

Description and

Analysis

Pursuant to Art. 33 85 the obliged subjects areired to adopt record
keeping mechanisms that make it possible to resgmodiptly and
effectively to the inquiries of the competent auities. However, there i
no explicit requirement to have systems in plaag #nable financia
institutions to respond fully and promptly to ermgsi from the FIU ol

other authorities as to whether they maintain, dwetlver during the

previous five years they have maintained, a businglationship with 3
specified natural or legal person.

Conclusion

Art. 32 of the Directive was not implemented.

Conclusion There is no obligation as provided for by Art. 3} éf the Directive.

Recommendations dConsider implementing Art. 31 (3) of the Directive.

Comments

20. Supervisory Bodies |

Art. 25 (1) of the The Directive imposes an obligation on supervidoogies to inform

Directive the FIU where, in the course of their work, theg@mter facts that
could contribute evidence afoney laundering or terrorist financing.

FATF R. No corresponding obligation.

Key elements Is Art. 25(1) of the Directive implemented in ygurisdiction?

'liﬁ;::rgi);lon and In the HS/VCS the supervisory functions are assigte the FIA.

y Accordingly, there is no need to impose an oblaggato inform the FIU,

where, in the course of their work, they encourfasts that could
contribute evidence of money laundering or tertdim&ancing.

Conclusion Given that supervisory functions are assigned o there is no need tp
implement Art. 25 (1) of the Directive.

Recommendations and

Comments

21. Systems to respond to competent authorities |

Art. 32 of the Directive | The Directive requires credit and financial ingtdas to have systems |n
place that enable them to respond fully and promptenquires from the
FIU or other authorities as to whether they mamtar whether during
the previous five years they have maintained, &bss relationship with

[*2)

N

Recommendations  ar dConsider implementing Art. 32 of the Directive.
Comments
| 22. Extension to other professions and undertakings | |
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Art. 4 of the Directive

The Directive imposes mandatoryobligation on Member States
extend its provisions to other professionals andegmies of
undertakings other than those referred to in At).2f the Directive,
which engage in activities which are particulaikely to be used for
money laundering or terrorist financing purposes.

o

FATF R. 20

Requires countries only to consider such extensions

Key elements

Has your country implemented the mandatory requam@nin Art. 4
of the Directive to extend AML/CFT obligations tother
professionals and categories of undertaking whieh lkely to be
used for money laundering or terrorist financinggmses? Has a rigk
assessment been undertaken in this regard?

Description and

Analysis

The AML/CFT obligations have not been extendedtteoprofessionals
and categories of undertaking than those referedbyt the FATF
standard respectively by Art. 2(1) of the Direct{vdth the exception of
casinos). It remains unclear whether there arer gthafessionals and
categories of undertakings which are likely to edifor ML or TF
purposes given that a risk assessment has not eartaken in this
regard.

Conclusion

The mandatory requirement in Art. 4 of the Direetilas not been
implemented.

Recommendations ar

q—|S/VCS authorities should undertake a risk assassmeorder to find

Comments out if there are other professionals and categafiesdertakings which
are likely to be used for ML and TF purposes. As ¢hse may be, the
should consider implementing Art. 4 of the Direetiv

23. Specific provisions concerning equivalent third contries |

Art. 11, 16(1)(b),| The Directive provides specific provisions concegiicountrieg

28(4),(5) of the which impose requirements equivalent to those kigdvn in the

Directive Directive (e.g. simplified CDD).

FATF R. There is no explicit corresponding provision in tRATF 40 plus

9 Recommendations.

Key elements

How, if at all, does your country address the issiequivalent third
countries?

Description and

Analysis

While the Directive refers to requirements equinal® those laid down
in the Directive the AML/CFT Law refers to “equieat requirements t
those set out in the AML/CFT Law”. Such refereneges contained in
various provisions:

 Art. 30 81 of the revised AML/CFT Law (SDD for fineial
institutions);

e Art. 3 para 1 (d) Annex to the revised AML/CFT La8DD for
beneficial owner of pooled accounts managed byrigstgoublic or
other legal professionals);

 Art. 31 82 (b) of the revised AML/CFT Law (confirnasy
certification by a financial institution for nonde-to face customers);

|=)

» Art. 6 FIA Regulation (transfers of funds involvirfstates having
equivalent legislative schemes);
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o Part 2 Section IV FIA Instruction No. 2 (verificatis documents;
websites of public organisations and authorities);

e Part 5 Instruction No. 2 (rules of ECDD towardsaficial institutiong
located in States that do not have equivalent egiguis).

The States whose regimes are deemed to be equiaateidentified by
the Secretariat of State based on Art. 30 82 AMIOUCF

The list of equivalent countries, which was dravmnhby FIA before the
AML/CFT Law has been revised, is contained in Fattuction No. ¥.

According to the Instruction the list was drawn ap the basis of th
information available at the international leveideof information taken
from assessment reports of national systems fowveptang and
countering money laundering and financing of tesrar adopted by th
GAFI/FATF, any FSRB, the IMF or the World Bank, agll as other
updated information provided by the States conakrne

11%

112

Conclusion HS/VCS has adopted specific provisions concerniagntries which

Impose requirements equivalent to those of thesStat

Recommendations an q\lone.
Comments

Annex to Compliance with 3° EU AML/CFT Directive Questionnaire

Article 3 (6) of EU AML/CFT Directive 2005/60/EC (3" Directive):

(6) "beneficial owner" means the natural persom{sd ultimately owns or controls the customer
and/or the natural person on whose behalf a tréingagr activity is being conducted. The beneficial
owner shall at least include:

(a) in the case of corporate entities:

(i) the natural person(s) who ultimately owns ontcols a legal entity through direct or indirect
ownership or control over a sufficient percentafi¢he shares or voting rights in that legal entity,
including through bearer share holdings, other taamompany listed on a regulated market that is
subject to disclosure requirements consistent Witmmunity legislation or subject to equivalent
international standards; a percentage of 25 % @haesshare shall be deemed sufficient to meet this
criterion;

(ii) the natural person(s) who otherwise exerciz®drol over the management of a legal entity:

(b) in the case of legal entities, such as fouondati and legal arrangements, such as trusts, which
administer and distribute funds:

() where the future beneficiaries have alreadynbdetermined, the natural person(s) who is the
beneficiary of 25 % or more of the property of gdkarrangement or entity;

(i) where the individuals that benefit from theét arrangement or entity have yet to be determined
the class of persons in whose main interest thed EEgangement or entity is set up or operates;

89 At the time of the MONEYVAL on-site visit the lishcluded the following states and territories: Memn
states of the European Community and the Europeanomic area (Iceland, Liechtenstein and Norway),
Australia, Brazil, Canada, Japan, Hong Kong, InRi@public of Korea, Mexico, Russian Federationg8pore,
United States of America, Republic of South AfriGayitzerland, Mayotte, New Caledonia, French Pddjme
Saint-Pierre and Miguelon, Wallis and Futuna, Arubaracao, Sint Maarten, Bonaire, Sint EustatiabaS
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(i) the natural person(s) who exercises contreéro25 % or more of the property of a legal
arrangement or entity;

Article 3 (8) of the EU AML/CFT Directive 2005/60EC(3 Directive):

(8) "politically exposed persons" means naturalspes who are or have been entrusted with
prominent public functions and immediate family niems, or persons known to be close associates,
of such persons;

Article 2 of Commission Directive 2006/70/EC (Implmentation Directive):

Article 2
Politically exposed persons

1. For the purposes of Article 3(8) of DirectiveOBI60/EC, "natural persons who are or have been
entrusted with prominent public functions" shatilirde the following:

(a) heads of State, heads of government, miniatesieputy or assistant ministers;

(b) members of parliaments;

(c) members of supreme courts, of constitutionairtsoor of other high-level judicial bodies whose
decisions are not subject to further appeal, exicegtceptional circumstances;

(d) members of courts of auditors or of the boafdsentral banks;

(e) ambassadors, chargés d'affaires and high-rquoificers in the armed forces;

(f) members of the administrative, management pestisory bodies of State-owned enterprises.
None of the categories set out in points (a) tooffthe first subparagraph shall be understood as
covering middle ranking or more junior officials.

The categories set out in points (a) to (e) offire subparagraph shall, where applicable, include
positions at Community and international level.

2. For the purposes of Article 3(8) of DirectiveOBIS0/EC, "immediate family members" shall
include the following:

(a) the spouse;

(b) any partner considered by national law as edent to the spouse;

(c) the children and their spouses or partners;

(d) the parents.

3. For the purposes of Article 3(8) of DirectiveOBI60/EC, "persons known to be close associates"
shall include the following:

(a) any natural person who is known to have jondiicial ownership of legal entities or legal
arrangements, or any other close business relatiotisa person referred to in paragraph 1;

(b) any natural person who has sole beneficial ositig of a legal entity or legal arrangement which
is known to have been set up for the bergsifactoof the person referred to in paragraph 1.

4. Without prejudice to the application, on a rsgasitive basis, of enhanced customer due diligence
measures, where a person has ceased to be entwitted prominent public function within the
meaning of paragraph 1 of this Article for a periofdat least one year, institutions and persons
referred to in Article 2(1) of Directive 2005/60/Eball not be obliged to consider such a person as
politically exposed.
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VI. LIST OF ACRONYMS AND GLOSSARY OF TERMS USED

Acta Apostolicae Sedis

The official gazette of the Holy See which, sinc809, appears

(Acts of the Apostolic See) @pproximately 12 times a year. It contains all mncipal Papal

Acta Sanctae Sedis

Additional elements

Ad liminavisit

AlF
AML/CFT Law

Amministrazione
Patrimonio della
Apostolica

Annuario Pontifico

Apostolic Letter

Apostolic Nuncio

documents and the documents issued by the Romaymegations, and
notices of ecclesiastical appointments.

A monthly publication founded865. Between 1904 and 1909, when
the Acta Apostilicae Sedis was founded, it had thicial character. It
contains the principal documents issued by the Pdipectly or through
the Roman Congregations.

The additional elements areioopt that can further strengthen the
AML/CFT system and may be desirable. They are ddrifrom non-
mandatory elements in the FATF Recommendations ram fBest
Practice and other guidance issued by the FATHyyomternational
standard-setters such as the Basel Committee okirBg8upervision.
Although they form part of the overall assessmahgy are not
mandatory, and are not assessed for compliancesesp

The obligation of residential diocesan bigh@nd certain prelates with
jurisdiction (such as territorial abbots), of \iisg every five years the
thresholds of the [tombs of the] Apostles, SairgeePand Paul, and of
meeting the Pope and the dicasteries of the Romaia @ report on
the state of their dioceses or prelatures.

Autorita di Informazione Finanzaria - Financiatelligence Authority.

Refers both to Act of the Vatican CiBtate No. CXXVII, concerning
the prevention and countering of the launderingomafceeds resulting
from criminal activities and financing of terroris®0" December 2010
revised and Decree No. CLIX promulgating amendmants additions
to Law n. CXXVII, On the Prevention and counteroigthe laundering
of the proceeds of criminal activities and the ficiag of terrorism, of
30 December 2010 of 25 January 2012.

del Administration of the Patrimony of the ApostoliceS®APSA).
Sede

Pontifical Yearbook.

In this context, ‘Apostolic Let&rmeans documents issued by the
Pope, e.g. bulls and briefs.

A permanent diplomatic represamgathead of diplomatic mission) of
the Holy See to a state or international orgarosafe.g., the United
Nations), having the rank of an ambassador extiaarg and
plenipotentiary, usually with the ecclesiasticalnka of titular
archbishop.

The Nuncio represents in a stable manner the pesfdhe Roman
Pontiff before the Roman Catholic diocesan epistopathe nation or
region to which he is assigned (can. 363). Hisqipial task is to make
more firm and effective the bonds of unity whichistxbetween the
Holy See and the particular Churches (can. 364).

In those States that maintain diplomatic relatiatith the Holy See, he
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Apostolic Palace

APSA

Autorita di Informazione
Finanzaria

Can.

Canonical legal system

Carabinieri

Caritas in Veritate

CCL

CDD
CETS

CFT
Chirograph

Code of Canon Law

Codex luris Canonici

iIs tasked with promoting and fostering relationshipetween the
Apostolic See and the Authorities of the State (&6b). Under the
1961 Vienna Convention on Diplomatic Relations apdt Nuncio is an
ambassador like those from any other country. Hewethe Vienna
Convention allows the receiving state to grantaéyiof precedence to
the Papal Nuncio over others of ambassadorial eatkedited to the
same country, and may grant the deanship of thattogs diplomatic
corps to the Nuncio regardless of seniority.

The official residence of the Rapiaich is located in Vatican City. the
Apostolic Palace houses both residential apartrreemdssupport offices
of various functions as well as administrative @#8 not focused on the
life and functions of the Pope himself.

Administration of the Patrimony of the Apostdbee.
Financial Intelligence Authority.

Code of Canon Law clause.

The written policies, issbgdhe legitimate authority, that guide the
inter-subjective relations in the Church’s commynit

One of the four branches of the Italian armed ferlteis a military
police force entrusted with public security.

Latin for ‘Charity in Truth'. It is the third encyical of Pope Benedict
XVI and his first social encyclical. It was signed June 29, 2009, and
was published on July 7, 2009. The encyclical isceoned with the

problems of global development and progress towdndscommon

good. The work is addressed to all strata of glgbalety, with specific

points aimed at political leaders, business leadesiégious leaders,

financiers and aid agencies but the work as a wisaéso addressed to
all people of good will. The encyclical containgaiked reflection on

economic and social issues and problems.

Code of Canon Law.

Customer Due Diligence.

Council of Europe Treaty Series.
Combating the financing of terrorism.

A papal document of medieval origin, ebhihas been written in
duplicate, triplicate or very occasionally quadragie on a single piece
of parchment, where the Latin word "chirographuor" équivalent) has
been written across the middle, and then cut thr@agthat both parties
to an agreement could verify the authenticity @itliespective copies
by comparing one to the other. The cut itself woollictn be made to
produce a wavy or serrated edge, in order to furdduce the scope for
forgery, and this practice gave rise to the documeascription
"indenture”, since these edges would be said tonbented".

The Code of Canon Law represtrgsprincipal body of laws and
regulations made by or adopted by ecclesiasticéhoaity, for the
government of the Christian organisation and itsnimers. The current
Code was promulgated on the 25th day of Januarg.198

Code of Canon Law.
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Concordats

Corpus delicti

CTR

Curia Romana
Delicts
Dicasteries

DNFBP
ECB
Egmont Group

Encharged persons

Encyclical Letter

Episcopal see

Episcopalis sedes

Essential criteria

ETS

FATF
FIA

FIU

Flagrante delicto

An agreement between the Holy See andareign state on diplomatic
and religious matters. Legally, a concordat isrd@rnational treaty, that
regulates the external activities and the socia ob the Church within
a particular State as well as State-Church relation

Under common law, this refers to the principle thatrime must have
been proven to have occurred before a person cacobected of
committing that crime. Under civil law it also meathe body of the
offence, i.e. the object on which the offence isoutted.

Cash Transaction Reports.
Roman Curia.
Offences.

An ltalicism sometimes used in Engtishiefer to the Departments of
the Roman Curia.

Designated Non-Financial Businesses and §siufies.
European Central Bank.

Forum for FIUs around the world to liaye co-operation in the fight
against money laundering and financing of terrorama to foster the
implementation of domestic programs in this field.

persons entitled to executeyke sid hoc transaction, without a general
proxy.

According to its etymology, ancgalical (from the Greelegkyklios,
kyklos meaning a circle) is nothing more than a circuktter. In
modern times, usage has confined the term almati®w¥ely to certain
papal documents explicitty addressed to the pati@r primates,
archbishops, and bishops of the Universal Churcboimmunion with
the Apostolic See and even to all men of good \Eiticyclicals indicate
high Papal priority for an issue at a given time.

The official seat of a bishop. This seat, whiclalso referred to as the
bishop's cathedra, is placed in the principal dhuo€ the bishop’s
jurisdiction, which is therefore called the bislsopathedral. Frequently,
this term is used as a synonym for “dioceses”.

Episcopal see; the official seat of a bishop.

Those elements that should lesemt in order to demonstrate full
compliance with the mandatory elements of each hd FATF
Recommendations

European Treaty Series [since 1.1.2004: CETSosncil of Europe
Treaty Series]

Financial Action Task Force.

Financial Intelligence Authority, the FIU oféliHoly See (including the
Vatican City State).

Financial Intelligence Unit.

In flagrante delictis a legal term used to indicate that a crimina ha
been caught in the act of committing an offencee €dlloquial "caught
in the act", "caught red-handed", or "caught rapafe English
equivalents.
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Guardia di Finanza

Holy See/Apostolic See

HS
IN
In abstracto

In rem
Inter vivos

IOR

Istituto per le Opere di
Religione

IT
lure gestionis
lure imperii

lus legationis

lus officii

lus sanguinis

lus soli

lus tractandi

Lateran Treaty

LEA

An ltalian law enforcement agency under the authaf the Minister
of Economy and Finance responsible for dealing viiitancial crime
and smuggling.

These terms refer bothed?bpe and, unless the contrary is clear from
the nature of things or from the context, to ther8griat of State, the
Council for the public affairs of the Church, th@rgregations, the
Tribunals and the other Institutes of the RomaniaGwvhich acts in his
name and with his authority, and through which Bentiff usually
conducts the business of the universal Church (Gdd€anon Law
clauses 360-361).

Holy See.
Interpretative Note.

In the abstract.

Latin for "against a thinghttp://en.wikipedia.org/wiki/In_rem -
cite_note-O#cite_note-0

A legal term referring to a transfer or gift madeidg one's lifetime, as
opposed to a testamentary transfer (a gift thast@#fect on death).

Institute for the Works of Religion (Istitupier le Opere di Religione)
Institute for Works of Religion (IOR).

Information Technology.
Commercial or private acts.
By virtue of its sovereignty.

A Latin legal term meaning the capacity to send @ueeive consuls and
diplomats.

A Latin legal term meaning the right or power ofdfice. It is invested
to those who have been appointed to fulfil a relesrcise an office or
perform a task for the Holy See or in the Vaticaty Gtate to work at
the Vatican, and it is usually revoked upon themteation of their
employment.

Latin for ‘right of blood'. It is a social policyybwhich citizenship is
determined by parentage (not place of birth).

Latin for ‘right of soil'. It is a social policy bywhich citizenship is
determined by place of birth (not parentage).

The capacity of a state to conclude treaties amdiwet its own policy
abroad.

The Lateran Treaty is one of theetsat Pacts of 1929 or Lateran
Accords, three agreements made in 1929 betweeKitigelom of Italy
and the Holy See, ratified June 7, 1929, endingRoenan Question’.
The Treaty establishes and recognises the fullremmy of the Holy
See in the Vatican City State.

Law Enforcement Agency.

Legal persons withoutLegal persons recognised under civil law but with@anonical

canonical recognition
MEQ

recognition. (Sometimes referred to as “impropemnfiations”).
Mutual Evaluation Questionnaire.
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MLA Mutual Legal Assistance.

Motu Proprio A document issued by the Pope on his own initiathirected to the
Roman Catholic Church.

MOU Memorandum of Understanding.

NCCT Non-cooperative countries and territories.

Nunciature A top-level diplomatic mission of the lidcSee, equivalent to an
embassy.

Nuncio See “Apostolic huncio” above.

Original AML/CFT Law Law n. CXXVIl, On the Prevemin and countering of the laundering of
the proceeds of criminal activities and the finagcof terrorism, of 30
December 2010 (replaced by Decree No. CLIX).

Pastor Bonus An Apostolic Constitution promulgabgd®ope John Paul Il on 28 June
1988. It instituted a number of reforms in the @sx of running the
central government of the Roman Catholic Churchsad out the roles
of the Secretariat of State, Congregations, Trilmjndontifical
Councils, Administrative Services and Pontificaln@nissions of the
Roman Curia. It also establishes the norms forAtidimina visits of
bishops to Rome.

PEP Politically Exposed Persons.

Peregrinatio ad  PetriA canonical body of the Holy See, constituted irB3%or the co-
Sedem ordination and assistance of the pilgrims who céonBome, ad Petri
sederhin particular during the jubilee years.

Peter’s Pence A voluntary payment made to the Rd@adéimolic Church which began
under the Saxons in England.

Pontifical State The Papal States before 1870.

Pontifical Yearbook The annual directory of the Holy See. It liststa# Popes to date and all

officials of the Holy See's departments. It alseegicomplete lists, with
contact information, of the Cardinals and Cathdlishops throughout
the world, the dioceses (with statistics about gaitie departments of
the Roman Curia, the Holy See's diplomatic missiabsoad, the
embassies accredited to the Holy See, the headgsiant religious

institutes (again with statistics on each), cer@dademic institutions,
and other similar information.

Pontificial Commission for The legislative body of the Vatican City State.
Vatican City State

Prefecture for the An office of the Roman Curia, entrusted with oversg all the offices
Economic Affairs of the of the Holy See that manage finances.

Holy See

Prudential supervision The supervision and reguhatof financial institutions where the

supervising authority seeks to ensure that theomests are protected by
the institution in question being financially sound

Questione Romana The Roman Question.

Rescript A rescript is an administrative act issued in wgtiby a competent
authority, by which of its very nature a privilegispensation or other
favour is granted at someone’s request (can. 5981).
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Revised AML/CFT Law

Roman Curia

Roman Pontiff;
Supreme Pontiff

Roman Question

Sancta Sedes
SAR

Secretariat of State

Segnalazioni
Sezione Ordinaria
Sezione Straordinaria

Specola Vaticana

SRO

stricto sensu
STRs

Sub judice

sui generis
SWIFT

Una gestione reale
VCS

Decree No. CLIX promulgating emiiments and additions to Law n.
CXXVII, On the Prevention and countering of theridaring of the
proceeds of criminal activities and the financingterrorism, of 30
December 2010.

The complex of Dicasteries and ingtituhrough which the Roman
Pontiff usually conducts the business of the umiaeiChurch in the
exercise of his supreme pastoral office for thedgand service of the
whole Church and of the particular Churches. (&®361). The Curia,
together with the Pope, represents the adminiggraipparatus of the
Holy See and central governing body of the CathGharch.

The Bishop of Rome, i.e. the Pope.

A political dispute between thadtalzovernment and the Papacy from
1870 to 1929.

Holy See/Apostolic See.
Suspicious activity report.

A dicastery of the Roman Citriis headed by the Cardinal Secretary
of State and performs the main political and digdimfunctions of the
Holy See.

Reported cases.
Ordinary Section of APSA.
Extraordinary Section of APSA

The Vatican Observatory. An astronomical reseanott educational
institution supported by the Holy See.

Self-Regulatory Organisation.

In the narrow sense.

Suspicious transaction reports.

Under judgement.

Unique, only one of a kind.

Society for Worldwide Interbank Financial #&bmmunication.
Effective control and management.

Vatican City State.
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